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PREVENTION OF MONEY LAUNDERING

CHAPTER 373

PREVENTION OF MONEY LAUNDERING ACT

To make provision for the prevention and prohibition of the laundering

of money in Malta.

23rd September, 1994

ACT XIX of 1994 as amended by: Act Il of 1998; Legal Notice 71 of
1999; Acts XXXI of 2001, 111 of 2002, and Ill and XIIl of 2004; Legal
Notice 176 of 2005; Acts VI of 2005 and XIV of 2006; Legal Notice 425 of
2007; Act XXXI of 2007; Legal Notice 105 of 2008; and Act VII of 2010.

1. The short title of this Act is the Prevention of My

Laundering Act.

2. (1) Inthis Act, unless the context otherwise regair

“criminal activity" means any activity, whenever wherever
carried out, which, under the law of Malta or angher law,

amounts to:

(a) a crime or crimes specified in Article 3 (13)(of the

United Nations Convention Against lllicit Traffimi
Narcotic Drugs and Psychotropic Substances adopted
on the 19th December 1988 in Vienna reproduced (in
the English language only) in the First Scheduléhis

Act; or

(b) one of the offences listed in the Second Schedale
this Act;

"Minister" means the Minister responsible for fircan

"money laundering" means -

(i)

(i)

(iii)

the conversion or transfer of property knowing
or suspecting that such property is derived
directly or indirectly from, or the proceeds of,
criminal activity or from an act or acts of
participation in criminal activity, for the purpose
of or purposes of concealing or disguising the
origin of the property or of assisting any person
or persons involved or concerned in criminal
activity;

the concealment or disguise of the true nature,
source, location, disposition, movement, rights
with respect of, in or over, or ownership of
property, knowing or suspecting that such
property is derived directly or indirectly from
criminal activity or from an act or acts of
participation in criminal activity;

the acquisition, possession or use of property
knowing or suspecting that the same was derived
or originated directly or indirectly from criminal
activity or from an act or acts of participation in
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Cap. 9.

criminal activity;

(iv) retention without reasonable excuse of property
knowing or suspecting that the same was derived
or originated directly or indirectly from criminal
activity or from an act or acts of participation in
criminal activity;

(v) attempting any of the matters or activities
defined in the above foregoing sub-paragraphs
(i), (i), (iii) and (iv) within the meaning of
article 41 of the Criminal Code;

(vi) acting as an accomplice within the meaning of
article 42 of the Criminal Code in respect of any
of the matters or activities defined in the above
foregoing sub- paragraphs (i), (ii), (iii), (iv) dn
v);

"prescribed" means prescribed by regulations maueu this

Act;

"property” means property of every kind, naturel @escription,
whether movable or immovable, tangible or intangidhd, without
derogation from the generality of the foregoingalsinclude -

(@)

(b)

(©)
(d)

any currency, whether or not the same is legatieéen

in Malta, bills, securities, bonds, negotiable
instruments or any instrument capable of being
negotiable including one payable to bearer or esedr
payable to bearer whether expressed in euro or any
other foreign currency;

cash or currency deposits or accounts with anykpan
credit or other institution as may be prescribedolth
carries or has carried on business in Malta;

cash or items of value including but not limited t
works of art or jewellery or precious metals; and

land or any interest therein;

"the Unit" means the unit established by article 15

(2) (@ A person may be convicted of a money laundering

(b)

(©)

offence under this Act even in the absence of &jad
finding of guilt in respect of the underlying crinal
activity, the existence of which may be establislad
the basis of circumstantial or other evidence withid
being incumbent on the prosecution to prove a
conviction in respect of the underlying criminal
activity and without it being necessary to establis
precisely which underlying activity.

A person can be separately charged and convicted o
both a money laundering offence under this Act ahd
an underlying criminal activity from which the
property or the proceeds, in respect of which he is
charged with money laundering, derived.

For the purposes of this subarticle, "underlying
criminal activity" refers to the criminal activitirom
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which the property or other proceeds, which are
involved in a money laundering offence under thit A
have been directly or indirectly derived.

PART | Added by:
XXXI. 2001.3.

INVESTIGATION AND PROSECUTION OF OFFENCES

3. (1) Any person committing any act of money laundgrinOffences.
shall be guilty of an offence and shall, on conwiot be liable to a ﬁ”‘g‘&)egfgé,
fine (multa) not exceeding two million and three hundred anay; 425 of 2007:
twenty-nine thousand and three hundred and sevitmge euro and XXXI. 2007.44,
forty cents (2,329,373.40), or to imprisonment &operiod not LN-105of 2008.

exceeding fourteen years, or to both such fineienmtisonment.

(2) Where an offence against the provisions of tA is
committed by a body of persons, whether corporate o
unincorporate, every person who, at the time ofdbemission of
the offence, was a director, manager, secretargtber similar
officer of such body or association, or was purpatto act in any
such capacity, shall be guilty of that offence wslde proves that
the offence was committed without his knowledge dhdt he
exercised all due diligence to prevent the comnuasof the
offence.

(2A) (a) Every person charged with an offence against ds Direction by the
shall be tried in the Criminal Court or before tBeurt Attomey General.
of Magistrates (Malta) or the Court of Magistrates
(Gozo), as the Attorney General may direct, andef
is found guilty shall be liable -

(i) on conviction by the Criminal Court to the
punishment of imprisonment for a term of not
less than three years but not exceeding fourteen
years, or to a finenfulta) of not less than
twenty-three thousand two hundred and ninety-
three euro and seventy-three cents (23,293.73)
but not exceeding two million three hundred and
twenty-nine thousand three hundred and
seventy-three euro and forty cents
(2,329,373.40), or to both such fine and
imprisonment; or

(i) on conviction by the Court of Magistrates
(Malta) or the Court of Magistrates (Gozo) to the
punishment of imprisonment for a term of not
less than six months but not exceeding nine
years, or to a finenfulta) of not less than two
thousand three hundred and twenty-nine euro
and thirty-seven cents (2,329.37) but not
exceeding one hundred and sixteen thousand
four hundred and sixty-eight euro and sixty-
seven cents (116,468.67), or to both such fine
and imprisonment.

(b) Notwithstanding that the Attorney General has
directed in accordance with the provisions of
paragraph §) that a person be tried in the Criminal



4 CAP. 373.] PREVENTION OF MONEY LAUNDERING
Court, he may, at any time before the filing of thé
of indictment or at any time after filing the bidf
indictment before the jury is empanelled, and vihh
consent of the accused, direct that that persotribéd
before the Court of Magistrates, and upon such
direction the Court of Magistrates as a court of
criminal judicature shall become competent to tratt
person as if no previous direction had been given.
Where the Attorney General has given such new
direction after the filing of the bill of indictménthe
registrar of the Criminal Court shall cause theorec
to be transmitted to the Court of Magistrates, ahdll
cause a copy of the Attorney General’s directiomé¢o
served on the Commissioner of Police.
(c) Notwithstanding the provisions of article 370 dfet
Cap. 9. Criminal Code and without prejudice to the proviso
of subarticle (2), the Court of Magistrates shad b
competent to try all offences against this Act as
directed by the Attorney General in accordance with
the provisions of subarticle (1).
(3) In proceedings for an offence of money laundgrimder
Cap. 101. this Act the provisions of article 22(1®@)(of the Dangerous Drugs
Ordinance shalinutatis mutandis apply.
(4) Where the person found guilty of an offence obrmay
laundering under this Act is an officer of a bodyrgorate as is
Cap. 9. referred to in article 121D of the Criminal Codeisra person
having a power of representation or having suctharity as is
referred to in that article and the offence of whtbat person was
found guilty was committed for the benefit, in partin whole, of
that body corporate, the said person shall forgbhgposes of this
Act be deemed to be vested with the legal represten of the
same body corporate which shall be liable to thgnpent of a fine
(multa) of not less than one thousand and one hundredsiatg-
four euro and sixty-nine cents (1,164.69) and natenthan one
million and one hundred and sixty-four thousand andhundred
and eighty-six euro and seventy cents (1,164,686.70
(5) (a) Without prejudice to the provisions of article @88the
Cap. 9. Criminal Code the court shall, in addition to any

punishment to which the person convicted of an
offence of money laundering under this Act may be
sentenced and in addition to any penalty to which a
body corporate may become liable under the prowsio
of subarticle (4), order the forfeiture in favouf the
Government of the proceeds or of such property the
value of which corresponds to the value of such
proceeds whether such proceeds have been receywed b
the person found guilty or by the body corporate
referred to in the said subarticle (4) and any prop

of or in the possession or under the control of any
person found guilty as aforesaid or of a body coap®

as mentioned in this subarticle shall, unless pdote
the contrary, be deemed to be derived from thenafe
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(b)

of money laundering and liable to confiscation or
forfeiture by the court even if in the case of immble
property such property has since the offender was
charged passed into the hands of third parties caed

if the proceeds of property, movable or immovalales
situated in any place outside Malta:

Provided that, for the purposes of this subarticle,
"proceeds"” means any economic advantage and any
property derived from or obtained, directly or
indirectly, through criminal activity and includesy
income or other benefit derived from such property.

Where the proceeds of the offence have beé&érfeiture of
dissipated or for any other reason whatsoever ftois Proceeds.
possible to identify and forfeit those proceedstor

order the forfeiture of such property the valuembifich
corresponds to the value of those proceeds thetcour

shall sentence the person convicted or the body
corporate, or the person convicted and the body

corporatein solidum, as the case may be, to th
payment of a finerulta) which is the equivalent of

e

the amount of the proceeds of the offence. The said

fine shall be recoverable as a civil debt and fois t
purpose the sentence of the court shall constiaumne
executive title for all intents and purposes of Gede

of Organization and Civil Procedure.

(c) Where it is established that the value of the proypof

the person found guilty of a relevant offence i

Cap. 12.

Forfeiture of
operty derived
Tom criminal

disproportionate to his lawful income and the cougkivity.
based on specific facts is fully convinced that the
property in question has been derived from the

criminal activity of that person, that property HHae
liable to forfeiture.

(6) Without prejudice to the provisions of article & the
Criminal Code, the Maltese courts shall also hawésdiction over
any offence of money laundering under this Act hretsame
circumstances as are mentioned in article 121Chef@riminal
Code.

(7) The provisions of article 248E(4) of the Crimir2ode and
those of article 22(3AX) and d) of the Dangerous Drugs
Ordinance shall applyutatis mutandis to the offences under this
Act.

4. (1) Where, upon information received, the Attorne
General has reasonable cause to suspect that anp@rereinafter
referred to as "the suspect"”) is guilty of the oife mentioned in
article 3, he may apply to the Criminal Court fom arder
(hereinafter referred to as an "investigation of§ieghat a person
(including a body or association of persons, whettwporate or
unincorporate) named in the order who appears tm [pmssession
of particular material or material of a particuldescription which
is likely to be of substantial value (whether bgelf or together
with other material) to the investigation of, oréonnnection with,

Cap. 9.

Cap. 9.
Cap. 101.

¥Xdditional powers

of investigation.
mended by:

111. 2004.80;

XIV. 2006.106;

L.N. 425 of 2007;

XXXI. 2007.45.
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the suspect, shall produce or grant access to swatkrial to the
person or persons indicated in the order; and #reqn or persons
so indicated shall, by virtue of the investigatiorder, have the
power to enter any house, building or other enctesfior the

purpose of searching for such material.

(2) Where an investigation order has been made pliegpfor,
whosoever, knowing or suspecting that the invesidgais taking
place, discloses that an investigation is beingeutaken or makes
any other disclosures likely to prejudice the sanmestigation shall
be guilty of an offence and shall, on convictior, Imble to a fine
(multa) not exceeding eleven thousand and six hundredfamg-
six euro and eighty-seven cents (11,646.87) ontprisonment not
exceeding twelve months, or to both such fine andrisonment:

Provided that in proceedings for an offence undas t
subarticle, it shall be a defence for the accuseprtve that he did
not know or suspect that the disclosure was likelprejudice the
investigation.

(3) An investigation order -

(a) shall not confer any right to production of, aczés,
or search for communications between an advocate or
legal procurator and his client, and between a
clergyman and a person making a confession to him,
which would in legal proceedings be protected from

Cap. 9. disclosure by article 642(1) of the Criminal Codeby
Cap. 12. article 588(1) of the Code of Organization and Civi
Procedure;

(b) shall, without prejudice to the provisions of the
foregoing paragraph, have effect notwithstanding an
obligation as to secrecy or other restriction upba
disclosure of information imposed by any law or
otherwise; and

(c) may be made in relation to material in the poseess
of any government department.

(4) Where the material to which an application unsiebarticle
(1) relates consists of information contained incanputer, the
investigation order shall have effect as an oraeptoduce the
material or give access to such material in a foriwhich it can be
taken away and in which it is visible and legible.

(5) Any person who, having been ordered to producgrant
access to material as provided in subarticle (&)Istvithout lawful
excuse (the proof whereof shall lie on him) wilfufkil or refuse to
comply with such investigation order, or who shailfully hinder
or obstruct any search for such material, shallgbdty of an
offence and shall, on conviction, be liable to aefiimulta) not
exceeding eleven thousand and six hundred and-&xtyuro and
eighty-seven cents (11,646.87) or to imprisonmeottexceeding
twelve months, or to both such fine and imprisontnen

(6) Together with or separately from an applicatifor an
investigation order, the Attorney General may,hie tircumstances
mentioned in subarticle (1), apply to the Crimir@durt for an
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order (hereinafter referred to as an "attachmedeo) -

(a) attaching in the hands of such persons (hereinafte
referred to as "the garnishees") as are mentioneke
application all moneys and other movable propettg d
or pertaining or belonging to the suspect;

(b) requiring the garnishee to declare in writing teet
Attorney General, not later than twenty-four hours
from the time of service of the order, the natunel a
source of all money and other movable property so
attached; and

(c) prohibiting the suspect from transferring or othiese
disposing of any movable or immovable property.

(6A) Where an attachment order has been made olieapfor,
whosover, knowing or suspecting that the attachnoder has
been so made or applied for, makes any disclosikely} to
prejudice the effectiveness of the said order oy envestigation
connected with it shall be guilty of an offence asldall, on
conviction, be liable to a finenfulta) not exceeding eleven
thousand and six hundred and forty-six euro antitgigeven cents
(11,646.87) or to imprisonment not exceeding twatvenths, or to
both such fine and imprisonment:

Provided that in proceedings for an offence undas t
subarticle, it shall be a defence for the accuseprbve that he did
not know or suspect that the disclosure was likelprejudice the
investigation or the effectiveness of the attachhweder.

(7) Before making an investigation order or an ditaent
order, the court may require to hear the Attornegn@ral in
chambers and shall not make such order -

(a) unless it concurs with the Attorney General tHedre
is reasonable cause as provided in subarticleafid;

(b) inthe case of an investigation order, unlessciert is
satisfied that there are reasonable grounds for
suspecting that the material to which the apploati
relates -

(i) is likely to be of substantial value (whether by
itself or together with other material) to the
investigation for the purpose of which the
application is made, and

(i) does not consist of communications referred to
in subarticle (3)4).

(8) The provisions of article 381(8), (b) and (e¢) and of
article 382(1) of the Code of Organization and CiRirocedure Cap. 12.
shall, mutatis mutandis, apply to the attachment order.

(9) An attachment order shall be served on the ighee and
on the suspect by an officer of the Executive Rohot below the
rank of inspector.

(10) Any person who acts in contravention of an @ttaent
order shall be guilty of an offence and shall, amveiction, be
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Cap. 9.

Applicability of
Dangerous Drugs
Ordinance.

Added by:

111. 2002.166.

Cap. 101.

liable to a fine fnulta) not exceeding eleven thousand and six
hundred and forty-six euro and eighty-seven cehts646.87) or to
imprisonment for a period not exceeding twelve nendr to both
such fine and imprisonment:

Provided that where the offence consists in thenpayt or
delivery to any person by the garnishee of any nysnar other
movable property attached as provided in subar{ig)é) or in the
transfer or disposal by the suspect of any movablanmovable
property in contravention of subarticle (6)(the fine shall always
be at least twice the value of the money or propertquestion:

Provided further that any act so made in contraeanbf
that court order shall be null and without effettaav and the court
may, where such person is the garnishee, ordesaidk person to
deposit in a bank to the credit of the suspectaim®unt of moneys
or the value of other movable property paid or delied in
contravention of that court order.

(11) An attachment order shall, unless it is revolezdlier by
the Attorney General by notice in writing servedtbe suspect and
on the garnishee in the manner provided for in stidla (9), cease
to be operative on the expiration of thirty dayenfrthe date on
which it is made; and the court shall not make Apotattachment
order with respect to that suspect unless it issfad that
substantially new information with regards to thEence
mentioned in article 3 is available:

Provided that the said period of thirty days shoalheld in
abeyance for such time as the suspect is away fhase Islands
and the Attorney General informs of this fact thermishee by
notice in writing served in the manner provided forsubarticle
(9).

(12) In the course of any investigation of an offenagainst
article 3, the Executive Police may request a ntagtie to hear on
oath any person who they believe may have inforomategarding
such offence; and the magistrate shall forthwitarn&at person on
oath.

(13) For the purpose of hearing on oath a persopragided in
subarticle (12) the magistrate shall have the spowers as are by
law vested in the Court of Magistrates (Malta) betCourt of
Magistrates (Gozo) as a court of criminal inquiry well as the
powers mentioned in article 554 of the Criminal @pgrovided
that such hearing shall always take place behinded doors.

(14) 1t shall not be lawful for any court to issuewarrant of
prohibitory injunction to stop the execution of arvestigation
order.

4A. The provisions of article 30B of the Dangerous Dyug
Ordinance shall applyutatis mutandis to proceeds within the
meaning of article 3(5).
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4B. (1) Where, upon information received, the Attorneyonitoring order.
General has reasonable cause to suspect that anp@rereinafter Addedby:
" N . . ~ V1. 2010.60.

referred to as "the suspect") is guilty of the offe mentioned in

article 3, he may apply to the Criminal Court fom arder
(hereinafter referred to as a "monitoring ordeéquiring a bank to

monitor for a specified period the transactionsbanking
operations being carried out through one or moreaants in the

name of the suspect, or through one or more acesosugpected to

have been used in the commission of the offencetuch could

provide information about the offence or the ciraiances thereof,

whether before, during or after the commission lnd bffence,

including any such accounts in the name of legas@es. The bank

shall, on the demand of the Attorney General, comicate to the

person or authority indicated by the Attorney Gealethe
information resulting from the monitoring and, ontlee
information is collated, the person or authorityceéving the
information shall transmit that information to tA&orney General.

(2) Where a monitoring order has been made or agpiog,
whosoever, knowing or suspecting that the investogais taking
place, discloses that an investigation is beingeuteken or makes
any other disclosures likely to prejudice the saikstigation shall
be guilty of an offence and shall, on convictiow, Ilble to a fine
(multa) not exceeding eleven thousand and six hundredfauriy
six euro and eighty-seven cents (11,646.87) omprisonment not
exceeding twelve months, or to both such fine andrisonment:

Provided that in proceedings for an offence undes t
subarticle, it shall be a defence for the accuseprbve that he did
not know or suspect that the disclosure was likelprejudice the
investigation.

5. (1) Where a person is charged under article 3, thrtc Freezing of

shall at the request of the prosecution make aerord g::%ﬂi% of person

(a) attaching in the hands of third parties in geneatl fmdzedw
. . LN. 425 of 2007.
moneys and other movable property due or pertaining

or belonging to the accused, and

(b) prohibiting the accused from transferring, pledgin
hypothecating or otherwise disposing of any movable
or immovable property:

Provided that the court shall in such an order mhetee
what moneys may be paid to or received by the aaxtwliring the
subsistence of such order, specifying the sountes\ner and other
modalities of payment, including salary, wages, 9en and social
security benefits payable to the accused, to allom and his
family a decent living in the amount, where the meg@ermit, of
thirteen thousand and nine hundred and seventyesno and
twenty-four cents (13,976.24) every year:

Provided further that the court may also -

(a) authorise the payment of debts which are due ley th
accused to bona fide creditors and which were
contracted before such order was made; and
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Penalty for
contravening court
order.

Amended by:

L.N. 425 of 2007;
XXXI. 2007.46.

Special court
proceedings.
Amended by:
XXXI. 2007.47.

(b) on good ground authorise the accused to transfer
movable or immovable property.

(2) Such order shall -

(a) become operative and binding on all third parties
immediately it is made, and the Registrar of thei€o
shall cause a notice thereof to be published withou
delay in the Gazette, and shall also cause a copy
thereof to be registered in the Public Registry in
respect of immovable property; and

(b) remain in force until the final determination dfiet
proceedings, and in the case of a conviction uhil
sentence has been executed.

(3) The court may for particular circumstances vaungh order,
and the provisions of the foregoing subarticlesllsapply to such
order as so varied.

(4) Every such order shall contain the name andaumof the
accused, his profession, trade or other statudefids name,
mother’s name and maiden surname, place of birth@ace of
residence and the number of his identity card bepidentification
document, if any.

(5) Where any money is or becomes due to the accireed
any person while such order is in force such mosiegll, unless
otherwise directed in that order, be deposited lraak to the credit
of the accused.

(6) When such order ceases to be in force as prdvide
subarticle (2)B) the Registrar of the Court shall cause a notice to
that effect to be published in the Gazette, andlsdrater in the
Public Registry a note of cancellation of the regason of that
order.

6. Any person who acts in contravention of a courteosrd
mentioned in article 5 shall be guilty of an offenand shall, on
conviction, be liable to a finenfulta) not exceeding eleven
thousand and six hundred and forty-six euro andtgigeven cents
(11,646.87) or to imprisonment for a period not exding twelve
months, or to both such fine and imprisonment, ang act so
made in contravention of such court order shalhbk and without
effect at law and the court may, where such peisdhe garnishee,
order the said person to deposit in a bank to thditof the person
charged the amount of moneys or the value of othewable
property paid or delivered in contravention of tcatirt order.

7. (1) Where an order of forfeiture is made under $&tR(5),
the person found guilty and any other person hawdngnterest
may bring an action for a declaration that any lbofthe movable
or immovable property so forfeited is not profitsproceeds from
the commission of an offence under article 3 ootherwise
involved in the offence of money laundering, nooperty acquired
or obtained, directly or indirectly, by or throughy such profits or
proceeds.

(2) Such action shall be brought not later than ¢hneonths
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from the date on which the sentence ordering théefture shall
have become definite, by an application in the C&urt, First
Hall.

(3) The applicant shall attach to the applicatiolh such
documents in support of his claim as it may be is fower to
produce and shall indicate in his application tlaenes of all the
witnesses he intends to produce, stating in respeeach the proof
which he intends to make.

(4) The court shall, without delay, set down the leggtion for
hearing at an early date, which date shall in ngecle later than
thirty days from the date of the filing of the ajmaition.

(5) The application and the notice of the date fifedhearing
shall be served on the Commissioner of Police withdelay, and
the said Commissioner shall file his reply theratiohin fifteen
days after the date of the service of the applosati

(6) The court shall hear the application to a cosidn within
twenty working days from the date fixed for theginial hearing of
the application, and no adjournment shall be grdtecept either
with the consent of both parties or for an excepdloreason to be
recorded by the court, and such adjourned datel stoalbe later
than that justified by any such reason.

(7) Saving the preceding provisions of this articlehe
provisions of the Code of Organization and CiviloRedure cap. 12.
relating to proceedings before the Civil Court,&iHall, shall
apply in relation to any such application.

(8) Any decision revoking the forfeiture of immovabproperty
shall be deemed to transfer the title of such prigpleack from the
Government to the party in favour of whom it is giv and such
party may obtain the registration of such trandfethe Public
Registry.

8. When the court allows the demand for a declara@sn Reversion of
provided in article 7(1) in respect of any propeftyfeited, such E;O%?%tggasmg to
property shall cease to be forfeited and shall retethe applicant '
in virtue of the judgment upon its becoming defmitand the
applicant shall thereupon be entitled to the recp\ad the income
received by the Government from such property dutime period
of its forfeiture.

9. (1) Where the Attorney General receives a requesiemaowers of
by the judicial or prosecuting authority of any gdaoutside Malta 'C”C:’rfnsggt?émv:{‘h
for investigations to take place in Malta in respe€ a person gsences
(hereinafter referred to as "the suspect") suspkbyethat authority cognizable by
of an act or omission which if committed in thes¢éahds, or in ﬁ/lc’;l{;s outside
corresponding circumstances, would constitute derafe under Added by:
article 3, the Attorney General may apply to thén@nal Court for I.1998.9.
an investigation order or an attachment order orbfoth and the
provisions of article 24A of the Dangerous Druggdi@ance shall cap. 101.
mutatis mutandis apply to that application and to the suspect and t
any investigation or attachment order made by thertcas a result

of that application.
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Cap. 101.

Transactions or
banking operations
carried out through
one or more
accounts.

Added by:

VII. 2010.61.

Freezing of
property of person
accused with
offences
cognizable by
courts outside
Malta.

Added by:

11. 1998.9.

Cap. 101.

Cap. 101.

Cap. 101.

Enforcement of
confiscation orders
made by courts
outside Malta
following
conviction for
offences
cognizable by
those courts.
Added by:

11. 1998.9.

Cap. 101.

(2) The words "investigation order" in subarticl@3 and (5) of
the same article 24A shall be read and construeiti@ading an
investigation order made under the provisions o #rticle.

(3) The words "attachment order" in article 24A(648) the
Dangerous Drugs Ordinance shall be read and coestras
including an attachment order made under the piowis of this
article.

9A. Where the request referred to in the precedingclartis
made for the purpose of monitoring the transactiond®anking
operations being carried out through one or moreoaats of a
suspect, the Attorney General may apply to the @rahCourt for
a monitoring order and the provisions of article 4Ball apply
mutatis mutandis.

10. (1) Where the Attorney General receives a requedlema
by a judicial or prosecuting authority of any plamegside Malta for
the temporary seizure of all or any of the moneywperty,
movable or immovable, of a person (hereinafterhistarticle
referred to as "the accused") charged or accusqmtaoeedings
before the courts of that place of an offence cstitsgy in an act or
an omission which if committed in these Islands, ior
corresponding circumstances, would constitute dgarafe under
article 3, the Attorney General may apply to then@nal Court for
an order (hereinafter referred to as a "freezindeot) having the
same effect as an order as is referred to in at&dA(1) of the
Dangerous Drugs Ordinance, and the provisions efsthid article
22A shall, subject to the provisions of subarti(?¢ of this article,
apply mutatis mutandis to that order.

(2) The provisions of article 24C(2) to (5) of theafyerous
Drugs Ordinance shall apply to an order made unldisrarticle as
if it were an order made under the said article 24C

(3) Article 22B of the Dangerous Drugs Ordinancelkhéso
apply to any person who acts in contravention &fe@zing order
under this article.

11. (1) A confiscation order made by a court outside telal
providing or purporting to provide for the confisiom or forfeiture
of any property of or in the possession or under ¢bntrol of any
person convicted of a relevant offence shall beerdable in Malta
in accordance with the provisions of article 24D{8)(11) of the
Dangerous Drugs Ordinance.

(2) For the purposes of this article "confiscatiomder"
includes any judgment, decision, declaration, dreotorder made
by a court whether of criminal or civil jurisdictioproviding or
purporting to provide for the confiscation or fotfee of property
as is described in subarticle (1).

(3) For the purposes of this article "relevant offe" means
any offence consisting in any act which if commdt these
Islands, or in corresponding circumstances, wowddstitute the
offence mentioned in article 3.
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12. (1) The Minister may make rules or regulations gafgr Rules and
for the better carrying out of the provisions ofgtAct and in regulations.

. . ] Amended by:
particular may by such rules or regulations provide the v, 20055
regulation and control of banks, credit and othiarahcial L.N.4250f 2007.
institutions to providdanter alia for procedures and systems for
training, identification, record-keeping, internaporting and
reporting to supervisory authorities for the pretien of money
laundering and funding of terrorism.

(2) The Minister may by regulations extend the psiwms of
this Act in whole or in part and of any regulatiomsade thereunder
to categories of undertakings and to professionlwvlengage in
activities which, in the opinion of the Ministerreaparticularly
likely to be used for money laundering purposesuwrding of
terrorism.

(3) Rules or regulations made under this articley nrapose
punishments or other penalties in respect of amtrawention or
failure of compliance not exceeding a finmulta) of forty-six
thousand and five hundred and eighty-seven eurofartg-seven
cents (€46,587.47) or imprisonment for a term nate2ding two
years or both such fine and imprisonment.

13. Saving the provisions of article 12, the Ministeaynin Matters to be

consultation with the Minister responsible for jigst- prescribed by
regulations.

(a) prescribe by regulation any matter required to be
prescribed by this Act;

(b) by regulation amend, alter or add to the list fiences
specified in the Second Schedule to this Act.

PART Il

FINANCIAL INTELLIGENCE ANALYSIS UNIT

14. In this Part, unless the context otherwise requires Dgéigoiltik?ns.
. . L. A A
"subject person” means any person required to ramirihternal Xxxi. 2001.4.
reporting procedures and to report transactionpestted to involve Cr%%esdsby:
money laundering or funding of terrorism under rigions in -
force from time to time under this Act or as may frescribed

under this Act;

"supervisory authority" shall have the same mearsigsgigned to
it by regulations in force from time to time undars Act or as may
be prescribed under this Act;

"the Board" means the Board of Governors refermdtarticle
18;

"the Chairman" means the Chairman of the Board apied
under article 20;

"the Deputy Chairman" means the Deputy ChairmathefBoard
appointed under article 20;

"the Director” means the Director of the Unit apptdd or
recruited under article 23.
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Establishment of 15. (1) There shall be a government agency, to be knawn
the Unit. ; : . . .

Added by: the Financial Intelligence Analysis Unit.

XXX 2001.4. (2) The Unit shall be a body corporate having aiditlegal

personality and shall be capable, subject to tlevigions of this
Act, of entering into contracts, of concluding meranda of
understanding or other agreements with any foréigaty, authority
or agency as is referred to in article 16K},)(0f acquiring, holding
and disposing of any kind of property for the pusps of its
functions, of suing and being sued, and of doidgath things and
entering into all such transactions as are incideot conducive to
the exercise or performance of its functions untles Act,

including the borrowing of money.

(3) The Unit shall enter into an agency performaagesement
with the Minister which agreement shall determihe funding of
the agency and, without prejudice to the generalftgrticle 16(1),
any specific tasks within the scope of the functaf the Unit
which are to be addressed and achieved by the Unit.

(4) The members of the Unit and all its employeealisabide
by any Code of ethics applicable to public officensd shall,
subject to any law to the contrary, have the sarhbBgations
thereunder:

Provided that the Unit may, with the concurrencetlod
Minister, draw up service values and a Code of Eshto
supplement any public service Code of Ethics inpext of the

Unit.
Functions of the 16. (1) Subject to the other provisions of this Act amidhout
ngéd by: prejudice to any other power or function conferoadit by this Act
XXX 2001.4. or by any other law, the Unit shall be responsfolethe collection,
Amended by: collation, processing, analysis and disseminatibimtormation
V1. 20055. with a view to combating money laundering and fumgliof

terrorism and without prejudice to the generalifytloe aforesaid
shall in particular have the following functions:

(a) to receive reports of transactions suspected volire
money laundering or funding of terrorism made by an
subject person in pursuance of any regulation made
under article 12, to supplement such reports witths
additional information as may be available to itagrit
may demand, to analyse the report together with suc
additional information and to draw up an analytical
report on the result of such analysis;

(b) to send any analytical report as is referred to in
paragraph &) to the Commissioner of Police for
further investigation if having considered the
suspicious transaction report, the Unit also has
reasonable grounds to suspect that the transaddion
suspicious and could involve money laundering or
funding of terrorism;

(c) to monitor compliance by subject persons and te co
operate and liaise with supervisory authorities to
ensure such compliance;
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(d)

(€)

(f)

(9)

(h)

(i)

()

(k)

(1)

to send to the Commissioner of Police togethehwit
any analytical report sent in accordance with
paragraph If) or at any time thereafter any
information, document, analysis or other material i
support of the report;

to instruct any subject person to take such step#
may deem appropriate to facilitate any money-
laundering or funding of terrorism investigation in
general or the investigation of any particular
suspicious transaction report;

to gather information on the financial and comnigirc
activities in the country for analytical purposeghna
view to detecting areas of activity which may be
vulnerable to money laundering or funding of
terrorism;

to compile statistics and records, disseminate
information, make recommendations, issue guidelines
and advice the Minister on all matters and issues
relevant to the prevention, detection, investigatio
prosecution and punishment of money laundering or
funding of terrorism offences;

to promote the training of, and to provide traigifor,
personnel employed with any subject person in retspe
of any matter, obligation or activity relevant thet
prevention of money laundering or funding of
terrorism;

to consult with any person, institution or orgaatinn
as may be appropriate for the purpose of dischagrgin
any of its functions;

to advise and assist persons, whether physickgad,

to put in place and develop effective measures and
programmes for the prevention of money laundering
and funding of terrorism;

upon request or on its own motion, to exchange
information with any foreign body, authority or awpy
which it considers to have functions equivalent or
analogous to those mentioned in this subarticle and
with any supervisory authority in Malta or with any
supervisory authority outside Malta which it deetos
have equivalent or analogous functions as a
supervisory authority in Malta, subject to such
conditions and restrictions as it may determine,
including the prior conclusion, if it deems so
necessary, of any memorandum of understanding or
other agreement, to regulate any such exchange of
information, where that information may be relevemt
the processing or analysis of information or to
investigations regarding financial transactionsatedl

to money laundering or funding of terrorism and the
natural or legal persons involved;

to report to the Commissioner of Police any ativi
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Liability for
damages.
Added by:
XXXI.2001.4.

Distribution of
duties of the Unit.
Added by:

XXXI. 2001.4.

Composition of the
Board.

Added by:
XXXI.2001.4.

which it suspects involves money laundering or
funding of terrorism and of which it may become
aware in the course of the discharge of any of its
functions.

(2) The Unit shall at least once a year preparepanteon its
activities in general to the Minister and shallcaf to the Minister
facilities for obtaining information with respea tts property and
its activities in general and furnish him with rets, accounts and
other information with respect thereto.

17. The Unit, its Board, officers and employees shait be
liable in damages for anything done or omitted &odwone in the
discharge or purported discharge of any functiodarnthis Act,
unless the act or omission is shown to have beemr do omitted to
be done, as the case may be, in bad faith.

18. (1) The Unit shall consist of a Board and a Director

(2) The Board shall be responsible for the policypadopted
by the Unit and to be executed and pursued by tinector and to
ensure that the Director carries out that policgadingly. The
Board shall also be responsible for advising thenidier as
provided in article 16(1}).

(3) The Director shall be responsible for the exanutof the
policy established by the Board and for carrying @il the
functions of the Unit not attributed by this Act tbe Board in
accordance with the policy and subject to the galnswpervision of
the Board.

(4) The Board may appoint any officer or any membethe
staff of the Unit to act as director when the Dit@rcis absent,
unable to act or on vacation or during any vacaimcthe office of
the Director.

19. (1) The Board shall consist of:

(a) four members appointed by the Minister in the mamn
provided in subarticle (2);

(b) not more than two other members, as may be reqdest
by the Board, appointed by the Minister in the mamn
provided in subarticle (3).

(2) The Minister shall appoint the four members redd to in
subarticle (1)§) by selecting one member from each of four panels,
each of at least three persons, nominated respelstiby the
Attorney General, the Governor of the Central Bathle, Chairman
of the Malta Financial Services Authority and then@imissioner of
Police.

(3) The Minister shall appoint each additional memas may
be requested by the Board in pursuance of the wiowis of
subarticle (1)) from a panel of not less than three persons
nominated by the authority to be indicated by th@aBd with
respect to each additional member.

(4) The members of the Board shall be appointedafterm of
three years against such remuneration as the Mémigtay
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determine and may be re-appointed in the manner dawn in
subarticles (2) or (3), as the case may be, orepération of their
term of office.

(5) The members of the Board shall discharge thetied in
their own individual judgement and shall not be j@db to the
direction or control of any other person or authpori

(6) A person shall not be qualified to be appointedio hold
office, as a member of the Board if he:

(a) is legally incapacitated; or

(b) has been declared bankrupt or has made a compuositi
or scheme of arrangement with his creditors; or

(c) has been convicted of an offence against thisokaif
an offence listed in the First Schedule or in tee&@d
Schedule or of an offence of money laundering agtain
the provisions of the Dangerous Drugs Ordinancefor Cap. 101.
the Medical and Kindred Professions Ordinance; or Cap. 31.

(d) is not a salaried official on the permanent siafthe
service of the official by whom he is to be or Heeen
recommended for appointment; or

(e) is a salaried official of or is otherwise employedith
or in the service of a subject person or is in atiyer
manner professionally connected to a subject person

(7) A member of the Board may be relieved of offizg the
Minister, after consultation with the official byhem the member
was recommended, on the ground of inability to penf the
functions of his office, whether due to infirmity mind or of body,
or to any other cause, or of misbehaviour; and ther purposes of
this subarticle, repeated unjustified non-attendant Board
meetings may be deemed to amount to misbehaviour.

(8) A member of the Board may also resign from dffiby
letter addressed to the Minister.

(9) Where any vacancy occurs in the membership efBbard
for any reason other than the lapse of the ternoféifte that
vacancy shall, for the remainder of the term ofiadfwhich has
become vacant, be filled by another member appdirtge the
Minister from among a panel of not less than thpsgsons
nominated by the official who nominated the pameini among
whom the member who vacated office had been apedint

20. A Chairman and Deputy Chairman shall be appointgd Bhairman and
the Prime Minister after consultation with the Mstgér from among Efet?“é%g;‘fgrma”
the members of the Board. The Chairman shall beHbad of the addedby:
Unit and the Deputy Chairman shall have all the posvand XXXI.2001.4.
perform all the functions of the Chairman during kibsence or
inability to act as Chairman or while he is on viaeca or during

any vacancy in the office of chairman.

21. (1) The Board shall meet within one month from it®eetings of the

constitution and as often as may be necessary pedient E\Sﬁég'b-
thereafter, but in no case less frequently thartitees in each year. xxx. 23()1,4,
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Decisions in case
of emergency.
Added by:

XXXI. 2001.4.

The Executive and
other staff of the
Unit.

Added by:

XXXI. 2001.4.

The police liaison
officer.

Added by:

XXXI. 2001.4.

The meetings of the Board shall be called by thai@han on his
own initiative or at the request of any two of thther members or
at the request of the Director.

(2) The Board shall not act unless a quorum consgistf the
Chairman or Deputy Chairman and not less than twioeo
members is present.

(3) The meetings of the Board shall be chaired by th
Chairman, or in his absence, by the Deputy Chairman

(4) The decisions of the Board shall be adopted bsinaple
majority of the votes of the members present antihgoand in the
event of an equality of votes the member presidihghe meeting
shall have and exercise a second or casting vote.

(5) The Director shall be entitled to attend the tirees of the
Board and to take part in the discussions, butldiae no vote.
Saving the provisions of subarticle (2) the abseofcghe Director
from any meeting shall not invalidate the proceegirof the
meeting.

(6) Any vacancy among the members of the Board, amy
participation therein by a person not entitled eadb, shall not
invalidate the proceedings of the Board.

(7) Subject to the provisions of this Act, the Boantay
regulate its own procedure.

(8) All acts done by any person acting in good faéb a
member of the Unit shall be valid as if he were amber
notwithstanding that some defect in his appointment
qualification be afterwards discovered.

22. In case of emergency, decisions shall be takentdgaest
two members of the Board one of whom shall be thai@nan or
Deputy Chairman.

23. The Director and the other officers and staff oé thnit
shall be appointed or recruited by the Board acoogdo such
procedures and on such terms and conditions asdi¢ch numbers
as the Board may determine.

24. (1) The Commissioner of Police shall detail a police
officer not below the rank of Inspector to act alsasson officer to
liaise with the Unit.

(2) Notwithstanding anything to the contrary in aother law
the police liaison officer detailed as aforesaidlétbe bound to
keep secret and confidential any information thatynaome to his
knowledge as a result of his duties as a liaisdicef with the Unit
and shall not disclose such information to any parether than a
member of the Unit or any of its staff in the coaif the exercise
of his functions as a liaison officer with the Unit

Provided that where the Unit has submitted a repmithe
Police in accordance with the provisions of thist Atee Unit may,
without prejudice to the provisions of article 3),(4uthorise the
police liaison officer to disclose to the Police, to any other
competent authority identified by the Unit as hayimn interest in
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the investigation of the report, any informatiohereant to the said
report that may have come or may come to the kndgeeof the
police liaison officer in the course of his assigamhwith the Unit.

(3) The police liaison officer shall, subject to cplying with
any internal requirements of the police force, makailable to the
Unit or to any member of its staff any informatiahthe disposal of
the police or which is part of police records te txtent that such
information is relevant to the exercise of the fiioes of the Unit.

(4) The police liaison officer shall assist the Urnit the
analysis and processing of suspicious transactémorts and of
information and intelligence data collected by tdeit in the
exercise of its functions and shall advise the Wmitinvestigative
techniques and on all law enforcement issues.

25. (1) The legal and judicial representation of the tistiall Legal and judicial

vest in the Chairman and in his absence in the Be@hairman: {ﬁgrﬁiﬁ”tation of

Provided that the Unit may appoint any one or mofréts Qg’(g‘(eldggéu
other members or of its officers or employees tpesgr in the name ' o
and on behalf of the Unit in any judicial proceegirand in any act,
contract, instrument or other document whatsoever.

(2) Any document purporting to be an instrument maxe
issued by the Unit and to be signed by the Chairmaby the
Deputy Chairman on behalf of the Unit shall be riezeel in
evidence and shall, until the contrary is proveel deemed to be an
instrument made or issued by the Unit.

26. (1) The Unit shall be responsible to ensure thatjexttb Compliance.
persons comply with the provisions of this Act aarty regulations Qg&?d%)u
made thereunder in so far as these are applicaktleem. ' o

(2) If the Unit so considers necessary it may:

(a) authorise any of its officers, employees or ageots
producing evidence of his authority, to require any
subject person to provide him forthwith with such
information or documents relating to that subject
person’s internal procedures for compliance witk th
provisions of this Act and any regulation made
thereunder and to answer any questions as the Unit
may reasonably require for the performance of its
functions under subarticle (1);

(b) by notice in writing served on a subject persoquiee
that person to produce, within the time and atplaee
as may be specified in that notice, any documests a
may be so specified in the notice provided such
documents are reasonably required by the Unither t
performance of its functions under this Act.

(3) Where the documents required under subarticle g2
produced, the Unit may make notes and take cogfi¢iseowhole or
any part of such documents.

(4) Where the documents required under subarticjeaf8 not
produced, the Unit may require the subject persdrowas
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Co-operation with
supervisory
authorities.

Added by:

XXXI. 2001.4.

Delay of execution
of a suspicious
transaction.

Added by:

XXXI. 2001.4.
Amended by:

V1. 2005.5.

required to produce them to state, in writing, wduch documents
could not be produced.

(5) Subject to the provisions of article 27, a swissry
authority is, for the purposes of subarticle é)(considered to be
an agent of the Unit.

27. (1) Without prejudice to the generality of the preioins of
this Act, the Unit shall co-operate with the supsovy authorities
to ensure that the financial and other systemsnateused for
criminal purposes and thus safeguard their intggrit

(2) Without prejudice to the special provisions afyaother
law applicable to them, the supervisory authorigésll extend all
assistance and co-operation to the Unit in theifmlént of its
responsibilities under this Act.

(3) In pursuance of its responsibilities under thewsions of
article 26, the Unit may request a supervisory atriti to do all or
any of the following and the supervisory authordlall not
unreasonably withhold its assistance:

(a) to provide the Unit with such information of whithe
supervisory authority may become aware of in the
course of its supervisory functions and which iradés
that a subject person falling under the competesfce
the supervisory authority may not be in compliance
with any requirements under this Act or any
regulations made thereunder;

(b) to carry out, on behalf of the Unit, on-site
examinations on subject persons falling under the
competence of the supervisory authority with the ai
of establishing that person’s compliance with the
provisions of this Act and any regulations made
thereunder and to report to the Unit accordingly.

(4) The Unit may authorise any of its officers ormoyees to
accompany the supervisory authority in any on-skamination as
may be required by the Unit under subarticle §3nd any such
officer or employee shall be entitled, on produciifgrequested,
evidence of his authority, to enter any premiseshs® subject
person on whom an examination is being undertaken.

28. (1) Where any subject person is aware or suspectsah
transaction which is to be executed may be linkedntoney
laundering or funding of terrorism that subjectgmar shall inform
the Unit before executing the transaction givingtiaé information
concerning the transaction including the periodhivitwhich it is to
be executed. Such information may be given by tedeye but shall
be forthwith confirmed by fax or by any other weitt means and
the Unit shall promptly acknowledge the receipthod information.

(2) Where the matter is serious or urgent and itstars such
action necessary, the Unit may oppose the executiba
transaction before the expiration of the periodereéd to in
subarticle (1) and notice of such opposition stlimmediately
notified by fax or by any other written means.
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(3) The opposition by the Unit shall halt the exéontof the
transaction for twenty-four hours from the timetb& notification
referred to in subarticle (1) unless the Unit skalthorise earlier,
by fax or otherwise in writing, the execution otttransaction.

(4) Where within the period referred to in subasidll) no
opposition has been made by the Unit as providesubarticle (2)
the subject person concerned may proceed to theugiom of the
transaction in question and where opposition hasnbmade as
provided aforesaid the subject person concernedpnageed to the
execution of the transaction in question upon #pesé of the period
referred to in subarticle (3) unless in the meamtiam attachment
order has been served on the subject person.

29. Where any subject person is aware or suspects @hahction after
transaction which is to be executed may be linkedntoney gﬁgg%‘gﬂgf
laundering or funding of terrorism but it is unaliteinform the ansaction which
Unit before the transaction is executed, eitherduse it is not could not be
possible to delay executing the transaction duédmature, or ﬂg{%&e&_
because delay in executing the transaction couklvent the xxxi.2001.4.
prosecution of the individuals benefiting from thespected money Amended by:
laundering or funding of terrorism, the subjectgmer shall inform VI 20055.
the Unit immediately after executing the transanotgiving the
reason why the Unit was not so informed before exieg the

transaction.

30. (1) When the Unit receives a report as is referr@dnt Power of the Unit

article 16(1)&) or when from information in its possession theitUnto demand

. information.
suspects that any subject person may have been feseahy added by:
transaction suspected to involve money launderinfuading of ~XXXxI. 2001.4.
terrorism the Unit may demand from the subject persiaking the {mendedby.
report or from the subject person which is suspectfehaving been
used for any transaction suspected to involve mdaagdering or
funding of terrorism as well as from any other sdijperson, the
police, any Government Ministry, department, ageoncyther
public authority, or any other person, physicall@gal, and from
any supervisory authority, any additional infornoattithat it deems
useful for the purpose of integrating and analystihg report or
information in its possession.

(2) Notwithstanding anything contained in the Prasfesal cap.377.

Secrecy Act and any obligation of secrecy or coafitiality under

any other law the subject person or any other perphysical or

legal, and any authority or entity from whom infoabion is
demanded by the Unit in pursuance of the provisiohsubarticle

(1) shall communicate the information requestethsUnit and for

the purposes of article 257 of the Criminal Codey auch Cap.9.
disclosure shall be deemed to be a disclosure fofrimation to a

public authority compelled by law:
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Cap. 9.
Cap. 12.

Power of Unit to
demand
information under
article 16.

Added by:

XII1. 2004.126.

Unit may require
the subject person
to monitor
transactions or
banking
operations.

Added by:

VII. 2010.62.

Provided that nothing in this subarticle shall imm@ny
obligation on the Attorney General to communicatahe Unit any
information which in any way relates to or is cooted with or
came into his possession as a result of the exefgyshim of any
powers referred to in article 91(3) of the Constitun or any
obligation on any person to communicate to the Uamty
information which would in legal proceedings be fgated from
disclosure by article 642(1) of the Criminal Codehy article
588(1) of the Code of Organization and Civil Proged

30A. (1) Notwithstanding anything contained in any othew,
the Unit may likewise demand form any person, atith®r entity,
as is referred to in article 30, any informatiom@&ems relevant and
useful for the purpose of pursuing its functionslenarticle 16.

(2) The provisions of article 30(2) shafutatis mutandis apply
where any information is demanded by the Unit urtties article.

30B. (1) When the Unit receives a report as is referrednt
article 16(1)&) or when from information in its possession thetUn
suspects that any subject person may have been fuseahy
transaction suspected to involve money launderinfuading of
terrorism or that property is being held by a sebjgerson that may
have derived directly or indirectly from, or constes the proceeds
of, criminal activity or from an act or acts of gavipation in
criminal activity, the Unit may require the subjegérson to
monitor for a specified period the transactionsbanking
operations being carried out through one or momoants in the
name of any person suspected of the said offerarethrough one
or more accounts suspected to have been used tothmission of
any of the said offences or which could provideommfiation about
the offences or the circumstances thereof, whetkésre, during or
after the commission of the offences, including @ogh accounts
in the name of legal persons. The subject persali sbhmmunicate
to the Unit the information resulting from the mtoring and the
Unit may use that information for the purpose ofrgang out its
analysis and reporting functions under this Act.

(2) Where a monitoring order has been made or agpioe,
whosoever, knowing or suspecting that the invesidgais taking
place, discloses that an investigation is beingeutaken or makes
any other disclosures likely to prejudice the saikestigation shall
be guilty of an offence and shall, on convictior, Imble to a fine
(multa) not exceeding eleven thousand and six hundredfary
six euro and eighty-seven cents (11,646.87) onmtprisonment not
exceeding twelve months, or to both such fine andrisonment:

Provided that in proceedings for an offence undas t
subarticle, it shall be a defence for the accuseprtve that he did
not know or suspect that the disclosure was likelprejudice the
investigation.

(3) The provisions of article 30(2) shatutatis mutandis apply
where any information is demanded by the Unit urtties article.
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31. (1) Where following an analysis of a suspiciousransmission of
transaction report and of the information in itsspession relevant'”f?fméf‘“on to
to the report the Unit is of the opinion that aseaable suspicion Pn"v'ecsﬁig‘gﬂon,
of money laundering or funding of terrorism persishe report Addedby:
together with any relevant information in its possien and the xxx'a%gobl-f‘-
results and conclusions of any analysis carriedoguthe Unit shall vi. 20055,

be transmitted to the Police for further investigat

(2) The provisions of subarticle (1) shall also gppiutatis
mutandis to any suspicion of money laundering or funding of
terrorism which the Unit may have formed on the isasf
information in its possession without any suspicdtansaction
report having been made to the Unit or independgeatlany such
report.

(3) Where the Unit transmits information to the Reliin
pursuance of the provisions of subarticles (1) é2)dand a subject
person over which another authority or agency hgeesvisory or
regulatory functions is involved the Unit shall arfn the said
authority or agency of action taken.

(4) Where the Unit transmits information to the Reliin
pursuance of subarticles (1) and (2) it shall tlaéter transmit to
the Police any further relevant information in resgp of the
suspicion communicated to the Police as aforesaid.

32. The Unit shall, at the request of the subject pergive to Information.
the subject person which reports any transactiospscted to Addedby:
) . . : , . XXXI. 2001.4.
involve money laundering or funding of terrorismchunformation  amended by:
as the Unit considers to be of interest to the ectbperson in order VI. 20055.
to enable that subject person to regulate its effand to assist it to
carry out its duties under this Act or any regutatimade

thereunder.

33. Any official or employee of the Unit who, in anyTipping off by the
circumstances other than those provided for inpitowiso to article gmc'%'se%; of the
24(2), discloses to the person concerned or tard garty that an Uni?_ y
investigation is being carried out by the Unit,tbat information Added by:
has been transmitted to the Unit by a subject perso that the mazego&;t.
Unit has transmitted information to the police favestigation, L.N. 425 of 2007.
shall be guilty of an offence and liable on convact to a fine
(multa) not exceeding one hundred and sixteen thousaddf@ur
hundred and sixty-eight euro and sixty-seven c€ht$,468.67) or
to imprisonment for a term not exceeding five yearso both such

fine and imprisonment.

34. (1) The Unit, and its officers, employees and agentsonfidentiality and
whether still in the service of the Unit or notasinot disclose any g.efm'ss'b'e
. : - . . isclosure of
information relating to the affairs of the Unit of any person, information.
physical or legal, which they have acquired in gezformance of Qgi&eld%c:)u
their duties or the exercise of their functions enthis Act except: - by:
(a) when authorised to do so under any of the prowisioV!- 20055

of this Act;

(b) for the purpose of the performance of their dutbes
the exercise of their functions under this Act;

(c) when specifically and expressly required to do so
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Cap. 101.

Cap. 31.

Revenue of the
Unit.

Added by:

XXXI. 2001.4.

under a provision of any law.

(2) The Unit may disclose any document or informatio
referred to in subarticle (1) to an organizatioriside Malta which
in the opinion of the Unit has functions similarttmse of the Unit
and which has similar duties of secrecy and conmfiidgity as those
of the Unit or to a supervisory authority in Malta to a
supervisory authority outside Malta which in theimipn of the
Unit has duties similar to those of a supervisautharity in Malta.

(3) The Unit may, in particular, refuse to disclosay
document or information if;

(a) in its opinion such disclosure could lead to cagsi
prejudice to a criminal investigation in course in
Malta; or

(b) due to exceptional circumstances, such disclosure
would be clearly disproportionate to the legitimate
interests of Malta or of a natural or legal person;

(c) such disclosure would not be in accordance with
fundamental principles of Maltese law:

Provided that any refusal under this subarticlelisba
clearly explained to the body or authority requegtihe disclosure
of the document or information.

(4) The Unit may also disclose any document or infation
referred to in subarticle (1) to a competent auittyoin Malta or
outside Malta investigating any act or omission auithed in Malta
and which constitutes, or if committed outside Maltould in
corresponding circumstances constitute:

(a) any of the offences referred to in article 2282)1) of
the Dangerous Drugs Ordinance; or

(b) any of the offences referred to in article 120A&2)1)
of the Medical and Kindred Professions Ordinanae; o

(c) any offence of money laundering within the meaning
of this Act; or

(d) any offence of funding of terrorism:

Provided that such disclosure shall be subject he t
condition that the information or document discldsshall not,
without the express consent of the Unit, be usedafioy other
purpose other than that of the investigation ordoy subsequent
prosecution for the offence which is the subjecths investigation
or for any proceedings which may lead to the cardtion of any
proceeds from the said offence or of funds, assetsther property
used for the purpose of funding of terrorism.

35. The revenue of the Unit shall consist of:

(a) fees payable to the Unit for services renderedt;by

(b) rents, interests and profits accruing from propert
deposits and other assets of the Unit;

(c) any monies advanced to it by the Minister;
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(d) any other money receivable or received by the Unit

36. (1) The Unit may: Powers of the Unit.
. Added by:
(a) hold accounts with any bank; XXXI. 2001.4.

(b) invest any of its liquid assets in short and medierm
first class securities as approved by the Board;

(c) acquire, purchase, lease or dispose of any movable
immovable property required for the conduct of its
business or for any purposes ancillary or incidetda
the performance of its functions under this Act.

(2) For the purpose of carrying out any of its fuans under
this Act, the Unit may, with the approval in wrigrof the Minister,
borrow or raise money in such manner, from sucls@erbody or
authority, and under such terms and conditionshasMinister may
in writing approve.

37. The Minister may make advances to the Unit of ssigins Advances by the
as the Minister may consider to be required byUhé for carrying %’&ggmem-
out any of its functions under this Act, and maykeasuch xxx|.23'01_4_
advances on such terms and conditions as the Minieay deem
appropriate. Any such advances may be made by timésMr out
of the Consolidated Fund, and without further appration other
than this Act, by warrant under his hand authogdime Accountant

General to make such advances.

38. (1) The Director shall, not later than six weeksdrefthe Estimates and
end of each financial year, submit to the Boardreates of the %ﬁgg‘é‘t_ure-
income and expenditure of the Unit for the followifinancial xxx|.23'(')1.4.

year:

Provided that the estimates for the first finangiaar of the
Unit shall be prepared and adopted within such tase¢he Minister
may by notice in writing to the Unit specify.

(2) In the preparation of such estimates the Unitllsh
endeavour to ensure that the total revenues obthie are at least
sufficient to meet all sums properly chargeablétsolncome and
Expenditure Account, including but without prejudito the
generality of that expression, depreciation.

(3) The estimates shall be made out in such form simall
contain such information and such comparisons ywigvious years
as the Board may direct.

(4) Before the end of each financial year the Boathll
consider and adopt, with or without amendmentshascase may
be, the estimates submitted to it for the followfirtancial year.

(5) Ifin respect of any financial year it is foutttat the amount
approved by the Board is not sufficient or a nead arisen for
expenditure for a purpose not provided for in tlstimmates, the
Director may cause supplementary estimates to kepared and
sent forthwith to the Board for adoption and in auch case the
provisions of this Act applicable to the estimasdall as near as
practicable apply to supplementary estimates.
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Determination and
allocation of
profits.

Added by:

XXXI. 2001.4.

Financial year.
Added by:
XXXI. 2001.4.

Audit.
Added by:
XXXI. 2001.4.

Annual accounts.
Added by:
XXXI. 2001.4.

Exemption from
taxes.

Added by:

XXXI. 2001.4.

39. All profits realised by the Unit shall be put toraserve
fund which shall be used for such purposes as thierday deem to
be required to meet the objects of the Unit, inahgdthe repayment
of any liabilities.

40. The financial year of the Unit shall begin on tlrstfday of
January and end on the thirty-first day of December

Provided that the first financial year shall beginthe date
of commencement of this article and shall end om tihirty-first
day of December of the following year.

41.
manner as the Minister may from time to time dir&ch accounts
shall be audited by auditors appointed by the Boarith the
concurrence of the Minister from among persons digal to be
appointed as auditors of a company under the lamtlie time
being in force in Malta, as if the Unit were suclt@mpany, and
shall moreover be subject to audit by the Audit@m@ral.

42. (1) The Board shall, as soon as may be but not IZizn
three months after the close of each financial ygansmit to the
Minister:

(a) a copy of the annual accounts certified by theitus
(b) a report on the operations of the Unit during Year.

(2) The report referred to in subarticle (1) shadl laid on the
Table of the House by the Minister not later thanveeeks after its
receipt, or where the House is during the periotlinsession not
later than the second week after the House resutmsgtings.

43. The Unit shall be exempted from any liability fohet
payment of income tax and duty on documents anusteas under
any law for the time being in force.

The Unit shall keep proper books of account in such
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FIRST SCHEDULE

(Article 2)
Article 3 (1) @) of the United Nations Convention
Against lllicit Traffic in Narcotic Drugs and Psyetropic Substances.

(i) The production, manufacture, extraction, preparg offering, offering for
sale, distribution, sale, delivery on any terms wdoever, brokerage,
dispatch, dispatch in transit, transport, imporator exportation of any
narcotic drug or any psychotropic substance coptraithe provisions of the
1961 Convention, the 1961 Convention as amendetenf971 Convention;

(i) The cultivation of opium poppy, coca bush omaabis plant for the purpose
of the production of narcotic drugs contrary to grevisions of the 1961
Convention and the 1961 Convention as amended;

(ili) The possession or purchase of any narcoticgdou psychotropic substance
for the purpose of any of the activities enumerdtef) above;

(iv) The manufacture, transport or distribution ofugoment, materials or of
substances listed in Table | and Table Il, knowihgt they are to be used in
or for the illicit cultivation, production or manacture of narcotic drugs, or
psychotropic substances;

(v) The organization, management or financing of aal the offences
enumerated in (i), (ii), (iii) or (iv) above.

SECOND SCHEDULE Amended by:
S
. Substitut :
(Article 2) LN, 176 of 2005.

Any criminal offence.
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transmission of the record and the filing of theictment shall
commence to run anew, the first term commencingnftbe day on
which the record is sent back to the Court of Magies.

(3) Where such other offence not included in theuing as
aforesaid shall be altogether separate and distinat the offence
or offences included in the inquiry, a new and sapa inquiry
shall, on the demand of the Attorney General, blé hreregard to
such other offence.

(4) Any demand of the Attorney General under thevgions
of this article shall be made in writing.

435A. (1) The provisions of article 4 of the Act shallphp Special powers of
mutatis mutandisvhere the Attorney General has reasonable ca%%’gggggt!on-
to suspect that a person is guilty of a relevariente and the |||.2002.y1'02.
provisions of the said article 4 shall apply to anyestigation
order or attachment order applied for or issuedvbijue of this
subarticle as if it were an investigation orderadtachment order
applied for or issued under the same article 4haf Act and in
particular, the provisions of subarticles (12) gi8) of the said
article 4 shall also apply to any investigation éorelevant offence
by virtue of this subarticle.

(2) The provisions of article 5 of the Act shall &pmutatis
mutandis where any person is charged with a releeffence and
the provisions of article 6 of the Act shall appdyany order issued
by virtue of this subarticle as if it were an ordssued under the
said article 5.

(3) In this article the expressions "the Act" ancel&vant
offence” shall have the meaning assigned to thespeetively by
article 23A(1).

435AA. (1) Where the Attorney General has reasonablee&a Issuing of
suspect that a person is guilty of a relevant oéeefhereinafter (’)T}Ob”;tnokri'gg order
referred to as "the suspect”) he may apply to thenidal Court for gperations.
an order (hereinafter referred to as a "monitorander") requiring Added by:
a bank to monitor for a specified period the bamkoperations ﬁéﬁhfgg%jg'
being carried out through one or more accountsefsduspect. The vil. 2010.30.
bank shall, on the demand of the Attorney Gena@ahmunicate to
the person or authority indicated by the Attornegn@ral the

information resulting from the monitoring.

(2) Where a monitoring order has been made or agpioe,
whosoever, knowing or suspecting that the monitgris taking
place or has been applied for, discloses that snohitoring is
taking place or has been applied for or makes ahgradisclosures
likely to prejudice the monitoring operation shhB guilty of an
offence and shall, on conviction, be liable to aefiimulta) not
exceeding twelve thousand euro (12,000) or to isgmiment not
exceeding twelve months, or to both such fine andrisonment:

Provided that in proceedings for an offence undas t
subarticle, it shall be a defence for the accuseprbve that he did
not know or suspect that the disclosure was likelprejudice the
monitoring operation.
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Temporary

surrender of person

in custody to
foreign country.
Added by:
XXXI. 2007.19.

Powers of
investigation in
connection with
offences
cognizable by
courts outside
Malta.

Added by:

11l. 2002.102.
Amended by:
XXXI. 2007.20.
Cap. 101.

Issuing of
monitoring order
of banking
operations.
Added by:
XXXI. 2007.21.
Amended by:
VII. 2010.31.

(3) For the purposes of this article, "relevant affe" means an
offence, not being one of an involuntary naturensisting of any
act or omission which if committed in these islanas in
corresponding circumstances, would constitute danafe liable to
the punishment of imprisonment or of detention dailerm of more
than one year.

435AB. (1) Pursuant to and in accordance with any treaty,

convention, agreement or understanding to whichtMa a party
or which is otherwise applicable to Malta, the Attey General
may, with the concurrence of the Minister resporesitor Justice,
give his consent to the temporary surrender of @qein custody
for the purpose of an investigation to be carrietlar being carried
out by a judicial, prosecuting or administrativettaarity of any
place outside Malta at the request of a judiciabs®ecuting or
administering authority in Malta.

(2) The person surrendered shall be kept in custodlge place
outside Malta to which he has been surrendered.

(3) Any time spent in custody in the place outsidaltd shall
be deemed to be time spent in custody in Malta.

435B. (1) Where the Attorney General receives a requesdem
by a judicial, prosecuting or administrative autiywof any place
outside Malta or by an international court for istigations to take
place in Malta in respect of a person (hereinaiftethis article and
in article 435BA referred to as "the suspect"”) sapd by that
authority or court of a relevant offence, the Attey General may
apply to the Criminal Court for an investigationd&r or an
attachment order or for both and the provisiongudicle 24A of
the Dangerous Drugs Ordinance, hereinafter in titlis referred to
as "the Ordinance", shatutatis mutandigpply to that application
and to the suspect and to any investigation ordeattachment
order made by the court as a result of that appboa

(2) The phrase "investigation order" in subartic(23 and (5)
of the same article 24A of the Ordinance shall ead and
construed as including an investigation order madder the
provisions of this article.

(3) The phrase "attachment order" in article 24A(6a)the
Ordinance shall be read and construed as includimgttachment
order under the provisions of this article.

435BA. (1) Where the request referred to in the precedirigle
is made for the purpose of monitoring the bankipgrations being
carried out through one or more accounts of a pessspected of a
relevant offence within the meaning of article 435(8), the
Attorney General may apply to the Criminal Count éomonitoring
order and the provisions of article 435AA shall apputatis
mutandis

(2) Where a person or authority has been indicatgdthe
Attorney General as provided under article 435Aqttperson or
authority shall transmit the information resultifigom the
monitoring operation to the Attorney General.
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SUBSIDIARY LEGISLATION 373.01

PREVENTION OF MONEY LAUNDERING AND
FUNDING OF TERRORISM REGULATIONS

31st July, 2008

LEGAL NOTICE 180 of 2008, as amended by Legalde®@R8 of 2009.

1. (1) The title of these regulations is the Preventioh Title and scope.
Money Laundering and Funding of Terrorism Regulasio

(2) The objective of these regulations is to impleméehe
provisions of Directive 2005/60/EC of the EuropeRarliament
and of the Council of 26 October 2005 on the préwenof the use
of the financial system for the purposes of monaynidering and
terrorist financing, including Directive 2006/70/E&S the
European Commission of 1 August 2006 laying down
implementing measures for Directive 2005/60/EC egards the
definition of politically exposed persons and agaeds the
technical criteria for simplified customer due d#éince and for the
exemption on grounds of a financial activity becmwnducted on an
occasional or very limited basis, as may be amerfdad time to
time, and any further implementing measures thay im@ issued
thereunder.

2. (1) In these regulations, unless the context othsgwinterpretation and

. ) application.
requires Amended by:

"the Act" means the Prevention of Money Laundg@ct; é—;\‘b 332783°f 2009.

"applicant for business" means a legal or natpeason, whether
acting as principal or agent, who seeks to formusibess
relationship, or carry out an occasional transactioth a person
who is acting in the course of either relevant ficial business or
relevant activity;

"beneficial owner" means the natural person aspes who
ultimately own or control the customer and, or ta¢ural person or
persons on whose behalf a transaction is being wcted, and:

(@) in the case of a body corporate or a body of pesso
the beneficial owner includes any natural person or
persons who -

(i) ultimately own or control, whether through
direct or indirect ownership or control,
including, where applicable, through bearer
share holdings, more than 25% of the shares or
voting rights in that body corporate or body of
persons other than a company that is listed on a
regulated market which is subject to disclosure
requirements consistent with Community
legislation or equivalent international standards;
or

(i) otherwise exercise control over the management
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of that body corporate or body of persons; and

(b) in the case of any other legal entity or legal
arrangement which administers and distributes funds
the beneficial owner includes:

(i) where the beneficiaries have been determined, a
natural person who is the beneficiary of at least
25% of the property of the legal entity or
arrangement;

(i) where the beneficiaries have not yet been
determined, the class of persons in whose main
interest the legal entity or arrangement is set up
or operates;

(iii) a natural person who controls at least 25%haf
property of the legal entity or arrangement; and

(c) in the case of long term insurance business, the
beneficial owner shall be construed to be the
beneficiary under the policy;

"business relationship" means a business, prodass or
commercial relationship, which is expected to haneelement of
duration, between two or more persons, at leastafn&hich is
acting in the course of either relevant financiakimess or relevant
activity;

"Case 1" (negotiations) means any case wheretiaigms take
place between the parties with a view to the fororabf a business
relationship between them:;

"Case 2" (suspicion) means any case where, régsgdf any
exemption or threshold, in respect of any transactany person
handling the transaction knows or suspects thatagiy@icant for
business may have been, is, or may be engaged inemo
laundering or the funding of terrorism, or that tineansaction is
carried out on behalf of another person who mayehlaeen, is, or
may be engaged in money laundering or the fundintgmorism;

"Case 3" (single large transaction) means any edsere, in
respect of any transaction, payment is to be maderbto the
applicant for business of the amount of fifteenudkand euro
(€15,000) or more, and, where an occasional trairmamvolves a
money transfer or remittance in accordance withutagon 7(11),
the payment amount is one thousand euro (€1,000)aoe;

"Case 4" (series of transactions) means any eds®e, in
respect of two or more transactions -

(a) it appears at the outset to a person dealing waith of
the transactions that -

(i) the transactions are carried out by the same
person and are of a similar character, and

(i) the total amount, in respect of all of the
transactions, which is payable by or to the
applicant for business is fifteen thousand euro
(€15,000) or more; or

(b) at any later stage it appears to such a personthiea
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provisions of paragrapta)(i) and (ii) are satisfied;

"casino'" shall have the same meaning as is assdigao it by
article 2 of the Gaming Act and ''casino licenseaa'these
regulations shall be construed accordingly;

"collective investment scheme", "participanasiti "units" have
the same meanings as are assigned to these tespactévely in
the Investment Services Act;

"the Community" shall mean the European Commuaitg, for
the purposes of these regulations, shall includé SEtes;

""company'" has the same meaning as is assignétdinothe
Companies Act;

"criminal activity" has the same meaning as isigised to the
term in the Act;

"EEA State" means a State which is a contracpiagy to the
agreement on the European Economic Area signegatt® on the
2 May, 1992 as amended by the Protocol signed as$1is on the
17 March, 1993 and as may be amended by any substqats;

"established business relationship" means a basirelationship
formed by a person acting in the course of eitledewant financial
business or relevant activity where that person t@sied out
customer due diligence under procedures maintalmetim, in
accordance with the provisions of these regulationeelation to
the formation of that business relationship;

"Financial Intelligence Analysis Unit" has theveameaning as
is assigned to the term in the Act;

"funding of terrorism" means the conduct desatile articles
328F and 328l both inclusive, of the Criminal Code;

"group of companies" has the same meaning assigraed to the
term "group company" by the Companies Act so hawrehat, for
the purposes of these regulations, it shall inclatko any other
body corporate registered or operating in a repletdrisdiction
and forming part of the group of companies and whi further
licensed or otherwise authorised under the lawthaf jurisdiction
to carry out any activity equivalent either to redat financial
business or to relevant activity;

"long term insurance business" means the busioessurance
of any of the classes specified in the Second Suohetio the
Insurance Business Act;

"money laundering" means the doing of any acttWltionstitutes
an offence under the Act, or in the case of an @ohmitted
otherwise than in Malta, would constitute such &femce if done
in Malta;

"occasional transaction" means any transactidgreothan a
transaction carried out in the exercise of an d&thbd business
relationship formed by a person acting either ie ttourse of
relevant financial business or in the course oéveaht activity;

"politically exposed persons" means natural pesseho are or
have been entrusted with prominent public functiamsl shall

Cap. 400.

Cap. 370.

Cap. 386.

Cap. 9.

Cap. 403.
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Cap. 370.

Cap. 330.

Cap. 331.

include their immediate family members or personswn to be
close associates of such persons, but shall ndudecmiddle
ranking or more junior officials;

"relevant activity" means the activity of the lfoking legal or
natural persons when acting in the exercise ofrthedfessional

activities:

(a)

(b)
(©)

(d)
(€)

®

(9)

(h)

(i)

auditors, external accountants and tax advisors,
including when acting as provided for in paragraph

(©);
real estate agents;

notaries and other independent legal professionals
when they participate, whether by acting on belo#lf
and for their client in any financial or real estat
transaction or by assisting in the planning or exin

of transactions for their clients concerning the -

(i) buying and selling of real property or business
entities;

(i) managing of client money, securities or other
assets, unless the activity is undertaken under a
licence issued under the provisions of the
Investment Services Act;

(iii) opening or management of bank, savings or
securities accounts;

(iv) organisation of contributions necessary for the
creation, operation or management of
companies;

(v) creation, operation or management of trusts,
companies or similar structures, or when acting
as a trust or company service provider;

trust and company service providers not already
covered under paragraphe),((c), (e) and f);

nominee companies holding a warrant under the Malt
Financial Services Authority Act and acting in rgda
to dissolved companies registered under the satd Ac

any person providing trustee or any other fidugiar
service, whether authorised or otherwise, in teghs
the Trusts and Trustees Act;

casino licensee;

other natural or legal persons trading in goods
whenever payment is made in cash in an amount equal
to fifteen thousand euro (€15,000) or more whether
transaction is carried out in a single operationiror
several operations which appear to be linked; and

any activity which is associated with an activigyling
within paragraphsa) to (h);

"relevant financial business" means -



PREVENTION OF MONEY LAUNDERING
AND FUNDING OF TERRORISM [S.L.373.01

(@) any business of banking or any business of an
electronic money institution carried on by a person
institution who is for the time being authorised, o
required to be authorised, under the provisionshef
Banking Act; Cap. 371.

(b) any activity of a financial institution carried dwy a
person or institution who is for the time being
authorised, or required to be authorised, under the
provisions of the Financial Institutions Act; Cap. 376.

(c) long term insurance business carried on by a peoso
institution who is for the time being authorised, o
required to be authorised, under the provisionshef
Insurance Business Act or enrolled or required ¢o Igap. 403.
enrolled under the provisions of the Insuranaeap.487.
Intermediaries Act, any affiliated insurance busie
carried on by a person in accordance with the
Insurance Business (Companies Carrying on Businesls 403.11
of Affiliated Insurance) Regulations, and any bess
of insurance carried on by a cell company in
accordance with the provisions of the Companies AsL. 386.10
(Cell Companies Carrying on Business of Insurance)
Regulations;

(d) investment services carried on by a person or
institution licensed or required to be licensed emtthe
provisions of the Investment Services Act; Cap. 370.

(e) administration services to collective investment
schemes carried on by a person or institution
recognised or required to be recognised under the
provisions of the Investment Services Act; Cap. 370.

(f) a collective investment scheme marketing its units
shares, licensed or recognised, or required to be
licensed or recognised, under the provisions of the
Investment Services Act; Cap. 370.

(g) any activity other than that of a scheme or arestient
fund, carried on in relation to a scheme, by a perer
institution registered or required to be registevader
the provisions of the Special Funds (Regulation} A€ap. 450
and for the purpose of this paragraph, "schemal' a
"retirement fund" shall have the same meanindgsas
assigned to them in the said Act;

(h) any activity of a regulated market and that ofeatcal
securities depository authorised or required to be
authorised under the provisions of the Financi&kp.345.
Markets Act;

(i) any activity under paragrapha)(to (h) carried out by
branches established in Malta and whose head affice
are located inside or outside the Community;

(i) any activity which is associated with a businestirig
within paragraphsd) to (i);

"reputable jurisdiction” means any country havagpropriate
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Cap.

Cap.

Cap.

Cap.

Cap.

Cap.

Cap.

Cap.

Cap.

Cap.

Cap.

386.

386.

403.

487.

371.

376.

370.

438.

400.

438.

9.

legislative measures for the prevention of moneynkkering and
the funding of terrorism, taking into account thaduntry’s
membership of, or any declaration or accreditatlpn any
international organisation recognised as laying dow
internationally accepted standards for the prevemif money
laundering and for combating the funding of tersomi and which
supervises natural and legal persons subject th $segislative
measures for compliance therewith;

"shell bank™ means a credit institution or artitugion engaged
in equivalent activities, incorporated in a jurisdon in which it
has no physical presence, involving meaningful miardd
management, and which is not affiliated with a daged financial

group,;

"subject person" means any legal or natural pecsorying out
either relevant financial business or relevant\astj

"supervisory authority" means -

(a)
(b)
(©)

(d)
(€)

)
(9)
(h)

()
(k)

the Central Bank of Malta;
the Malta Financial Services Authority;

the Registrar of Companies acting under articlé8 4
to 423 of the Companies Act;

a person appointed by the Registrar of Companies
under articles 403 to 423 of the Companies Act;

an inspector appointed under article 30 of the
Insurance Business Act, including when such ingpect

exercises his functions for the purposes of the
Insurance Intermediaries Act by virtue of articld 5

thereof;

a person appointed under article 20 or articleofthe
Banking Act;

a person appointed under article 14 or articleofithe
Financial Institutions Act;

a person appointed under article 13 or articleofithe
Investment Services Act;

the Lotteries and Gaming Authority acting undee th
Lotteries and Other Games Act and the Gaming Act,
and any regulations issued thereunder;

a person appointed under article 17 of the Lott®ri
and Other Games Act;

the Comptroller of Customs when carrying out dsitie
under any regulations that may be issued or are in
force from time to time relating to the cross barde
movement of cash and other financial instruments;

"terrorism" means any act of terrorism as defimedrticle 328A
of the Criminal Code<

"trust and company service providers" means atyral or legal
person who, by way of business, provides any offdibowing
services to third parties:
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(a) forming companies or other legal persons;

(b) acting as or arranging for another person to acha
director or secretary of a company, a partner of a
partnership, or a similar position in relation tther
legal persons;

(c) providing a registered office, business addresd an
other related services for a company, a partnership
any other legal person or arrangement;

(d) acting as or arranging for another person to acha
trustee of an express trust or a similar legal
arrangement;

(e) acting as or arranging for another person to acha
nominee shareholder for another person other than a
company listed on an official stock exchange that i
subject to disclosure requirements in conformityhwi
the Financial Markets Act or subject to equivalerttap. 345.
international standards.

(2) Where these regulations are extended to prajassand
other categories of undertakings other than theéerred to in this
regulation and whose activities are particularkely to be used for
the purposes of money laundering or the fundingeaforism, these
regulations shall apply in full or in part as mag éstablished by
such extension in accordance with the provisionshef Act, and
the Financial Intelligence Analysis Unit shall imfio the European
Union Commission accordingly through the establishppropriate
channels.

(3) These regulations shall also apply where anyetrant
financial business’ or any ‘relevant activity’ agfthed in this
regulation is undertaken or performed through thternet or other
electronic means.

(4) Where the Financial Intelligence Analysis Unétdrmines,
or is otherwise informed, that a particular juristion meets the
criteria of a ‘reputable jurisdiction’ as definenl this regulation, it
shall inform the relevant authorities of other MeaniStates of the
Community and the European Union Commission throtig
established appropriate channels.

3. (1) The Financial Intelligence Analysis Unit mayRelevant financial
determine that legal and natural persons who engagefinancial Pusiness onan
g . s . . occasional or very
activity on an occasional or very limited basis amldere there is |imited basis.
little risk of money laundering or the funding oérrorism
occurring, do not fall within the scope of relevafimhancial

business as defined for the purposes of these adgnk.

(2) In making a determination under subregulatior) {he
Financial Intelligence Analysis Unit shall, subjeotsubregulation
(3), apply all the following criteria:

(a) the total turnover of the financial activity doe®t
exceed fifteen thousand euro (€15,000), and the
Financial Intelligence Analysis Unit may establish
different thresholds not exceeding this amount
depending on the type of financial activity;
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(b) each transaction per customer does not exceed five
hundred euro (€500) whether the transaction isiearr
out in a single operation or in several operatiahsch
appear to be linked, and the Financial Intelligence
Analysis Unit may establish different thresholdst no
exceeding this amount depending on the type of
financial activity;

(c) the financial activity is not the main activity érin
absolute terms does not exceed five per centum (5%)
of the total turnover of the legal or natural perso
concerned;

(d) the financial activity is ancillary and not dirgct
related to the main activity;

(e) with the exception of paragraph (i) of the defioit of
‘relevant activity’, the main activity is not an tadty
falling within the definition of relevant financial
business or relevant activity; and

(f) the financial activity is provided only to the ¢amers
of the main activity and is not generally offeredthe
public.

(3) In assessing the risk of money laundering orfthaling of
terrorism for the purposes of subregulation (1) #inancial
Intelligence Analysis Unit shall pay particular etion to, and
examine any financial activity which, is particulatikely, by its
very nature, to be used or abused for money lauindeor the
funding of terrorism and the Financial Intelligengaalysis Unit
shall not consider that financial activity as reggating a low risk
of money laundering or funding of terrorism if threformation
available suggests otherwise.

(4) In making a determination under subregulatior) {he
Financial Intelligence Analysis Unit shall furthstate the reasons
underlying the decision and shall revoke such deireation should
circumstances change.

(5) The Financial Intelligence Analysis Unit shalstablish
risk-based monitoring mechanisms or other adeque@sures as is
practicable to ensure that determinations underesgdation (1)
are not abused for money laundering or the fundihtgrrorism.

Systems and 4. (1) No subject person shall form a business relatigm or
training to prevent — carry out an occasional transaction with an applidar business

money launderin .
and thye funding ng unless that subject person -

terrorism. . . .
(a) maintains the following measures and procedures

established in relation to that business in accocda
with the provisions of these regulations:
(i) customer due diligence measures;
(i) record-keeping procedures; and
(iii) internal reporting procedures;

(b) applies the measures and procedures establishaat un
paragraph &) including when entering into or
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undertaking non face-to-face relationships or
transactions;

(c) establishes policies and procedures on internatrog
risk assessment, risk management, compliance
management and communications that are adequate
and appropriate to prevent the carrying out of
operations that may be related to money laundesing
the funding of terrorism;

(d) takes appropriate measures from time to time bar t
purpose of making employees aware of -

(i) the measures and procedures under the
provisions of paragrapha) and paragraphcj,
and any other relevant policies that are
maintained by him; and

(i) the provisions of the Prevention of Moneycap. 373.

Laundering Act; of the Sub-Title, Of Acts of
Terrorism, Funding of Terrorism and Ancillary
Offences of Title IVA of Part Il of Book First of

the Criminal Code; and of these regulations; anthp. 9.

(e) provides employees from time to time with trainiimg
the recognition and handling of transactions cairie
out by, or on behalf of, any person who may havenbe
is, or appears to be engaged in money laundering or
the funding of terrorism.

Subject persons shall ensure that they have lacep

appropriate procedures for due diligence when giemployees.

(3)

In this regulation, the term "employees" medahsse

employees whose duties include the handling ofexittelevant
financial business or relevant activity.

(4)

Where a natural person undertakes any of théepstonal

activities as defined under ‘relevant activity’ iegulation 2 as an
employee of a legal person, the obligations unéiés tegulation
shall apply to that legal person.

(5)

Any subject person who contravenes the provisiohthis

regulation shall be guilty of an offence and shah,conviction, be
liable to a fine fhulta) not exceeding fifty thousand euro (€50,000)
or to imprisonment for a term not exceeding twongear to both
such fine and imprisonment.

(6)

In determining whether a subject person has dmdwith

any of the requirements of subregulation (1), artehall consider:

(a) any relevant guidance or procedures issued, aggrov
or adopted by the Financial Intelligence AnalysisitU
with the concurrence of the relevant supervisory
authority, and which applies to that subject persord

(b) in a case where no guidance or procedures falling
within the provisions of paragraph)(apply, any other
relevant guidance issued by a body which regulates,
is representative of, any trade, profession, bissing
employment carried on by that subject person.
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Offences by bodies
corporate and
unincorporated
associations.

Branches and
majority owned
subsidiaries.

(7) In proceedings against any subject person forofience
against this regulation, it shall be a defencetfat person to show
that he took all reasonable steps and exercisedugldiligence to
avoid the commission of the offence.

5. (1) Where an offence against the provisions of ragah 4
is committed by a body or other association of pa&rs be it
corporate or unincorporate, every person who attiime of the
commission of the offence was a director, managecretary or
other similar officer of such body or association,was purporting
to act in any such capacity, shall be guilty ofttbfence unless he
proves that the offence was committed without hiswledge and
that he exercised all due diligence to preventahmmission of the
offence.

(2) Without prejudice to subregulation (1), where tffence is
committed by a body or other association of persomes it
corporate or unincorporate, or by a person withivd dor the
benefit of that body or other association of pessoonsequent to
the lack of supervision or control that should héeen exercised
on him by a person referred to in subregulation €lich body or
association shall be liable to an administrativaglgy of not less
than one thousand two hundred euro (€1,200) anchrooe than
five thousand euro (€5,000).

(3) Administrative penalties under subregulation &hall be
imposed by the Financial Intelligence Analysis Unitthout
recourse to a court hearing and may be imposeérith a one time
penalty or on a daily cumulative basis until conaplée provided
that in the latter case the accumulated penaltyl sloa exceed fifty
thousand euro (€50,000).

6. (1) Subject persons carrying out relevant financial
business shall not establish or acquire branchesajority owned
subsidiaries in a jurisdiction that does not méat triteria for a
reputable jurisdiction as defined in regulation 2.

(2) In relation to their branches and majority owned
subsidiaries situated in a reputable jurisdictisnbject persons
carrying out relevant financial business shall:

(a) communicate to such branches and majority owned
subsidiaries the relevant policies and procedures
established in accordance with regulation 4;

(b) apply in such branches and majority owned
subsidiaries, where applicable, measures that, as a
minimum, are equivalent to those under these
regulations regarding customer due diligence and
record keeping,

and where the legislation of that reputable jurcsin does not
permit the application of such equivalent measusebject persons
under this regulation shall immediately inform tRenancial
Intelligence Analysis Unit and shall further takdditional
measures to effectively handle the risk of monayntiering or the
funding of terrorism.
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(3) Where the Financial Intelligence Analysis Uni$ in
possession of information in accordance with subtaton (2))
it shall immediately inform the relevant domesticpgrvisory
authority, the relevant authorities of the otherrvber States of the
Community, and the European Union Commission adogtyl.

(4) Where a subject person under this regulationriable to
apply additional measures as required under sulbbatign (2) to
effectively handle the risk of money launderingtbe funding of
terrorism, that subject person shall immediatelyoiirm the
Financial Intelligence Analysis Unit who, in collatation with the
relevant supervisory authority, may require thestice of the
branch or majority owned subsidiary in accordand¢hwhe
applicable law.

7. (1) Customer due diligence measures in accordantk wiustomer due
regulation 4(1)4) shall comprise - diligence.

(a) the identification of the applicant for busineswahe
verification of the identity of the applicant foubiness
on the basis of documents, data or information
obtained from a reliable and independent source;

(b) the identification, where applicable and in acaorde
with subregulation (3), of the beneficial owner ahe
taking of reasonable measures to verify the idgntit
such that the subject person is satisfied of kngwin
who the beneficial owner is, including, in the casea
body corporate, trusts and similar legal arrangeimen
reasonable measures to understand its ownership and
control structure;

(c) obtaining information on the purpose and intended
nature of the business relationship, such thatbgest
person is able to establish the business and rickl@
of the customer;

(d) conducting ongoing monitoring of the business
relationship,

and where the applicant for business or the bemafi@wner is
subsequently found to be or becomes a politicadyosed person
as defined in regulation 2, customer due diligeskall proceed in
accordance with regulation 11(6) and (7).

(2) The ongoing monitoring of a business relatiopsfar the
purposes of subregulation (1) shall include:

(a) the scrutiny of transactions undertaken throughbet
course of the relationship to ensure that the
transactions being undertaken are consistent wiéh t
subject person’s knowledge of the customer andisf h
business and risk profile, including, where necegsa
the source of funds; and

(b) ensuring that the documents, data or informatietdh
by the subject person are kept up to date.

(3) Where an applicant for business is or appearset@cting
otherwise than as principal, in addition to thentifcation and the
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verification of the identity of the applicant fouiness:

(@
(b)

(©)

(d)

(€)

subject persons shall ensure that the applicant fo
business is duly authorised in writing by the pipad;

subject persons shall establish and verify thentid
of the person on whose behalf the applicant for
business is acting;

where the principal is a body corporate, a body of
persons, or any other form of legal entity or
arrangement, subject persons shall, in addition to
verifying the legal status of the principal, iddwtall
directors and, where such principal does not have
directors, all such other persons vested with its
administration and representation, and establish th
ownership and control structure;

in addition to the requirements under paragraph (
where the principal is a body corporate, a body of
persons, trust or any other form of legal entity or
arrangement in which there is a shareholding, or an
other form of ownership interest or assets heldenrad
trustee or any other fiduciary arrangement, a sttbje
person shall not undertake any business with or
provide any service to the applicant for businesiess
that applicant for business discloses the identftyhe
beneficial owners, his principal, and the trusttlset

as the case may be, and produces the relevant
authenticated identification documentation, andhsuc
disclosure procedures shall also apply where theee
changes in beneficial ownership, or principal,

where the applicant for business is acting asuatée

or under any other fiduciary arrangement, a subject
person shall not undertake any business with or
provide any service to the applicant for businesiess

that applicant for business discloses the identftyhe
beneficial owners, his principal, and the trusttlset

as the case may be, and produces the relevant
authenticated identification documentation, andhsuc
disclosure procedures shall also apply where theee
changes in beneficial ownership, or principal.

(4) Subject persons shall not keep anonymous acsoont
accounts in fictitious names.

(5) Without prejudice to the provisions of regulatio8,
customer due diligence measures maintained by gestuperson
shall be deemed to be in accordance with the pronssof these
regulations if, in Cases 1 to 4, that subject parsaquires their
application to all new applicants for business wigentact is first
made between that subject person and the applifcariiusiness
concerning any particular business relationshippocasional
transaction.

(6) Customer due diligence measures under this egigul
shall be applied to all new customers and, at appate times, to
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existing customers on a risk-sensitive basis.

(7) Where, following the application of the customdue
diligence measures under these regulations, instabdished
business relationship doubts have arisen aboutvdracity or
adequacy of the previously obtained customer idfécation
information, or changes have occurred in the cirstamces
surrounding that established business relationshipn the
customer due diligence measures shall be repeataddordance
with these regulations.

(8) Without prejudice to subregulation (1), subjpetsons may
determine the extent of the application of customhee diligence
requirements on a risk sensitive basis dependinghentype of
customer, business relationship, product or tratsac

Provided that subject persons are able to demdadestoathe
Financial Intelligence Analysis Unit, or to any ethsupervisory
authority acting on behalf of the Financial Intgkince Analysis
Unit in ensuring compliance with these regulatiotgt the extent
of the application on a risk-sensitive basis israppiate in view of
the risks of money laundering and the funding efdgsm.

(9) For the purposes of this regulation, subjectspas shall
develop and establish effective customer acceptaotieies and
procedures that are not restrictive in allowing firevision of
financial and other services to the public in gexidyut that are
conducive to determine, on a risk based approadiether an
applicant for business is a politically exposedsperand that, as a
minimum, include:

(a) a description of the type of customer that is lyk&o
pose higher than average risk;

(b) the identification of risk indicators such as the
customer background, country of origin, business
activities, products, linked accounts or activitiasd
public or other high profile positions; and

(c) the requirement for an enhanced customer due
diligence for higher risk customers in accordandgw
regulation 11.

(10) An applicant for business who makes a falsdatation or
a false representation or who produces false dootatien for the
purposes of this regulation shall be guilty of dfence and shall be
liable, on conviction, to a finar{ulta) not exceeding fifty thousand
euro (€50,000) or to imprisonment for a term notexding two
years or to both such fine and imprisonment.

(11) Subject persons who carry out a financial astiwinder
‘relevant financial business’ that involves thenséer of funds both
domestically and cross-border shall comply with fltevisions of
Regulation (EC) No 1781/2006 of the European Paréiat and of
the Council of 15 November 2006 on information & tpayer
accompanying transfer of funds, as may be in fdroen time to
time.

(12) A subject person who contravenes the provisiohghis
regulation or of Regulation (EC) No 1781/2006 oé tBhuropean
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Verification of
identification.

Parliament and of the Council of 15 November 2086rdormation
on the payee accompanying transfers of funds dieliable to an
administrative penalty of not less than two hundaad fifty euro
(€250) and not more than two thousand five hundre (€2,500)
which shall be imposed by the Financial Intelligeménalysis Unit
without recourse to a court hearing.

8. (1) Subject persons shall verify the identity of the
applicant for business and, where applicable, tentity of the
beneficial owner, before the establishment of ailbess
relationship or the carrying out of an occasiomahsaction.

(2) Notwithstanding subregulation (1), subject pasomay
complete the verification during the establishmehta business
relationship where this is necessary for the com¢ish normal
conduct of business provided that the risk of moleyndering or
the funding of terrorism is low and, provided fueth that the
verification procedures be completed as soon a®asonably
practicable after the initial contact.

(3) Notwithstanding subregulations (1) and (2), élation to
life insurance, subject persons may complete thédigation of the
identity of the beneficiary under the policy aftdre business
relationship has been established but prior to totha time of
payout or at or before the time the beneficiaryeirds to exercise
any of his rights vested under the policy.

(4) Notwithstanding subregulations (1) and (2), sabjpersons
may open a bank account as may be required bypp&cant for
business provided that adequate measures are jplade such that
no transactions are carried out through the accaunrtl the
verification procedures in accordance with subragoh (1) have
been satisfactorily completed.

(5) Where a subject person is unable to comply wéulation
7(1)@), (b) and €), the customer due diligence procedures shall
require that subject person not to carry out aaypgaction through
the account, not to establish the business relakignor carry out
any occasional transaction, or to terminate thermss relationship
and to consider making a suspicious transactiororefo the
Financial Intelligence Analysis Unit in accordanwéth these
regulations:

Provided that, where to refrain in such manner is
impossible or is likely to frustrate efforts of iastigating a
suspected money laundering or the funding of tésmroperation
that business shall proceed on condition that aldisure is
immediately lodged with the Financial Intelligendealysis Unit
in accordance with regulation 15(6):

Provided further that subject persons carryingatelevant
activity under paragrapha) or paragraphd) of the definition of
"relevant activity" shall not be bound by the pisions of this
subregulation if those subject persons are actinthe course of
ascertaining the legal position for their clientperforming their
responsibilities of defending or representing thhént in, or
concerning, judicial procedures, including advigeinstituting or
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avoiding procedures.

9. (1)

regulation 7 and regulation 8, a casino licenseslsh

(a)

(b)

(c)

(d)

(€)

In addition to complying with the provisions ofadditional
customer due
diligence

not allow any person to enter the casino unlessh sueduirements for

person has been satisfactorily identified pursutant

the provisions of article 25 of the Gaming Act; Cap. 400.

identify, and verify by the production of an
identification document, any person who, whilstle
casino exchanges cash, a cheque or bank draft,
whether such is drawn on a local or a foreign dredi
institution, or who otherwise makes a credit oredid
card payment in exchange for chips or tokens for an
amount of two thousand euro (€2,000) or more fa us
in the casino;

identify, and verify by the production of an
identification document, any person who, whilstle
casino exchanges cash, exchanges chips or toksars af
playing a game or games, for an amount of two
thousand euro (€2,000) or more;

ensure that the particulars relating to the idgntif a
person exchanging chips or tokens to the valuavof t
thousand euro (€2,000) or more is matched with, and
cross referred to, the particulars relating to ithantity

of the person exchanging cash, cheques or banksdraf
or making a credit or debit card payment in excheang
for those chips or tokens, and shall further enghes
chips or tokens are derived from winnings made sthil
playing a game or games at the casino; and

ensure that the provisions of paragraphst6 (d) are
also applied in cases where in any one gaming @essi
a person carries out transactions which are
individually for an amount of less than two thoudan
euro (€2,000) but which in aggregate equal or edcee
such amount.

(2) Notwithstanding the provisions of subregulati¢h) and
without prejudice to the provisions of regulatiof(&) and (7), the
casino licensee shall further record the particail@lating to the
identity of a person playing a game or games indasino where
the casino licensee or any casino employee hakaawledge or
suspicion that such person may have been, is, grbeaengaging
in money laundering or the funding of terrorism.

10. (1) Without prejudice to the provisions of subredida Simplified
(5) and subregulation (6), subject persons shallapply custome
due diligence measures in accordance with regutaficand

casino licensees.

r Customer Due
Diligence.
Amended by:

regulation 8(1), but shall gather sufficient infaation to establish L.N. 328 of 2009.
that the applicant for business qualifies accorbjing

(a)

where the applicant for business is a person who i
authorised to undertake relevant financial businass
is a person who is licensed or otherwise authorised
another Member State of the Community or under the
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Cap. 345.

(b)

(©)

(d)

(€)

laws of a reputable jurisdiction to carry out anity
which is equivalent to relevant financial business;

in the case of legal persons listed on a regulated
market authorised in accordance with the provisiohs

the Financial Markets Act or on an equivalent
regulated market within the Community, and legal
persons otherwise listed on an equivalent regulated
market in a reputable jurisdiction and which are
subject to equivalent public disclosure requirensent

with respect to beneficial owners of pooled acdsun
held by persons carrying out a relevant activitgemn
paragraph @ of the definition of "relevant activity"
domestically, from within the Community or from a
reputable jurisdiction, provided that the subjeetgon
shall ensure that supporting identification
documentation is available, or may be made avadlabl
on request, to the institution that is acting a® th
depository for the pooled accounts;

in the case of domestic public authorities or pabl
bodies which fulfill all the following criteria:

(i) the applicant for business has been entrusted
with a public function pursuant to the Treaty on
the European Union, the Treaties on the
Communities or other Community legislation;

(i) the identification of the applicant for busires
publicly available, transparent and verified;

(iii) the applicant for business undertakes actesti
that are transparent, including any accounting
practices; and

(iv) the applicant for business is either accourgabl
to a Community institution or to a domestic
relevant authority or to an authority of another
member of the Community or, where appropriate
and effective procedures are in place to control
the activity of the applicant;

to any other applicant for business who is a legal
person and who represents a low risk of money
laundering or the funding of terrorism in accordanc
with subregulation (2).

(2) For the purposes of subregulation €)(an applicant for
business who is a legal person and who does nat ttees status as
provided for under subregulation (#l)(shall be considered as
representing a low risk of money laundering or thading of
terrorism where -

(a)

the applicant for business undertakes a financial
activity outside the scope of relevant financial

business as defined in these regulations, provitad

the applicant for business is also subject to these
regulations independently, even if the applicant fo

business forms part of a group of companies;
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(b)
(c)

(d)

the identity of the applicant for business is palyl
available, transparent and verified;

the applicant for business is subject to the full
licensing requirements under domestic law for
undertaking those financial activities, is supeeddor
those activities by a relevant competent authortyl

is further subject to supervision on compliancehwit
these regulations in accordance with the relevant
provisions of the Act; and

the applicant for business is subject to all simst
and administrative measures provided for underghes
regulations for non-compliance.

(3) Without prejudice to the provisions of subregida (5) and
subregulation (6), subject persons shall not applgtomer due
diligence measures in accordance with regulati@and regulation
8(1) in relation to -

(a)

(b)

(c)

(d)

(€)

(f)

insurance policies in respect of which a premiwsn i
payable in one installment of an amount not exaegdi
two thousand five hundred euro (€2,500);

insurance policies in respect of which a periodic

premium is payable and where the total payable in
respect of any calendar year does not exceed one
thousand euro (€1,000);

insurance policies in respect of pension schemes
provided that such policies contain no surrendausé
and may not be used as collateral for a loan;

a pension, superannuation or similar scheme that
provides retirement benefits to employees, where
contributions are effected through deductions from
wages and where the scheme regulations prohibit
members from assigning their interests under the
scheme;

electronic money as defined under the Banking Achp. 371.

where, if the electronic device cannot be rechartiped
maximum amount stored is one hundred and fifty euro
(€150) or less, or where, if the electronic dewia@ be
recharged, a limit of two thousand five hundredoeur
(€2,500) is imposed on the total amount that can be
transacted in a calendar year, except where an amou
of one thousand euro (€1,000) or more is redeemed i
that calendar year; and

any other product or transaction that represeritsna
risk of money laundering or the funding of terromisn
accordance with subregulation (4).

(4) Subject persons shall consider products thdillf@ll the
following criteria, or transactions related to theas representing a
low risk of money laundering or funding of terromsfor the
purposes of subregulation (8)vhere:

(a)

the product is subject to a written contractual
agreement;
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()
(6)

(b)

(c)

(d)

(€)

®

the related transactions are carried out through a
account in the name of the applicant for businessd h
with a credit institution authorised under the Bk
Act or so authorised in another Member State of the
Community or otherwise so authorised under the laws
of a reputable jurisdiction;

the product or related transactions are not anausn
and they allow for the application of the custordee
diligence measures in accordance with these
regulations under Case 2 (suspicion) or similar
regulations in another Member State of the
Community or a reputable jurisdiction;

the product is subject to a predetermined maximum
threshold and -

(i) where the product constitutes an insurance
policy or savings product of a similar nature, the
maximum threshold does not exceed that laid
down in subregulation (33§ and p);

(i) in all other cases, the maximum threshold does
not exceed fifteen thousand euro (€15,000),
whether the transaction is carried out under Case
3 (single transaction) or Case 4 (series of
transactions);

third parties cannot enjoy the benefits of theduat or
related transactions, except in the case of death,
disablement, survival to a predetermined age, or
similar events;

where the products or related transactions allomtlie
investment of funds in financial assets or claims,
including insurance or other kind of contingenticia,
provided that -

(i) the benefits of the product or related transausi
are only realisable in the long term;

(i) the product or related transactions cannot be
used as collateral;

(iii) there are no accelerated payments, no surrende
clauses are used and no early termination takes
place during the contractual relationship.

Nothing in this regulation contained shall appin
circumstances falling within Case 2 (suspicion).

For the purposes of this regulation, in deteiimgnwhether
an applicant for business or a product or relatedh$actions
represent a low risk of money laundering or the diumg of

terrorism, subject persons shall pay special attemto the

activities of that applicant for business or to dpge of product or
transaction that, by its nature, may be used orsatuor money
laundering or the funding of terrorism, and, whehere is
information that suggests that this risk may notlbe, that

applicant for business or that product and relatadsactions shall
not be considered as representing a low risk ofegdaundering or
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the funding of terrorism.

(7) Where the Financial Intelligence Analysis Unétdrmines
that a particular jurisdiction does not meet théteria of a
reputable jurisdiction as defined in regulationaz,where the
Financial Intelligence Analysis Unit is otherwisgfarmed that a
jurisdiction is not considered as meeting the ci@tef a reputable
jurisdiction, it shall, in collaboration with thelevant supervisory
authorities, prohibit subject persons from applythg provisions
for simplified customer due diligence under thigukation to all
business relationships and transactions from theatipular
jurisdiction.

11. (1) In Cases 1 to 4, in addition to the requiremamider Enhanced
regulation 7, subject persons shall apply, on k-sisnsitive basis, Customer Due
- . . .~ " Diligence.
enhanced customer due diligence measures in aguezdaith this
regulation and in situations which, by their natucan present a
higher risk of money laundering or the funding efrbrism.

(2) Subject persons shall apply one or more of thléotving
additional measures to compensate for the highsk wihere the
applicant for business has not been physically prasfor
identification purposes:

(a) establish the identity of the applicant for busise
using additional documentation and information;

(b) verify or certify the documentation supplied using
supplementary measures;

(c) require certified confirmation of the documentatio
supplied by a person carrying out a relevant financ
activity;

(d) ensure that the first payment or transaction itite
account is carried out through an account heldhgy t
applicant for business in his name with a credit
institution authorised under the Banking Act o€ap. 371
otherwise so authorised in another Member State of
the Community or in a reputable jurisdiction.

(3) In establishing cross-border correspondent hbamkand
other similar relationships with respondent instituns from a
country other than a Member State of the Communrstihject
persons carrying out relevant financial businesdarsrparagraph
(a) of the definition in regulation 2 shall ensurath

(a) they fully understand and document the naturehef t
business activities of their respondent institution
including, from publicly available information, the
reputation of and the quality of supervision onttha
institution and whether that institution has been
subject to a money laundering or funding of tersori
investigation or regulatory measures;

(b) they assess the adequacy and effectiveness of thei
internal controls for the prevention of money
laundering and the funding of terrorism;

(c) the prior approval of senior management for the
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establishment of new correspondent banking
relationships is obtained;

(d) they document their respective responsibilities tfoe
prevention of money laundering and the funding of
terrorism;

(e) with respect to payable-through accounts, they are
satisfied that the respondent credit institutions ha
verified the identity of and performed on-going due
diligence on the customers having direct accesheo
accounts of the respondent institution and thaisit
able to provide relevant customer due diligencerdat
that subject person upon request.

(4) Subject persons carrying out relevant finandialsiness
under paragraphaj of the definition in regulation 2 shall -

(a) not enter into, or continue, a correspondent bagki
relationship with a shell bank;

(b) take appropriate measures to ensure that theyodo n
enter into, or continue, a corresponding banking
relationship with a bank which is known to pernt# i
accounts to be used by a shell bank.

(5) Subject persons shall pay special attentionnyp threat of
money laundering or funding of terrorism that maisea from new
or developing technologies, or from products ontactions that
might favour anonymity, and take measures, if néede prevent
their use in money laundering or funding of tersomi

(6) In accordance with subregulation (7) and subj¢ot
subregulation (8), subject persons undertaking geamions or
establishing business relationships with politigakposed persons
residing in another Member State of the Communitincany other
jurisdiction shall -

(a) require the approval of senior management for
establishing such business relationships;

(b) ensure that the internal procedures include adequa
measures to establish the source of wealth andsfund
that are involved in these business relationships o
transactions;

(c) conduct enhanced ongoing monitoring of the busines
relationships.

(7) For the purposes of the definition of ‘politibalexposed
persons’ in regulation 2 -

(a) the term ‘natural persons who are or have been
entrusted with prominent public functions’ shall
include the following:

(i) Heads of State, Heads of Government, Ministers
and Deputy and Assistant Ministers and
Parliamentary Secretaries;

(i) Members of Parliament;

(iii) members of the Courts or of other high-level
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judicial bodies whose decisions are not subject
to further appeal, except in exceptional
circumstances;

(iv) members of courts of auditors, Audit
Committees or of the boards of central banks;

(v) ambassadors;harges d’affairesand other high
ranking officers in the armed forces;

(vi) members of the administrative, management or
boards of State-owned corporations,

and where applicable, for the purposes of sub-
paragraphs (i) to (v), shall include positions hatdhe
Community or international level,

(b) the term ‘immediate family members’ shall incluithe
following:

(i) the spouse, or any partner recognised by nationa
law as equivalent to the spouse;

(i) the children and their spouses or partners; and
(iii) the parents;

(c) the term ‘persons known to be close associatesll sh
include the following:

(i) a natural person known to have joint beneficial
ownership of a body corporate or any other form
of legal arrangement, or any other close business
relations with that politically exposed person;

(i a natural person who has sole beneficial
ownership of a body corporate or any other form
of legal arrangement that is known to have been
established for the benefit of that politically
exposed person.

(8) Without prejudice to the application of enhancastomer
due diligence measures on a risk sensitive badigreva person as
mentioned in subregulation (6) has ceased to beustead with a
prominent public function for a period of at ledastelve months
such person shall no longer be considered as aigadly exposed
person.

12. (1) In accordance with the provisions of this rediola, Reliance on
subject persons may rely on a third party or anofubject person fhﬁgjoégft‘i“eze by
to fulfill the customer due diligence requirememtovided for '
under regulation 7(13) to (c), provided that, notwithstanding the
reliance on a third party or other subject perstrg relevant
subject person remains responsible for compliancth whe
requirements under regulation 7(&)to (c).

(2) For the purposes of this regulation, and withprgjudice to
subregulation (11), a third party shall mean a perandertaking
activities equivalent to ‘relevant financial busgsé or ‘relevant
activity’ who is situated in a Member State of themmunity other
than Malta or in a reputable jurisdiction and wisosiubject to
authorisation or to mandatory professional regtstrarecognised
by law.
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(3) Subject persons relying on a third party or &eotsubject
person shall ensure that the third party or othdajext person shall
make the information required in accordance witla firovisions
under regulation 7(13) to (c) immediately available to them.

(4) Subject persons relying on a third party or &eotsubject
person shall further ensure that, upon requestthirel party or
other subject person shall immediately forward herh relevant
copies of the identification and verification datad other relevant
documentation of the applicant for business orliaeeficial owner
as required under these regulations.

(5) For the purposes of fulfilling the requirementsider
regulation 7(1)4) to (c), and in accordance with this regulation,
subject persons may rely on subject persons cagrgint relevant
financial business as defined in these regulations.

(6) In accordance with the provisions of this regisla, subject
persons may, for the purposes of the requirememdgmuregulation
7(1)(@) to (c), recognise and accept the outcome of the customer
due diligence requirements carried out in accordamdth
provisions equivalent to these regulations by adlparty who
undertakes activities equivalent to those fallinighin the scope of
the definition of ‘relevant financial business’ wrdregulation 2(1),
with the exception of those persons whose main bess is
currency exchange or money transmission or renitaervices as
defined under paragrapb)(of that definition or their equivalent,
even if the documentation or data upon which thespiirements
have been based are different to those under domest
requirements.

(7) Subject persons carrying out an activity fallimgth the
scope of paragraptb) of the definition of ‘relevant financial
business’ and whose main business is currency exgehar money
transmission or remittance services may, in accocedawith the
provisions of this regulation and for the purposa&fsthe
requirements under regulation 7(@)to (c), recognise and accept
the outcome of the customer due diligence requirgmearried out
in accordance with provisions equivalent to thesgutations by a
third party who undertakes currency exchange or enon
transmission or remittance services, even if theuswentation or
data upon which these requirements have been bargedifferent
to those under domestic requirements.

(8) For the purposes of fulfilling the requirementsmder
regulation 7(1)4) to (c), and in accordance with this regulation,
subject persons may rely on those subject persanying out a
relevant activity under paragraptey,((c), or (f) of the definition of
‘relevant activity’ under regulation 2.

(9) Further to subregulation (8) subject personsyag out a
relevant activity under paragrapley,((c) or (f) of the definition of
‘relevant activity’ under regulation 2 may, in acdance with the
provisions of this regulation and for the purposa&fsthe
requirements under regulation 7(d)to (c), recognise and accept
the outcome of the customer due diligence requirgmearried out
in accordance with provisions equivalent to thesgutations by a
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third party who undertakes an activity equivalemtany of those in
paragraphd), (c) or (f) of the definition of ‘relevant activity’ under
regulation 2, even if the documentation or datarupdiich these
requirements have been based are different to thnder domestic
requirements.

(10) This regulation shall not apply -

(a) to outsourcing or agency relationships where, loa t
basis of a contractual agreement, the outsourcing
service provider or agent is to be regarded as pfrt
the subject person; and

(b) for reliance on subject persons under paragrapm(i
the definition of ‘relevant activity’ and subjecégsons
under paragraphj) of the definition of ‘relevant
financial business’ in regulation 2(1).

(11) Where the Financial Intelligence Analysis Udétermines
that a jurisdiction does not meet the criteria ofeputable
jurisdiction as defined in regulation 2 and theteria for a third
party as established under subregulation (2), cgrerhihe Financial
Intelligence Analysis Unit is otherwise informedatha jurisdiction
is not considered as meeting the criteria of a talple jurisdiction
as defined in regulation 2 and that for a thirdtpas established
under subregulation (2), it shall, in collaboratiwith the relevant
supervisory authorities, prohibit subject persormf relying on
persons and institutions from that particular jditdion for the
performance of customer due diligence requirememtder this
regulation.

13. (1) Subject persons shall retain the documents aRetord keeping
information specified in this regulation for useany investigation Procedures.
into, or an analysis of, possible money laundeonghe funding of
terrorism activities by the Financial Intelligené@alysis Unit or
by other relevant competent authorities in accomawith the
provisions of applicable law.

(2) Record-keeping procedures maintained by a stifgerson
shall be deemed to be in accordance with the promsof this
regulation if they make provision for the keepinf@r the
prescribed period, of the following records:

(a) in relation to any business relationship thatasnied
or an occasional transaction that is carried out, a
record indicating the nature of the evidence of the
customer due diligence documents required and
obtained under procedures maintained in accordance
with these regulations, comprising a copy of or the
reference to the evidence required for the iderdityg
providing sufficient information to enable the diéta
as to a person’s identity contained in the relevant
evidence to be re-obtained;

(b) a record containing details relating to the busie
relationship and to all transactions carried outthgt
person in the course of an established business
relationship or occasional transaction which shall
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(©)

include the original documents or other copies Whic
are admissible in court proceedings;

in relation to regulations 15(1) and 15(2) a retof
the findings of the examination of the backgroumd a
purpose of the relationships and transactions there

(3) For the purposes of subregulation (2), the mibsd period
shall be the period of at least five years commegeatith -

(a)

(b)

in relation to such records as are described in
paragraphd), the date on which the relevant financial
business or relevant activity was completed; and

in relation to such records as are described in
paragraphsh) and €), the date on which all dealings
taking place in the course of the transaction in
question were completed:

Provided that, in relation to records relating tm a
occasional transaction or a series of occasioraigactions, the
aforesaid period of at least five years shall comoeewith the date
on which the occasional transaction or the lastacferies of
occasional transactions took place.

(4) For the purposes of subregulation é3)the date on which
relevant financial business or relevant activitycampleted shall,
as the case may be, be deemed to be the date of -

(a)

(b)

(c)

(d)

in circumstances falling within Case 1 (negotias,
the ending of the business relationship in respdct
whose formation the record under this regulatiors wa
compiled;

in circumstances falling within Case 2 (suspiciotie
reporting of the suspicious transaction in accoogan
with regulation 15, provided that the period of div
years may be extended as may be required by the
Financial Intelligence Analysis Unit;

in the circumstances falling within Case 3 (siniglege
transaction), the carrying out of the transactiorthe
last of a series of single large transactions speet of
which the record under this regulation was compiled
and

in circumstances falling within Case 4 (series of
transactions), the carrying out of the last tratisacin

a series of transactions in respect of which treom
under this regulation was compiled,

and where the formalities necessary to end a basinelationship

have not been observed, but a period of five ybasselapsed since
the date on which the last transaction was caromdin the course
of that relationship, then the date of that tramisecshall be treated
as the date on which the relevant financial bussnesrelevant

activity was completed, provided that the businedationship is

immediately formally terminated.
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(5) Without prejudice to subregulations (2) to (4),casino
licensee shall also maintain records in relatiomiiddentification
processes under regulation 9 in accordance withréievant
provisions of the Gaming Act. Cap. 400.

(6) Subject persons shall ensure that, upon requatt,
customer identification, due diligence records ammhsaction
records and other relevant information are madelabée on a
timely basis to the Financial Intelligence Analysigit and, as may
be allowed by law, to other relevant competent atitles, for the
purposes of the prevention of money laundering thedfunding of
terrorism.

(7) Subject persons carrying out relevant finanddailsiness
shall establish systems that enable them to resgdficiently to
enquiries from the Financial Intelligence Analy&isit or from
supervisory or other relevant competent authorjtiesaccordance
with applicable law, as to -

(a) whether they maintain or have maintained during th
previous five years a business relationship with a
specified natural or legal person or persons; and

(b) the nature of that relationship.

14. (1) The Financial Intelligence Analysis Unit, subjecstatistical data.
persons and supervisory and other competent authoxi
responsible for combating money laundering or theding of
terrorism, shall maintain comprehensive statistidaka, as
applicable, in accordance with subregulation (2J,arpon request,
such subject persons and supervisory and other edam
authorities, shall make this statistical data safalé to the Financial
Intelligence Analysis Unit to enable it to revietwet effectiveness
of the national systems.

(2) Comprehensive statistical data on matters releva the
effectiveness of national systems to combat momeyndering and
the funding of terrorism maintained under subretjala (1) shall,
as a minimum, include:

(a) the number of suspicious transaction reports made
the Financial Intelligence Analysis Unit;

(b) the number of suspicious transaction reports foded
by the Financial Intelligence Analysis Unit for ther
investigation by the law enforcement agencies;

(c) the follow up given to these reports;
(d) the number of cases investigated;
(e) the number of persons prosecuted;

(f) the number of persons convicted for the offence of
money laundering or the funding of terrorism;

(g) details and value of property that has been frpzen
seized or confiscated;
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Cap. 373.

Reporting
procedures and
obligations.

(h) any other relevant statistical data as may jusibify be
required by the Financial Intelligence Analysis Uimi
order for it to fulfill its obligations under this
regulation and the Prevention of Money Laundering
Act.

(3) The Financial Intelligence Analysis Unit shallulgish
consolidated reviews of the statistical data gatbdan accordance
with this regulation.

(4) The Financial Intelligence Analysis Unit shaWherever
practicable and as may be allowed by the provisiohthe Act
within the provisions of law, provide subject pemsoand, where
applicable, supervisory authorities with timely fdback on the
effectiveness of the suspicious transaction repouotther
information it receives under regulation 15, and #ffectiveness of
the statistical data gathered under this regulation

15. (1) Subject persons shall examine with special &ien
and to the extent possible, the background and gseppf any
complex or large transactions, including unusuattees of
transactions, which have no apparent economic sible lawful
purpose, and any other transactions which are @a#ily likely,
by their nature, to be related to money laundeanghe funding of
terrorism, establish their findings in writing, amdake such
findings available to the Financial Intelligenceaysis Unit and to
the relevant supervisory authority in accordancéhwvapplicable
law.

(2) Subject persons shall pay special attention tsiress
relationships and transactions with persons, comgamand
undertakings, including those carrying out relevéimiancial
business or a relevant activity, from a jurisdictithat does not
meet the criteria of a reputable jurisdiction adimed in regulation
2, and, where the provisions of subregulation (Apls to such
transactions, subject persons shall proceed asigealvfor in
subregulation (1).

(3) Where a jurisdiction, as is mentioned in subtatan (2),
continues not to apply measures equivalent to thagedown by
these regulations, subject persons shall inform Eheancial
Intelligence Analysis Unit which, in collaboratiavith the relevant
supervisory authority, may require such businetsgimship not to
continue or a transaction not to be undertakenpgiyaany other
counter-measures as may be adequate under the cdgpe
circumstances.

(4) Internal reporting procedures maintained by ajsct
person, shall be deemed to be in accordance wétpthvisions of
these regulations if they provide for -

(a) the appointment by the subject person of one sf it
officers of sufficient seniority and command as the
reporting officer, to whom a report is to be made o
any information or other matter which gives riseato
knowledge or suspicion that a person may have been,
is or may be engaged in money laundering or the



PREVENTION OF MONEY LAUNDERING
AND FUNDING OF TERRORISM [S.L.373.01

27

funding of terrorism or that a transaction may be
related to money laundering or the funding of
terrorism;

(b) consideration of such report by the reporting afi or
by another designated employee of the subject perso
in the light of all other relevant information, fahe
purpose of determining whether or not the inforroati
or other matter contained in the report does gise to
a knowledge or suspicion that a person may have,bee
is or may be engaged in money laundering or the
funding of terrorism;

(c) reasonable access for the reporting officer orepth
designated employee to any information held by the
subject person which may be of assistance for the
purposes of considering the report;

(d) a procedure whereby any knowledge or suspiciom tha
a person may have been, is or may be engaged in
money laundering or the funding of terrorism
determined by the reporting officer or other desitgu
employee is reported in accordance with subregutati
(6);

(e) notifying the Financial Intelligence Analysis Urand
the relevant supervisory authority, where applieabl
of the details of the appointed reporting officarda
any subsequent changes thereto and the appointment
of a designated employee for the purposes of
paragraphsh) to (d); and

(f) any employee designated by the subject persothfor
purposes of paragraphb)(to (d) shall be approved by
the reporting officer and shall work under his
direction.

(5) A supervisory authority shall maintain internadporting
procedures in accordance with the provisions ofregblation (4),
although the failure of a supervisory authorityrb@intain such
procedures in accordance with the provisions o$ tleigulation
shall not constitute an offence but may be the sctbpf internal
disciplinary proceedings against the officials angloyees
concerned.

(6) Where a subject person knows, suspects or tesonable
grounds to suspect that a transaction may be rédledemoney
laundering or the funding of terrorism, or thatergon may have
been, is or may be connected with money laundesimtipe funding
of terrorism, or that money laundering or the furgliof terrorism
has been, is being or may be committed or attempteat subject
person shall, as soon as is reasonably practichhblenot later than
five working days from when the suspicion first sep disclose that
information, supported by the relevant identificatiand other
documentation, to the Financial Intelligence Anéydnit.

(7) Subject persons shall refrain from carrying autansaction
that is suspected or known to be related to moaewndering or the
funding of terrorism until they have informed thénBncial



PREVENTION OF MONEY LAUNDERING
28 [S.L.373.01 AND FUNDING OF TERRORISM

Intelligence Analysis Unit in accordance with tmegulation and,
where to refrain in such a manner is not possilylésdikely to

frustrate efforts of investigating or pursuing theneficiaries of the
suspected money laundering or funding of terrorigmerations,
subject persons shall accordingly inform the Finahintelligence
Analysis Unit immediately the transaction is effedtt

(8) Where, following the consideration of an intermaport,
the reporting officer or other designated emplogetermines not
to report in accordance with this subregulation fostifiable
reasons in accordance with subregulation i§})¢he reporting
officer shall record the reasons for such detertigmain writing
and, upon request, shall make it available to theaRcial
Intelligence Analysis Unit or a supervisory authgracting on
behalf of the Financial Intelligence Analysis Uit monitoring
compliance with these regulations.

(9) Where a supervisory authority, either in the rsguof its
supervisory work or in any other way, discoverst$aor obtains
any information that could be related to money ldeming or the
funding of terrorism, that supervisory authorityaihas soon as is
reasonably practicable, but not later than five kilog days from
when facts are discovered or information obtaingidclose those
facts or that information, supported by the relévdmcumentation
that may be available, to the Financial Intellige#malysis Unit.

(10) Subject persons carrying out a relevant agtivitnder
paragraph &) or paragraphd) of the definition of '"relevant
activity" shall not be bound by the provisionssafbregulation (6)
or subregulation (7) if such information is receadver obtained in
the course of ascertaining the legal position foeit client or
performing their responsibility of defending or regenting that
client in, or concerning judicial proceedings, inding advice on
instituting or avoiding proceedings, whether sunformation is
received or obtained before, during or after suatpedings.

(11) Where, following a submission of a disclosure &
subregulation (6) or subregulation (7), or for artfier reason as is
allowed by law, the Financial Intelligence Analydisit demands
information from the disclosing or any other sulijperson, that
subject person shall comply as soon as is reasgipahtticable but
not later than five working days from when the deras first
made unless that subject person makes represemsajistifying
why the requested information cannot be submittétiin the said
time and the Financial Intelligence Analysis Urdt,its discretion
and after having considered such representatiotiends such time
as is reasonably necessary to obtain the informatidhereupon the
subject person shall submit the information reqadswithin the
time as extended.

(12) Any bona fide communication or disclosure made by a
supervisory authority or by a subject person orabyemployee or
director of such a supervisory authority or subjpetrson in
accordance with these regulations shall not betdérkas a breach of
the duty of professional secrecy or any other iestm (whether
imposed by statute or otherwise) upon the disclesdrinformation
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and shall not involve that supervisory authoritysabject person or
the directors or employees of such supervisory @ity or subject
person in any liability of any kind.

(13) Any information disclosed under these regulasichall be
used only in connection with investigations of mgrnaundering
and, or funding of terrorism activities.

(14) Any investigating, prosecuting, judicial or aihistrative
authority and subject persons shall protect anpkamnfidential
the identity of persons and employees who repospstions of
money laundering or the funding of terrorism eith@ernally or to
the Financial Intelligence Analysis Unit.

(15) A subject person who contravenes the provisiohghis
regulation, or who fails to disclose information iasrequired by
subregulation (6) or subregulation (7) or who fatitssubmit
information demanded under subregulation (11), Ishalliable to
an administrative penalty of not less than two hnetdand fifty
euro (€250) and not more than two thousand fivedred euro
(€2,500).

(16) Administrative penalties under subregulatiod)($hall be
imposed by the Financial Intelligence Analysis Uniithout
recourse to a court hearing and may be imposee@réts a one time
penalty or on a daily cumulative basis until comapiie, provided
that in the latter case the accumulated penaltyl stat exceed
twelve thousand five hundred euro (€12,500).

16. (1) A subject person, a supervisory authority or arpyohibition of
official or employee of a subject person or a swjsary authority disclosure.
who discloses to the person concerned or to a thartly, other than
as provided for in this regulation, that an invgation is being or
may be carried out, or that information has beemmay be
transmitted to the Financial Intelligence Analybisit pursuant to
these regulations shall be guilty of an offence adradle on
conviction to a fine ifhulta) not exceeding fifty thousand euro
(€50,000) or to imprisonment for a term not excegdiwo years or
to both such fine and imprisonment.

(2) Without prejudice to subregulation (1), disclossi made
under the following circumstances shall not congéta breach of
that subregulation:

(a) disclosures to the supervisory authority relevtanthat
subject person or to law enforcement agencies in
accordance with applicable law;

(b) disclosures by the reporting officer of a subjpetson
who undertakes relevant financial business to the
reporting officer of another person or persons
undertaking equivalent activities and who form pairt
the same group of companies of the former subject
person, whether situated domestically, within aeoth
Member State of the Community or in a reputable
jurisdiction;

(c) disclosures by the reporting officer of a subjpetson
who undertakes activities under paragrapd) 6r
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Implementing
procedures.
Amended by:
L.N. 328 of 2009.

Cap. 373.

paragraphd) of the definition of ‘relevant activity’ to
the reporting officer of another person or persons
undertaking equivalent activities, who perform thei
professional activities whether as employees or, not
but within the same legal person or within a larger
structure to which the subject person belongs and
which shares common ownership, management or
compliance control, whether situated domestically,
within another Member State of the Community oain
reputable jurisdiction;

(d) disclosures between the same professional categfory
subject persons referred to in paragragh) and
paragraph ) in cases related to the same customer
and the same transaction that involves two or more

institutions or persons, whether situated domehtica
within another Member State of the Community oain
reputable jurisdiction, provided that such subject
persons are subject to equivalent obligations gands

professional secrecy and personal data protectiah a
provided further that the information exchangedlisha
only be used for the purposes of the prevention of
money laundering or the funding of terrorism.

(3) The fact that a subject person as referred subregulation
(2)(c) is seeking to dissuade a client from engaginginnillegal
activity shall not constitute a disclosure in bread subregulation
(1).

(4) Where the Financial Intelligence Analysis Unétdrmines
that a jurisdiction does not meet the criteria ofeputable
jurisdiction as defined in regulation 2, or whetretFinancial
Intelligence Analysis Unit is otherwise informedatha jurisdiction
is not considered as meeting the criteria of a talple jurisdiction,
it shall, in collaboration with the relevant supisiry authorities,
prohibit subject persons from applying the provissoof
subregulation (2) with persons and institutionsrfrahat
jurisdiction.

17. (1) The Financial Intelligence Analysis Unit, withhet
concurrence of the relevant supervisory authoritygy issue
procedures and guidance as may be required focdheying into
effect of the provisions of these regulations, avidch shall be
binding on persons carrying out relevant finandalkiness or
relevant activity.

(2) A subject person who fails to comply with thepisions of
any procedures and guidance established in accasarith
subregulation (1) shall be liable to the adminitra penalties as
provided for under regulation 15(15) and (16).

(3) In fulfilling its compliance supervisory respabgities
under the Prevention of Money Laundering Act, thadancial
Intelligence Analysis Unit may monitor persons gang out a
‘relevant activity’, with the exception of those der paragraphgj
and paragraph), on a risk-sensitive basis.
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18. The revocation of the Prevention of Money Laundgramd Revocation of
Funding of Terrorism Regulations, 2008hall not - Ic_)fegglogotlcel%

(a) affect the previous operation of the regulations s
revoked or anything done or suffered under those
regulations;

(b) affect the institution, continuation or enforcereaf
any inquiry, investigation or legal proceeding unde
the regulations so revoked or the imposition of any
penalty or punishment under the provisions of those
regulations.

*Revoked by these regulations.



APPENDIX 111.4



CONFISCATION ORDERS
(EXECUTION IN THE EUROPEAN UNION) [S.L.9.15

SUBSIDIARY LEGISLATION 9.15

CONFISCATION ORDERS (EXECUTION IN THE
EUROPEAN UNION) REGULATIONS

22nd October, 2010

LEGAL NOTICE 464 of 2010.

1. The title of these regulations is the ConfiscatiOnders Citation.
(Execution in the European Union) Regulations.

2. In these regulations, unless the context otherwggglires - Definitions.

"the Arrangement” means the Council Framework Dieais
2006/783/JHA of 6 October, 2006 on the applicatiminthe
principle of mutual recognition to confiscation erd as amended
by Council Framework Decision 2009/299/JHA of 26bFeary
2009;

"certificate" means the form, as contained in thenax to the
Arrangement, purporting to reproduce details seftaut the
information required by the same form, set out ah&lule 2;

"confiscation order" means a final penalty or measimposed
by a court on a natural or legal person, followprpceedings in
relation to a criminal offence or offences, resudtin the definitive
deprivation of property;

"Council Framework Decision 2005/212/JHA" means @Goill
Framework Decision of 24 February 2005 on Confiszatof
Crime-Related Proceeds, Instrumentalities and Rtgpset out in
Schedule 4;

"cultural objects forming part of the national aulal heritage"
shall be defined in accordance with Article 1(1) @buncil
Directive 93/7/EEC of 15 March 1993 on the returfncaltural
objects unlawfully removed from the territory oMember State;

"the European Union" means the European Union &erned to
in the Treaty;

"executing State" means the Member State to which a
confiscation order has been transmitted for thepmsre of
execution;

"instrumentalities" means any property used, oemted to be
used, in any manner, wholly or in part, to commitraminal
offence or offences;

"issuing State" means the Member State in whictoarchas
issued a confiscation order within the frameworkcofminal
proceedings;

"proceeds” means any economic advantage derivethfro
criminal offences, which may consist of any formpsbperty;

"property" means property of any description, wleethorporeal
or incorporeal, movable or immovable, and legal wlnents and
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Cap. 460.

Limitation.

Competent
authorities.

Mode of

transmission.

instruments evidencing title to or interest in syproperty, which
the court in the issuing State has decided:

(a) is the proceeds of a relevant offence, or equivate
either the full value or part of the value of such
proceeds, or

(b) constitutes the instrumentalities of such an odggror

(c) is liable to confiscation resulting from the amaltion
in the issuing State of any of the extended povedrs
confiscation specified in Article 3(1) and (2) of
Framework Decision 2005/212/JHA, or

(d) is liable to confiscation under any other proviso
relating to extended powers of confiscation under t
law of the issuing State;

"relevant offence" means:

(a) a scheduled offence; or

(b) any other offence liable to the punishment of
imprisonment or of detention for a term of morertha
one year;

"scheduled offence" is any offence in the list ffleaces set out
in Schedule 1;

"the Treaty" shall have the same meaning assigoétdly article
2 of the European Union Act.

3.  These regulations shall be limited to the transmissand
execution of confiscation orders between Malta andlember
State of the European Union listed in Schedule @ stmall apply to
confiscation orders received in Malta after thelR#kovember,
2008.

4.  For the purposes of these regulations:

(a) the Attorney General shall be competent to receive
confiscation orders issued in the issuing State tnd
transmit to the executing State confiscation orders
issued in Malta by a court of criminal jurisdictioand

(b) a court of criminal jurisdiction shall be competdn
issue confiscation orders.

5. (1) A confiscation order shall be transmitted withet
certificate provided for in Schedule 2 containirge tinformation
prescribed therein, by any means capable of pratyai written
record under conditions allowing the executing 8tet establish
authenticity.

(2) The certificate shall be in either the Maltese English
language:

Provided that it shall not be necessary for thefisocation order
to be in either the Maltese or English language.

(3) The original of the confiscation order, or atdéed copy
thereof, and the original of the certificate sHadltransmitted to the
executing State if it so requires.
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6. (1) A confiscation order shall contain a statemttyait the Details of
order relates to: confiscation

(a) conduct which -
(i) is a scheduled offence; and

(i) carries a sentence of imprisonment or another
form of detention of a maximum period of at
least three years in the issuing State:

Provided that in such cases there shall be no
verification of the double criminality of the aair

(b) conduct which -

(i) would constitute an offence under the law of
Malta if it occurred in Malta; and

(i) is punishable under the laws of Malta with
imprisonment or another form of detention for a
term of twelve months or a greater punishment.

(2) In determining for the purposes of this reguatiwhether
an offence falls within the requirements of sub-uéation

(D)®)() -

(a) the description of the offence shall not be regards
material if the offence under the law of Malta athe
law of the issuing State are substantially of thene
nature;

(b) if the conduct relates to a tax or duty, it is iete@rial
that the law of Malta does not impose the same kihd
tax or duty or does not contain rules of the sanmel k
as those of the law of the issuing State;

(c) if the conduct relates to customs or exchanges it
immaterial that the law of Malta does not contailes
of the same kind as those of the law of the issuing
State.

(3) A confiscation order shall indicate whether theler has
been issued for the purpose of:

(a) confiscating one or more specific items of propear
(b) confiscating an amount of money.

7. Where the Attorney General receives a confiscatioaer Certificate by
within the meaning of these regulations, the AtayiGeneral shall, Attorney General.
in his own individual judgement and subject to firevisions of
regulations 8 and 9, issue a certificate to theseffthat the
authority which issued a confiscation order has finection of
issuing confiscating orders in the issuing Staté anch certificate
shall be conclusive of its contents.

8. (1) A confiscation order shall not be recognised thg Grounds for non-
Attorney General if: recognition.

(a) the certificate provided for in Schedule 2 is not
produced, is incomplete or manifestly does not
correspond to the confiscation order;

(b) execution of the confiscation order would be canjr
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(0)

(d)

(€)

®

(9

to the principle ohe bisin idem;

the act on which the confiscation order is basedat
one falling within the list of scheduled conductdan
does not constitute an offence under the law oft&al

there is an immunity or privilege under the law of
Malta which prevents the execution of a domestic
confiscation order on the property concerned;

the rights of any interested party, includibgna fide
third parties, under the law of Malta, make it
impossible to execute the confiscation order:

Provided that if any action is brought before tloats
of Malta by any interested party, the issuing Stdtall
be informed thereof;

according to the certificate provided for in Schid2,

the person against whom the order was issued did no
appear personally at the trial resulting in theisien,
unless the said certificate states that the per&on,
accordance with procedural requirements defined in
the law of the issuing State:

(i) in due time was summoned in person and
thereby informed of the scheduled date and
place of the trial which resulted in the
confiscation order, or by other means actually
received official information of the scheduled
date and place of that trial in such a manner that
it was unequivocally established that he was
aware of the scheduled trial and was informed
that such a confiscation order may be handed
down if he does not appear for the trial, or

(i) being aware of the scheduled trial, had given a
mandate to his legal counsel appointed by the
said person or by the State, to defend him at his
trial, and was indeed defended by the said legal
counsel at the trial, or

(iii) after being served with the confiscation order
and being expressly informed of the right to a
retrial, or an appeal, in which he has the right to
participate and which allows the merits of the
case, including fresh evidence, to be re-
examined and which may lead to the original
decision being reversed, he expressly stated that
he does not contest the confiscation order or he
did not request a retrial or an appeal within the
applicable time-frame;

the confiscation order is based on criminal
proceedings in respect of criminal offences which:

(i) under the law of Malta, are regarded as having
been committed wholly or partly within its
territory, or in a place equivalent to its terrigor
or
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(i) were committed outside the territory of the
issuing State, and the law of Malta does not
permit legal proceedings to be taken in respect
of such offences where they are committed
outside the Maltese territory;

(h) the execution of a confiscation order is barred by
prescription according to the law of Malta and Huts
constituting the offence for which the confiscation
order was issued fall within the jurisdiction ofeth
Maltese courts.

(2) |Ifit appears to the Attorney General that -

(a) the confiscation order was issued in circumstances
where confiscation of the property was ordered as a
result of the application, in the issuing Stateaaf/ of
the extended powers of confiscation specified in
Article 3(1) and (2) of Council Framework Decision
2005/212/JHA, and

(b) the confiscation order falls outside the scopetlod
option adopted by the executing State under Article
3(2) of Council Framework Decision 2005/212/JHA,

the confiscation order shall be executed at leasthie extent
provided for in similar cases under the law of Malt

(3) The Attorney General shall consult with the autties of
the issuing state when he makes a decision to eefesognition or
execution of a confiscation order based on:

(a) the grounds listed in sub-regulation @)((b), (f) or
(9);

(b) the ground listed in sub-regulation (&)( and
information is not being provided to the issuingtst
of any action brought before a Court in Malta;

(c) the grounds mentioned in sub-regulation (2).

(4) In the event that execution of the confiscatiorder is
impossible due to the fact that the property tocbafiscated has
already been confiscated, has disappeared, has destnoyed,
cannot be found in the location indicated in theti€eate or the
location of the property has not been indicated isufficiently
precise manner, the competent judicial authoritéshe issuing
state shall be notified.

9. (1) The Attorney General may postpone the execudifoa Grounds for
confiscation order transmitted in accordance wabulation 5 in ggggﬁg{(‘;mem of
the following cases: '

(a) if, in the case of a confiscation order concernary
amount of money, he considers that there is attisk
the total value derived from its execution may ede
the amount specified in the confiscation order hisea
of simultaneous execution of the confiscation orater
more than one Member State;

(b) in the case where an interested party is seekéggll
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remedies against the recognition and execution of a
confiscation order;

(c) where its execution might damage an ongoing crahin
investigation or proceedings, until such time as he
deems reasonable;

(d) where it is considered necessary to have the
confiscation order or parts thereof translated, thoz
time necessary to obtain its translation, or

(e) where the property is already subject to an ordade
in the course of other proceedings in Malta.

(2) If a postponement for any of the grounds mergtbm sub-
regulation (1)b) to (e) is deemed necessary, the Attorney General
shall inform the issuing judicial authority of thiact and of the
grounds for the postponement and, if possible, elkpected
duration of the postponement.

(3) Once the grounds for postponement have ceaseakid,
the provisions of regulations 7 and 10 shall appig the Attorney
General shall inform the issuing State accordingly.

Execution after 10. Where a certificate has been issued by the Attorney

issue of certificate. General under regulation 7, and without the neearof further
authority other than the authority conferred bysthegulation, the
confiscation order shall be executed by the Attgr@eneral in
accordance with regulation 11.

Enforcement of 11. (1) The following provisions of this regulation shapply
confiscation order.  tg g confiscation order to which regulation 10 appl

(2) The certificate issued under regulation 7 shadl filed
before the First Hall of the Civil Court togetherithh the
confiscation order to which it refers.

(3) The provisions of article 24D(2) to (12), boticiusive, of
Cap. 101. the Dangerous Drugs Ordinance, hereinafter in thhegelations
referred to as "the Ordinance" shall appiytandis mutandis to a
confiscation order to which this regulation applias if it were an
order referred to in article 24D(1) of the Ordinanc

(4) No action can be brought before the Maltese tour
challenging the substantial reasons accountingHerissue of a
confiscation order.

(5) Any person who acts in contravention of a cocdison
order mentioned in these regulations shall be guwftan offence
and shall on conviction be liable to a fineuta) not exceeding
eleven thousand and six hundred and forty-six eand eighty-
seven cents (11,646.87), or to imprisonment foreaigpd not
exceeding twelve months, or to both such fine angdrisonment,
and the court may order the person so found gudtgeposit in a
bank to the credit of the accused the amount ofeysror the value
of other movable property paid or delivered in gamention of that
court order.

Alternative 12. (1) Where a confiscation order has been issued fier t
execution. purpose of confiscating a specific item of propeatyd upon



CONFISCATION ORDERS

(EXECUTION IN THE EUROPEAN UNION) [S.L.9.15

agreement with the issuing state, the Attorney Galneay demand
that the person against whom the order was isseedrfiered to
pay an amount of money which is the equivalenth®value of the
property, and the provisions of regulation 11 shegbply to a
confiscation order to which this regulation refers.

(2) Where a confiscation order has been issuedhfempturpose
of confiscating an amount of money, if paymentas abtained, the
confiscation order shall be executed on any itenpperty in
accordance with regulation 11.

13. (1) Where a confiscation order has been issued lier Determination of
purpose of confiscating an amount of money, the amido be amounttobe

confiscated may be converted into Euro currencgyijged that the
rate of exchange applied must be that of the datevbich the
confiscation order was issued.

(2) Where the person against whom the confiscatiaieiowas
issued is able to furnish proof of payment, totallyin part, in any
State, the issuing State shall be consulted andpary of the
amount, in the case of confiscation of proceedat tb recovered
pursuant to that order in any State other than Masthall be
deducted in full from the amount which is to be fiscated.

enforced.

14. (1) Without prejudice to the provisions of articld[2(7) Disposal of
of the Ordinance, any property so forfeited shalldisposed of in confiscated

accordance with the provisions of this regulation.

(2) Money which has been obtained from the executibthe
confiscation order shall be disposed of as follows:

(a) where the amount gathered from the execution ef th
confiscation order is less than ten thousand euro
(€10,000), or the equivalent to that amount, the
amount shall accrue to the Government of Malta;

(b) in all other cases, fifty per centum of the amount
which has been obtained from the execution of the
confiscation order shall be transferred to the iisgu
State.

(3) Property, other than money, which has been akthifrom
the execution of the confiscation order shall, mfar as is
possible, be disposed of in any of the followingywa

(a) by selling the property, in which case the proceed
shall be disposed of in accordance with sub-regutat
(2)(a);

(b) by transferring the said property to the issuingt&:

Provided that if the confiscation order covers an
amount of money, the property may only be trangf@rr

to the issuing State when that State has given its
consent.

(4) Notwithstanding the provisions of sub-regulatidid),
specific items covered by the confiscation ordelickhconstitute
cultural objects forming part of the national hagé of Malta shall
not be sold or returned to the issuing State.

property.
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Multiple 15. Where two or more confiscation orders have beeneds
coc?fiscation concerning _

oraers.

Information on the
result of the
execution.

Issue of
confiscation
orders.

(a) an amount of money against the same person and the
said person does not possess sufficient means itaMa
to enable all the orders to be executed, or

(b) the same specific item of property,

the Attorney General shall decide which confiscatooder is or are
to be executed in accordance with these regulatibtsappears to
the Attorney General, having regard to all the einstances of the
case and in particular -

(i) theinvolvement of frozen assets;

(i) the relative seriousness and place of the affen
(iii) the date of the respective orders; and
(iv) the date of transmission of the respective osde

that preference should be given to executing onenore of the
other orders.

16. The Attorney General shall immediately inform arfytloe
issuing States by any means capable of produciwgtéen record
of any of the following:

(a) a decision not to recognise the confiscation arder
together with the reasons for such decision;

(b) the total or partial non-execution of the orderténms
of regulation 13(2) or for the reasons referredirto
regulation 15;

(c) upon completion of the execution of the confiscati
order.

17. (1) Where an order for forfeiture is made by a coofit
criminal jurisdiction against a natural or legalrpen found guilty
of a relevant offence and having property, moniesther income
in another Member State, the provisions of thisulagon shall
apply.

(2) Upon the issue of an order for forfeiture by auxd of
criminal jurisdiction, the Attorney General shabpmend to the
order:

(a) the certificate provided for in Schedule 2 purprogtto
reproduce details setting out the information reedi
by the same certificate;

(b) a statement indicating that the order has beeneids
for the purpose of:

(i) confiscating one or more specific items of
property; or
(i) confiscating an amount of money.

(3) The Attorney General shall sign and certify ashantic the
contents of the certificate.

(4) For purposes of this regulation, an order fafddure shall
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be construed as a reference to a confiscation oaferred to under
these regulations.

18. (1) The transmission of a confiscation order shabt ncConsequences of
prevent the execution of the confiscation ordertbg Maltese transmission of
confiscation
Courts. orders.
(2) Where a confiscation order concerning an amadimioney
is transmitted to more than one executing State,tttal value
derived from its execution may not exceed the maximamount

specified in the order.
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Schedule 1
(Regulation 6)
Scheduled offences

participation in a criminal organisation,
terrorism,
trafficking in human beings,
sexual exploitation of children and child pornogig,
illicit trafficking in narcotic drugs and psychafpic substances,
illicit trafficking in weapons, munitions and exqdives,
corruption,

fraud, including that affecting the financial inésts of the European
Communities within the meaning of the Convention26fJuly 1995 on the
protection of the European Communities’ financrakirests,

laundering of the proceeds of crime,
counterfeiting currency, including of the euro,
computer-related crime,

environmental crime, including illicit traffickingn endangered animal
species and in endangered plant species and \axjeti

facilitation of unauthorised entry and residence,

murder, grievous bodily injury,

illicit trade in human organs and tissue,

kidnapping, illegal restraint and hostage-taking,

racism and xenophobia,

organised or armed robbery,

illicit trafficking in cultural goods, includingraiques and works of art,
swindling,

racketeering and extortion,

counterfeiting and piracy of products,

forgery of administrative documents and trafficitherein,

forgery of means of payment,

illicit trafficking in hormonal substances and ethgrowth promoters,
illicit trafficking in nuclear or radioactive matals,

trafficking in stolen vehicles,

rape,

arson,

crimes within the jurisdiction of the Internatidn@riminal Court,
unlawful seizure of aircraft/ships,

sabotage.
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Schedule 2
(Regulation 5)
CERTIFICATE

referred to in Article 4 of Council Framework Deiois 2006/783/JHA on the

application of the principle of mutual recognititm confiscation orders

(@)

Issuing and executing States
* ISSUING SEALE: ....eiii i eaaeas
* =T U 1] o ) = L (= SRR .

(b)

Court which issued the confiscation order:

YA [0 | =TT T
| L) (=] (=] o = T

E-mail (when available) ...
Languages in which it is possible to communicatiéhe Court ...................

Contact details for person(s) to contact in order dbtain additions
information for the purpose of the execution of tenfiscation order, o
where applicable, for the purpose of coordinatidrthee execution of
confiscation order transmitted to two or more exeuy States, or for th
purpose of the transfer to the issuing State of ie®nr properties obtaing
from the execution (name, title/grade, tel., faxd awhen available, email)

1% -
o @ [S

(c)

State (if the authority is different from the Courtder point (b)):

Authority competent for the execution of the fiscation order in the issuing

Official name:

Tel. (country code) (area/City COUE) .....oiveruuiiiiiiii i .
Fax (country code) (area/City COUE) .........cummmmurrrrrrmmmrmrrrrnrreeineneeeeeeneeeeeneens .
E-mail (when available) ..o

Languages in which it is possible to communicatihhe authority competent
fOr the E@XECULION: ...uue e e e

Contact details for person(s) to contact in ordestitain additional informatign
for the purpose of the execution of the confiscatioder or, where applicable
for the purpose of coordination of the executionaofonfiscation order
transmitted to two or more executing States, ottierpurpose of the transfer| t
the issuing State of monies or properties obtafnech the execution, (name
title/grade, tel, fax, and, when available, email)
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(d) Where a central authority has been made resplen&r the administrativ
transmission and reception of confiscation orderhe issuing State:

Name of the central authority: ...,

D

Contact person, if applicable (title/grade and name.............ccccoeevvieieenenn.

e e SN (=] (=] (o1 ST

Tel. (country code) (area/City COUE) .....uvviiiiiiiiiiiiiiiii e .
Fax (country code) (area/City COUE) ........ommmiiiiimiiiiieeeeeeeeiiiee e .

E-mail (when available) ...t e

(e) Authority or authorities which may be contactéfl point (c) and/or (d
has(have) been completed:

O  Authority mentioned under point (b)

Can be contacted for qQUestions CONCEINING: ceumeeivveeeieiieeeiiiiei e,

O  Authority mentioned under point (c)

Can be contacted for qQUestions CONCEINING: weumeerveeeeieiieeeeiiie e,

O  Authority mentioned under point (d)

Can be contacted for qQUestions CONCEINING: weumeervvneeeeeiieeeeeie e,

(f)  Where the confiscation order is a follow-up tdraezing order transmitted

the executing State pursuant to Council Framewagkiglon 2003/577/JHA of 22 July
2003 on the execution in the European Union of ardieezing property or evidence *

to

provide relevant information to identify the freagiorder (the dates of issue and
transmission of the freezing order, the authorityvhich it was transmitted, reference

number, if available): ... .

(g) Where the confiscation order has been transthitienore than one executi
State, provide the following information:

1. The confiscation order has been transmitted ® fllowing other

executing State(s) (country and authority):

2. The confiscation order has been transmitted toerttoan one executing

State for the following reason (tick the relevaok)):

*0OJ L 196, 2.8.2003, p.45.
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2.1. Where the confiscation order concerns one orenspecific items of
property:
Different specific items of property covered by ttanfiscation order are
believed to be located in different executing $tate

The confiscation of a specific item of property ahtwes action in more
than one executing State.

A specific item of property covered by the configca order is believed
to be located in one of two or more specified exeguStates.

2.2.  Where the confiscation order concerns an amolumoney:

he property concerned has not been frozen undendwark Decision
2003/577/JHA of 22 July 2003 on the execution i& Buropean Unio
of orders freezing property or evidence.

The value of the property which may be confiscatethe issuing Stat
and anyone executing State is not likely to beisieffit for the executio
of the full amount covered by the confiscation arde

Other reason(s) (to be specified): .......oocooeeeeeriiiee e

]

S o

(h) Information regarding the natural or legal persagainst whom the
confiscation order has been issued:

1. In the case of a natural person

o1 (=T 0= 1 =T () .
Maiden name, (where applicable): ... eeeeeiiiiiiiiiiieeeeeeeeeee
Aliases, (where applicable): ..........oiiiieeeeei
ST P
NP2 Vo o = 111 3PS
Identity number or social security number (whengilog): ................... ..
Date of Dirth: ...
Place of Dirth: ...
Last KNOWN @dArESS: ....ouuuiiiiieeiiiieiit e ettt

Language(s) which the person understands (if known).................... .
1.1. If the confiscation order concerns an amoumhohey:

The confiscation order is transmitted to the exiagubtate because (tick
the relevant box):

O (a) theissuing State has reasonable grounds teveeihat the person
against whom the confiscation order has been iskasdropert
or income in the executing State. Add the followinfprmation:

Grounds for believing that the person has propeirtgome:

<
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Location of the property of the person/source afoime (if not
known, the last known location): ............cmeeeiieiiiiiiieeiiinees .

O (b) there are no reasonable grounds, as referrachder (a), whic
would allow the issuing State to determine the MemState to
which the confiscation order may be sent, but thespn against
whom the confiscation order has been issued is allymesident
in the executing State. Add the following infornuarti

Normal residence in the executing State: ........cc..ccccccvviinnnnnn, "

1.2. If the confiscation order concerns specifimis) of property:

The confiscation order is transmitted to the exiaguState because (tick
the relevant box):

O (a) the specific item(s) of property is(are) locaiedthe executing
State

(See point (i))

O (b) the issuing State has reasonable grounds teueethat all or part
of the specific item(s) of property covered by tunfiscation
order is (are) located in the executing State. A following
information:

Grounds for believing that the specific item(s) moperty is
located in the executing State: .............. .

O (c) there are noreasonable grounds, as referred(ly), which would
allow the issuing State to determine the MembeteStawhich the
confiscation order may be transmitted, but the peragains
whom the confiscation order has been issued is allymesiden
in the executing State. Add the following infornuarti

Normal residence in the executing State: ........cc...cccccvviinnnnnn, "

-

= (U

2. In the case of a legal person
AE= 10 = PSPPSR
Form of legal PErsON: .....ooevveiiiie et eeee e e
Registration number (if available)*: ...y
Registered seat (if available)*: ............coeeeeieiiiiiieeeiirie e
Address of the legal Person: ............. . eeeeeeeeeeeiae e
2.1. If the confiscation order concerns an amoumhohey:

The confiscation order is transmitted to the exiagubtate because (tick
the relevant box):

* Where a confiscation order is transmitted to tkeauting State because the legal person
against whom the confiscation order has been isdisits registered seat in that State,
Registration number and Registered seat must beleted.
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O

2.2.

(@)

(b)

If the confiscation order concerns specifimifg) of property:

The confiscation order is transmitted to the exieguState because (ti
the relevant box):

(a)
State

(b)

(c)

1=

the issuing State has reasonable grounds tevieethat the leg
person against whom the confiscation order has lmsered ha
property or income in the executing State. Add fbléowing
information:

Grounds for believing that the person has propkirigome:

n

Location of the property of the person/source afoime (if no
known, the last known location): ............cmeeeeeiiiieiiiiieeene. .

there are no reasonable grounds, as referrgd(&), which would
allow the issuing State to determine the MembeteStawhich the
confiscation order may be sent but the legal peesgainst whom
the confiscation order has been issued has itstexgid seat in the
executing State. Add the following information:

Registered Seat in the executing State: ...cccceeevvvvvviiiieeeennnnns .

<)
=

the specific item(s) of property is (are) lochia the executing

(See point (i))

the issuing State has reasonable grounds teveethat all or part
of the specific item(s) of property covered by tmnfiscation
order is (are) located in the executing State. Ad# following
information:

Grounds for believing that the specific item(s)pobperty is (are
located in the executing State: ............cemmeverveeeeieeieiiiiieieeeen .

~

there are no reasonable grounds, as referred(t), which would
allow the issuing State to determine the MembeteStawhich the
confiscation order may be transmitted but the lggambon agains
whom the confiscation order has been issued hasgtstered seat
in the executing State. Add the following infornuati

Registered seat in the executing State: ....ccceeeeieieeeeivveeviinnnnn. .
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The confiscation order
The confiscation order was issued 0N (AAte):. wumm e eeeeeeeeerrirniiiieeeeieeeiiiinaniens

Reference number of the confiscation order (if BREE): .............cccvvvrvvnnnnnnn,

1.
1.1.

O

Information on the nature of the confiscationesrd

Indicate (by ticking in the relevant box(esf))the confiscation orde

concems:
an amount of money
The amount for execution in the executing Statehwitdication o

D

=

currency (in figures and WOrds): ........ooiiccceemieeiiiiie e

The total amount covered by the confiscation ondih indication of

currency (in figures and WOrds): ........oooi e

specific item(s) of property:

Location of the specific item(s) of property (iftfanown, the last know

[OCALION): .. et

Where the confiscation of the specific item(s) adgerty involves actio
in more than one executing State, description efattion to be taken:

The Court has decided that the property (tiekrelevant box(es)):

(i) isthe proceeds of an offence, or is equivatergither the full valu
or part of the value of such proceeds,

(i) constitutes the instrumentalities of such dieice,

(iii) is liable to confiscation resulting from thejlication in the issuin
State of extended powers of confiscation as sgetifi (a), (b) an
(c). The basis for the decision is that the Cobaised on specif
facts, is fully convinced that the property in qties has bee
derived from:

O (a) criminal activities of the convicted person dgria perioc
prior to conviction for the offence concerned whistdeeme
to be reasonable by the Court in the circumstardese
particular case,

O (b) similar criminal activities of the convicted gen during
period prior to conviction for the offence concedneghich is
deemed to be reasonable by the Court in the cirtamoss 0
the particular case, or

O (c) the criminal activity of the convicted persomdait has bee
established that the value of the property is digprtionate t
the lawful income of that person

(iv) is liable to confiscation under any other prgen relating tc

extended powers of confiscation under the law efitisuing State|

If two or more categories of confiscation are insgal, provide details @
which property is confiscated in relation to whizdtegory:

o

S o aoQ

)}

L

f

=)
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2. Information on the offence(s) resulting in theafiscation order
2.1. A summary of facts and a description of theuwinstances in which the
offence(s) resulting in the confiscation order hasg) been committed,
including time and place ...
2.2. Nature and legal classification of the offesgefesulting in the
confiscation order and the applicable statutory®ion/code on basjs
of which the decision was made: ............coeeerriiiiiiiiiiieiieieeeeeee.
2.3. If applicable, indicate one or more of thedullng offences to which the
offence(s) identified under point 2.2 relate(s)the offence(s) are
punishable in the issuing State by a custodialesa® of a maximum of
at least 3 years (tick the relevant box(es)):
O participation in a criminal organisation;
O terrorism;
O trafficking in human beings;
O exual exploitation of children and child pornogrgph
O illicit trafficking in narcotic drugs and psychopiz substances;
O illicit trafficking in weapons, munitions and exgives;
O corruption;
O fraud, including that affecting the financial intsts of the
European Communities within the meaning of the Gmtion of 26
July 1995 on the protection of the European Comitmsiifinancia
interests;
O laundering of the proceeds of crime;
O counterfeiting currency, including of the euro;
O computer related crime;
O environmental crime, including illicit traffickingn endangered
animal species and in endangered plant speciesaieties;
O facilitation of unauthorised entry and residence;
O murder, grievous bodily injury;
O illicit trade in human organs and tissue;
O kidnapping, illegal restraint and hostage taking;
O racism and xenophobia;
O organised or armed robbery;
O illicit trafficking in cultural goods, including diques and works of
art;
O swindling;
O racketeering and extortion;
O counterfeiting and piracy of products;
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OooOooOoOO0OOo OoOoo

O

2.4. To the extent that the offence(s) resultingthie confiscation order
identified under point 2.2 is (are) not coveredpmynt 2.3, give a full
description of the offence(s) concerned (this sdadver the actual
criminal activity involved as opposed for instante legal
ClasSIfiCatioNS): ...cooiiiiii e

forgery of administrative documents and traffickihgrein;
forgery of means of payment;

illicit trafficking in hormonal substances and othgrowth
promoters;

illicit trafficking in nuclear or radioactive matais;

trafficking in stolen vehicles;

rape;

arson;

crimes within the jurisdiction of the Internatior@timinal Court;
unlawful seizure of aircraft/ships;

sabotage.

0)

Proceedings resulting in the confiscation order

Indicate if the person appeared in person at thi& tesulting in the
confiscation order:

1. O

2. O

3. O
O
OR
O

Yes, the person appeared in person at the triallthreg in the
confiscation order.

No, the person did not appear in person at thérggulting in the
confiscation order.

If you have ticked the box under point 2, pleasaficm the
existence of one of the following:

3.1a the person was summoned in person on .......... (day
month/year) and thereby informed of the schedule@ @nc
place of the trial which resulted in the confisoatorder an
was informed that a decision may be handed dowue ir she
does not appear for the trial;

WO =

3.1b the person was not summoned in person but lgr ahean
actually received official information of the scheeld date
and place of the trial which resulted in the cordison order
in such a manner that it was unequivocally esthblisthat h
or she was aware of the scheduled trial, and wiasnred tha
a decision may be handed down if he or she doespu¢a
for the trial;

[2)

==
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4.

OR

O 3.2. being aware of the scheduled trial, the persad given a
mandate to a legal counsellor, who was either appdiby
the person concerned or by the State, to defendohiher at
the trial, and was indeed defended by that couosell the
trial;

OR

O 3.3. the person was served with the confiscationerordn
.......................... day/month/year) and weagressly
informed about the right to a retrial or appealwinich he or
she has the right to participate and which allawesrerits of
the case, including fresh evidence, to be re-exanhimnd
which may lead to the original decision being reeet, and

O the person expressly stated that he or she does not
contest the decision;

OR

O the person did not request a retrial or appealiwithe
applicable time frame.

If you have ticked the box under points 3.1b, 3.3 or 3.4 above, please
provide information about how the relevant condititas been met:

(k)

Conversion and transfer of property
1.

If the confiscation order concerns a specifianitef property, stat
whether the issuing State allows for the confismatin the executin
State to take the form of a requirement to pay m saf money
corresponding to the value of the property.

O vyes
O no

If the confiscation order concerns an amount ohay, state whether
property, other than money obtained from the exemubf the
confiscation order, may be transferred to the rsp8tate:

O vyes
O no

[(o ()]
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()  Alternative measures, including custodial samrsi

1. State whether the issuing State allows for theliegtion by the
executing State of alternative measures where itoispossible t
execute the confiscation order, either totallyropart:

O vyes
O no

2. If yes, state which sanctions may be appliedufeaand maximum leve
of the sanctions):

O Custody (maximum period): .........coeuvrrennmmmmmmeeeennreeeeeeereennnnnnnn .

O

C

(m) Other circumstances relevant to the case (ogtimriormation):

(n)  The confiscation order is attached to the dedte.

Signature of the authority issuing the certificatad/or its representative
certifying the content of the certificate as actera...........cccoooeevvviieiiinnnnd

N = 1 TP
Post held (Hitle/grade): ........ooeeeivii e e e

Official stamp (if available)
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Austria

Denmark
Hungary
Luxembo
Portugal
Slovenia
The Neth

COUNCI

Schedule 3
(Regulation 3)
Member States of the European Union

Czech Republic
Finland
Latvia

urg Poland
Romania
Spain

erlands

Schedule 4
(Regulation 2)
L FRAMEWORK DECISION 2005/212/JHA of 24 Felamy 2005 on

Confiscation of Crime-Related Proceeds, Instrumigida and Property
THE COUNCIL OF THE EUROPEAN UNION,

Having regard to the Treaty on European Union, angarticular Articles 29,
31(1)(c) and 34(2)(b) thereof,

Having regard to the initiative of the Kingdom oébmark (1),
Having regard to the opinion of the European Paréat,

Whereas

1)

(2)

(3

(4)

The main motive for cross-border organised crimiéinancial gain. In
order to be effective, therefore, any attempt tevent and combat such
crime must focus on tracing, freezing, seizing ammhfiscating the
proceeds from crime. However, this is made difficuhter alia, as a
result of differences between Member States’ legish in this area.

In the conclusions of the Vienna European CouatDecember 1998,
the European Council called for a strengthening Ofefforts to combat
international organised crime in accordance withaation plan on how
best to implement the provisions of the Treaty afigterdam in an area
of freedom, security and justice (2).

Pursuant to paragraph 50(b) of the Vienna Actten, within five years
of the entry into force of the Treaty of Amsterdamational provisions
governing seizures and confiscation of the procdema crime must be
improved and approximated where necessary, takiegpunt of the
rights of third parties ifona fide.

Paragraph 51 of the conclusions of the Tampemjgean Council of 15
and 16 October 1999 stresses that money laundéiagthe very heart
of organised crime, and should be rooted out wheréwccurs and that
the European Council is determined to ensure tlaciete steps are
taken to trace, freeze, seize and confiscate thegaeds from crime. The
European Council also calls, in paragraph 55, fer approximation of
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(5)

(6)

(7)

(8)

(9)

criminal law and procedures on money laundering.(gacing, freezing
and confiscating funds).

Pursuant to Recommendation 19 in the 2000 agpian entitled ‘The

prevention and control of organised crime: a Eusspé&nion strategy
for the beginning of the new millennium’, which wapproved by the
Council on 27 March 2000 (3), an examination shomédmade of the
possible need for an instrument which, taking iat@ount best practice
in the Member States and with due respect for fomelatal legal

principles, introduces the possibility of mitigaginunder criminal, civil

or fiscal law, as appropriate, the onus of proafamling the source of
assets held by a person convicted of an offencatedlto organised
crime.

Pursuant to Article 12, on confiscation and se&z of the UN
Convention of 12 December 2000 against Transnatiddaganised
Crime, States Parties may consider the possibdftyequiring that an
offender demonstrate the lawful origin of allege®geeds of crime or
other property liable to confiscation, to the extethat such a
requirement is consistent with the principles odithdomestic law and
with the nature of judicial proceedings.

All Member States have ratified the Council afrBpe Convention of 8
November 1990 on Laundering, Search, Seizure andiSiation of the

Proceeds from Crime. Some Member States have stdahrdeclarations
with regard to Article 2 of the Convention concergiconfiscation so as
to be obliged to confiscate proceeds only from anber of specified

offences.

The Council Framework Decision 2001/500/JHA (#Hys down

provisions on money laundering, the identificatidrgcing, freezing,
seizing and confiscation of instrumentalities ard tproceeds from
crime. Under that Framework Decision, Member Statesalso obliged
not to make or uphold reservations in respect ef phovisions of the
Council of Europe Convention concerning confiscatimsofar as the
offence is punishable by deprivation of libertyabdetention order for a
maximum of more than one year.

The existing instruments in this area have rmtat sufficient extent
achieved effective cross-border cooperation withare to confiscation
as there are still a number of Member States whicé unable to
confiscate the proceeds from all offences punishdiyl deprivation of
liberty for more than one year.

(10) The aim of this Framework Decision is to ensiina all Member States

have effective rules governing the confiscatiorpodceeds from crime,
inter alia, in relation to the onus of proof regarding theime of assets
held by a person convicted of an offence relatedbrganised crime.
This Decision is linked to a Danish draft Framewdkcision on the
mutual recognition within the European Union of id&@ns concerning
the confiscation of proceeds from crime and ashating, which is
being submitted at the same time.

(11) This Framework Decision does not prevent a MemBtate from

applying its fundamental principles relating to dquecess, in particular
the presumption of innocence, property rights, dicga of association,
freedom of the press and freedom of expressiorthirromedia,

HAS ADOPTED THIS FRAMEWORK DECISION:
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Article 1
Definitions
For the purposes of this Framework Decision:

- ‘proceeds’ means any economic advantage from cmamoffences. It may
consist of any form of property as defined in tbé#dwing indent,

- ‘property’ includes property of any description,h@ther corporeal or
incorporeal, movable or immovable, and legal docats®r instruments evidencing
title to or interest in such property,

- ‘instrumentalities’ means any property used oented to be used, in any
manner, wholly or in part, to commit a criminal effce or criminal offences,

- ‘confiscation’ means a penalty or measure, ordesgda court following
proceedings in relation to a criminal offence oimdnal offences, resulting in the
final deprivation of property,

- ‘legal person’ means any entity having such statusler the applicable
national law, except for States or other public tesdin the exercise of State
authority and for public international organisation

Article 2
Confiscation

1. Each Member State shall take the necessary messir enable it to
confiscate, either wholly or in part, instrumenteds and proceeds from criminal
offences punishable by deprivation of liberty fooma than one year, or property the
value of which corresponds to such proceeds.

2. In relation to tax offences, Member States mag psocedures other than
criminal procedures to deprive the perpetratorhef proceeds of the offence.
Article 3

Extended powers of confiscation

1. Each Member State shall as a minimum adopt theessary measures to
enable it, under the circumstances referred toaragraph 2, to confiscate, either
wholly or in part, property belonging to a persameicted of an offence

(a) committed within the framework of a criminal argsation as defined
in Joint Action 98/733/JHA of 21 December 1998 orakimg it a
criminal offence to participate in a criminal orgsation in the Member
States of the European Union (5), when the offdeamvered by:

- Council Framework Decision 2000/383/JHA of 29 M2§00 on
increasing protection by criminal penalties andeotlsanctions
against counterfeiting in connection with the imtuation of the
euro (6),

- Council Framework Decision 2001/500/JHA of 26 J®@@O1 on
money laundering, the identification, tracing, fze®, seizing
and confiscation of instrumentalities and the pemt® of crime
(7),

- Council Framework Decision 2002/629/JHA of 19 J@i§02 on
combating trafficking in human beings (8),

- Council Framework Decision 2002/946/JHA of 28 Nmkeer
2002 on the strengthening of the penal frameworkrevent the
facilitation of unauthorised entry, transit andidesice (9),
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- Council Framework Decision 2004/68/JHA of 22 Deb®m2003
on combating the sexual exploitation of childrendaahild
pornography (10),

- Council Framework Decision 2004/757/JHA of 25 (o 2004
laying down minimum provisions on the constituetgneents of
criminal acts and penalties in the field of illiadtug trafficking
(11),

(b) which is covered by the Council Framework Demis2002/475/JHA of
13 June 2002 on combating terrorism (12),

provided that the offence according to the Framéwecisions referred to above

- regarding offences other than money laundering @rrishable with
criminal penalties of a maximum of at least betw&eand 10 years of
imprisonment,

- regarding money laundering, are punishable witmiral penalties of a
maximum of at least 4 years of imprisonment,

and the offence is of such a nature that it caregete financial gain.

2. Each Member State shall take the necessary mesisnienable confiscation
under this Article at least:

(a) where a national court based on specific faxfsllly convinced that the
property in question has been derived from crimiaativities of the
convicted person during a period prior to convintifor the offence
referred to in paragraph 1 which is deemed readenly the court in
the circumstances of the particular case, or, aittvely,

(b) where a national court based on specific fagffaiily convinced that the
property in question has been derived from similaminal activities of
the convicted person during a period prior to catien for the offence
referred to in paragraph 1 which is deemed readenlayp the court in
the circumstances of the particular case, or, aittvely,

(c) where it is established that the value of thepgrty is disproportionate
to the lawful income of the convicted person antational court based
on specific facts is fully convinced that the prdgein question has
been derived from the criminal activity of that eeted person.

3. Each Member State may also consider adoptingneessary measures to
enable it to confiscate, in accordance with thedibons set out in paragraphs 1 and
2, either wholly or in part, property acquired thetclosest relations of the person
concerned and property transferred to a legal pemsagespect of which the person
concerned - acting either alone or in conjunctiathvhis closest relations - has a
controlling influence. The same shall apply if therson concerned receives a
significant part of the legal person’s income.

4, Member States may use procedures other than raimprocedures to
deprive the perpetrator of the property in question

Article 4
Legal remedies

Each Member State shall take the necessary measar@ssure that interested
parties affected by measures under Articles 2 ahd& effective legal remedies in
order to preserve their rights.



CONFISCATION ORDERS
(EXECUTION IN THE EUROPEAN UNION) [S.L.9.15 25

Article 5
Safeguards

This Framework Decision shall not have the effefcalering the obligation to
respect fundamental rights and fundamental prirespincluding in particular the
presumption of innocence, as enshrined in Articlef@he Treaty on European

Union.
Article 6
Implementation

1. Member States shall adopt the necessary meadsare®smply with this
Framework Decision by 15 March 2007.

2. Member States shall transmit to the General Sadeg of the Council and
to the Commission, by 15 March 2007, the text af grovisions transposing into
their national law the obligations imposed on thender this Framework Decision.
In accordance with a report established on thesbafsthis information and a written
report from the Commission, the Council shall asséy 15 June 2007, the extent to
which Member States have taken the necessary messororder to comply with
this Framework Decision.

Article 7
Entry into force

This Framework Decision shall enter into force ba tay of its publication in the
Official Journal of the European Union.

Done at Brussels, 24 February 2005.
For the Council
The President
N. SCHMIT

(1) OJ C 184, 2.8.2002, p. 3.
(2) 0J C 19, 23.1.1999, p. 1.
(3) 0J C 124, 3.5.2000, p. 1.
(4) 0J L 182, 5.7.2001, p. 1.

(5) 0J L 351, 29.12.1998, p. 1.
(6) OJ L 140, 14.6.2000, p. 1.
(7) 0J L 182, 5.7.2001, p. 1.

(8) OJ L 203, 1.8.2002, p. 1.

(9) OJ L 328, 5.12.2002, p. 1.
(10) OJ L 13, 20.1.2004, p. 44.
(11) OJ L 335, 11.11.2004, p. 8.
(12) OJ L 164, 22.6.2002, p. 3.
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Suppliment tal-Gazzetta tal-Gvern ta’ Malta Nru. 18,664, 29 ta’ Ottubru, 2010

Tagsima B

A.L. 467 tal-2010

KODICI KRIMINALI
(KAP.9)

Regolamenti tal-2010 li jemendaw ir-Regolamenti dwar
I-Ezekuzzjoni ta’ Ordnijiet ta’ Iffrizar fl-Unjoni Ewropea
(Emenda Nru. 2)

BIS-SAHHA tas-setghat moghtija bl-artikolu 628A tal-Kodic¢i
Kriminali, il-Ministru tal-Gustizzja u I-Intern ghamel dawn ir-
regolamenti li gejjin:-

1. [It-titolu ta’ dawn ir-regolamenti hu Regolamenti tal-2010 li
jemendaw ir-Regolamenti dwar I-Ezekuzzjoni ta’ Ordnijiet ta’ Iffrizar
fl-Unjoni Ewropea (Emenda Nru. 2), u dawn ir-regolamenti
ghandhom jinqraw u jinftichmu haga wahda mar-Regolamenti dwar 1-
EzZekuzzjoni ta’ Ordnijiet ta’ Iffrizar fl-Unjoni Ewropea, hawn izjed
’il quddiem imsejha "ir-regolamenti prin¢ipali".

2. Fir-regolament 4 tar-regolamenti principali, fil-paragrafu
(a), minflok il-kliem "mill-Qorti Kriminali" ghandhom jidhlu 1-kliem
"minn qorti ta’ gurisdizzjoni kriminali", u fil-paragrafu (b) minflok il-
kliem "il-Qorti Kriminali" ghandhom jidhlu Il-kliem "qorti ta’
gurisdizzjoni kriminali".

3. Minflok is-subregolament (1) tar-regolament 12 tar-
regolamenti prin¢ipali, ghandu jidhol dan li gej:

"(I) Meta persuna tigi akkuzata b’reat relevanti, 1-Avukat
Generali jew il-prosekuzzjoni jistghu jitolbu b’rikors lil qorti
ta’ gurisdizzjoni kriminali biex tohrog ordni ta’ iffrizar.".

4. Fir-regolament 13 tar-regolamenti princ¢ipali minflok il-
kliem "mill-Qorti Kriminali" ghandhom jidhlu I-kliem "minn qorti ta’
gurisdizzjoni kriminali".

S. L-Iskeda 3 li tinsab mar-regolamenti prin¢ipali ghandha
tigi emendata kif gej:

(a) minnufih wara Il-kliem
jizdiedu I-kliem "II-Portugall"; u

"I1-Polonja" ghandhom

(b) minnufih wara I-kliem "Ir-Renju Unit", il-kliem "-

fir-rigward ta’ ordnijiet ta’ iffrizar 1i provizorjament
jissekwestraw provi" ghandhom jigu mhassra.

Titolu.

L.S.9.13

Jemenda r-
regolament 4
tar-regolamenti
principali.

Jemenda r-
regolament 12
tar-regolamenti
principali.

Jemenda r-
regolament 13
tar-regolamenti
principali.

Jemenda 1-
Iskeda 3 1i
tinsab mar-
regolamenti
principali.



B 5452

Citation.

S.L.9.13

Amends
regulation 4 of
the principal
regulations.

Amends
regulation 12 of
the principal
regulations.

Amends
regulation 13 of
the principal
regulations.

Amends
Schedule 3 to
the principal
regulations.

VERZJONI ELETTRONIKA

L.N. 467 of 2010

CRIMINAL CODE
(CAP.9)

Freezing Orders (Execution in the European Union)
(Amendment) (No. 2) Regulations, 2010

IN exercise of the powers conferred by article 628A of the
Criminal Code, the Minister for Justice and Home Affairs has made
the following regulations:-

1. The title of these regulations is the Freezing Orders
(Execution in the European Union) (Amendment) (No.2)
Regulations, 2010, and these regulations shall be read and construed
as one with the Freezing Orders (Execution in the European Union)
Regulations, hereinafter referred to as "the principal regulations".

2. In regulation 4 of the principal regulations, for the words
"the Criminal Court" wherever they occur there shall be substituted
the words "a court of criminal jurisdiction".

3. For sub-regulation (1) of regulation 12 of the principal
regulations, there shall be substituted the following:

"(1) Where a person is charged with a relevant offence,
the Attorney General or the prosecution may apply to a court of
criminal jurisdiction for a freezing order.".

4. In regulation 13 of the principal regulations for the words
"the Criminal Court" there shall be substituted the words "a court of
criminal jurisdiction".

5. Schedule 3 to the principal regulations shall be amended as
follows:

(a) immediately after the word "Poland" there shall be
inserted the word "Portugal"; and

(b) immediately after the words "United Kingdom", the
words "- with regards to freezing orders provisionally attaching
evidence" shall be deleted.
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SUBSIDIARY LEGISLATION 9.13

FREEZING ORDERS (EXECUTION IN THE
EUROPEAN UNION) REGULATIONS

7th December, 2007

LEGAL NOTICE 397 of 2007, as amended by Legal Notices 354 of 2009,
and 178 and 467 of 2010.

1. The title of these regulations is the Freezing @sdeTitle.
(Execution in the European Union) Regulations.

2. In these regulations, unless the context otherngg@iires: Definitions.

"the Arrangement” means the Council Framework Digis
2003/577/JHA of the 22nd July, 2003 on the execntio the
European Union of orders freezing property or ek

"certificate"” means the certificate set out in Sale 2;

"the European Union" means the European Union fexned to
in the Treaty;

"evidence" means objects, documents or data whahdbe
produced as evidence in criminal proceedings conicey an
offence referred to in Schedule 1;

"executing State" means the Member State in whesg#&dry the
property or evidence is located;

"freezing order" means any order purporting to psoanally
attach:

(a) property that could be subject to confiscation; or
(b) evidence;

"issuing State" means the Member State in whicligigial
authority, as defined in the national law of theumg State, has
made, validated or in any way confirmed a freezamder in the
framework of criminal proceedings;

"property" includes property of any description, ather
corporeal or incorporeal, movable or immovable, dadal
documents and instruments evidencing title to,nterest in such
property, which the competent judicial authoritytie issuing State
considers:

(a) is the proceeds of a relevant offence or equivtaten
either the full value or part of the value of such
proceeds, or

(b) constitutes the instrumentalities or the objecfsao
relevant offence;

"relevant offence" means:
(a) a scheduled offence; or

(b) any other offence liable to the punishment of
imprisonment or of detention for a term of morertha
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FREEZING ORDERS (EXECUTION IN THE EUROPEAN UNION)

Cap. 460.

Limitation.
Amended by:

L.N. 354 of 2009.

Competent
authorities.
Amended by:

L.N. 467 of 2010.

Transmission.
Amended by:

L.N. 178 of 2010.

Details of freezing

orders.

one year;

"scheduled offence" is any offence in the list ffieaces set out
in Schedule 1;

"the Treaty" shall have the same meaning assigmeid by
Article 2 of the European Union Act.

3.  These regulations shall be limited to the transmisof
freezing orders between Malta and a Member StateeEuropean
Union listed in Schedule 3 and shall apply to osdiessued after the
2nd August 2005.

4.  For purposes of these regulations:

(a) the Attorney General shall be competent to receive
freezing orders issued in the issuing State and to
transmit to the executing State freezing ordersig@ds
in Malta by a court of criminal jurisdiction;

(b) a court of criminal jurisdiction shall be competdn
issue freezing orders.

5. (1) A freezing order shall be transmitted with the
certificate provided for in Schedule 2 and contaigithe
information prescribed therein, by any means capalblproducing
a written record under conditions allowing the exiicg State to
establish authenticity.

(2) The certificate shall be in either the Maltese English
language:

Provided that it shall not be necessary for thefieg order
to be in either the Maltese or English language.

6. (1) A freezing order shall contain a statement thza
order relates to:

(a) conduct which -

(i) is a scheduled offence; and

(i) carries a sentence of imprisonment or another
form of detention of a maximum period of at
least three years in the issuing Sate:

Provided that in such cases there shall
verification of the double criminality of the adir

(b) conduct which -

(i) would constitute an offence under the law of
Malta if it occurred in Malta;

(i) is punishable under the laws of Malta with
imprisonment or another form of detention for a
term of twelve months or a greater punishment.

be no

(2) In determining for the purposes of this regudatiwhether
an offence falls within the requirements of subtdagion (1))(i):

(a) the description of the offence shall not be regards
material if the offence under the law of Malta ahe
law of the issuing State are substantially of thens
nature;
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(3)

(b) if the conduct relates to a tax or duty, it is ieu@rial
that the law of Malta does not impose the same kihd
tax or duty or does not contain rules of the sanm& k
as those of the law of the issuing State;

(c) if the conduct relates to customs or exchanges it
immaterial that the law of Malta does not contaifes
of the same kind as those of the law of the issuing
State.

A freezing order shall indicate whether the artlas been

issued for the purpose of:

(4)

(a) securing evidence; or
(b) the subsequent confiscation of property.
The freezing order must be accompanied by:

(a) a request for the evidence to be transferred ® th
issuing State; or

(b) a request for confiscation requiring either enfanent
of a confiscation order that has been issued in the
issuing State or confiscation in the executing &taid
subsequent enforcement of any such order; or

(c) an instruction in the certificate that the propeshall
remain in the executing State pending a request
referred to in paragrapla) or (b) and the (estimated)
date for submission of this request shall also be

indicated.

(5) Requests referred to in sub-regulation #4)énd @) shall
be submitted and processed in accordance withules mapplicable
to mutual assistance in criminal matters and tHesrapplicable to
international co-operation relating to confiscation

7. (1) Where the Attorney General receives a freezindep
within the meaning of these regulations the Attgri@eneral shall,
in his own individual judgement and subject to grevisions of
regulations 8 and 9, issue a certificate to theeeffthat the
authority which issued a freezing order has thecfiom of issuing
freezing orders in the issuing State and such fieatie shall be
conclusive of its contents.

(2) Where the competent judicial authority of theuing State
has expressly indicated the formalities and proceduto be
observed in the execution of the freezing ordeg Httorney
General shall direct the executing officer undegulation 10(2) to
comply with these formalities and procedures unlhgsAttorney
General is of the opinion that those formalitieslaar procedures
are contrary to the fundamental principles of lamMalta.

(3) The certificate issued under sub-regulation tagether
with the freezing order to which it refers shall t@mmunicated to
the Commissioner of Police for execution as prodideregulation
10.

8. (1) Subject to the provisions of sub-regulation (4),
freezing order shall not be recognized by the Ateyr General if:

Certificate by
Attorney General.

Grounds for non-
recognition.
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(a) the certificate provided for in Schedule 2 is not
produced, is incomplete or manifestly does not
correspond to the freezing order;

(b) there is an immunity or privilege under the law of
Malta which makes it impossible to execute the
freezing order;

(c) on the face of the record it appears that extegdin
assistance in response to a request mentioned in
regulation 6(4) would infringe the ne bis in idem
principle;

(d) the act on which the freezing order is based isane
falling within the list of scheduled conduct andedo
not constitute an offence under the law of Malta.

(2) Any decision to refuse recognition or executiregceived in
terms of these regulations, shall be taken andfredito the
competent judicial authorities of the issuing Sthteany means
capable of producing a written record.

(3) In the event that execution of the freezing ordse
impossible due to the fact that the property ordmrice has
disappeared, been destroyed, cannot be found inab&tion
indicated in the certificate or the location of tpeoperty or
evidence has not been indicated in a sufficientlgcpse manner,
the competent judicial authorities of the issuirtgte shall be
notified.

(4) Notwithstanding the provisions of sub-regulatidn(a) the
Attorney General may:

(a) accept an equivalent document to the certificate;

(b) exempt the issuing judicial authority from prodogi
the certificate if he considers the information yrted
as sufficient; or

(c) specify a deadline for the presentation, completio
correction of the certificate.

Grounds for 9. (1) The Attorney General may postpone the executiba
ggzﬁ%‘;mem of  freezing order transmitted in accordance with ragioin 5 in the
' following cases:

(a) where its execution might damage an ongoing crahin
investigation, until such time as he deems reaslenab

(b) where the property or evidence concerned haveadire
been subjected to a freezing order in criminal
proceedings, and until that freezing order is tfte

(c) where, in the case of an order freezing propeny i
criminal proceedings with a view to its subsequent
confiscation, that property is already subject to a
order made in the course of other proceedings iftdva
and until that order is lifted.

(2) If a postponement is deemed necessary, the wgfor
General shall inform the issuing judicial authordf/ this fact and
of the grounds for the postponement and, if possithie expected
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duration of the postponement.

(3) Once the grounds for postponement have ceasexkisi,
the provisions of regulations 7 and 10 shall apgtyl the Attorney
General shall inform the issuing State accordingly.

10. (1) Where a certificate has been issued by the A#pr
General under regulation 7, the provisions of tieigulation shall

apply.
(2) Without the need of any further authority othtban the

authority conferred by this regulation the ordeal$tbe executed
by a police officer not below the rank of Inspector

11. (1) The following provisions of this regulation shapply
where a freezing order is executed by the policdeurregulation
10.

(2) The freezing order shall have the same effecmerder as
is referred to in article 22A(1) of the Dangerousu®s Ordinance,
hereinafter in these regulations referred to ag '@dinance", and
the provisions of the said article 22A of the Ordirte shall,
subject to the provisions of sub-regulation (3)thifs regulation,
apply mutatis mutandis to the freezing order.

(3) The provisions of article 24C(2) to (5) of thedhance
shall apply to a freezing order executed under taggilation as if it
were an order made under the said article 24C.

(4) Any person who acts in contravention of a fregzorder
mentioned in these regulations shall be guilty nfadfence and
shall on conviction be liable to a finenglta) not exceeding five
thousand liri, or to imprisonment for a period maiceeding twelve
months, or to both such fine and imprisonment, grelcourt may
order the person so found guilty to deposit in akbt the credit of
the accused the amount of moneys or the value loérotnovable
property paid or delivered in contravention of tieatrt order.

12. (1) Where a person is charged with a relevant ofertlce
Attorney General or the prosecution may apply toart of criminal
jurisdiction for a freezing order.

(2) A freezing order shall contain a statement iatiitg that
the order has been issued for the purpose of:

(a) securing evidence; or
(b) the subsequent confiscation of property.
13. (1) Upon the issue of a freezing order by a court
criminal jurisdiction, the Attorney General shafigend to the order:
(a) arequest for the evidence to be transferred ttidlar

(b) a request for confiscation requiring either entonent
of a confiscation order that has been issued inté/au

Execution after
issue of certificate.

Effect of freezing
order.

Cap. 101.

Issue of freezing
orders.

Amended by:

L.N. 467 of 2010.

Bppendices to the
order.

Amended by:

L.N. 467 of 2010.

confiscation in the executing State and subsequent

enforcement of any such order; or
(c) instructions in the certificate that the propeshall

remain in the executing State pending a request
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referred to in paragrapta) or (b) and the (estimated)
date for submission of this request shall also be
indicated.

(2) The Attorney General shall sign and certify ashantic the
contents of the certificate.
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Schedule 1

(Regulation 6)
participation in a criminal organisation,
terrorism,
trafficking in human beings,
sexual exploitation of children and child pornogngp
illicit trafficking in narcotic drugs and psychop@ substances,
illicit trafficking in weapons, munitions and ex@ives,
corruption,
fraud, including that affecting the financial inésts of the European

Communities within the meaning of the Convention2® July 1995 on the
protection of the European Communities’ financialeirests,

laundering of the proceeds of crime,

counterfeiting currency, including of the euro,

computer-related crime,

environmental crime, including illicit traffickingn endangered animal

speciesand in endangered plant species and varieties,

facilitation of unauthorised entry and residence,

murder, grievous bodily injury,

illicit trade in human organs and tissue,

kidnapping, illegal restraint and hostage-taking,

racism and xenophobia,

organised or armed robbery,

illicit trafficking in cultural goods, including amgues and works of art,
swindling,

racketeering and extortion,

counterfeiting and piracy of products,

forgery of administrative documents and traffickitingrein,

forgery of means of payment,

illicit trafficking in hormonal substances and otlgrowth promoters,
illicit trafficking in nuclear or radioactive matets,

trafficking in stolen vehicles,

rape,

arson,

crimes within the jurisdiction of the Internation@riminal Court,
unlawful seizure of aircraft/ships,

sabotage.
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Schedule 2
(Regulation 5)
(a) The judicial authority which issued the freezingler:
Official name:

Languages in which it is possible to communicatehwtihe issuing judicial
AULN O IEY oot e e et ——————— e aaa

Contact details (including languages in which ipisssible to communicate with
the person(s)) of the person(s) to contact if addél information on the execution
of the order is necessary or to make necessaryipsharrangements for the transfer
of evidence. (if applicable):

(b) The authority competent for the enforcement of fteezing order in the
issuing State (if the authority is different frometauthority under poingf):

Official name:
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File reference:

Languages in which it is possible to communicatthwie authority competent for
the eNfOrCEMENT ... e e s

Contact details (including languages in which ipisssible to communicate with
the person(s)) of the person(s) to contact if addél information on the execution
of the order is necessary or to make necessarytipaharrangements for the transfer
of evidence (if applicable):

(c) Inthe case where poind) and point b) have been filled, this point must be
filled in order to indicate which/or both of theseo authorities must be contacted:

- Authority mentioned under poing)
- Authority mentioned under poinb)

(d) Where a central authority has been made respanddyl the transmission
and administrative reception of freezing orderslyapplicable for Ireland and the
United Kingdom):

Name of the central authority:
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(e) The freezing order:

1. Date and if applicable reference number
2. State the purpose of the order

2.1 Subsequent confiscation

2.2 Securing evidence

3. Description of formalities and procedures to bserved when executing a
freezing order concerning evidence (if applicable).

(f) Information regarding the property or evidence the executing State
covered by the freezing order:

Description of the property or evidence and locatio
1. (@) Precise description of the property and, whereliapple, the maximum

amount for which recovery is sought (if such maximamount is indicated in the
order concerning the value of proceeds)

(b) Precise description of the evidence

2. Exact location of the property or evidence (ift kmown, the last known
location)

3. Party having custody of the property or evideac&nown beneficial owner
of the property or evidence, if different from therson suspected of the offence or
convicted (if applicable under the national lawtloé issuing State).

(9) Information regarding the identity of the (1) nedalior (2) legal person(s),
suspected of the offence or convicted (if applieabhder the national law of the
issuing State) or/and the person(s) to whom theZireg order relates (if available):

1. Natural persons
Name:
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Place of birth:

2. Legal persons

Name:

(o] o) B [=To F= N o =T 601 o A
Registration humber:

(h) Action to be taken by the executing State aftexcering the freezing order
Confiscation

1.1. The property is to be kept in the executingte&téor the purpose of
subsequent confiscation of the property

1.1.1. Find enclosed request regarding enforcemédnt aonfiscation order
issued in the issuing State on ...................(date)

1.1.2. Find enclosed request regarding confiscatinthe executing State and
subsequent enforcement of that order

1.1.3. Estimated date for submission of a requdstred to in 1.1.1 or 1.1.2.
or

Securing of evidence

2.1. The property is to be transferred to the isguBtate to serve as evidence
2.1.1. Find enclosed a request for the transfer

or

2.2. The property is to be kept in the executingté&téor the purpose of
subsequent use as evidence in the issuing State.

2.2.2. Estimated date for submission of a requdstred to in 2.1.1.
(i) Offences:

Description of the relevant grounds for the fregzorder and a summary of facts
as known to the judicial authority issuing the fzewy order and certificate:
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Nature and legal classification of the offence(aflahe applicable statutory
provision/code on basis of which the freezing ondas made:

1. If applicable, tick one or more of the followingffences to which the
offence(s) identified above relate(s), if the offefs) are punishable in the issuing
State by a custodial sentence of a maximum ofadtléhree years:

- participation in a criminal organisation;

- terrorism;

- trafficking in human beings;

- sexual exploitation of children and child pornogng;

- illicit trafficking in narcotic drugs and psychafpic substances;
- illicit trafficking in weapons, munitions and exqdives;

- corruption;

- fraud, including that affecting the financial inésts of the European
Communities within the meaning of the Convention2& July 1995 on the
protection of the European Communities’ financiaeirests;

- laundering of the proceeds of crime;
- counterfeiting currency, including of the euro;
- computer-related crime;

- environmental crime, including illicit traffickingn endangered animal
species and in endangered plant species and \agjeti

- facilitation of unauthorised entry and residence;

- murder, grievous bodily injury;

- illicit trade in human organs and tissue;

- kidnapping, illegal restraint and hostage-taking;

- racism and xenophobia;

- organised or armed robbery;

- illicit trafficking in cultural goods, including r@iques and works of art;
- swindling;

- racketeering and extortion;

- counterfeiting and piracy of products;

- forgery of administrative documents and trafficitherein;

- forgery of means of payment;

- illicit trafficking in hormonal substances and ethgrowth promoters;
- illicit trafficking in nuclear or radioactive matals;

- trafficking in stolen vehicles;
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- rape;
- arson;
- crimes within the jurisdiction of the Internatidrn@riminal Court;

- unlawful seizure of aircraft/ships;
- sabotage.
2. Full descriptions of offence(s) not covered bygtam 1 above:

(i) Legal remedies against the freezing order forredeed parties, including
bona fide third parties, available in the issuirigt8.

Description of the legal remedies available inchglhecessary steps to take
Court before which the action may be taken

Information as to those for whom the action is talaie

Time limit for submission of the action.

Authority in the issuing State who can supply fenthinformation on procedures
for submitting appeals in the issuing State andarether legal assistance and
translation is available:

Name
Contact person (if applicable):
Address:

() The text of the freezing order is attached to ¢b#dificate.

Signature of the issuing judicial authority anditsr representative certifying the
content of the certificate as accurate:
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Official stamp (if available)

Added by: Schedule 3
L.N. 354 of 2009. .
Amended by: (Regulation 3)

L.N. 178 of 2010;
L.N. 467 of 2010.

Austria

Belgium
Bulgaria

Cyprus -with regards to freezing orders provisionally attaching evidence
Czech Republic
Denmark
Germany
Estonia

Finland

France

Latvia

Lithuania
Hungary

Ireland

Poland

Portugal
Romania
Slovakia
Slovenia

Spain

Sweden

The Netherlands
United Kingdom
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328. Whosoever, through imprudence, negligence owoluntary fire or
unskilfulness in his trade or profession, or througn-observance 2?112?%2& by:
of any regulation, shall cause any fire or any dgmaspoil or | 1856.17:

injury as mentioned in this sub-title, shall, ometction, be liable - él.l}‘;%%oi%&

(a) if the death of any person is caused thereby,he tXIll. 1980.11;

. : ; . ) XIll. 1983.5;
punishments established in article 225; LN, 407 of 2007:

(b) if any grievous bodily harm with any of the effgctV!l- 2010.24.
mentioned in article 218 is caused thereby, to
imprisonment for a term not exceeding six months or
to a fine Multa) not exceeding two thousand and three
hundred and twenty-nine euro and thirty-seven cents
(2,329.37);

(c) if any grievous bodily harm without any of the edts
aforesaid is caused thereby, to imprisonment farm
not exceeding three months or to a fimeu(ta not
exceeding one thousand and one hundred and siuty-fo
euro and sixty-nine cents (1,164.69);

(d) in any other case, to imprisonment for a term not
exceeding three months or to a fimaulta) or to the
punishments established for contraventions:

Provided that in the cases referred to in paragr&hh
except where damage is caused to public propetigr than a motor
vehicle, proceedings may be instituted only ond¢bmplaint of the
injured party.

Sub-title IV A

OF ACTS OF TERRORISM, FUNDING OF TERRORISM AND Added by:
ANCILLARY OFFENCES VI. 2005.2.

328A.(1) For the purposes of this sub-title, "act of t&ism" Acts of terrorism.
means any act listed in subarticle (2), committétfully, which C?dféjogyé
may seriously damage a country or an internatia@rghnization " -
where committed with the aim of:

(a) seriously intimidating a population, or

(b) unduly compelling a Government or international
organization to perform or abstain from performing
any act, or

(c) seriously destabilising or destroying the fundataén
political, constitutional, economic or social sttuies
of a country or an international organization.

(2) The acts to which reference is made in subatit) are the
following:

(a) taking away of the life or liberty of a person;
(b) endangering the life of a person by bodily harm;

*originally, as enacted by Act VI of 2005, this stile was numbered Sub-title V.
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Terrorist groups.
Added by:
VI. 2005.2.

(c) bodily harm;

(d) causing extensive destruction to a state or ganenmnt
facility, a public transportation system, an
infrastructure facility, including an information
system, a fixed platform located on the continental
shelf, a public place or private property likely to
endanger the life or to cause serious injury to the
property of any other person or to result in sesiou
economic loss;

(e) seizure of aircraft, ships or other means of puldi
goods transport;

(f) manufacture, possession, acquisition, transpappky
or use of weapons, explosives or of nuclear, bicalg
or chemical weapons;

(g) research into or development of biological and
chemical weapons;

(h) release of dangerous substances, or causing fires,
floods or explosions endangering the life of any
person;

(i) interfering with or disrupting the supply of water
power or any other fundamental natural resource
endangering the life of any person;

(j) threatening to commit any of the acts in paragsa@h
to (i):

Provided that in this subarticle "state or governte
facility", "infrastructure facility” and "public ansportation
system" shall have the same meaning assigned to thearticle
314A(4).

(3) Whosoever commits an act of terrorism shall bitg of an
offence and shall be liable on conviction to thenfahment of
imprisonment from five years to life.

328B.(1) For the purpose of this sub-title "terrorist gpd
means a structured group of more than two persestgblished
over a period of time and acting in concert to cointarrorist
offences.

(2) In sub-article (1) "structured group” means augr that is
not randomly formed for the immediate commissioraafoffence
and that does not need to have formally definedsdfor its
members, continuity of its membership or a devetbgiucture.

(3) Whosoever promotes, constitutes, organises, ctlire
finances, supplies information or materials toearorist group
knowing that such participation or involvement wélbntribute
towards the criminal activities of the terrorisbgp shall be liable -

(a) where the said participation or involvement cotssig
directing the terrorist group, to the punishment of
imprisonment not exceeding thirty years:

Provided that where the activity of the terrorisbgp
consists only of the acts mentioned in article
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328A(2)(§) the punishment shall be that of
imprisonment for a period not exceeding eight yepars

(b) in any other case, to the punishment of imprisonime
not exceeding eight years.

328C. (1) Whosoever, with the intention of committing anf/ Offences linked to

the acts listed in article 328A(2))to (i) or in article 328B - fé’doggsij;l?ts'
(a) commits an offence of theft aggravated as provioed Xlrhégggdzb :
article 261; or X1, 20096,

(b) commits the offence in article 113 or 250; or

(c) commits an offence of forgery or the offence itice
188,

shall be liable to the same punishment laid dowarticle 328A(3).
(2) Whosoever, knowingly -

(a) publicly provokes the commission of an act of
terrorism;

(b) recruits or solicits another person to commit ah &
terrorism;

(c) trains or instructs another person in the makingise
of explosives, firearms or other weapons or noxious
hazardous substances, or in other specific metloods
techniques, for the purpose of committing an act of
terrorism,

shall be liable to the same punishment laid dowarircle 328A(3).

(3) Whosoever contributes to the commission of aferafe
mentioned in article sub-article (2) by a grouppsfrsons acting
with a common design, knowing that the contributieil further
the group’s criminal activity or criminal purpose tommit any
such offence, shall be liable to the same punishned down in
article 328B(3)b).

(4) For the commission of an offence under thiscéetit shall
not be necessary that an act of terrorism be dgteaimmitted.

328D. Whosoever incites, aids or abets any offence uribder Inciting, aiding or
aforegoing articles of this sub-title shall be guibf an offence and 23%%'3% _
shall be liable on conviction to the punishmentldiown for the 2005,}'2'.
offence incited, aided or abetted.
328E.(1) In this sub-title, "terrorist property" means - Terrorist property.
. o Added by:
(a) money or other property which is likely to be uded vi. 2005.2.

the purposes of terrorism, including any resourcies
terrorist group,

(b) proceeds of the commission of acts of terrorisnd a

(c) proceeds of acts carried out for the purposes of
terrorism.

(2) In sub-article (1) -
(a) a reference to proceeds of an act includes a eater
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Funding of
terrorism.

Added by:

VI. 2005.2.
Amended by:
L.N. 407 of 2007.

Use and
possession.
Added by:
VI. 2005.2.

Funding
arrangements.
Added by:

VI. 2005.2.

Facilitating
retention or control
of terrorist
property.

Added by:

VI. 2005.2.

to any property which wholly or partly, and directr
indirectly, represents the proceeds of the actiiciag
payments or other rewards in connection with its
commission), and

(b) the reference to a group’s resources includes a
reference to any money or other property which is
applied or made available, or is to be applied adm
available, for use by the group.

328F. (1) Whosoever receives, provides or invites another

person to provide, money or other property integdinto be used,

or which he has reasonable cause to suspect thatyitbe used, for
the purposes of terrorism shall, on conviction, ammdess the fact
constitutes a more serious offence under any giharision of this
Code or of any other law, be liable to the punishmhef
imprisonment for a term not exceeding four yearsmia fine
(multa) not exceeding eleven thousand and six hundredaiysix
euro and eighty-seven cents (11,646.87) or to Isatbh fine and
imprisonment.

(2) In this article a reference to the provisiomodney or other
property is a reference to its being given, lenotherwise made
available, whether for consideration or not.

328G.(1) Whosoever uses money or other property for the
purposes of terrorism shall, on conviction, be li@ho the
punishment of imprisonment not exceeding twelvergea

(2) Whosoever is in possession of money or othemerty
intending it to be used, or having reasonable caoseispect that it
may be used, for the purposes of terrorism shallc@nviction, be
liable to the punishment laid down in article 328} (

328H. Whosoever -

(a) enters into or becomes concerned in an arrangea®sent
a result of which money or other property is made
available or is to be made available to anothed, an

(b) knows or has reasonable cause to suspect that the
money or other property will or may be used for the
purposes of terrorism,

shall on conviction be liable to the punishmentlldbwn in article
328F(1).

328I. (1) Whosoever enters into or becomes concerned in an
arrangement which facilitates the retention or cohby or on
behalf of another person of terrorist property -

(a) by concealment,

(b) by removal from the jurisdiction,
(c) by transfer to nominees, or

(d) in any other way,

shall, on conviction, be liable to the punishmeaidl down in
article 328F(1).
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(2) Itis a defence for a person charged with armée under
subarticle (1) to prove that he did not know and ha reasonable
cause to suspect that the arrangement relatedraritsd property.

328J.(1) The provisions of article 121D shall apply wheae Corporate criminal
person is found guilty of an offence under this titlds sohowever 'A%kgg%’-b ,
that the body corporate shall for such offence iadle to the V|_2005¥2'.
punishment of a finenfulta) of not less than eleven thousand and simended by:
hundred and forty-six euro and eighty-seven cetts646.87) and not -N- 407 of 2007.
more than two million and three hundred and twemitye thousand
and three hundred and seventy-three euro and foetyts

(2,329,373.40).

(2) The body corporate shall also be held liable daroffence
under this sub-title where the lack of supervis@ncontrol by a
person referred to in article 121D has made possithle
commission of the offence for the benefit of thedpaorporate,
which shall upon conviction be liable to the pumsint laid down
in subarticle (1).

328K. Without prejudice to any other punishment to whtble Other penalties.
offence may be liable under this Code or any other where the Cldd;gogyzi
offender is a body corporate liable to punishmenter the -
provisions of article 328J the Court may, at thguest of the
prosecution, order -

(a) the suspension or cancellation of any licencenper
or other authority to engage in any trade, busirmss
other commercial activity;

(b) the temporary or permanent closure of any
establishment which may have been used for the
commission of the offence;

(c) the compulsory winding up of the body corporate.

328L.(1) The court by or before which a person is coradcdf Forfeiture.
an offence under any of articles 328F to 328] makena forfeiture C?d§§0§y§
order in accordance with the provisions of thigchet ’ -

(2) Where a person is convicted of an offence uratgicles
328F or 328G the court may order the forfeitureanfyy money or
other property -

(a) which, at the time of the offence, he had in his
possession or under his control and,

(b) which, at that time, he intended should be used, o
which he knew or had reasonable cause to suspect
would or might be used, for the purposes of tesmri

(3) Where a person is convicted of an offence unaicle
328H the court may order the forfeiture of the mprog other
property -

(a) to which the arrangement in question related, and
(b) which, at the time of the offence, he knew or had

reasonable cause to suspect would or might be used,
for the purposes of terrorism.
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Jurisdiction.
Added by:
VI. 2005.2.

Cap. 460.

(4) Where a person is convicted of an offence unaicle
328l the court may order the forfeiture of the mgme other
property to which the arrangement in question eslat

(5) Where a person is convicted of an offence unaley of
articles 328F to 328l, the court may order the édtdre of any
money or other property which wholly or partly, addectly or
indirectly, is received by any person as a paynmemther reward
in connection with the commission of the offence.

(6) Where a person other than the convicted perdaims to
be the owner of, or otherwise interested in, amyghivhich can be
forfeited by an order under this article, the coshall give him an
opportunity to be heard before making an order.

328M . Without prejudice to the provisions of articletBe courts
in Malta shall also have jurisdiction over the oftes laid down in
this sub-title where -

(a) the offence is committed even if only in part imet
territory of Malta or on the sea in any place withhe
territorial jurisdiction of Malta;

(b) the offender is a Maltese national or permanent
resident in Malta;

(c) the offender is a person suspected or convictednof
offence laid down in this sub-title and whose soder
or extradition to another country for such an offens
refused by Malta even if there is no provision
according to the laws of Malta other than the pnése
provision in virtue of which the criminal action mae
prosecuted in Malta against that person;

(d) the offence is committed for the benefit of a lega
person established in Malta;

(e) the offence is an offence under article 328B or an
offence under article 328D which involves a tersbri
group even if the terrorist group is based or passits
criminal activities outside Malta;

(f) the offence is committed against the institutioors
people of Malta or against an institution of the
European Union or a body set up in accordance with
the Treaties and based in Malta:

Provided that for the purposes of this paragraph:

"the European Union" shall have the same
meaning assigned to it bgrticle 2(1) of the
European Union Act;

"the Treaties" means the Treaty establishing the
European Community done at Rome on the 25th
March, 1957 and the Treaty on European Union
done at Maastricht on the 7th February, 1992,
and the Protocols annexed thereto.
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SUBSIDIARY LEGISLATION 365.14

SECURITY COUNCIL RESOLUTIONS
(TERRORISM) REGULATIONS

21st June, 2002

LEGAL NOTICE 156 of 2002.

1. The title of these regulations is the Security Council
Resolutions (Terrorism) Regulations.

2. For the purposes of article 3(4) of the National Interest
(Enabling Powers) Act, Resolutions number 1269 (1999), 1368
(2001), 1373 (2001) and 1390 (2002) adopted by the Security
Council of the United Nations on the 19th October 1999, on the
12th September 2001, the 28th September 2001 and the 16th
January 2002 respectively, are being hereby published in the
Schedule.

3. (1) Whenever the Government receives a request for
cooperation as envisaged in aresolution, referred to in regulation 2,
in connection with a relevant vessel by a foreign Government to
take appropriate measures with regard to such vessels reasonably
suspected to carry terrorists or to carry equipment or other material
on behalf of or in order to aid terrorism, the Attorney General may,
with the concurrence of the Prime Minister, authorise the taking of
the said measures by the competent authorities of the said foreign
Government subject to such conditions as may be agreed between
such authorities and the Attorney General with the concurrence of
the Prime Minister.

(2) Where authorisation has been given by the Attorney
General as aforesaid, the competent authorities so authorised,
subject to the conditions as may have been agreed as provided in
this regulation, shall be authorised to take the appropriate measures
and to exercise on board the vessel in regard to which appropriate
measures have been authorised under this regulation all such
powers of arrest, entry, search and seizure vested in the executive
police of Malta.

(3) For the purpose of this regulation, "relevant vessel” means
a ship or any other floating craft of any description, including
hovercrafts and submersible crafts, flying the flag of Malta, or
displaying any marks of registry of Malta and exercising freedom
of navigation according to international law; and "appropriate
measures" with regard to a vessel include the boarding of and
carrying a search on such vessel as well as any other appropriate
action with respect to the vessel, persons and cargo on board such
vessel, if evidence of involvement of the vessel in acts of, or acts
aiding, terrorism is found.

Citation.

Text of resolutions.

Cooperation in
fight against
terrorism.
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SCHEDULE

RESOLUTION 1269 (1999)
Adopted by the Security Council at its 4053rd meeting, on 19 October 1999
The Security Council,

Deeply concerned by the increase in acts of international terrorism which
endangers the lives and well-being of individuals worldwide as well as the peace and
security of all States,

Condemning all acts of terrorism, irrespective of motive, wherever and by
whomever committed,

Mindful of all relevant resolutions of the General Assembly, including resolution
49/60 of 9 December 1994, by which it adopted the Declaration on Measures to
Eliminate International Terrorism,

Emphasizing the necessity to intensify the fight against terrorism at the national
level and to strengthen, under the auspices of the United Nations, effective
international cooperation in this field on the basis of the principles of the Charter of
the United Nations and norms of international law, including respect for
international humanitarian law and human rights,

Supporting the efforts to promote universal participation in and implementation of
the existing international anti-terrorist conventions, as well as to develop new
international instruments to counter the terrorist threat,

Commending the work done by the General Assembly, relevant United Nations
organs and specialized agencies and regional and other organizations to combat
international terrorism,

Determined to contribute, in accordance with the Charter of the United Nations, to
the efforts to combat terrorism in all its forms,

Reaffirming that the suppression of acts of international terrorism, including those
in which States are involved, is an essential contribution to the maintenance of
international peace and security,

1. Unequivocally condemns all acts, methods and practices of terrorism as
criminal and unjustifiable, regardless of their motivation, in all their forms and
manifestations, wherever and by whomever committed, in particular those which
could threaten international peace and security;

2. Calls upon all States to implement fully the international anti-terrorist
conventions to which they are parties, encourages all States to consider as a matter
of priority adhering to those to which they are not parties, and encourages also the
speedy adoption of the pending conventions;

3. Stresses the vital role of the United Nations in strengthening international
cooperation in combating terrorism and, emphasizes the importance of enhanced
coordination among States, international and regional organizations;

4.  Calls upon all States to take, inter alia, in the context of such cooperation
and coordination, appropriate steps to:

- cooperate with each other, particularly through bilateral and multilateral
agreements and arrangements, to prevent and suppress terrorist acts,
protect their nationals and other persons against terrorist attacks and
bring to justice the perpetrators of such acts;

- prevent and suppress in their territories through all lawful means the
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preparation and financing of any acts of terrorism;

- deny those who plan, finance or commit terrorist acts safe havens by
ensuring their apprehension and prosecution or extradition;

- take appropriate measures in conformity with the relevant provisions of
national and international law, including international standards of
human rights, before granting refugee status, for the purpose of
ensuring that the asylum-seeker has not participated in terrorist acts;

- exchange information in accordance with international and domestic
law, and cooperate on administrative and judicial matters in order to
prevent the commission of terrorist acts;

5. Requests the Secretary-General, in his reports to the General Assembly, in
particular submitted in accordance with its resolution 50/53 on measures to eliminate
international terrorism, to pay special attention to the need to prevent and fight the
threat to international peace and security as aresult of terrorist activities;

6. Expresses its readiness to consider relevant provisions of the reports
mentioned in paragraph 5 above and to take necessary steps in accordance with its
responsibilities under the Charter pt the United Nations in order to counter terrorist
threats to international peace and security;

7. Decides to remain seized of this matter.
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Resolution 1368 (2001)
Adopted by the Security Council at its 4370th meeting, on 12 September 2001
The Security Council,
Reaffirming the principles and purposes of the Charter of the United Nations,

Determined to combat by all means threats to international peace and security
caused by terrorist acts,

Recognizing the inherent right of individual or collective self defence in
accordance with the Charter,

1. Unequivocally condemns in the strongest terms the horrifying terrorist
attacks which took place on 11 September 2001 in New Y ork, Washington, D.C. and
Pennsylvania and regards such acts, like any act of international terrorism, as a
threat to international peace and security;

2. Expresses its deepest sympathy and condolences to the victims and their
families and to the people and Government of the United States of America;

3. Calls on all States to work together urgently to bring to justice the
perpetrators, organizers and sponsors of these terrorist attacks and stresses that those
responsible for aiding, supporting or harbouring the perpetrators, organizers and
sponsors of these acts will be held accountable;

4, Calls also on the international community to redouble their efforts to
prevent and suppress terrorist acts including by increased cooperation and full
implementation of the relevant international anti-terrorist conventions and Security
Council resolutions, in particular resolution 1269 (1999) of 19 October 1999;

5. Expresses its readiness to take all necessary steps to respond to the terrorist
attacks of 11 September 2001, and to combat all forms of terrorism, in accordance
with its responsibilities under the Charter of the United Nations;

6. Decides to remain seized of the matter.



SECURITY COUNCIL RESOLUTIONS (TERRORISM) [S.L.365.14 5

Resolution 1373 (2001)
Adopted by the Security Council at its 4385th meeting, on 28 September 2001
The Security Council,

Reaffirming its resolutions 1269 (1999) of 19 October 1999 and 1368 (2001) of 12
September 2001,

Reaffirming also its unequivocal condemnation of the terrorist attacks which took
place in New Y ork, Washington, D.C. and Pennsylvania on 11 September 2001,and
expressing its determination to prevent all such acts,

Reaffirming further that such acts, like any act of international terrorism,
constitute a threat to international peace and security,

Reaffirming the inherent right of individual or collective self-defence as
recognized by the Charter of the United Nations as reiterated in resolution 1368
(2001),

Reaffirming the need to combat by all means, in accordance with the Charter of
the United Nations, threats to international peace and security caused by terrorist
acts,

Deeply concerned by the increase, in various regions of the world, of acts of
terrorism motivated by intolerance or extremism,

Calling on States to work together urgently to prevent and suppress terrorist acts,
including through increased cooperation and full implementation of the relevant
international conventions relating to terrorism,

Recognizing the need for States to complement international cooperation by taking
additional measures to prevent and suppress, in their territories through all lawful
means, the financing and preparation of any acts of terrorism,

Reaffirming the principle established by the General Assembly in its declaration
of October 1970 (resolution 2625 (XXV)) and reiterated by the Security Council in
its resolution 1189 (1998) of 13 August 1998, namely that every State has the duty to
refrain from organizing, instigating, assisting or participating in terrorist acts in
another State or acquiescing in organized activities within its territory directed
towards the commission of such acts,

Acting under Chapter V11 of the Charter of the United Nations,
1. Decides that all States shall:
(a) Prevent and suppress the financing of terrorist acts;

(b) Criminalize the wilful provision or collection, by any means, directly or
indirectly, of funds by their nationals or in their territories with the
intention that the funds should be used, or in the knowledge that they
are to be used, in order to carry out terrorist acts;

(c) Freeze without delay funds and other financial assets or economic
resources of persons who commit, or attempt to commit, terrorist acts or
participate in or facilitate the commission of terrorist acts; of entities
owned or controlled directly or indirectly by such persons; and of
persons and entities acting on behalf of, or at the direction of such
persons and entities, including funds derived or generated from property
owned or controlled directly or indirectly by such persons and
associated persons and entities;

(d) Prohibit their nationals or any persons and entities within their
territories from making any funds, financial assets or economic
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resources or financial or other related services available, directly or
indirectly, for the benefit of persons who commit or attempt to commit
or facilitate or participate in the commission of terrorist acts, of entities
owned or controlled, directly or indirectly, by such persons and of
persons and entities acting on behalf of or at the direction of such
persons;

Decides also that all States shall:

(a)

(b)

(c)
(d)

(€)

(f)

(9)

Refrain from providing any form of support, active or passive, to
entities or persons involved in terrorist acts, including by suppressing
recruitment of members of terrorist groups and eliminating the supply
of weapons to terrorists;

Take the necessary steps to prevent the commission of terrorist acts,
including by provision of early warning to other States by exchange of
information;

Deny safe haven to those who finance, plan, support, or commit terrorist
acts, or provide safe havens;

Prevent those who finance, plan, facilitate or commit terrorist acts from
using their respective territories for those purposes against other States
or their citizens;

Ensure that any person who participates in the financing, planning,
preparation or perpetration of terrorist acts or in supporting terrorist
acts is brought to justice and ensure that, in addition to any other
measures against them, such terrorist acts are established as serious
criminal offences in domestic laws and regulations and that the
punishment duly reflects the seriousness of such terrorist acts;

Afford one another the greatest measure of assistance in connection
with criminal investigations or criminal proceedings relating to the
financing or support of terrorist acts, including assistance in obtaining
evidence in their possession necessary for the proceedings;

Prevent the movement of terrorists or terrorist groups by effective
border controls and controls on issuance of identity papers and travel
documents, and through measures for preventing counterfeiting, forgery
or fraudulent use of identity papers and travel documents;

Calls upon all States to:

(a)

(b)

(c)

(d)

Find ways of intensifying and accelerating the exchange of operational
information, especially regarding actions or movements of terrorist
persons or networks; forged or falsified travel documents; traffic in
arms, explosives or sensitive materials; use of communications
technologies by terrorist groups; and the threat posed by the possession
of weapons of mass destruction by terrorist groups;

Exchange information in accordance with international and domestic
law and cooperate on administrative and judicial matters to prevent the
commission of terrorist acts;

Cooperate, particularly through bilateral and multilateral arrangements
and agreements, to prevent and suppress terrorist attacks and take action
against perpetrators of such acts;

Become parties as soon as possible to the relevant international
conventions and protocols relating to terrorism, including the
International Convention for the Suppression of the Financing of
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Terrorism of 9 December 1999;

(e) Increase cooperation and fully implement the relevant international
conventions and protocols relating to terrorism and Security Council
resolutions 1269 (1999) and 1368 (2001);

(f) Take appropriate measures in conformity with the relevant provisions of
national and international law, including international standards of
human rights, before granting refugee status, for the purpose of
ensuring that the asylum-seeker has not planned, facilitated or
participated in the commission of terrorist acts;

(g) Ensure, in conformity with international law, that refugee status is not
abused by the perpetrators, organizers or facilitators of terrorist acts,
and that claims of political motivation are not recognized as grounds for
refusing requests for the extradition of alleged terrorists;

4, Notes with concern the close connection between international terrorism and
transnational organized crime, illicit drugs, money-laundering, illegal arms-
trafficking, and illegal movement of nuclear, chemical, biological and other
potentially deadly materials, and in this regard emphasizes the need to enhance
coordination of efforts on national, subregional, regional and international levelsin
order to strengthen a global response to this serious challenge and threat to
international security;

5. Declares that acts, methods, and practices of terrorism are contrary to the
purposes and principles of the United Nations and that knowingly financing,
planning and inciting terrorist acts are also contrary to the purposes and principles of
the United Nations;

6.  Decides to establish, in accordance with rule 28 of its provisional rules of
procedure, a Committee of the Security Council, consisting of all the members of the
Council, to monitor implementation of this resolution, with the assistance of
appropriate expertise, and calls upon all States to report to the Committee, no later
than 90 days from the date of adoption of this resolution and thereafter according to
a timetable to be proposed by the Committee, on the steps they have taken to
implement this resolution;

7. Directs the Committee to delineate its tasks, submit a work programme
within 30 days of the adoption of this resolution, and to consider the support it
requires, in consultation with the Secretary-General;

8. Expresses its determination to take all necessary steps in order to ensure the
full implementation of this resolution, in accordance with its responsibilities under
the Charter;

9. Decides to remain seized of this matter.
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Resolution 1390 (2002)
Adopted by the Security Council at its 4452nd meeting, on 16 January 2002
The Security Council,

Recalling its resolutions 1267 (1999) of 15 October 1999, 1333 (2000) of 19
December 2000 and 1363 (2001) of 30 July 2001,

Reaffirming its previous resolutions on Afghanistan, in particular resolutions 1378
(2001) of 14 November 2001 and 1383 (2001) of 6 December 2001,

Reaffirming also its resolutions 1368 (2001) of 12 September 2001 and 1373
(2001) of 28 September 2001, and reiterating its support for international efforts to
root out terrorism, in accordance with the Charter of the United Nations,

Reaffirming its unequivocal condemnation of the terrorist attacks which took place
in New York, Washington and Pennsylvania on 11 September 2001, expressing its
determination to prevent all such acts, noting the continued activities of Usama bin
Laden and the Al-Qaida network in supporting international terrorism, and
expressing its determination to root out this network,

Noting the indictments of Usama bin Laden and his associates by the United States
of America for, inter alia, the 7 August 1998 bombings of the United States
embassies in Nairobi, Kenya and Dar as Salaam, Tanzania,

Determining that the Taliban have failed to respond to the demands in paragraph
13 of resolution 1214 (1998) of 8 December 1998, paragraph 2 of resolution 1267
(1999) and paragraphs 1, 2 and 3 of resolution 1333 (2000),

Condemning the Taliban for allowing Afghanistan to be used as a base for
terrorists training and activities, including the export of terrorism by the Al-Qaida
network and other terrorist groups as well as for using foreign mercenariesin hostile
actions in the territory of Afghanistan,

Condemning the Al-Qaida network and other associated terrorist groups, for the
multiple criminal, terrorist acts, aimed at causing the deaths of numerous innocent
civilians, and the destruction of property,

Reaffirming further that acts of international terrorism constitute a threat to
international peace and security,

Acting under Chapter V11 of the Charter of the United Nations,

1. Decides to continue the measures imposed by paragraph 8 (c) of resolution
1333 (2000) and takes note of the continued application of the measures imposed by
paragraph 4 (b) of resolution 1267 (1999), in accordance with paragraph 2 below,
and decides to terminate the measures imposed in paragraph 4 (a) of resolution 1267
(1999);

2. Decides that all States shall take the following measures with respect to
Usama bin Laden, members of the Al-Qaida organization and the Taliban and other
individuals, groups, undertakings and entities associated with them, as referred to in
the list created pursuant to resolutions 1267 (1999) and 1333 (2000) to be updated
regularly by the Committee established pursuant to resolution 1267 (1999)
hereinafter referred to as "the Committee":

(a) Freeze without delay the funds and other financial assets or economic
resources of these individuals, groups, undertakings and entities,
including funds derived from property owned or controlled, directly or
indirectly, by them or by persons acting on their behalf or at their
direction, and ensure that neither these nor any other funds, financial
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assets or economic resources are made available, directly or indirectly,
for such persons' benefit, by their nationals or by any persons within
their territory;

(b) Prevent the entry into or the transit through their territories of these
individuals, provided that nothing in this paragraph shall oblige any
State to deny entry into or require the departure from its territories of its
own nationals and this paragraph shall not apply where entry or transit
is necessary for the fulfilment of a judicial process or the Committee
determines on a case by case basis only that entry or transit isjustified;

(c) Prevent the direct or indirect supply, sale and transfer, to these
individuals, groups, undertakings and entities from their territories or
by their nationals outside their territories, or using their flag vessels or
aircraft, of arms and related matériel of all types including weapons and
ammunition, military vehicles and equipment, paramilitary equipment,
and spare parts for the aforementioned and technical advice, assistance,
or training related to military activities;

3.  Decides that the measures referred to in paragraphs 1 and 2 above will be
reviewed in 12 months and that at the end of this period the Council will either allow
these measures to continue or decide to improve them, in keeping with the principles
and purposes of this resolution;

4. Recalls the obligation placed upon all Member States to implement in full
resolution 1373 (2001), including with regard to any member of the Taliban and the
Al-Qaida organization, and any individuals, groups, undertakings and entities
associated with the Taliban and the Al-Qaida organization, who have participated in
the financing, planning, facilitating and preparation or perpetration of terrorist acts
or in supporting terrorist acts;

5. Requests the Committee to undertake the following tasks and to report on its
work to the Council with its observations and recommendations:

(a) toupdateregularly thelist referred to in paragraph 2 above, on the basis
of relevant information provided by Member States and regional
organizations;

(b) to seek from all States information regarding the action taken by them
to implement effectively the measures referred to in paragraph 2 above,
and thereafter to request from them whatever further information the
Committee may consider necessary;

(c) to make periodic reports to the Council on information submitted to the
Committee regarding the implementation of this resolution;

(d) to promulgate expeditiously such guidelines and criteria as may be
necessary to facilitate the implementation of the measures referred to in
paragraph 2 above;

(e) to make information it considers relevant, including the list referred to
in paragraph 2 above, publicly available through appropriate media;

(f) to cooperate with other relevant Security Council Sanctions Committees
and with the Committee established pursuant to paragraph 6 of its
resolution 1373 (2001); 6. Requests all States to report to the
Committee, no later than 90 days from the date of adoption of this
resolution and thereafter according to a timetable to be proposed by the
Committee, on the steps they have taken to implement the measures
referred to in paragraph 2 above;
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7. Urges all States, relevant United Nations bodies, and, as appropriate, other
organizations and interested parties to cooperate fully with the Committee and with
the Monitoring Group referred to in paragraph 9 below;

8.  Urges all States to take immediate steps to enforce and strengthen through
legislative enactments or administrative measures, where appropriate, the measures
imposed under domestic laws or regulations against their nationals and other
individuals or entities operating on their territory, to prevent and punish violations
of the measures referred to in paragraph 2 of this resolution, and to inform the
Committee of the adoption of such measures, and invites States to report the results
of all related investigations or enforcement actions to the Committee unless to do so
would compromise the investigation or enforcement actions;

9. Requests the Secretary-General to assign the Monitoring Group established
pursuant to paragraph 4 (a) of resolution 1363 (2001), whose mandate expires on 19
January 2002, to monitor, for a period of 12 months, the implementation of the
measures referred to in paragraph 2 of this resolution;

10. Requests the Monitoring Group to report to the Committee by 31 March
2002 and thereafter every 4 months;

11. Decidesto remain actively seized of the matter.
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SUBSIDIARY LEGISLATION 365.07

UNITED NATIONS SANCTIONS (TALIBAN)
REGULATIONS

21st December, 1999

LEGAL NOTICE 214 of 1999, as amended by Legal Notices 22 of 2001,
72 and 212 of 2002, and 425 of 2007.

1. The title of these regulations is the United Nations
Sanctions (Taliban) Regulations.

2. Inthese regulations, unless the context otherwise requires -
"Act" means the National Interest (Enabling Powers) Act;

"aircraft" includes a military aircraft of the Taliban or in the
service of the Taliban or an aircraft which, not being a military
aircraft, is owned, leased or operated by or on behalf of the
Taliban;

"the Committee" means the Committee established in terms of
paragraph 6 of the Resolution referred to in regulation 3;

"person” includes a body or other association of persons, whether
such body or association is corporate or unincorporate;

"Taliban" means the Afghan faction known as the Taliban, which
also callsitself the Islamic Emirate of Afghanistan.

3. (1) For the purpose of article 3(2) of the Act, Resolution
number 1267 (1999) adopted by the Security Council of the United
Nations on the 15th October, 1999, is published in Schedule A.

(2) For the purposes of article 3(4) of the Act, Resolution
number 1333 (2000) adopted by the Security Council of the United
Nations on the 19th December, 2000, is published in Schedule B.

(3) For the purposes of article 3(4) of the Act, Resolution
number 1390 (2002) adopted by the Security Council of the United
Nations on the 16th January, 2002, is published in Schedule C.

4. (1) Notwithstanding any other law, no citizen of Malta and
no person in Malta shall -

(a) whether directly or indirectly, withdraw or attempt to
withdraw or use or attempt to use any funds or other
financial resources owned or controlled, directly or
indirectly, by the Taliban, or by any undertaking
owned or controlled by the Taliban, except as provided
in the said Resolution;

whether directly or indirectly, pay or attempt to pay, to
or for the benefit of the Taliban or any other
undertaking owned or controlled, directly or
indirectly, by the Taliban, except as may be authorised
by the Committee on a case by case basis on the

(b)

Citation.

Interpretation.
Cap. 365.

Text of resolution
1267 (1999).
Amended by:
L.N. 22 of 2001;
L.N. 212 of 2002.

Text of resolution
1333 (2000).

Text of resolution
1390 (2002).

Application of
sanctions.
Amended by:
L.N. 22 of 2001;
L.N. 72 of 2002;
L.N. 212 of 2002.
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grounds of humanitarian need:

Provided that the provisions of paragraph (b) shall not
apply to funds and other financial resources which may be
authorized by the Committee on a case by case basis on the grounds
of humanitarian need, provided that such funds and other financial
resources are paid into separate accounts, with the Central Bank of
Malta, exclusively for such funds.

(2) Notwithstanding any other law, no permission shall be
granted for any aircraft to take off from, land in or overtly Maltaif
that aircraft has taken off from, or is destined to land at, a place in
the territory of Afghanistan designated by the Committee as being
under Taliban control:

Provided that the provisions of this subregulation shall not
apply to flights which have been approved in advance by the
Committee on the grounds of humanitarian need, including
religious obligations such as the Hajj, or on the grounds that the
flight promotes discussion of a peaceful resolution of the conflict in
Afghanistan or is likely to promote Taliban compliance with the
Resolutions referred to in regulation 3(1) and (2).

(3) Notwithstanding any other law, no citizen of Malta and no
person in Malta shall:

(a) whether directly or indirectly supply, sell or transfer to
the territory of Afghanistan under Taliban control as
designated by the Committee, any arms or related
material of all types, including weapons and
ammunition, military vehicles and equipment,
paramilitary equipment or spare parts for the
aforementioned, or use any vessel or aircraft registered
in Malta for the purposes referred to in this paragraph;

(b) whether directly or indirectly, whether from Malta or
elsewhere, sail, supply or transfer to the territory of
Afghanistan under Taliban control as designated by
the Committee, technical advice, assistance, or
training related to the military activities of the armed
personnel under the control of the Taliban:

Provided that the measures imposed by
paragraphs (a) and (b) shall not apply to supplies of
non-lethal military equipment intended solely for
humanitarian or protective use, and related technical
assistance or training, as approved in advance by the
Committee, or to protective clothing, including flak
jackets and military helmets, exported to Afghanistan
by United Nations personnel, representatives of the
media, and humanitarian workers for their personal
use;

(c) sell, supply or transfer the chemical acetic anhydride
to any person in the territory of Afghanistan under
Taliban control as designated by the Committee or to
any person for the purpose of any activity carried on
in, or operated from, the territory under Taliban
control as designated by the Committee.
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(4) Any funds or other financial assets or economic resources
of Usama bin Laden and individuals and entities associated with
him as designated by the Committee, including those in the Al-
Qaida organization, and funds either derived or generated from
property owned or controlled directly or indirectly by Usama bin
Laden and individuals and entities associated with him, are
immediately frozen and cannot be in any way transferred to the
persons or entities herein before referred to.

(5) Notwithstanding any other law, no citizen of Malta and no
person in Malta shall, whether directly or indirectly, transfer any
funds or other financial or economic resources as are referred to in
subregulation (4) the benefit of Usama bin Laden, his associates or
any entities owned or controlled, directly or indirectly, by Usama
bin Laden or individuals and entities associated with him, including
the Al-Qaida organization.

(6) Notwithstanding any other law, no citizen of Malta and no
person in Malta shall:

(a) whether directly or indirectly supply, sell or transfer to
the individuals, groups, undertakings or entities as
designated by the Committee, any arms or related
matériel of all types, including weapons and
ammunition, military vehicles and equipment,
paramilitary equipment, or spare parts for the
aforementioned, or use any vessel or aircraft registered
in Malta for the purposes referred to in this paragraph;

(b) whether directly or indirectly, whether from Malta or
elsewhere, sell, supply or transfer to the individuals,
groups, undertakings or entities as designated by the
Committee, technical advice, assistance or training
related to military activities.

5. Any person found guilty of an offence against these
regulations shall, on conviction, be liable to a fine (multa) not
exceeding one hundred and sixteen thousand and four hundred and
sixty-eight euro and sixty-seven cents (116,468.67) or to a term of
imprisonment not exceeding five years, or to both such fine and
imprisonment.

6. (1) Where any provision of any regulation made under the
National Interest (Enabling Powers) Act, requires any person or
any other entity, hereinafter "a subject person”, to carry out the
identification of funds or assets belonging to or in the possession of
persons or entities as may be identified or identifiable under any
regulations made in terms of the Act, or the freezing or blocking of
such funds or assets, any subject person whose activities are subject
to alicence, as described in subregulation (2), shall without delay
notify in writing any relevant information it may have regarding
persons, entities, assets or funds affected by the requirements of
identification or freezing and blocking of funds to its licensing
authority within the meaning of subregulation (2); and such
licensing authority shall pass such relevant information to the
Sanctions Monitoring Board established under the said Act, or to
such other public authority as may be prescribed, for the purposes
of the Act.

Penalty.
Amended by:
L.N. 212 of 2002;
L.N. 425 of 2007.

Notification about
freezing of assets.
Added by:

L.N. 212 of 2002.

Cap. 365.
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(2) Inthisregulation -
(a) "licence" means any licence or other form of
Cap. 371. authorisation required to be issued under the Banking
Cap. 370. Act, the Investment Services Act, the Insurance
gap. %ﬁ Business Act, the Insurance Brokers and Other
C$j345j Intermediaries Act, the Financial Markets Act and
such other licence or authorisation as may be
prescribed from time to time; and
(b) "licensing authority" means the competent authority or
other regulatory body authorised to issue any of the
licences mentioned in paragraph (a).
(3) The disclosure of any information within the terms and
requirements of this regulation shall not constitute a breach of the
Cap. 377. Professional Secrecy Act, where applicable, or of any other

confidentiality obligation arising from a contract or any other law.
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SCHEDULE A Amended by:
i L.N. 22 of 2001.
Regulation 3(1)
RESOLUTION 1267 (1999)

The Security Council,

Reaffirming its previous resolutions, in particular resolutions 1189 (1998) of 13
August 1998, 1193 (1998) of 28 August 1998 and 1214 (1998) of 8 December 1998,
and the statements of its President on the situation in Afghanistan,

Reaffirming its strong commitment to the sovereignty, independence, territorial
integrity and national unity of Afghanistan, and its respect for Afghanistan's cultural
and historical heritage,

Reiterating its deep concern over the continuing violations of international
humanitarian law and of human rights, particularly discrimination against women
and girls, and over the significant rise in the illicit production of opium, and
stressing that the capture by the Taliban of the Consulate-General of the Islamic
Republic of Iran and the murder of Iranian diplomats and a journalist in
Mazar-e-Sharif constituted flagrant violations of established international law,

Recalling the relevant international counter-terrorism conventions and in
particular the obligations of parties to those conventions to extradite or prosecute
terrorists,

Strongly condemning the continuing use of Afghan territory, especially areas
controlled by the Taliban, for the sheltering and training of terrorists and planning of
terrorist acts, and reaffirming its conviction that the suppression of international
terrorism is essential for the maintenance of international peace and security,

Deploring the fact that the Taliban continues to provide safe haven to Usama bin
Laden and to allow him and others associated with him to operate a network of
terrorist training camps from Taliban-controlled territory and to use Afghanistan as a
base from which to sponsor international terrorist operations,

Noting the indictment of Usama bin Laden and his associates by the United States
of Americafor, inter alia, the August 1998 bombings of the United States embassies
in Nairobi, Kenya, and Dar es Salaam, Tanzania and for conspiring to kill American
nationals outside the United States, and noting also the request of the United States
of Americato the Taliban to surrender them for trial (S/1999/1021),

Determining that the failure of the Taliban authorities to respond to the demands
in paragraph 13 of resolution 1214 (1998) constitutes a threat to international peace
and security,

Stressing its determination to ensure respect for its resolutions,
Acting under Chapter VII of the Charter of the United Nations,

1. Insists that the Afghan faction known as the Taliban, which also calls itself
the Islamic Emirate of Afghanistan, comply promptly with its previous resolutions
and in particular cease the provision of sanctuary and training for international
terrorists and their organizations, take appropriate effective measures to ensure that
the territory under its control is not used for terrorist installations and camps, or for
the preparation or organization of terrorist acts against other States or their citizens,
and cooperate with efforts to bang indicted terrorists to justice;

2. Demands that the Taliban turn over Usama bin Laden without further delay
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to appropriate authorities in a country where he has been indicted, or to appropriate
authorities in a country where he will be returned to such a country, or to appropriate
authorities in a country where he will be arrested and effectively brought to justice;

3.  Decides that on 14 November 1999 all States shall impose the measures set
out in paragraph 4 below, unless the Council has previously decided, on the basis of
areport of the Secretary-General, that the Taliban has fully complied with the
obligation set out in paragraph 2 above;

4.  Decides further that, in order to enforce paragraph 2 above, all States shall:

(a) Deny permission for any aircraft to take off from or land in their
territory if it is owned, leased or operated by or on behalf of the Taliban
as designated by the Committee established by paragraph 6 below,
unless the particular flight has been approved in advance by the
Committee on the grounds of humanitarian need, including religious
obligation such as the performance of the Hajj;

(b) Freeze funds and other financial resources, including funds derived or
generated from property owned or controlled directly or indirectly by
the Taliban, or by any undertaking owned or controlled by the Taliban,
as designated by the Committee established by paragraph 6 below, and
ensure that neither they nor any other funds or financial resources so
designated are made available, by their nationals or by any persons
within their territory, to or for the benefit of the Taliban or any
undertaking owned or controlled, directly or indirectly, by the Taliban,
except as may be authorized by the Committee on a case-by-case basis
on the grounds of humanitarian need;

5.  Urges all Statesto cooperate with efforts to fulfil the demand in paragraph 2
above, and to consider further measures against Usama bin Laden and his associates;

6. Decides to establish, in accordance with rule 28 of its provisional rules of
procedure, a Committee of the Security Council consisting of all the members of the
Council to undertake the following tasks and to report on its work to the Council
with its observations and recommendations:

(a) To seek from all States further information regarding the action taken
by them with a view to effectively implementing the measures imposed
by paragraph 4 above;

(b) To consider information brought to its attention by States concerning
violations of the measures imposed by paragraph 4 above and to
recommend appropriate measures in response thereto;

(c) To make periodic reports to the Council on the impact, including the
humanitarian implications, of the measures imposed by paragraph 4
above;

(d) To make periodic reports to the Council on information submitted to it
regarding alleged violations of the measures imposed by paragraph 4
above, identifying where possible persons or entities reported to be
engaged in such violations;

(e) To designate the aircraft and funds or other financial resources referred
to in paragraph 4 above in order to facilitate the implementation of the
measures imposed by that paragraph;

(f) To consider requests for exemptions from the measures imposed by
paragraph 4 above as provided in that paragraph, and to decide on the
granting of an exemption to these measures in respect of the payment by
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the International Air Transport Association (IATA) to the aeronautical
authority of Afghanistan on behalf of international airlines for air traffic
control services;

(9) To examine the reports submitted pursuant to paragraph 9 below;

7.  Calls upon all States to act strictly in accordance with the provisions of this
resolution, notwithstanding the existence of any rights or obligations conferred or
imposed by any international agreement or any contract entered into or any licence
or permit granted prior to the date of coming into force of the measures imposed by
paragraph 4 above;

8.  Calls upon States to bang proceedings against persons and entities within
their jurisdiction that violate the measures imposed by paragraph 4 above and to
impose appropriate penalties;

9.  Calls upon all States to cooperate fully with the Committee established by
paragraph 6 above in the fulfilment of its tasks, including supplying such
information as may be required by the Committee in pursuance of this resolution;

10. Requests all States to report to the Committee established by paragraph 6
above within 30 days of the coming into force of the measures imposed by paragraph
4 above on the steps they have taken with a view to effectively implementing
paragraph 4 above;

11. Requests the Secretary-General to provide all necessary assistance to the
Committee established by paragraph 6 above and to make the necessary
arrangements in the Secretariat for this purpose;

12. Requests the Committee established by paragraph 6 above to determine
appropriate arrangements, on the basis of recommendations of the Secretariat, with
competent international organizations, neighbouring and other States, and parties
concerned with a view to improving the monitoring of the implementation of the
measures imposed by paragraph 4 above;

13. Requests the Secretariat to submit for consideration by the Committee
established by paragraph 6 above information received from Governments and
public sources on possible violations of the measures imposed by paragraph 4 above;

14. Decides to terminate the measures imposed by paragraph 4 above once the
Secretary-General reports to the Security Council that the Taliban has fulfilled the
obligation set out in paragraph 2 above;

15. Expresses its readiness to consider the imposition of further measures, in
accordance with its responsibility under the Charter of the United Nations, with the
aim of achieving the full implementation of this resolution;

16. Decides to remain actively seized of the matter.
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Added by: SCHEDULEB
L.N. 22 of 2001. i
Regulation 3(2)
RESOLUTION 1333 (2000)

Adopted by the Security Council at its 4251st meeting, on 19 December 2000
The Security Council,

Reaffirming its previous resolutions, in particular resolution 1267 (1999) of 15
October 1999 and the statements of its President on the situation in Afghanistan,

Reaffirming its strong commitment to the sovereignty, independence, territorial
integrity and national unity of Afghanistan, and its respect for Afghanistan’s cultural
and historical heritage,

Recognizing the critical humanitarian needs of the Afghan people,

Supporting the efforts of the Personal Representative of the Secretary-General for
Afghanistan to advance a peace process through political negotiations between the
Afghan parties aimed at the establishment of a broad-based, multi-ethnic, and fully
representative government, and calling for the warring factions to cooperate fully
with those efforts to conclude a ceasefire and begin discussions leading to a political
settlement, by moving forward promptly in the process of dialogue to which they
have committed themselves,

Noting the December 2000 meeting of the Afghan Support Group which
emphasized that the situation in Afghanistan is a complex one that requires a
comprehensive, integrated approach to a peace process and issues of narcotics
trafficking, terrorism, human rights, and international humanitarian and
development aid,

Recalling the relevant international counter-terrorism conventions and in
particular the obligations of parties to those conventions to extradite or prosecute
terrorists,

Srongly condemning the continuing use of the areas of Afghanistan under the
control of the Afghan faction known as Taliban, which also calls itself the Islamic
Emirate of Afghanistan (hereinafter known as the Taliban), for the sheltering and
training of terrorists and planning of terrorist acts, and reaffirming its conviction that
the suppression of international terrorism is essential for the maintenance of
international peace and security,

Noting the importance of the Taliban acting in accordance with the 1961 Single
Convention, the 1971 Convention on Psychotropic Substances, and the 1988
Convention against lllicit Traffic in Narcotic Drugs and Psychotropic Substances,
and the commitments of the 1998 Twentieth Special Session of the General
Assembly on Narcotic Drugs, including to work closely with the United Nations
Drug Control Programme,

Noting that the Taliban benefits directly from the cultivation of illicit opium by
imposing a tax on its production and indirectly benefits from the processing and
trafficking of such opium, and recognizing that these substantial resources
strengthen the Taliban's capacity to harbour terrorists,

Deploring the fact that the Taliban continues to provide safe haven to Usama bin
Laden and to allow him and others associated with him to operate a network of
terrorist training camps from Taliban-controlled territory and to use Afghanistan as a
base from which to sponsor international terrorist operations,
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Noting the indictment of Usama bin Laden and his associates by the United States
of America for, inter alia, the 7 August 1998 bombings of the United States
embassies in Nairobi, Kenya and Dar as Salaam, Tanzania and for conspiring to kill
American nationals outside the United States, and noting also the request of the
United States of Americato the Taliban to surrender them for trial (§/1999/1021),

Reiterating its deep concern over the continuing violations of international
humanitarian law and of human rights, particularly discrimination against women
and girls, and over the significant rise in the illicit production of opium,

Sressing that the capture by the Taliban of the Consulate-General of the Islamic
Republic of Iran and the murder of Iranian diplomats and a journalist in Mazar-e-
Sharif constituted flagrant violations of established international law,

Determining that the failure of the Taliban authorities to respond to the demands
in paragraph 13 of resolution 1214 (1998) and in paragraph 2 of resolution 1267
(1999) constitutes a threat to international peace and security,

Sressing its determination to ensure respect for its resolutions,

Reaffirming the necessity for sanctions to contain adequate and effective
exemptions to avoid adverse humanitarian consequences on the people of
Afghanistan, and that they be structured in a way that will not impede, thwart or
delay the work of international humanitarian assistance organizations or
governmental relief agencies providing humanitarian assistance to the civilian
population in the country,

Underlining the responsibility of the Taliban for the well-being of the population
in the areas of Afghanistan under its control, and in this context calling on the
Taliban to ensure the safe and unhindered access of relief personnel and aid to all
those in need in the territory under their control,

Recalling the relevant principles contained in the Convention on the Safety of
United Nations and Associated Personnel adopted by the General Assembly in its
resolution 49/S9 of 9 December 1994,

Acting under Chapter V11 of the Charter of the United Nations,

1. Demands that the Taliban comply with resolution 1267 (1999) and, in
particular, cease the provision of sanctuary and training for international terrorists
and their organizations, take appropriate objective measures to ensure that the
territory under its control is not used for terrorist installations and camps, or for the
preparation or organization of terrorist acts against other States or their citizens, and
cooperate with international efforts to bring indicted terrorists to justice;

2. Demands also that the Taliban comply without further delay with the
demand of the Security Council in paragraph 2 of resolution 1267 (1999) that
requires the Taliban to turn over Usama bin Laden to appropriate authorities in a
country where he has been indicted, or to appropriate authorities in a country where
he will be returned to such a country, or to appropriate authorities in a country where
he will be arrested and effectively brought to justice;

3. Demands further that the Taliban should act swiftly to close all camps where
terrorists are trained within the territory under its control, and calls for the
confirmation of such closures by the United Nations, inter alia, through information
made available to the United Nations by Member States in accordance with
paragraph 19 below and through such other means as are necessary to assure
compliance with this resolution;

4. Reminds all States of their obligation to implement strictly the measures
imposed by paragraph 4 of resolution 1267 (1999);
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5. Decides that all States shall:

(a) Prevent the direct or indirect supply, sale and transfer to the territory of
Afghanistan under Taliban control as designated by the Committee
established pursuant to resolution 1267 (1999), hereinafter known as the
Committee, by their nationals or from their territories, or using their
flag vessels or aircraft, of arms and related matériel of all types
including weapons and ammunition, military vehicles and equipment,
paramilitary equipment, and spare parts for the aforementioned;

(b) Prevent the direct or indirect sale, supply and transfer to the territory of
Afghanistan under Taliban control, as designated by the Committee, by
their nationals or from their territories, of technical advice, assistance,
or training related to the military activities of the armed personnel under
the control of the Taliban;

(c) Withdraw any of their officials, agents, advisers, and military personnel
employed by contract or other arrangement present in Afghanistan to
advise the Taliban on military or related security matters, and urge other
nationals in this context to leave the country;

6.  Decides that the measures imposed by paragraph 5 above shall not apply to
supplies of non-lethal military equipment intended solely for humanitarian or
protective use, and related technical assistance or training, as approved in advance
by the Committee, and affirms that the measures imposed by paragraph 5 above do
not apply to protective clothing, including flak jackets and military helmets,
exported to Afghanistan by United Nations personnel, representatives of the media,
and humanitarian workers for their personal use only;

7. Urges all States that maintain diplomatic relations with the Taliban to
reduce significantly the number and level of the staff at Taliban missions and posts
and restrict or control the movement within their territory of all such staff who
remain; in the case of Taliban missions to international organizations, the host State
may, as it deems necessary, consult the organization concerned on the measures
required to implement this paragraph;

8. Decides that all States shall take further measures:

(@) To close immediately and completely all Taliban offices in their
territories;

*

(b) To close immediately all offices of Ariana Afghan Airlines in their
territories;

(c) To freeze without delay funds and other financial assets of Usama bin
Laden and individuals and entities associated with him as designated by
the Committee, including those in the Al-Qaida organization, and
including funds derived or generated from property owned or controlled
directly or indirectly by Usama bin Laden and individuals and entities
associated with him, and to ensure that neither they nor any other funds
or financial resources are made available, by their nationals or by any
persons within their territory, directly or indirectly for the benefit of
Usama bin Laden, his associates or any entities owned or controlled,
directly or indirectly, by Usama bin Laden or individuals and entities
associated with him including the Al-Qaida organization and requests
the Committee to maintain an updated list, based on information

*The measure established under paragraph 8 (b) of United Nations Security Council Resolution 1333 (2000)
is hereby terminated in accordance with Resolution 1388 (2002) as adopted by the United Nations Security
Council on the 15th January, 2002.
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provided by States and regional organizations, of the individuals and
entities designated as being associated with Usama bin Laden, including
those in the Al-Qaida organization;

9. Demands that the Taliban, as well as others, halt all illegal drugs activities
and work to virtually eliminate the illicit cultivation of opium poppy, the proceeds of
which finance Taliban terrorist activities;

10. Decides that all States shall prevent the sale, supply or transfer, by their
nationals or from their territories, of the chemical acetic anhydride to any person in
the territory of Afghanistan under Taliban control as designated by the Committee or
to any person for the purpose of any activity carried on in, or operated from, the
territory under Taliban control as designated by the Committee;

11. Decides also that all States are required to deny any aircraft permission to
take off from, land in or over-fly their territories if that aircraft has taken off from,
or is destined to land at, a place in the territory of Afghanistan designated by the
Committee as being under Taliban control, unless the particular flight has been
approved in advance by the Committee on the grounds of humanitarian need,
including religious obligations such as the performance of the Hajj, or on the
grounds that the flight promotes discussion of a peaceful resolution of the conflict in
Afghanistan, or is likely to promote Taliban compliance with this resolution or with
resolution 1267 (1999);

12. Decides further that the Committee shall maintain a list of approved
organizations and governmental relief agencies which are providing humanitarian
assistance to Afghanistan, including the United Nations and its agencies,
governmental relief agencies providing humanitarian assistance, the International
Committee of the Red Cross and non-governmental organizations as appropriate,
that the prohibition imposed by paragraph 11 above shall not apply to humanitarian
flights operated by, or on behalf of, organizations and governmental relief agencies
on the list approved by the Committee, that the Committee shall keep the list under
regular review, adding new organizations and governmental relief agencies as
appropriate and that the Committee shall remove organizations and governmental
agencies from the list if it decides that they are operating, or are likely to operate,
flights for other than humanitarian purposes, and shall notify such organizations and
governmental agencies immediately that any flights operated by them, or on their
behalf, are thereby subject to the provisions of paragraph 11 above;

13. Calls upon the Taliban to ensure the safe and unhindered access of relief
personnel and aid to all those in need in the territory under their control, and
underlines that the Taliban must provide guarantees for the safety, security and
freedom of movement for United Nations and associated humanitarian relief
personnel;

14. Urges States to take steps to restrict the entry into or transit through their
territory of all senior officials of the rank of Deputy Minister or higher in the
Taliban, the equivalent rank of armed personnel under the control of the Taliban, and
other senior advisers and dignitaries of the Taliban, unless those officials are
travelling for humanitarian purposes, including religious obligation such as the
performance of the Hajj, or where the travel promotes discussion of a peaceful
resolution of the conflict in Afghanistan or involves compliance with this resolution
or resolution 1267 (1999);

15. Requests the Secretary-General in consultation with the Committee;

(@) To appoint a committee of experts to make recommendations to the
Council within sixty days of the adoption of this resolution regarding
how the arms embargo and the closure of terrorist training camps
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(b)

(©)

(d)

demanded in paragraphs 3 and 5 above can be monitored, including
inter alia the use of information obtained by Member States through
their national means and provided by them to the Secretary General;

To consult with relevant Member States to put into effect the measures
imposed by this resolution and resolution 1267 (1999) and report the
results of such consultations to the Council;

To report on the implementation of the existing measures, assess
problems in enforcing these measures, make recommendations for
strengthening enforcement, and evaluate actions of the Taliban to come
into compliance;

To review the humanitarian implications of the measures imposed by
this resolution and resolution 1267 (1999), and to report back to the
Council within 90 days of the adoption of this resolution with an
assessment and recommendations, to report at regular intervals
thereafter on any humanitarian implications and to present a
comprehensive report on this issue and any recommendations no later
than 30 days prior to the expiration of these measures;

16. Requests the Committee to fulfil its mandate by undertaking the following
tasks in addition to those set out in resolution 1267 (1999):

@

(b)

(©)
(d)

(e)

()

(9

To establish and maintain updated lists based on information provided
by States, regional, and international organizations of all points of entry
and landing areas for aircraft within the territory of Afghanistan under
control by the Taliban and to notify Member States of the contents of
such lists;

To establish and maintain updated lists, based on information provided
by States and regional organizations, of individuals and entities
designated as being associated with Usama bin Laden, in accordance
with paragraph 8 (c) above;

To give consideration to, and decide upon, requests for the exceptions
set out in paragraphs 6 and 11 above;

To establish no later than one month after the adoption of this resolution
and maintain an updated list of approved organizations and
governmental relief agencies which are providing humanitarian
assistance to Afghanistan, in accordance with paragraph 12 above;

To make relevant information regarding implementation of these
measures publicly available through appropriate media, including
through the improved use of information technology;

To consider, where and when appropriate, a visit to countries in the
region by the Chairman of the Committee and such other members as
may be required to enhance the full and effective implementation of the
measures imposed by this resolution and resolution 1267 (1999) with a
view to urging States to comply with relevant Council resolutions;

To make periodic reports to the Council on information submitted to it
regarding this resolution and resolution 1267 (1999), including possible
violations of the measures reported to the Committee and
recommendations for strengthening the effectiveness of these measures;

17. Calls upon al States and all international and regional organizations,
including the United Nations and its specialized agencies, to act strictly in
accordance with the provisions of this resolution, notwithstanding the existence of
any rights or obligations conferred or imposed by any international agreement or any
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contract entered into or any licence or permit granted prior to the date of coming into
force of the measures imposed by paragraphs 5, 8, 10 and 11 above;

18. Calls upon States to bring proceedings against persons and entities within
their jurisdiction that violate the measures imposed by paragraphs 5, 8, 10 and 11
above and to impose appropriate penalties;

19. Callsupon all States to cooperate fully with the Committee in the fulfilment
of its tasks, including supplying such information as may be required by the
Committee in pursuance of this resolution;

20. Requests all States to report to the Committee within 30 days of the coming
into force of the measures imposed by paragraphs 5, 8, 10 and 11 above on the steps
they have taken with a view to effectively implementing this resolution;

21. Requests the Secretariat to submit for consideration by the Committee
information received from Governments and public sources on possible violations of
the measures imposed by paragraphs 5, 8, 10 and 11 above;

22. Decides that the measures imposed by paragraphs 5, 8, 10 and 11 above
shall come into force at 00.01 Eastern Standard Time, one month after the adoption
of thisresolution;

23. Further decides that the measures imposed by paragraphs 5, 8, 10 and 11
above are established for twelve months and that, at the end of this period, the
Council will decide whether the Taliban has complied with paragraphs |, 2 and 3
above, and, accordingly, whether to extend these measures for a further period with
the same conditions;

24. Decides if the Taliban comply with the conditions of paragraphs 1, 2 and 3
above, before the twelve-month period has elapsed, the Security Council shall
terminate the measures imposed by paragraphs 5, 8, 10 and 11 above;

25. Expresses its readiness to consider the imposition of further measures, in
accordance with its responsibility under the Charter of the United Nations, with the
aim of achieving full implementation of this resolution and resolution 1267 (1999),
inter alia, taking into account the impact assessment referred to in paragraph 15 (d)
with a view to enhancing the effectiveness of sanctions and avoiding humanitarian
consequences,

26. Decidesto remain actively seized of the matter.
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Added by: SCHEDULE C
L.N. 212 of 2002. i
Regulation 3(3)
RESOLUTION 1390 (2002)

Adopted by the Security Council at its 4452nd meeting, on 16 January 2002
The Security Council,

Recalling its resolutions 1267 (1999) of 15 October 1999, 1333 (2000) of 19
December 2000 and 1363 (2001) of 30 July 2001,

Reaffirming its previous resolutions on Afghanistan, in particular resolutions 1378
(2001) of 14 November 2001 and 1383 (2001) of 6 December 2001,

Reaffirming also its resolutions 1368 (2001) of 12 September 2001 and 1373
(2001) of 28 September 2001, and reiterating its support for international efforts to
root out terrorism, in accordance with the Charter of the United Nations,

Reaffirming its unequivocal condemnation of the terrorist attacks which took place
in New York, Washington and Pennsylvania on 11 September 2001, expressing its
determination to prevent all such acts, noting the continued activities of Usama bin
Laden and the Al-Qaida network in supporting international terrorism, and
expressing its determination to root out this network,

Noting the indictments of Usama bin Laden and his associates by the United States
of America for, inter alia, the 7 August 1998 bombings of the United States
embassies in Nairobi, Kenya and Dar as Salaam, Tanzania,

Determining that the Taliban have failed to respond to the demands in paragraph
13 of resolution 1214 (1998) of 8 December 1998, paragraph 2 of resolution 1267
(1999) and paragraphs 1, 2 and 3 of resolution 1333 (2000),

Condemning the Taliban for allowing Afghanistan to be used as a base for
terrorists training and activities, including the export of terrorism by the Al-Qaida
network and other terrorist groups as well as for using foreign mercenaries in hostile
actionsin the territory of Afghanistan,

Condemning the Al-Qaida network and other associated terrorist groups, for the
multiple criminal, terrorist acts, aimed at causing the deaths of numerous innocent
civilians, and the destruction of property,

Reaffirming further that acts of international terrorism constitute a threat to
international peace and security,

Acting under Chapter VII of the Charter of the United Nations,

1. Decides to continue the measures imposed by paragraph 8 (c) of resolution
1333 (2000) and takes note of the continued application of the measures imposed by
paragraph 4 (b) of resolution 1267 (1999), in accordance with paragraph 2 below,
and decides to terminate the measures imposed in paragraph 4 (a) of resolution 1267
(1999);

2. Decides that all States shall take the following measures with respect to
Usama bin Laden, members of the Al-Qaida organization and the Taliban and other
individual's, groups, undertakings and entities associated with them, as referred to in
the list created pursuant to resolutions 1267 (1999) and 1333 (2000) to be updated
regularly by the Committee established pursuant to resolution 1267 (1999)
hereinafter referred to as "the Committee":

(a) Freeze without delay the funds and other financial assets or economic
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resources of these individuals, groups, undertakings and entities,
including funds derived from property owned or controlled, directly or
indirectly, by them or by persons acting on their behalf or at their
direction, and ensure that neither these nor any other funds, financial
assets or economic resources are made available, directly or indirectly,
for such persons’ benefit, by their nationals or by any persons within
their territory;

(b) Prevent the entry into or the transit through their territories of these
individuals, provided that nothing in this paragraph shall oblige any
State to deny entry into or require the departure from its territories of its
own nationals and this paragraph shall not apply where entry or transit
is necessary for the fulfilment of a judicial process or the Committee
determines on a case by case basis only that entry or transit is justified,;

(c) Prevent the direct or indirect supply, sale and transfer, to these
individuals, groups, undertakings and entities from their territories or
by their nationals outside their territories, or using their flag vessels or
aircraft, of arms and related matériel of all types including weapons and
ammunition, military vehicles and equipment, paramilitary equipment,
and spare parts for the aforementioned and technical advice, assistance,
or training related to military activities;

3. Decides that the measures referred to in paragraphs 1 and 2 above will be
reviewed in 12 months and that at the end of this period the Council will either allow
these measures to continue or decide to improve them, in keeping with the principles
and purposes of this resolution;

4, Recalls the obligation placed upon all Member States to implement in full
resolution 1373 (2001), including with regard to any member of the Taliban and the
Al-Qaida organization, and any individuals, groups, undertakings and entities
associated with the Taliban and the Al-Qaida organization, who have participated in
the financing, planning, facilitating and preparation or perpetration of terrorist acts
or in supporting terrorist acts;

5. Requests the Committee to undertake the following tasks and to report on its
work to the Council with its observations and recommendations:

(a) toupdate regularly thelist referred to in paragraph 2 above, on the basis
of relevant information provided by Member States and regional
organizations;

(b) to seek from all States information regarding the action taken by them
to implement effectively the measures referred to in paragraph 2 above,
and thereafter to request from them whatever further information the
Committee may consider necessary;

(c) to make periodic reports to the Council on information submitted to the
Committee regarding the implementation of this resolution;

(d) to promulgate expeditiously such guidelines and criteria as may be
necessary to facilitate the implementation of the measures referred to in
paragraph 2 above;

(e) to make information it considers relevant, including the list referred to
in paragraph 2 above, publicly available through appropriate media;

(f) to cooperate with other relevant Security Council Sanctions Committees
and with the Committee established pursuant to paragraph 6 of its
resolution 1373 (2001);
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6. Requests all Statesto report to the Committee, no later than 90 days from the
date of adoption of this resolution and thereafter according to a timetable to be
proposed by the Committee, on the steps they have taken to implement the measures
referred to in paragraph 2 above;

7. Urges all States, relevant United Nations bodies, and, as appropriate, other
organizations and interested parties to cooperate fully with the Committee and with
the Monitoring Group referred to in paragraph 9 below;

8.  Urges all States to take immediate steps to enforce and strengthen through
legislative enactments or administrative measures, where appropriate, the measures
imposed under domestic laws or regulations against their nationals and other
individuals or entities operating on their territory, to prevent and punish violations
of the measures referred to in paragraph 2 of this resolution, and to inform the
Committee of the adoption of such measures, and invites States to report the results
of all related investigations or enforcement actions to the Committee unless to do so
would compromise the investigation or enforcement actions;

9. Requests the Secretary-General to assign the Monitoring Group established
pursuant to paragraph 4 (a) of resolution 1363 (2001), whose mandate expires on 19
January 2002, to monitor, for a period of 12 months, the implementation of the
measures referred to in paragraph 2 of this resolution;

10. Requests the Monitoring Group to report to the Committee by 31 March
2002 and thereafter every 4 months;

11. Decidesto remain actively seized of the matter.
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