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1. Annex | - Law on the Prevention of Money Launderingand Terrorist Financing (17
January 2008)

LAW OF THE REPUBLIC OF LITHUANIA ON AMENDING THE
LAW ON PREVENTION OF MONEY LAUNDERING

1997 June 19 No VIII-275
Vilnius
(A new version of 17 January 2008 No X-1419)

Article 1. New version of the Law of the Republic bLithuania on Prevention of Money
Laundering
The Law of the Republic of Lithuania on PreventafiMoney Laundering shall be amended and

set forth to read as follows:

"LAW OF THE REPUBLIC OF LITHUANIA ON THE PREVENTION  OF MONEY
LAUNDERING AND TERRORIST FINANCING

CHAPTER ONE
GENERAL PROVISIONS

Article 1. Purpose of the Law
1. The purpose of this Law is to establish the messsfor the prevention of money laundering
and/or terrorist financing and designate the iastins responsible for the implementation of thenmo
laundering and/or terrorist financing preventiorasigres.
2. This Law is intended to ensure the implementatib the legal acts of the European Union

specified in the Annex to this Law.

Article 2. Definitions

1. Close associateneans

1) a natural person who, together with the perstwo v¢ or has been performing the duties
indicated in paragraph 17 of this Article, is osteeen participating in the same legal person dntaias
other business relations;

2) a natural person who is the only owner of tlgalgperson set up or operatidg factowith the
aim of acquiring property or some other personakfiefor the person who is or has been perforntivey
duties indicated in paragraph 17 of this Article.

2. Close family membersmean the spouse, the person with whom partnersisipéen registered
(hereinafter referred to as cohabitant), the pardmbthers, sisters, grandparents, grandchildigitgren

and children’s spouses, children’s cohabitants.



3. A person means a natural or legal person of the Republicitbiania or a foreign state, an
undertaking of a foreign state.

4. Business relationshipmeans business, professional or commercial relsttip of a customer
and the persons indicated in paragraphs 7, 8 ef Aliiicle, which is connected with the professional
activities of the persons and which is expectedhattime when the contact is established, to rave
element of duration.

5. The European Union member statemeans a European Union member state and a member
state of the European Economic Area.

6. Shell bank means a legal person having the right to engagthénactivities of a credit
institution or in equivalent activities, who doest perform factual activities, has no managerialies and
does not belong to any governed financial group.

7. Financial institutions means credit institutions and financial undertakig defined in the
Law of the Republic of Lithuania on Financial Imstions as well as investment companies with végiab
capital.

8. Other entities:

1) auditors;.

2) insurance undertakings and insurance brokingtakings;

3) bailiffs or persons entitled to perform the ews of bailiffs;

4) undertakings providing accounting or tax adwsservices;

5) notaries and other persons entitled to perfootamal actions, as well as advocates and
advocate’s assistants, when they are acting onfusftend for the customer and by assisting theamsr
in the planning or execution of transactions fagittcustomer concerning the buying or selling ddl re
property or business entities, managing of customeney, securities or other assets, opening or
management of bank, savings or securities accowngmnisation of contributions necessary for the
creation, transaction or management of companiésists, and/or similar structures;

6) trust or company service providers not alreanlyeced under subparagraphs 1, 4 and 5 of this
paragraph;

7) persons, who carry on business covering tradémmovable properties, precious stones,
precious metals, cultural goods, antiques or o#ssets the value whereof exceeds EUR 15 000 or a
corresponding sum in foreign currency, to the edtiesit payments are made in cash;

8) companies organising gaming;

9) postal services providers, who provide intearal international postal order services (hereafter
referred to as postal services providers);

10) close-ended investment companies.

9. Customer means a person performing monetary operation®cleding transactions with a
financial institution or other entity save for stair municipal institutions, other budgetary ingtdns, the
Bank of Lithuania, State or municipal funds, foreggate diplomatic missions or consular posts.



10. Beneficial ownermeans a natural person who ultimately owns theoouwst (a legal person or
foreign undertaking) or controls the customer antlie natural person on whose behalf a transaction
activity is being conducted. The beneficial owntealkat least include:

1) in the case of corporate entities: - the natpeakon who ultimately owns or controls a legal
entity through direct or indirect ownership or aohiover a sufficient percentage of the sharesating
rights in that legal entity, including through bemaishare holdings, other than a company listed on a
regulated market that is subject to disclosureireqments consistent with Community legislation alject
to equivalent International standards; (a percentzg25% plus one share shall be deemed suffi¢tent
meet this criterion); the natural person(s) wheeotlise exercises control over the management efal |
entity;

2) in the case of the legal entity which adminisi@nd distributes funds: the natural person(s) who
is the beneficial owner of 25% or more of the propef a legal arrangement or entity (where theifet
beneficial owners have already been determined@revthe individuals that benefit from legal arrangat
or entity have yet to be determined, the classes$gns in whose main interest the legal arrangement
entity is set up or operates; the natural personifs) exercises control over 25% or more of the prtypof
a legal arrangement or entity.

11. Trust and company forming and service providermeans natural or legal person which by
way of business provides any of the following seesito third parties:

1) forming of companies or other legal persons;

2) acting as or arranging for another person t@sct director or secretary of a company, a partner
of a partnership or a similar position in relatiorother legal persons (natural person) or arraegém

3) providing a registered office, business addressiespondence or administrative address or
other related services for a company, a partnemhgmy other legal person or arrangement;

4) acting as or arranging for another person taadt trustee of an express trust or a similal lega
arrangement;

5) acting as a nominee shareholder for anotheopasther than a company listed on a regulated
market that is subject to disclosure requirememtsoinformity with Community legislation or subject
equivalent International standards or arrangingafasther person to act as a nominee shareholder.

12. Money means banknotes, coins issued by the Bank of Liflauand funds in accounts,
banknotes issued by other states, treasury naties, @and funds in accounts, which are legal tender.

13. Monetary operations means depositing or accepting, withdrawal or payntgnmoney,
exchange of currency, lending, donation and anrotiipe of payment or receipt of money in civil
transactions or in any other manner other than paynto state and municipal institutions, other
institutions maintained from the budget, the Bahk.ithuania and state and municipal funds, diplamat
missions or consular posts of foreign countriesettlement with said entities.

14.Money laundering means

1) the conversion or transfer of property, knowthgt such property is derived from criminal
activity or from an act of participation in suchtigity, for the purpose of concealing or disguisiting



illicit origin of the property or of assisting ampgrson who is involved in the commission of suctivag
to evade the legal consequences of his action;

2) the concealment or disguise of the true natwarce, location, disposition, movement, rights
with respect to, or ownership of property, knowthgt such property is derived from criminal activitr
from an act of participation in such activity;

3) the acquisition, possession or use of propé&rtgwing at the time of receipt/transfer, that such
property was derived from criminal activity or fraan act of participation in such activity;

4) preparation, attempts to commit and aiding abdttang in the commission of any of the
activities mentioned in subparagraphs 1 to 3 af plaragraph.

15. Prevention of money laundering and/or terrorist financing means implementation of
measures specified in this Law.

16. Politically exposed natural personsmeans foreign state citizens who are or have been
entrusted with prominent public functions and titezens’ immediate family members or persons known
to be close associates of such persons

17. Prominent public functions means functions, including the functions in the dpaan
Community, international or foreign state instioums.:

1) Head of the State, Head of the Government,st@nivice minister or deputy minister;

2) member of the parliament;

3) member on the Supreme Court, the Constitutic®alrt or any other high level judicial
authority, whose decisions are not subject to dppea

4) member of the managing body of the professiorgdnisation of auditors or of the board of the
central bank;

5) the ambassador, tlehargé d'affaires ad interimof the Republic of Lithuania or the high-
ranking military officer;

6) member of the managerial or supervisory bodyefstate-owned undertaking.

18. Terrorist financing means the provision or collection of funds, by angans, with the
intention that they should be used (or in the kiolge that they are to be used) in full or in gargrder to
carry out any of the offences within the meaningAoficles 1 to 4 of Council Framework Decision
2002/475/JHA of 13 June 2002 on combating terroii©d 2004 special edition, chapter 19, volume 6, p.
18).

19. Third party means financial institution, other entity or persdmo is registered in another EU
member state or a state that is not an EU membex @tereafter referred to as the third state), mkets
the following requirements:

1) they are subject to mandatory professional tedisn, recognised by law;

2) they apply customer due diligence requirementsracord keeping requirements as laid down
or equivalent to those laid down in this Law orythare situated in a third country which imposes
equivalent requirements to those laid down in itiag.



20. Property means tangibles, money and securities, other aardtsitles to such assets, results
of intellectual activity, information, actions arldeir results as well as other property and nomp@riy
values.

CHAPTER TWO
INSTITUTIONS RESPONSIBLE FOR THE PREVENTION OF MONE Y LAUNDERING AND/OR
TERRORIST FINANCING

Article 3. Institutions Responsible for the Prevenibn of Money Laundering and/or Terrorist

Financing

The Government of the Republic of Lithuania (heaéter referred to as the Government), the
Financial Crime Investigation Service under the istiny of the Interior of the Republic of Lithuania
(hereinafter - the Financial Crime Investigatiom&=), the State Security Department of the Repudf
Lithuania (hereinafter - the State Security Departtyy the Bank of Lithuania, the Customs Department
under the Ministry of Finance of the Republic ofhiania, the Department of Cultural Heritage Prtidac
under the Ministry of Culture of the Republic oftuania (hereafter the Department of Cultural taget
Protection), the Insurance Supervision Commissidntte Republic of Lithuania, the Securities
Commission of the Republic of Lithuania, the St&@aming Control Commission, the Chamber of
Notaries, the Chamber of Auditors, the Lithuanidma@ber of Bailiffsthe Lithuanian Assay Office and
the Lithuanian Bar Association shall be the insititos responsible according to their competenceter
prevention of money laundering and/or terrorisafiimg prescribed by this Law.

Article 4. Obligations of the Institutions Respondile for the Prevention of Money

Laundering and/or Terrorist Financing

1. The Bank of Lithuania shall approve instructioissued to credit institutions aimed at
prevention of money laundering and/or terrorisafining, shall supervise the activities of credstitations
on the prevention of money laundering and/or té&stdimancing, shall consult credit institutions tre
implementation of the instructions.

2. The Department of Cultural Heritage Protectiballsapprove instructions issued to persons
engaged in commercial activities related to tradenbvable cultural properties and/or antiques aimied
prevention of money laundering and/or terroristafioing, shall supervise the activities of the it
related to the implementation of measures for prérg money laundering and/or terrorist financisgall
consult the entities on the issues relating tartiementation of the instructions.

3. The Insurance Supervisory Commission of the Blpof Lithuania shall approve instructions
issued to insurance undertakings and insuranceirigyokndertakings aimed at preventing money
laundering and/or terrorist financing, shall supszvthe activities of said companies aimed at
implementing measures to prevent money laundeniigpa terrorist financing, shall consult the epttion
the issues relating to the implementation of thsrirctions.



4. The Securities Commission of the Republic ohudtnia shall adopt instructiofrstended for
financial brokerage firms, investment companiehwiriable capital, management companies, close-end
investment companies and the depository aimedeatpting money laundering and/or terrorist finaggin
shall supervise the activities of said entitieseainat implementing measures to prevent money laingle
and/or terrorist financing, shall consult the é@egiton the issues relating to the implementatiorthef
instructions.

5. The State Gaming Control Commission shall adgituctions intended for gaming companies
aimed at preventing money laundering and/or testdihancing, shall supervise the activities ofdsai
companies aimed at implementing measures to preweney laundering and/or terrorist financing, shall
consult the companies on the issues relating taripeementation of the instructions.

6. The Lithuanian Bar Association shall approvetrimctions intended for advocates and
advocate’s assistants aimed at preventing moneydé&ing and/or terrorist financing, shall supentise
activities of advocates and advocate’s assistaniedaat preventing money laundering and/or terroris
financing, shall consult the advocates and advicassistants on the issues relating to the imphitatien
of the instructions.

7. The Chamber of Notaries shall approve the ioitos issued to notaries aimed at preventing
money laundering and/or terrorist financing, skajpervise the notaries’ activities related to pnéies of
money laundering and/or terrorist financing, shadhsult the notaries on the issues relating to the
implementation of the instructions.

8. The Chamber of Auditors shall approve the irtstoms issued to auditors aimed at preventing
money laundering and/or terrorist financing, sksalpervise the auditors’ activities aimed at prewmgnt
money laundering and/or terrorist financing, shahsult the auditors on the issues relating to the
implementation of the instructions.

9. The Chamber of Balliffs of Lithuania shall appeahe instructions issued to bailiffs or persons
authorised to perform the actions of bailiffs inder to prevent money laundering and/or terrorist
financing, shall supervise the activities of b&libr persons authorised to perform the actionsadlfffs
related to implementing money laundering and/aotést financing prevention, shall consult the fgilon
the issues relating to the implementation of ttstrirctions.

10. The Lithuanian Assay Office shall approve imstions issued to persons in the course of their
business engaged in trade in precious stones goidloious metals, in order to prevent money latinder
and/or terrorist financing, shall supervise thetiest activities related to prevention of moneyraering
and/or terrorist financing, shall consult the é@egiton the issues relating to the implementatiorthef
instructions.

11. The Financial Crime Investigation Service sladprove instructions for other entities not
specified in paragraphs 1 to 10 of this Articléeimded for prevention of money laundering and/ooteést
financing, shall supervise the activities of finehdénstitutions and other entities aimed at impdgting
measures to prevent money laundering and/or tetrfimancing, afford them methodological assistance



12. The institutions referred to in paragraphs Joflthis Article must designate senior employees
for organising the implementation of measures f& prevention of money laundering and/or terrorist
financing provided for in this Law and for liaisimgth the Financial Crime Investigation Service.

13. The Financial Crime Investigation Service shallwithin 7 working days notified in writing of
the designation as well as replacement of the eyaplospecified in paragraph 12 of this Article.

14. The institutions specified in paragraphs 1 @df this Article and the Financial Crime
Investigation Service shall cooperate accordintheomutually established procedure and shall exgdhan
information on the results of the performed insjpas of the entities’ activities related to preventof

money laundering and/or terrorist financing.

Article 5. Functions of the Financial Crime Investgation Service in Implementing Measures

for Prevention of Money Laundering and/or Terrorist Financing

1. The Financial Crime Investigation Service stadtording to its competence:

1) collect and record the information set out ifs thaw about the monetary operations and
transactions of the customer and about the custoareying out such operations and transactions;

2) collect, analyse and publish according to tmecedure established by legal acts the
information relating to the implementation of pratien of money laundering and/or terrorist finargcand
the effectiveness of their systems to combat mdaegdering and/or terrorist financing (as well he t
information on the prevention of the use of thaficial system for the purpose of money laundermtja
terrorist financing as specified in paragraph 2Adficle 33 of Directive 2005/60/EC of the European
Parliament and of the Council of 26 October 2005henprevention of the use of the financial sysfem
the purpose of money laundering and/or terrontriting;

3) communicate, to the law enforcement and othatie shstitutions according to the procedure
established by the Government, the information ablmimonetary operations and transactions caaotigd
by the customer;

4) conduct pre-trial investigation of legalisatioithe money and assets from crime;

5) cooperate and exchange information with foreigpate institutions and international
organisations implementing measures for the préveof money laundering and/or terrorist financing;

6) provide to financial institutions and other &a8 information about the criteria for identifying
possible money laundering and/or terrorist finagcand suspicious or unusual monetary operations or
transactions;

7) submit proposals about the improvement of thetesy of prevention of money laundering
and/or terrorist financing to other institutionspensible for the prevention of money launderind &
terrorist financing;

8) notify the financial institutions and other ¢, law enforcement and other public bodies
about the results of analysis of or investigatiato itheir reports on suspicious or unusual monetary
operations and transactions, on the observed itmlicaof possible money laundering and/or terrorist
financing or violations of this Law.

10



Article 6. The Functions of the State Security Department inrhplementing the Measures for

Preventing Terrorist Financing

1. The State Security Department shall:

1) gather and analyse intelligence relating tootést financing;

2) cooperate with foreign state institutions antkrinational organisations which are gathering
intelligence about terrorist financing;

3) provide information to the institutions spedifien Article 4 of this Law about the possible
criteria for identification of terrorist financing.

2. The State Security Department and the Fina@riate Investigation Service shall co-operate
and exchange information according to the procedstablished by the Government in implementing the

measures for the prevention of terrorist financing.

Article 7. Rights of the Financial Crime Investigaion Service in Implementing Measures
for the Prevention of Money Laundering and/or Terrarist Financing
1. The Financial Crime Investigation Service shale the right within its competence:

1) to obtain from the institutions referred toparagraphs 1 to 10 of Article 4 of this Law,
other state institutions (hereinafter referred soirestitutions), financial institutions, other dig$, except
advocates and advocates’ assistants, data and dotuuirabout monetary operations and transactions,
necessary for the performance of its functions;

2) to obtain from institutions, financial institoihs, other entities information relating to the
implementation of measures for the prevention ofieydaundering and/or terrorist financing;

3) to co-ordinate the activities of institutionsx¢ept for the State Security Department)
related to the implementation of measures for thevention of money laundering and/or terrorist
financing;

4) to instruct the institutions, financial institns, and other entities about the
circumstances and conditions providing possibdifier violating laws and other legislative actsatetl to
the implementation of money laundering and/or wstdinancing prevention measures. The institugjon
financial institutions, and other entities mustdstihe instructions of the Financial Crime Inveatign
Service, and not later than within seven workingsdfllowing the receipt of the instruction repastthe
Financial Crime Investigation Service about the snees taken;

5) to instruct the financial institutions and athentities, except for notaries or persons
authorised to perform notarial actions, advocatemdwocate’s assistants and bailiffs or personiscaizied
to perform the actions of bailifi® suspend suspicious or unusual monetary opesatiotransactions for
up to 5 working days.

2. The rights of the officers of the Financial Ceirnvestigation Service who conduct pre-trial
investigation into legalisation of money or ass#dsived from crime shall be regulated by the Cofle o
Criminal Procedure.
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Article 8. Cooperation between State Institutions
Law enforcement and other state institutions megbrt to the Financial Crime Investigation
Service about any noticed indications of suspemtedey laundering and/or terrorist financing, vimas
of this Law and the measures taken against theepratprs. The information which must be communitate
by state institutions to the Financial Crime Inigeion Service, and the procedure for communigatiis
information shall be established by the Government.

CHAPTER THREE
MONEY LAUNDERING AND/OR TERRORIST FINANCING PREVENT ION MEASURES

Article 9. Customer and Beneficial Owner Due Dilignce

1. Financial institutions and other entities ma&ketall the measures to establish the identithef t
customer and the beneficial owner:

1) when establishing a business relationship;

2) when carrying out monetary operations or corinlydransactions amounting to more than EUR
15000 or the corresponding amount in foreign cuyemhether the operation is carried out in a sngl
transaction or in several transactions which appede linked, except in cases when the custonaerds
beneficial owner’s identity has already been distabd;

3) when exchanging cash, when the amount exchaexgmebds EUR 6 000 or the corresponding
amount in foreign currency;

4) performing internal and international postahsf@r services, when the sum of money sent or
received exceeds EUR 600 or the corresponding anmofmreign currency;

5) performing and accepting wire transfers in caamme with the provisions of Regulation (EC)
No 1781/2006 of the European Parliament and of0encil of 15 November 2006 on information on the
payer accompanying transfers of funds;

6) when there are doubts about the veracity oreatitity of previously obtained customer or
beneficial owners’ identification data;

7) in any other case when there are suspicionstkigaictivities of money laundering and/or
terrorist financing is, has been or will be perfern

2. If during the performance of monetary operatiom final amount of the monetary operation is
not known, the financial institutions and other itigd must establish the identity of the customer
immediately after establishing that the amount afnetary operations exceeds EUR 15 000 or the
corresponding amount in foreign currency. In cabseaveral mutually linked monetary operations the
customer identity must be established immediatéir astablishing that several monetary operatemes
interrelated.

3. Life insurance undertakings and insurance bmpkindertakings must establish the identity of
the customer and the insured person, if the ampayedble annually by the customer is in excessUR E
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1000 or the instalment amount payable at a timeeeks EUR 2 500 or the corresponding amount in
foreign currency. Life insurance undertaking masifyehe identity of the beneficial owner specifigdthe
contract of insurance after commencing the busirgationship. In all cases the identity must bafiesl
when paying the amount or before it or when theelieial owner states his wish to avail himself bét
rights provided for in the insurance certificatebefore that.

4. The companies organising gaming must verifyideatity of the customer entering the casino
and also register him when he exchanges the alipsash or cash into chips.

5. The financial institutions and other entities sinteke all corresponding and proportionate
measures in order to establish whether the cust@mmagerating on his own behalf or he is controbed
to establish the beneficial owner.

6. It shall be prohibited to perform the operatispecified in paragraphs 1 to 4 of this Article, if
the customer does not submit the data in the castablished by this Law confirming his identity hié
submits not all the data or if the data is incadrrecif the customer or his representative avaigsmitting
the data required for establishing his identitynamals the identity of the beneficial owner or agoi
submitting the information required for establighitine identity of the beneficial owner or the sutbaai
data is insufficient for that.

7. In all cases when the identity of the customed the beneficial owner is established, the
financial institutions and other entities must abfaom the customer information about the purpokthe
customer business relationship and its intendechcter.

8. In all cases when the identity of the customed the beneficial owner is established, the
financial institutions and other entities must fiethe customer’s and beneficial owner’s identigsed on
the documents, data or information received framliable and independent source.

9. Financial institutions and other entities mustall cases perform ongoing monitoring of the
customer’s business relationship, including theegtigation of the transactions concluded duringhsuc
relationship, seeking to ensure that the perfortreatsactions correspond to the information possielsge
financial institutions or other entities about thestomer, his business and the type of risk, asssecy,
information about the source of funds.

10. The information about the identity of the casés and the beneficial owner must be on a
regular basis reviewed and updated.

11. The financial institutions and other entitiéglsbe prohibited to perform transactions through
bank accounts, to conclude business relationshipetform transactions, when they have no postisili
to fulfil the requirements established in this Aldi Notice of such instances must be immediatghprted
to the Financial Crime Investigation Service.

12. Paragraph 11 of this Article shall not applyativocates and advocate’s assistants when they
give full legal assessment of their customer’s llggsition or defend the customer or representihitie
court proceedings or act due to him, including gihevided consultations on the commencement of legal
proceedings or its avoidance.

13



13. Subparagraphs 1, 2, 6 of paragraph 1, parag&phto 10 of this Article shall not apply when
the customer of the financial institution or thesttumer of another entity is another financial insibn.
14. The procedure for establishment of the custmraard the beneficial owner's identity and

establishment of several interrelated monetaryasjmers shall be established by the Government.

Article 10. Simplified Customer Due Diligence

1. Simplified customer due diligence measures $twadarried out:

1) for companies, trading in whose securities heentallowed in the regulated markets of one or
several of EU member states, and other foreigre stampanies, whose securities are traded in the
regulated market and to which the requirementsesponding to the European Community legal acts to
disclose information about their activities are lagzh

2) in the case of joint accounts held by the nesasind other persons providing legal services from
the EU member states or from third states, to beaebwners, if the requirements of combating mone
laundering and/or terrorist financing, correspogdin international standards, are applied to thechthey
are monitored by competent institutions for compi@ with the requirements, if information on the
identity of the beneficial owner is submitted a¢ trequest of the financial institutions which haeh
joint accounts;

3) in the case of life insurance contracts wheruahpayment does not exceed EUR 1000 or one-
time payment is not more than EUR 2 500 or theespwonding amount in foreign currency;

4) in the cases of pension programme insurancéicates, if there is no provision concerning
their pre-term termination and if the insurancdifieates cannot be used as objects of pledge;

5) in cases of pensions, old-age pensions or atpstiems, which provide for pensions to the
employees, when payments are withdrawn at sourdettenlegal acts regulating the functioning of the
systems do not allow transferring to another petiershare of the system member;

6) in case of E-Money, when electronic device carmeosupplemented, and the largest amount
kept in the device does not exceed EUR 150 or ¢heesponding amount in foreign currency, or in case
the electronic device may be supplemented, butdts value of transactions performed in the cadend
year is subject to the limit of EUR 2 500 or theresponding amount in foreign currency, exceptases,
where in the same calendar year the holder ofreldctdevice takes EUR 1 000 or the corresponding
amount in foreign currency or a larger amount.

7) for the customer, if the customer is a finanaiatitution covered by this law, or the financial
institution registered in another EU member statdnoa third country, which sets the requirements
equivalent to those of this law, and monitored sy ¢competent institutions because of the compliavitte
these requirements;

8) for the customer which/who poses a small thoéatoney laundering and/or terrorist financing.

2. It shall be prohibited to perform a simplifiedstomer due diligence, if a separate decision of

the European Commission has been passed on tlee issu
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3. The simplified customer due diligence procedurd the criteria based whereon the customer is
considered as posing a small threat of money laimgland/or terrorist financing shall be establishoy

the Government.

Article 11. Enhanced Customer Due Diligence

1. Enhanced customer due diligence measures shpéiormed:

1) when the transactions or business relationstaparformed through the representative or the
customer does not participate in establishingdestity;

2) when the international correspondent bankinatiaaiship is performed with third country credit
institutions;

3) when transactions or business relationship aréopned with the politically exposed natural
persons;

4) where there is a great threat of money laundeaird/or terrorist financing.

2. When applying customer due diligence measuresstablish the customer identity when the
transactions or business relationship are perforthesligh the representative or the customer doés no
participate in establishing the customer identitywben there is a great threat of money laundesimdyor
terrorist financing, the financial institutions amdher entities must apply one or several additiona
measures:

1) use additional data, documents and informatiore$tablishing the customer identity;

2) use additional measures to verify or confirm sdmitted documents whereby the financial
institution is requested to submit the certificadafirming the data;

3) guarantee that the first payment is made thrahghaccount, opened in the customer name in
the credit institution.

3. Performing enhanced customer due diligence messuwhen international correspondent
banking relationship is performed with third coyntredit institutions, the credit institutions must

1) collect sufficient information about the credistitution receiving funds so that it would be
possible to better understand the type of its kssinand to establish from the publicly available
information the repute of the institution and thmlity of supervision;

2) assess the money laundering and/or terroriginéiimg prevention control mechanisms of the
credit institution receiving funds;

3) before establishing correspondent banking matiip be granted the approval of the authorised
manager;

4) substantiate by documents the appropriate dldigmof each credit institution;

5) ascertain that the credit institution receivfogds has identified the customer and verified the
identity of the customers having direct accessotwespondent accounts, performed an ongoing custome
identification and that such institution at theuest of a correspondent institution may submit appate
data for identifying the customer.
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4. Applying enhanced customer due diligence measwigen transactions or business relationship
are performed with politically exposed natural pess financial institutions and other entities must

1) receive the approval of the authorised managesonclude business relationship with such
customers;

2) take appropriate measures to establish the saiingroperty and funds connected with business
relationship or transaction;

3) perform enhanced ongoing monitoring of the bessnrelationship of the politically exposed
natural persons.

5. If the person stops for at least one year pmiiftg the duties specified in paragraph 17 of
Article 2 of this Law, financial institutions andther entities, having assessed the threat of money
laundering and/or terrorist financing may refraionfi treating him as a politically exposed naturispn.
Financial institutions and other entities mustistdrnal procedures, based whereon it shall békshad
whether the customer and the beneficial ownerdgtiiitically exposed natural person.

6. Credit institutions shall be prohibited to cormoe and proceed with the correspondent banking
relationship or other relationship with a shell banbank, when it is known, that it permits shehks to
make use of its accounts.

7. Financial institutions and other entities muay @ttention to any threat of money laundering
and/or terrorist financing which may arise dueremsactions, where it is sought to conceal custsnoer
beneficial owner’s identity, as well as due to bess relationship or transactions with the custpmiose
identity has not been established, and if necessargediately take measures to put an end to usiey
to money laundering and/or terrorist financing.

8. Enhanced customer due diligence measures aratitbea based whereon it is concidered that
there is a great threat of money laundering andénrorist financing, shall be established by the

Government.

Article 12. Opening of Accounts or Performance of ther Monetary Operations through the

Representative

When the customer opens an account or performs opiezations specified in paragraphs 1 to 4 of
Article 9 of this Law not in his own name, finarciastitutions and other entities must establisk th

customer’s identity and that of the person on whiedwalf the customer is acting.

Article 13. Third Parties

1. Financial institutions and other entities, wiaentifying the customer or beneficial owner, may
make use of the information of the third partieswtlihe customer or beneficial owner.

2. Financial institutions and other entities matglesh the customer and beneficial owner identity
without his direct participation, making use of theormation about the customer or beneficial owinem
financial institutions and other entities or thagencies abroad, when they comply with the requerém

set for third party in paragraph 19 of Article 2tbis Law.
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3. When the financial institution registered in tRepublic of Lithuania or any other entity
operates as a third party and meets the custontemaficial owner identification requirements, halkbe
permitted to request from the customer other datatfer information, required by another EU member
state.

4. When requested the third parties must immedigtgbmit to the requesting financial institution
or any other entity all the requested informatiad data, which has to be possessed when comphithg w
the requirements laid down in this law.

5. Third parties must immediately submit to theuesting financial institution or other entity
copies of documents relating to the identificatidrihe customer or beneficial owner and other dcmnims
relating to the customer or beneficial owner.

6. It shall be prohibited to make use of the infation of third parties from the third state about
the customer or beneficial owner, if a separatdsaet of the European Commission has been passed
thereon.

7. This Article shall not cover the relationship ofitsourcing, intermediary activities and
representation, if under contract the provideref @autsourcing services, the intermediary or repriadive
services is to be considered a part of the findmtséitution or other entity (legal person).

8. Liability for the compliance with the customer lzeneficial owner identification requirements
established in this law shall rest with the finah@hstitutions or other entities which have made af the

third country information about the customer or le@eficial owner.

Article 14. Report of the Suspicious or Unusual Moatary Operations and Transactions

1. Financial institutions and other entities mgtart to the Financial Crime Investigation Service
about the suspicious or unusual monetary operatmstransactions performed by the customer. Such
operations and transactions shall be objectivelgldished when financial institutions and otheriters
perform the ongoing monitoring of the customer bheass relationship, including the investigation of
transactions, concluded during the relationshipsagblished in paragraph 9 of Article 9 of this Law

2. Financial institutions and other entities, excé&p notaries or persons entitled to perform
notarial actions, the advocates or advocates’tassss bailiffs or persons entitled to perform #w¢ions of
bailiffs, having established that their customerfgrens a suspicious monetary operation or transagcti
must suspend that operation or transaction andatet than within 3 working hours report about the
operation or transaction to the Financial Crimeebtigation Service, regardless of the amount of the
monetary operation or transaction.

3. The Financial Crime Investigation Service shathin 5 working days from the receipt of the
information specified in paragraph 2 of this Ai@r from the giving of instruction specified inragraph
5 of this Article immediately perform actions, nssary to substantiate or negate the doubts abeut th
criminal actions, allegedly being performed or whimve been performed by the customer.

4. From the moment the legality of funds or asiejsstified or doubts about possible links with
terrorist financing are negated, the Financial @rimvestigation Service must immediately report in
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writing to the financial institution or another &nt that monetary operations or transactions may b
resumed.

5. The financial institutions and other entitiegscept for notaries or persons, entitled to perform
notarial actions, advocates or advocates’ asssstéailiffs or persons entitled to perform the @wnsi of
bailiffs, having received from the Financial Critm¥estigation Service a written instruction to sersg the
suspicious or unusual monetary operations or siogE®r unusual transactions performed by the austo
must from the time specified therein or from thenmat of emergence of specific circumstances sustiend
operations or transactions for up to 5 working days

6. If the financial institutions and other entitiihin 5 working days from the submission of the
report or receipt of the instruction are not obtiighto perform temporary restriction of ownershihts
according to the procedure established by the Gdd@riminal Procedure, the monetary operation or
transaction must be resumed.

7. If the suspension of the monetary operatiomasrsaction may interfere with the investigation of
the legalisation of money or assets acquired froime; terrorist financing or other criminal actions
relating to money laundering and/or terrorist ficiag, the Financial Crime Investigation Service tnus
inform the financial institution and other entityeteof.

8. The notaries or persons entitled to perform niedtactions, and bailiffs or persons entitled to
perform the actions of bailiffs, when it is susgelcthat the transaction concluded by their custamegy
be linked to money laundering and/or terroristiiiciag, must submit to the Financial Crime Invedtma
Servicecustomer’s identity data and other information dpet in paragraph 1 of Article 17 of this Law
immediately after the conclusion of the transactiegardless of the amount of money received a pgi
the customer under the transaction.

9. The advocates or advocate’s assistants, whisrsitspected that the transaction concluded by
their customer may be linked to money laundering/@n terrorist financing, must submit the data
confirming the customer’s identity and other infation specified in paragraph 1 of Article 17 ofsthiaw
to the Lithuanian Bar Association immediately aftee conclusion of the transaction, regardlesshef t
amount of money received or paid by the customedeuthe transaction, except in the cases spedified
paragraph 11 of this Article.

10. The Lithuanian Bar Association shall not ldtean within 3 working hours after the receipt of
the information specified in paragraph 9 of thigiédle transfer the information to theinancial Crime
Investigation Service.

11. Paragraph 9 of this Article shall not cover #twocates and advocate’s assistants when they
assess their customer’s legal position or defer@t tustomer, or represent him in the legal procgsm
his behalf, including the provided consultations fbe commencement of the legal process or its
avoidance.

12. When the monetary operation or transaction bealnked to terrorist financing, tHénancial
Crime Investigation Service shall not later thathwi 24 hours from the receipt of the informaticdooat
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the monetary operation or transaction submit theoState Security Department according to thequoe
established by the Government.

13. Under the circumstances established in parh@ay this Article the financial institutions and
other entities must submit the information requetdte theFinancial Crime Investigation Service within 1
working day from the moment of receipt of the aggtion.

14. The financial institutions and other entitiperforming ongoing monitoring of the customer’s
business relationship, including investigation loé transactions concluded during the relationsimipst
take into account such activity which, in their mipn, due to its character may be linked to money
laundering and/or terrorist financing, and espécitle complex or especially very large transadiand
all unusual structures of transactions, which haweapparent economic or visibly lawful purpose, and
business relationship or monetary operations wita tustomers from third states, in which money
laundering and/or terrorist financing preventionasiwes are insufficient or do not correspond to the
international standards. The results of investigatif performing such operations or transactiorss @fn
their purpose must be substantiated by documentsnaist be kept for 10 years.

15. The financial institutions and other entitibalsnot be responsible to the customer for the- non
fulfilment of contractual obligations and for thardage, caused in fulfilling the duties and actisesin
this Article. The employees of financial institut® and other entities who in good will report te@ th
Financial Crime Investigation Service about thepgtisus or unusual monetary operations or transasti
performed by the customer shall not be held ligitleer.

16. The criteria on the basis whereof a monetgvgration or transaction are considered
suspicious or unusual shall be established by theeBment.

17. The procedure for suspending suspicious monefarations and transaction specified in this
Article and for submitting the information aboutettsuspicious or unusual monetary operations or
transactions to the Financial Crime Investigatiemi&e shall be established by the Government.

Article 15. Termination of Transactions or BusinesdRelationship with the Customer

If the customer avoids or refuses to submit to fthancial institution or another entity at his
request and within the specified time limits infation about the origin of the monetary resources or
assets, other additional data, the financial stihs and other entities may terminate the traisas or

business relationship with the customer.

Article 16. Keeping of Information

1. The financial institutions must keep the registé monetary operations performed by the
customer specified in subparagraphs 2 to 5 of papdgl of Article 9 and suspicious and unusual rrage
operations and transactions performed by the custoexcept in cases when the customer of the fiaanc
institution is another financial institution or tHi@ancial institution of another European Unionmieer
state.
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2. Notaries and persons entitled to perform ndtadtions, as well as bailiffs and persons entitled
to perform the actions of bailiffs must keep tregister of the customer’'s suspicious and unusual
transactions and transactions under which the atrafurash received or paid exceeds EUR 15 000er th
corresponding amount in foreign currency.

3. Postal services providers must keep a registeth@ financial operations and suspicious
transactions conducted by the customer specifigéiagraph 4, Article 9 of this Law.

4. Other entities, except for notaries or persontiled to perform notarial actions, advocates and
advocate’s assistants, bailiffs or persons entitbeplerform the actions of bailiffs must keep thgister of
monetary operations and suspicious and unusual tamyn@perations specified in paragraph 3 of Article
of this Law.

5. The gaming companies must keep a register offittencial operations and suspicious
transactions conducted by the customer specifigéiagraph 4, Article 9 of this Law.

6. The Lithuanian Bar Association must keep theisteg of the suspicious and unusual
transactions performed by their customers, notifigdhe advocates or advocates' assistants.

7. The financial institutions and other entitiessinkeep the register of the customers with whom
the transactions or business relationship have tererinated under the circumstances specified ticlar
15 of this Law or under other circumstances relédethe violation of the procedure of money laumagr
and/or terrorist financing prevention.

8. The register data shall be kept for 10 yeans fiwe day of termination of transactions or other
business relationship with the customer. The rideshe keeping of registers shall be establishethie
Government.

9. Copies of documents confirming the customerntily must be kept for 10 years from the day
of termination of the transactions or businesgtiariahip with the customer.

10. The documents confirming the monetary operadiotransaction or other documents having
legal force, related to the performance of monetggrations or conclusion of transactions must dyat k

for 10 years from the day of performance of the etary operation or conclusion of the transaction.

Article 17. Submitting Information to the Financial Crime Investigation Service

1. The financial institutions, performing a mongtaperation, must submit to the Financial Crime
Investigation Service data confirming the customedentity and information about the performed
monetary operation, if the total amount of the cor’s single operation in cash or of several ietated
operations in cash exceeds EUR 15 000 or the qumeng amount in foreign currency. The data
confirming the customer’s identity shall be spexfin the information submitted to the Financiaingr
Investigation Service, and if the monetary operattoperformed through the representative — alealtita
confirming the identity of the representative, Hraount of the monetary operation, the currency used
performing the monetary operation, the date of querhnce of the monetary operation, the type of
performance of the monetary operation, the entitywdhose behalf the monetary operation has been
performed.
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2. The notaries or persons entitled to performnmtactions and the bailiffs or persons entitled t
perform the actions of bailiffs must submit to tRéancial Crime Investigation Service the data
confirming the customer’s identity and the inforimatabout the transaction concluded by the custdfner
the amount of cash received or paid under the ddio® exceeds EUR 15 000 or the corresponding
amount in foreign currency.

3. Other entities, except for the notaries or pessentitled to perform notarial actions, advocates
or advocates' assistants and bailiffs or persaotified to perform the actions of bailiffs shallbsnit to the
Financial Crime Investigation Service the data tamhg the customer's identity and information abou
the single payment in cash, if the amount of theeikeed or paid cash exceeds EUR 15 000 or the
corresponding amount in foreign currency.

4. The information specified in paragraphs 1 td ghis Article shall be submitted to the Financial
Crime Investigation Service immediately, not latkan within 7 working days from the day of
performance of the monetary operation or conclusidhe transaction.

5. The information specified in paragraph 1 of thiticle shall not be submitted to the Financial
Crime Investigation Service, if the customer of fimancial institution is another financial institn or
the financial institution of another EU member stat

6. The Financial Institution may refrain from sutimg to the Financial Crime Investigation
Service the information specified in paragraph 1hig Article, if the customer’s activity is chatadsed
by large-scale ongoing permanent and regular mopnet@erations, corresponding to the criteria
established by the Government.

7. The exemption referred to in paragraph 6 of gritcle shall not be applied, if the customer of
the financial institution is an undertaking of aefign state, its subsidiary or its representatiome is
engaged in the following business :

1) the provision of legal advice, is a practicimty@cate, is engaged in a notary’s business;

2) organises and runs lotteries and gambling;

3) carries out activities involving ferrous, narbus or precious/rare metals, precious
stones, jewellery, works of art;

4) is a car dealer;

5) is in the real estate business;

6) is an auditor;

7) provides individual health care;

8) organises and holds auctions;

9) organises tourism and travels;

10) is a wholesaler in spirits and alcohol produttibacco goods;

11) is a dealer in oil products;

12) carries out pharmacy activities.

21



Article 18. Activities of Customs Offices
1. Customs offices shall undertake control ofgshens of cash brought in to the European
Community via the Republic of Lithuania from thérthcountries as they are regulated in the Law on
Customs of the Republic of Lithuania (hereinaftetthis Article referred to as ‘the third countrigsand
taken out from the European Community via the Répu Lithuania to the third countries, incompl@n
with Regulation (EC) No 1889/2005 of the EuropeanliBment and the Council of 26 October 2005 on
controls of cash entering or leaving the Commuftigreinafter Regulation (EC) No 1889/2005).

2. In the cases established by Regulation (f&©C1889/2005, when the European Union member states
are granted the right of decision making, the decsshall be made and the procedure for applyirthe
Republic of Lithuania the appropriate provisiondRefgulation (EC) No 1889/2005 shall be establighed
the Government or the institution authorised byicept in cases, when otherwise established byothi
other laws.

3. Customs offices must promptly, not later thdthin 7 working days, report to the Financial 16
Investigation Service each case of cash incomitm tile Republic of Lithuania from third countries o
outgoing from the Republic of Lithuania to thirduectdries, if the value of a single sum of the incognor
outgoing cash is not less than the amount spedifiguaragraph 1 of Article 3 of Regulation (EC) No
1889/2005

Article 19. Duties of Financial Institutions and oher Entities

1. The financial institutions and other entitiescept for the advocates and advocates’ assistants,
must establish appropriate internal control proceslurelated with the identification of customersl a
beneficial owners, submission of reports and infifion to the Financial Crime Investigation Service,
keeping of information specified in this Law, assasnt of risks, risk management (taking into actdhsm
type of the customer, of the business relationgitpgucts, transaction, etc.), management of eefoent
of the requirements and communication, which wqurel’ent monetary operations and transactions telate
to money laundering and/or terrorist financing, andure, that the employees of financial instingiand
other entities would be duly prepared and acquaimtgh money laundering and/or terrorist financing
prevention measures, specified in this Law andrddgal acts.

2. The financial institutions and other entitiescept for the advocates and advocates’ assistants,
must appoint management staff who would organisestiforcement of money laundering and/or terrorist
financing prevention measures established in this &nd would maintain relations with the Financial
Crime Investigation Service. The appointment ofhsataff must be reported in writing to the Finahcia
Crime Investigation Service.

3. The financial institutions and other entitiexcept for the advocates and advocates’
assistants, must take relevant measures so thataiygropriate employees would be informed of the
provisions established on the basis of this LavehSueasures shall cover participation of the relestaff
members in special ongoing training programmesetp them recognise activities which may be related
money laundering and/or terrorist financing anéhitruct them as to how to proceed in such cases.
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4. The financial institutions and other entitiesstapply in their branches and majority-
owned subsidiaries located in third countries messsat least equivalent to those laid down in Itiaigy.
Where the legislation of the third country does petmit application of such equivalent measures, th
financial institutions and other entities shall ieuffately inform the Financial Crime InvestigatiSarvice
thereof and, having agreed with it, take additiomsasures to effectively handle the risk of money

laundering and/or terrorist financing.

5. The financial institutions and other entitiegsmintroduce internal systems that would enable
them to respond fully and rapidly to enquiries frtime Financial Crime Investigation Service abow@t th
submission of the information specified in this Lamd ensure the submission of the information wit¥
working days (if in appropriate cases this law lelithes shorter time limits for submitting the infaation
specified in this Law to the Financial Crime Invgation Service — such information shall be suleditt
within shorter time limits).

6. The financial institutions shall be prohibitegbrfi issuing anonymous passbooks, opening
anonymous accounts or accounts in a fictitious narsevell as opening accounts without requestieg th
customer to submit documents confirming his idgndit if there is a justified suspicion that the adat

recorded in the documents is false or fraudulent.

Article 20. Protection of the Information Submitted to the Financial Crime Investigation
Service

1. The information specified in this Law, submitteedthe Financial Crime Investigation Service,
may not be published or transferred to other sta@agement, control or law enforcement institutions
other persons, except in the cases establishddsgrid other laws.

2. Persons who violate the procedure of informagimtection and use specified in this Law shall
be held liable according to the procedure estatdidiy laws.

3. The institutions specified in paragraphs 1 toofQArticle 4 of this Law, their employees,
financial institutions and their employees, othatitees and their employees shall be prohibitedrfro
notifying the customer or other persons, that tfiermation about the monetary operations perforared
the transactions concluded by the customer, oinbestigation related thereto has been submittettheo
Financial Crime Investigation Service. The prohditset in this paragraph shall not cover the adiex
and advocates’ assistants, when they seek to dissuelient from engaging in illegal activity..

4. The prohibition set out in paragraph 3 of thitidke shall not prohibit:

1) to exchange information between credit instiogi, insurance undertakings and insurance
broking undertakings, investment companies withalde capital, registered within the territory dfet
European Union member states, as well as registeretie territory of third states, which impose
requirements equivalent to those laid in this Lpmvided that they meet the conditions belongintht
same group composed of the parent company, itsdsaifiss and undertakings where the parent company
or its subsidiaries have a share of capital as aglindertakings, which draw up consolidated adscamd

annual accounts;
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2) to exchange information between the undertakipfgauditors, accountants or tax advisors,
notaries and persons entitled to perform notaréibas as well as advocates and advocates’ adsistan
registered in the territory of the EU member stated those registered in the territories of thiates, in
which equivalent requirements have been laid doifvthe said entities have been performing their
professional activities as one legal person or e&rsl persons which share common ownership and
management or compliance control;

3) to exchange information between financial ingititns, auditors, accountants or tax advisors,
notaries and persons entitled to perform notadtibas as well as advocates and advocates’ adsistan
the cases connected with the same customer andthvdtiBame transaction, covering two or more said
entities, if they are registered in the EU membatesterritory or third state territory which hasgablished
requirements equivalent to this law and if they fiom the same professional category and are cLioje
equivalent obligations as regards professionaksgcand personal data protection.

5. In the cases specified in paragraph 4 of thigclerthe information exchanged shall be used
exclusively for the purposes of the prevention ofhey laundering and/or terrorist financing.

6. The exemptions set in paragraph 4 of this Artadncerning the disclosure of information shall
be invalid if a separate decision of the Europeammission is passed on it concerning the financial
institutions and other entities to which this Laapplied and financial institutions and other texgtifrom
the European Union member states or related ttatd.s

7. In the cases referred to in paragraph 4 of Anficle, when, during exchange of information
with the entities registered in third countriess tntities are disclosed personal data, the pdrsiata
disclosed must correspond to the requirementseoEéw of the Republic of Lithuania on Legal Proimct
of Personal Data.

8. The exchange of information with financial itstions and other entities and persons from a
third state shall be prohibited if a separate dacisf the European Commission has been adopteeidhe

9. Submission of the information specified in thesv to Financial Crime Investigation Service

shall not be viewed as disclosure of industriamowercial or bank secret.

Article 21. The Scope of Data of the Customer Perfming Monetary Operations and

Transactions, of his Representative and Natural Pepn the Beneficial Owner

1. The data of the customer, performing monetagrapns and transactions, his representative

and natural person the beneficial owner shall cisapr

1) name;

2) surname

3) personal code number or other unique sequensgnatbols intended for the identification of a
person;

4) other data established by this law in the cpsescribed by the Government.

2. The data specified in paragraph 1 of this Aetishall be submitted and processed in the cases

referred to in this Law:
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1) when the Financial Crime Investigation Servicaatified and submitted information;

2) when the financial institutions and other eesitidentify the customer and the beneficial owner;

3) when the financial institutions and other eastreceive the information from the third countries
in the cases set in Article 13 of this Law;

4) when the financial institutions and other easitprocess information in the cases established by
Article 16 of this Law.

CHAPTER FOUR
FINAL PROVISIONS

Article 22. Monetary Unit
The amounts specified in this Law in EURO shalldxpressed in LTL or any other currency
according to the official exchange rate of thesligaainst the EURO or any other currency on thés ludis

official currency exchange rates announced by tekBf Lithuania.

Article 23. Submitting Information to other EU Member States and the European

Commission

1. The Government or the institution authorisedtispall inform the European Commission about
the application of this Law to the entities spedfin subparagraphs 3 and 9 of paragraph 8 ofl&iof
this Law.

2. The Government or the institution authorisedttshall inform other EU member states and the
European Commission of the cases when:

1) the third state complies with the requiremestalagished by subparagraph 2 of paragraph 19 of
Article 2 of this Law;

2) the third state complies with the requirememtsirs subparagraphs 1, 2, 7 and 8 of paragraph 1
of Article 10 of this Law;

3) the legal acts of the third state do not petendpply the requirements set paragraph 4 of Articl
19 of this Law;

4) the third state complies with the requirementdrsparagraph 4 of Article 20 of this Law.

Article 24. Appealing against the Actions of the Ofcers of the Financial Crime Investigation

Service

The actions of the officers of the Financial Criimgestigation Service may be appealed against
according to the procedure established by laws.
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Article 25. Procedure of Compensation for Damage
The damage which is caused by illegitimate actiohshe officers of the Financial Crime
Investigation Service performing their official ékg shall be compensated according to the procedure

established by laws.

Article 26. Liability
Officers and persons who violate the requiremefitthis Law shall be liable according to the

procedure established by laws.

Annex to the Law of the Republic of Lithuania ore th
Prevention of Money Laundering

IMPLEMENTED LEGAL ACTS OF THE EUROPEAN UNION

1. Regulation (EC) No 1889/2005 of the European Padiat and of the Council of 26
October 2005 on controls of cash entering or leatiie Community (OJ 2005, L 309, p. 9).

2. Directive 2005/60/EC of the European Parlianaad of the Council of 26 October 2005 on
the Prevention of the Use of the Financial Systemttie Purpose of Money Laundering and/or Terrorist
Financing (OJ 2005, L 309, p. 15).

3. Commission Directive 2006/70/EC of 1 August @0ying down implementing
measures for Directive 2005/60/EC of the Europeatident and of the Council as regards the déeimit
of politically exposed person and the technicaleda for simplified customer due diligence procexu
and for exemption on grounds of a financial acticibnducted on an occasional or very limited b&Si%
2006, L 214, p. 29).

4. Regulation (EC) No 1781/2006 of the Europearlidmaent and of the Council of 15
November 2006 on information on the payer accomipgntyansfers of funds (Text with EEA relevance)
(OJ 2006, L 345, p. 1).

Article 2. Application of the Law

The provisions of Article 9 to 11 of the Law on ation of Money Laundering and Terrorist
Financing set forth in Article 1 of this Law shalko be applied by financial institutions and otbatities
with respect to customers existing at the momeidrdy into force of this Law.

Article 3. Suggestion to the Government and other nistitutions Responsible for the
Prevention of Money Laundering and/or Terrorist Financing
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The Government as well as other institutions resjda for the prevention of money laundering
and/or terrorist financing shall draw up and apprtive legal acts required for the implementatiothcs
Law.

Article 4. Entry into Force of this Law

Paragraph 4 of Article 9 and paragraph 5 of Artiteset forth in Article 1 of the Law on the
Prevention of Money Laundering and/or Terroristaricing shall enter into force on 1 June 2008.

| promulgate this Law passed by the Seimas of gqguBlic of Lithuania

PRESIDENT OF THE REPUBLIC VALDAS ADAMKUS

2. Annex Il - Resolution of the Government of the Repblic of Lithuania On the
Approval of the Rules of Keeping the Registers of Enetary Operations Conducted by
the Customer as Well as Suspicious and Unusual Opions and Transactions and on
Establishing the Criterion Characterizing Major Continuous and Regular Monetary
Operations Typical of Customer Activities (Resolutbn No 562 of the Government of
the Republic of Lithuania of 5 June 2008)

Government of the Republic of Lithuania

RESOLUTION No 562
of 5 June 2008
ON THE APPROVAL OF THE RULES OF KEEPING THE REGISTE RS OF MONETARY
OPERATIONS CONDUCTED BY THE CUSTOMER AS WELL AS SUSPICIOUS AND
UNUSUAL OPERATIONS AND TRANSACTIONS AND ON ESTABLIS HING THE CRITERION

CHARACTERISING LARGE-SCALE ONGOING PERMANENT AND REGULAR MONETARY
OPERATIONS TYPICAL OF CUSTOMER ACTIVITIES

Vilnius

Acting pursuant to Article 16(8) and Article 17@)the Law of the Republic of Lithuania on Preventof
Money Laundering and Terrorist Financing (ValstylZinios (Official Gazette) No 64-1502, 1997; Ne 10
335, 2008), the Government of the Republic of Lithia has resolved:

1. To approve the Rules of Keeping the Registerdlohetary Operations Conducted by the
Customer as well as Suspicious and Unusual Opasatind Transactions (as appended).

2. To establish that financial institutions shadlt be required to supply the Financial Crime
Investigation Service under the Ministry of theelmdr with the information specified in Article {7) of
the Law of the Republic of Lithuania on PreventafniMoney Laundering and Terrorist Financing when

the customer activities involve major continuous aegular monetary operations, i.e. when the custom
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has been operating for at least one year and tiwalanoney inflow each quarter or the payments made
over the last two quarters exceed EUR 300,000resective amount in a foreign currency.

3. To repeal the following:

3.1. Resolution No 1409 of the Government of thpudic of Lithuania of 6 September 2002 on
the Rules of Keeping the Register of Monetary Ofp@na and Transactions Conducted by the Customer
(Valstyles zinios(Official Gazette) No 89-3800, 2002).

3.2. Resolution No 931 of the Government of theu®dip of Lithuania of 22 July 2004 Amending
Resolution No 1409 of the Government of the RepubliLithuania of 6 September 2002 on the Rules of
Keeping the Register of Monetary Operations anchJaeations Conducted by the Customéalétyles
Zinios(Official Gazette) No 115-4304, 2004).

Prime Minister Gediminas Kirkilas

Minister of the Interior Regimanta<iupaila

APPROVED by
Resolution No 562 of the Government of the
Republic of Lithuania of 5 June 2008

RULES OF KEEPING THE REGISTERS OF MONETARY OPERATIO NS CONDUCTED BY
THE CUSTOMER AS WELL AS SUSPICIOUS AND UNUSUAL OPERATIONS AND
TRANSACTIONS

I. GENERAL PROVISIONS

1. The Rules of Keeping the Registers of Monetaper@tions Conducted by the Customer as
Well as Suspicious and Unusual Operations (hereinaéferred to as "the Rules" shall regulate the
keeping of the registers of the information spedifin Article 16 of the Law of the Republic of Litania
on Prevention of Money Laundering and TerroristaRiting {alstykés Zinios(Official Gazette) No 64-
1502, 1997; No 10-335, 2008), also registered dataresponsibilities of registrars and the inspactf
register keeping.

2. These rules are binding on all financial insitns and other entities enumerated in paragraphs 1
to 7 of Article 16 of the Law of the Republic ofthuania on Prevention of Money Laundering and
Terrorist Financing.

3. In keeping the registers, financial instituticensd other entities shall follow the Law of the
Republic of Lithuania on Prevention of Money Lauridg and Terrorist Financing, other laws, resolusio

of the Government of the Republic of Lithuania, Budes and other legislative acts.
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II. KEEPING OF REGISTERS

4. Financial institutions, except when the custowfea financial institution is another financial
institution or a financial institution of anothenf®pean Union state, must keep a register of:

4.1. performed single or several interrelated manyebperations and entered into transactions in
excess of EUR 15,000 or a respective amount imeagfio currency, regardless of whether the transads
conducted in the course of a single or severala@laperations;

4.2. conducted single cash exchanges from onermyrr® another, when the amount of cash
exchanged exceeds EUR 6,000 or a respective arimoarioreign currency;

4.3. conducted domestic and international postérs; when the sum of transferred or received
funds exceeds EUR 600 or a respective amountaneggh currency;

4.4. performed and accepted money transfers —mpkance with the provisions of the Regulation
(EC) No 1781/2006 of the European Parliament anth@fCouncil of 15 November 2006 on information
on the payer accompanying transfers of funds (@& 20 345, p. 1);

4.5. suspicious and unusual monetary operatiotrasactions.

5. Notaries or persons licensed to perform notagtibns, as well as bailiffs or persons licensed t
perform bailiff's duties must keep the registesagpicious or unusual transactions of customeveelisas
transactions where the received or paid amounadéh @xceeds EUR 15,000 or a respective amount in a
foreign currency.

6. Providers of postal services must keep the tegisf conducted domestic and international
postal orders, when the sum of transferred or vedeiunds exceeds EUR 600 or a respective amoumt in
foreign currency, as well as of suspicious and ualsionetary operations and transactions.

7. Other entities (except for notaries or persacenked to perform notarial actions, lawyers and
assistant lawyers, bailiffs or persons licensepeidorm bailiff's duties, and postal services ptdevs) must
keep the register of single payments in cash wheminount of received or paid cash exceeds EURQ5,0
or a respective amount in a foreign currency, dis® register of suspicious and unusual monetary
operations and transactions.

8. Companies organizing gaming must keep the egidtchecked customers entering the gaming
establishments (casino), also of customers exchgrggish into chips or chips into cash.

9. The Lithuanian Bar must keep the register ofdhstomers as well as suspicious or unusual
transactions reported by their lawyers or assidtaners.

10. Financial institutions and other entities misep the register of customers with which
transactions or business relationships have besrin&ted under the circumstances named in Artiblefl
the Law of the Republic of Lithuania on PreventidrMoney Laundering and Terrorist Financing or othe
circumstances related to violations of the procedaf money laundering and/or terrorist financing
prevention.

11. In all cases, the registers shall be mainta@ghectronically.
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12. Financial institutions and other entities adlvas the Lithuanian Bar shall establish the
requirements regarding the computer, communicateehnological and office equipment of the registra
and shall submit them to the Financial Crime Inigasion Service under the Ministry of the Interior
(hereinafter referred to as "the Financial Crimeebtigation Service").

13. Financial institutions and other entities adl &g the Lithuanian Bar, in coordination with the
Financial Crime Investigation Service, shall estibthe procedure of register filling and admiratitin
(including the requirements regarding organizati@ama technical measures intended to protect thister

data from illegal destruction, alteration and usargy other type of unlawful handling).

Ill. REGISTER DATA

14. Financial institutions and other entities a$l &e the Lithuanian Bar shall enter the following
information into the register:

14.1. the data evidencing the customer’s identityti{ie case of natural persons — name, surname,
date of birth, personal identification number ooter unique sequence of characters assigned 4o thi
person for identification purposes, and in the azdegal persons — name, legal status, office esidand
code, if such code has been assigned);

14.2. data evidencing the identity of the custosnepresentative when the monetary operation or
transaction is entered into through an agent (nant surname, date of birth, personal identification
number or another unique sequence of charactaghadgo this person for identification purposes);

14.3. data on a monetary information or transacfitre date of the monetary operation or
transaction, the amount of money involved and tmeenicy, and the method of conducting the monetary
operation or making the transaction);

14.4. the criterion on the basis of which the manebperation or transaction is to be regarded as
suspicious or unusual;

14.5. data about the beneficiary owner (name andaswe, date of birth, personal identification
number or another unique sequence of charactdgnadso this person for identification purposes);

14.6. data on the person receiving the funds @nctse of natural persons — name, surname, date
of birth, personal identification number or anotheique sequence of characters assigned to trésmpéor
identification purposes, and in the case of legabpns — name, legal status, office address anel, dod
such code has been assigned);

14.7. the grounds of terminating transactions irmss relationships under the circumstances
specified in Article 15 of the Law of the Repubd€ Lithuania on Prevention of Money Laundering and
Terrorist Financing or other circumstances relatediolations of the procedure of money laundering
and/or terrorist financing prevention.

15. Data shall be entered into the register in mbiagical order on the basis of documents
attesting the monetary operation or transactiorotber documents having legal power in relation the
performance of the monetary operations or entry frgnsactions. It shall be entered without debay,no
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later than within three working days from the pemfance of the monetary operation or entry into the
transaction, except in the cases specified in paphg 16-19 of the Rules.

16. The company organizing gaming shall each tihmermlogically enter into the register the data
of a customer entering the gaming establishmersifop as well as the time of his every entry irtie t
gaming establishment (casino) as soon as the congrganizing gaming identifies the customer.

17. Auditors shall enter data into the registectmonological order on the basis of documents
attesting the monetary operation or transactiontber documents having legal power in relationhe t
performance of monetary operations or entry inemgactions. The data shall be entered no later than
within a working day of the performance of the mtang operation or entry into the transaction orhiwit
one day of the day when the monetary operatioropedd or the transaction entered into was idedtifie

18. The Lithuanian Bar shall enter data into thgster chronologically on the basis of documents
attesting the monetary operation or transactiootber documents having legal power in relationhe t
performance of monetary operations or entry indmgactions. Data shall be entered no later thdrinagt
day of the day they were received from lawyersssistant lawyers.

19. Under the circumstances indicated in paragf&pbf the Rules, data shall be entered into the
register chronologically but no later than withirvérking days from the occurrence or establishnadnt

the specified circumstances.

V. INFORMATION PROTECTION AND INSPECTION OF REGIST ER KEEPING

20. The heads of financial institutions and othmtities, notaries as well as persons licensed to
perform notarial actions, the Lithuanian Bar, litsilior persons licensed to perform bailiff's dutiaad
providers of the services of trust and companybdistanent and administration shall ensure that the
register data are protected from illegal destructadteration or use.

21. Register data shall be kept for 10 years frbenday of expiry of transactions or business
relationship with a customer.

22. The keeping of registers shall be inspectethbyrinancial Crime Investigation Service (in the
case of companies organizing gamings-wellby the State Gaming Control Commission) in comi@an
with Resolution No 1150 of the Government of thg@dic of Lithuania of 24 September 1998 on the
Inspections Carried out by State Control Institasidv/alstykes Zinios(Official Gazette), No 85-2373).
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3. Annex Il - Resolution of the Government of the Repblic of Lithuania On
Approving the List of Criteria on the Basis Whereof a Monetary Operation or
Transaction is to be Regarded as Suspicious or Unuesl and the Description of the
Procedure of Suspending Suspicious Monetary Operam and Transaction and
Reporting the Information about Suspicious or Unusal Monetary Operations or
Transactions to the Financial Crime Investigation 8rvice under the Ministry of the
Interior (Resolution No 677 of the Government of tle Republic of Lithuania of 9
July 2008)

Government of the Republic of Lithuania

RESOLUTION No 677
of 9 July 2008

ON APPROVING THE LIST OF CRITERIA ON THE BASIS WHER EOF A MONETARY
OPERATION OR TRANSACTION IS TO BE REGARDED AS SUSPICIOUS OR UNUSUAL AND
THE DESCRIPTION OF THE PROCEDURE OF SUSPENDING AN SUSPICIOUS MONETARY

OPERATION AND TRANSACTION AND REPORTING THE INFORMA TION ABOUT
SUSPICIOUS OR UNUSUAL MONETARY OPERATIONS OR TRANSACTIONS TO THE
FINANCIAL CRIME INVESTIGATION SERVICE UNDER THE MIN  ISTRY OF THE
INTERIOR

Vilnius

Acting pursuant to paragraphs 16 and 17 of Artieleof the Law of the Republic of Lithuania on
Prevention of Money Launderinydlstyles Zinios(Official Gazette) No 64-1502, 1997; No 10-33508))
the Government of the Republic of Lithuania hasalesd:

1. To approve the following (as appended):

1.1. The List of Criteria on the Basis whereof ardtary Operation or Transaction is to be
Regarded as Suspicious or Unusual;

1.2. Description of the Procedure of Suspendinggansual Monetary Operation and Transaction
and Reporting the Information about Suspicious auddial Monetary Operations or Transactions to the
Financial Crime Investigation Service under the istiry of the Interior.

2. To recognise as invalid:

2.1. Resolution No 1411 of the Government of thpuRdic of Lithuania of 6 September 2002 on
Approving the List of Criteria on the Basis whera@oMonetary Operation is to be Regarded as Susicio
(Valstyles zinios(Official Gazette) No 89-3802, 2002).

2.2. Resolution No 601 of the Government of the Uddip of Lithuania of 15 May 2003 on
Amending Resolution No 1411 of the Government ef Republic of Lithuania of 6 September 2002 on
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Approving the List of Criteria on the Basis wheraoMonetary Operation is to be Regarded as Susicio
(Valstyles Zinios(Official Gazette) No 49-2177, 2003).

2.3. Resolution No 929 of the Government of the uddip of Lithuania of 22 July 2004 on
Amending Resolution No 1411 of the Government &f fepublic of Lithuania of 6 September 2002 on
Approving the List of Criteria on the Basis wher@oMonetary Operation is to be Regarded as Susicio
(Valstyles zinios(Official Gazette) No 115-4302, 2004).

2.4. Resolution No 1441 of the Government of thpuRdic of Lithuania of 15 November 2004 on
Approving the Rules of Suspending a Suspicious NageOperation and Reporting the Information to the
Financial Crime Investigation Service under the istiy of the Interior Valstyles Zinios(Official Gazette)
No 167-6127, 2004).

Prime Minister Gediminas Kirkilas.

Minister of the Interior Regimanta<iupaila

APPROVED by
Resolution No 677 of the Government of the
Republic of Lithuania of 9 July 2008

LIST OF CRITERIA ON THE BASIS WHEREOF A MONETARY OP ERATION OR
TRANSACTION IS TO BE REGARDED AS SUSPICIOUS OR UNUSUAL

1. A monetary operation or transaction shall berégd as suspicious, provided:

1.1. monetary operations or transactions of a custghereinafter referred to as the customer) of a
financial institution or other entity are inconsist with the fields of activity specified in thetiales of
association of the customer or the normal commtioicavith the financial institution or other entity

1.2. the nature of the monetary operations or &etitns performed by the customer arises
suspicion that the customer is trying to avoid iipgion of his monetary operations and transactimmghe
register of the monetary operations as well asisiagfs and unusual operations and transactionsuzted
by the customer, managed by the financial institutr other entity;

1.3. the customer conducts a transaction (s) arleesnsuch a payment (s) which exceed (s) the
customer’s paying capacity known to the finanamstitution or other entity or the customer is wifji to
pay an advance or other payment larger than usual;

1.4. the customer or the owner of assets asksydhgaamount due to him to persons who are
obviously unrelated to his usual field of activity;

1.5. the full amount of advance, other contribufjontheir larger part) on the name of customer is
paid by persons who are obviously unrelated tatistomer’s usual field of activity;
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1.6. the customer prematurely repays the full arhofithe credit or a larger part thereof, when the
lawful origin of the funds is unknown to the findaldnstitution or other entity;

1.7. the customer frequently conducts transactiorassets the value whereof obviously does not
correspond to the average market value of suchsasse

1.8. the customer performs monetary operationsnclades transactions for which it is difficult
or impossible to identify a beneficiary owner;

1.9. the customer consistently performs monetagratpns or concludes transactions with legal
persons or other organisations which are registier#te target territories defined in the Law orr@wate
Income Tax of the Republic Lithuanigglstyles Zinios(Official Gazette) No 110-3992, 2001), when there
are no clear economic grounds for this activity;

1.10. the customer conducts monetary operatior®cludes transactions for which there is no
visible economic purpose;

1.11. settlement in cash by the customer extraartijrincreases;

1.12. the customer refuses the request of thediahimstitution to provide information concerning
the purpose of the withdrawn funds, when such dipes are inconsistent with the customer’s usual
communication with the credit institution;

1.13. the customer attempts to settle in cash sesavhen, under usual customer payment
practice, other manner of payment is used;

1.14. two or more natural persons regularly depzmsh into the same account and subsequently
the cash is transferred to the accounts of naturkdgal persons and other organizations (own adsoar
accounts of other persons) in credit institutiohkithuania or foreign states;

1.15. an amount of EUR 25 000 or a larger amoumash or its equivalent in other currency is
deposited or withdrawn from the customer’s accauithiin 7 calendar days in the single or few monetar
operations, when such operations are inconsistiéimtie customer’s usual communication with thekyan

1.16. the customer exchanges an amount of EUR 260B0a larger amount in cash or an
equivalent amount in other currency for anotherenoy within 7 calendar days;

1.17. information has been obtained that an amouBUUR 25 000 or a larger amount in cash or
an equivalent amount in other currency has beehdvatvn using a payment card of a foreign credit
institution;

1.18. an amount of EUR 2 500 or a larger amountash or an equivalent amount in other
currency is withdrawn from the customer’s paymeartdcin one calendar day, when such operations are
inconsistent with the customer's usual communioatiith the credit institution;

1.19. insurance contract is concluded for an urlyslaage insurance sum;

1.20. insurance contract is terminated within ansuially short period designating in the insurance
contract a beneficiary ownavho is obviously unrelated with the usual actiwfithe customer;

1.21. the customer who files an application foradoding an insurance contract shows no interest
in the terms and conditions of the insurance coh{@olicy) and is more concerned about the proaedii
premature termination of the insurance contract;
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1.22. life assurance premium or a part thereof edicgg the amount of EUR 25 000 or its
equivalent in other currency is paid in cash;

1.23. life assurance premium or a part thereof edicgy the amount of EUR 25 000 or its
equivalent in other currency is paid by personelated to the customer’s usual activity;

1.24. the customer, the customer’s representafigerfionetary operation or transaction is carried
out through the customer’s representative), théyefdar the benefit whereof a monetary operation or
transaction is performed are subject to financiahcions in accordance with the Law on the
Implementation of Economic and other InternatioBahctions of the Republic of Lithuania of 22 April
2004 Walstybes ZiniofOfficial Gazette) No 68-2369, 2004);

1.25. transfers in small amounts from differentcagts to the customer’s account have become
extraordinarily frequent without obvious reason;

1.26. transfers in small amounts from the custosnaccount into numerous unrelated accounts
have become extraordinarily frequent without obsioeason;

1.27. deposits in small amounts to the accountradraprofit organization have increased without
obvious reason;

1.28. one customer is regularly financed or twanore customers regularly finance other persons
using internal and international postal order servior those of other cash remittance providers;

1.29. the customer converts an amount of cash dixgp&UR 15 000 or its equivalent in other
currency into chips or chips into cash in one adderday;

1.30. the customer regularly converts cash intploir chips into cash without participating in
gambling activities.

2. Monetary operation or transaction shall be a®reid to be unusual if elements of the criteria
specified under item 1 of this list are identifiéahwever, they shall not suffice to recognise trometary
operation or transaction as suspicious.

3. Financial institutions and other entities, whearforming an ongoing monitoring of the
customer’s business relationship, including theegtigating of the transactions concluded duringhsuc
relationship, must pay attention to such activitigsch, in their opinion, may in their nature béated to
money laundering and/or terrorist financing andeesgly to complex or unusually large transactians
all unusual structures of transaction, which havepparent economic or visible lawful purpose, all as
business relationship or monetary operations vighdustomers from third states where money laungeri
and/or terrorist financing prevention measures iasgfficient or do not conform to the international
standards, and shall notify the Financial Crimegestigation Service under the Ministry of the Iider
about monetary operations which are being, have beare attempted to be conducted, and whiclingin t
opinion, may be related to money laundering antioorist financing, even if they satisfy none bét
criteria referred to in item 1 hereof.

4. Conditional features of the criteria specifiattler item 1 of this list shall be established by
financial institutions and other entities on coaation with the Financial Crimes Investigation Sesv
under the Ministry of the Interior, excluding awd#, notaries and individuals authorised to perform
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notarial actions, advocates and advocate’s assisthailiffs and persons licensed to perform kilif
duties. Conditional features of the criteria sgedifunder item 1 of this list for auditors shalldstablished
by the Chamber of Auditors on coordination with ffi@eancial Crimes Investigation Service under the
Ministry of the Interior, for notaries and individis authorised to perform notarial actions — by the
Chamber of Notaries, for advocates and advocassistants — by the Lithuanian Bar Association, fand

bailiffs — by the Lithuanian Chamber of Bailiffs.

APPROVED by
Resolution No 677 of the Government of the
Republic of Lithuania of 9 July 2008

DESCRIPTION OF THE PROCEDURE OF SUSPENDING ANY SUSRCIOUS MONETARY
OPERATIONS AND TRANSACTIONS AND REPORTING THE INFOR MATION ABOUT
SUSPICIOUS OR UNUSUAL MONETARY OPERATIONS OR TRANSACTIONS TO THE

FINANCIAL CRIME INVESTIGATION SERVICE UNDER THE MIN  ISTRY OF THE
INTERIOR

I. GENERAL PROVISIONS

1. The Description of the Procedure of Suspendimg @uspicious Monetary Operations and
Transactions and Reporting the Information abouspfious or Unusual Monetary Operations or
Transactions to the Financial Crime Investigati@mvi&e under the Ministry of the Interior (hereiteaf
referred to as this description) regulates the esusipn of the suspicious monetary operations or
transactions performed by the customer of finanpgtitutions and other entities, excluding advesaind
advocate’s assistants, and the reporting of therimdtion about suspicious or unusual monetary tipasa
or transactions, also Lithuanian Bar informatioowairansactions which are suspected might be dirnée
money laundering and (or) terrorist financing ke tFinancial Crime Investigation Service under the
Ministry of the Interior (hereinafter referred te the Financial Crime Investigation Service).

2. The definitions used in this description shalé the same meaning as defined in the Law of the
Republic of Lithuania on Prevention of Money Laurdg and Terrorist Financingvélstyles Zinios
(Official Gazette) No 64-1502, 1997; No 10-335, @D(hereinafter referred to as the Law).

II. SUSPENSION OF SUSPICIOUS MONETARY OPERATIONS OR TRANSACTIONS
3. Financial institutions and other entities, erlahg notaries and persons licensed to perform iabtar
actions, advocates and advocate’s assistantsffdaili persons licensed to perform baliliff's duti@ghen

having determined that the monetary operation amstiction effected by the customer may be related t
money laundering and/or terrorist financing and tsiext least one of the defined criteria on the sasi
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whereof a monetary operation or transaction sheatklgarded as suspicious, must immediately sugpénd
operation or transaction and, no later than withiworking hours, report about it to the Financiaing
Investigation Service irrespective of the amoumblued in the monetary operation or transaction.

4. Financial institutions and other entities, edahg notaries and persons licensed to perform
notarial actions, advocates and advocate’s assisthailiffs and persons licensed to perform kilif
duties, upon receiving a written instruction froine tFinancial Crime Investigation Service to suspied
suspicious or unusual monetary operations or siagfEcor unusual transactions performed by the
customer, must suspend the said operations ofaraoss for up to 5 working days from the time sfied
in the instruction or the moment of emergence et#j circumstances.

5. If financial institutions and other entities,thin 5 working days from the submission of the
notification specified in item 8 of this descriptiand the receipt of the written instruction spiedifin item
4 herein, do not receive the order on a temporamyation of property ownership rights in accordardgth
the procedure established in the Criminal Proce@oge of the Republic of Lithuani&/glstyl¥s Zinios
(Official Gazette) No 37-1341, 2002), the monetgpgration or transaction shall be resungthe lawful
origin of the funds or assets is proved or the d®waoncerning the possible relation thereof tootést
financing are dispelled, the Financial Crime Inigegion Service immediately, before the end ofgbdod
of 5 working days, notifies in writing the finantiastitution or other entity that the monetary og@ns or
transactions can be resumed.

6. Having received the notification from the Fin@hcCrime Investigation Service that the
suspension of the monetary operation or transactiay interfere with the investigation into legatisa of
money or assets from proceeds from crime, tetrfirancing and other criminal acts related to mone
laundering and/or terrorist financing, financiastitutions and other entities shall not, from thenment
specified in the written notification, suspend thespicious operations or transactions performedhby
customer.

7. Financial institutions and other entities, edahg advocates and advocate’s assistants, must
establish the internal procedure for regulating shepension of the monetary operations or tramsesti

performed by the customers of financial institui@md other entities.

IIl. REPORTING THE INFORMATION ABOUT SUSPICIOUS MON ETARY OPERATIONS OR
TRANSACTIONS TO THE FINANCIAL CRIME INVESTIGATION S ERVICE

8. Financial institutions and other entities, egahg notaries or persons licensed to perform
notarial actions, advocates and advocate’s assisthailiffs and persons licensed to perform kilif
duties, shall notify in writing or by technical nmea of textual transmission the Financial Crime
Investigation Service of the suspicious monetargrafion or transaction performed by the customer,
suspended in the cases specified in item 3 herein.

9. When notaries or persons licensed to performariatactions, as well as bailiffs or persons

licensed to perform bailiff's duties, have a sugpicthat the transaction carried out by their cospmay
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be related to money laundering and/or terrorigrizing, they must notify thereof in writing or lachnical
means of textual transmission the Financial Crimeestigation Service immediately after conclusidn o
the transaction, irrespective of the amount of ngaeeeived or paid under the transaction by théocnisr.

10. The Lithuanian Bar Association, no later thathim 3 working hours from the receipt of the
information referred to in item 9 of Article 14 tife Law, shall submit in writing or by technical ams of
textual transmission a notificatida the Financial Crime Investigation Service.

11. Notification to the Financial Crime InvestigatiService on a suspicious monetary operation or
transaction shall contain the following information

11.1. data evidencing the customer’s (his reprasignts) identity (in case of natural persons —
name, surname, date of birth, personal code or atiigue sequence of symbols assigned to this pdoso
identification purposes, in case of legal persongame, legal status, office address, code (if sode has
been assigned);

11.2. the criterion on the basis whereof the mawyetperation or transaction is deemed as
suspicious;

11.3. the type of the suspicious monetary operatidransaction;

11.4. the date of the suspicious monetary operatidransaction, the amount of money involved
and the currency;

11.5. types of account management;

11.6. the customer’s (his representative’s) coritdormation — (valid telephone numbers; e-malil
addresses, contact persons, their valid telephombers, e-mail addresses, etc.);

11.7. the beneficiary owner of the suspicious manyebperation or transaction (in case of natural
persons — name, surname, date of birth, persodal @oother unique sequence of symbols assignizt to
person for identification purposes, in case of legasons — name, legal status, office addres® @bduch
code has been assigned);

11.8. the date and time of suspension of the siggienonetary operation or transaction;

11.9. the description and location of the properych the customer cannot manage or use from
the moment of the suspension of the suspicious tapneperation or transaction as well as any other
relevant information on such property.

12. In cases of immediate urgency, the Financi&n€rinvestigation Service may be notified
orally (via telephone), in which case the finanamstitutions or other entities concerned shall idmtely
confirm this oral notification in writing.

13. Upon receipt of the notification on the susmehduspicious monetary operation or transaction
or having issued a written instruction to suspehd suspicious monetary operation or transaction
performed by the customer, the Financial Crime s$tigation Service may request in writing for furthe
information in relation to the suspended suspicimasietary operation or transaction. In such caseadial
institutions and other entities must, within onerkinog day from the moment of receipt of the requssbmit
the requested information in writing or by techhinzans of textual transmission to the Financiaimér
Investigation Service.
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IV. REPORTING THE INFORMATION ABOUT UNUSUAL MONETAR Y OPERATIONS OR
TRANSACTIONS TO THE FINANCIAL CRIME INVESTIGATION S ERVICE

14. Financial institutions and other entities, edahg advocates and advocate’s assistants, when
having determined that their customer performs rausual monetary operation or transaction which may
be related to money laundering and/or terrorisarfting, shall immediately after identification afch
monetary operation or transaction notify the Finan€rime Investigation Service by communicating a
notification in writing or by technical means okteal transmission.

15. Advocates and advocate’s assistants shall concate the information on an unusual
transaction effected by the customer to the LitiaraBar Association immediately after the conclosid
the transaction. The Lithuanian Bar Associationhwit delay communicates in writing or by technical
means of textual transmission a notification thetedhe Financial Crime Investigation Service.

16. Notification to the Financial Crime Investigati Service on a unusual monetary operation or
transaction shall contain the following information

16.1. the data evidencing the customer’s (his seprtive’s) identity (in case of natural persons —
name, surname, date of birth, personal code or atligue sequence of symbols assigned to this pdoso
identification purposes, in case of legal personsime, legal status, office address, code (if socke has
been assigned);

16.2. the ground on the basis whereof the monefaeyation or transaction is deemed as unusual;

16.3. the type of the unusual monetary operatiadnamsaction;

16.4. the date of the unusual monetary operatidraosaction, the amount of money involved and
the currency;

16.5. types of account management;

16.6. the customer’s (his representative’s) cortdormation — (valid telephone numbers; e-mail
addresses, contact persons, their valid telephombers, e-mail addresses, etc.);

16.7. the beneficiary owner of the unusual monetggration or transaction (in case of natural
persons — name, surname, date of birth, persodal @oother unique sequence of symbols assignizt to
person for identification purposes, in case of legasons — name, legal status, office addres® @bduch

code has been assigned).

V. FINAL PROVISIONS

17. In the cases defined in this description, thmamicial Crime Investigation Service having the
doubts as to the veracity and the content of thi#ication communicated to it in writing or by temieal
means of textual transmission, may request a mvisf the information reported. Financial institurs,
other entities, the Lithuanian Bar Association, wtmmmunicated the information in writing or by

technical means of textual transmission, shall igtiately revise the information reported.
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4. Annex IV - Resolution of the Government of the Rephblic of Lithuania Amending
Resolution No 527 of the Government of the Republiof Lithuania of 1 June 2006
On the Approval of the Rules of Providing the Law mEforcement Agencies and
other State Institutions of the Republic of Lithuana with Information Regarding
Customers' Monetary Operations at the Disposal of he Financial Crime
Investigation Service under The Ministry of the Inerior (Resolution No 527 of the
Government of the Republic of Lithuania of 1 June R07 (as amended by Resolution
No 680 of the Government of the Republic of Lithuaia of 9 July 2008)

RESOLUTION No 680

of 9 July 2008

AMENDING RESOLUTION NO 527 OF THE GOVERNMENT OF THE REPUBLIC OF
LITHUANIA OF 1 JUNE 2006 ON THE APPROVAL OF THE RUL ES OF PROVIDING THE
LAW ENFORCEMENT AGENCIES AND OTHER STATE INSTITUTIO NS OF THE REPUBLIC
OF LITHUANIA WITH INFORMATION REGARDING CUSTOMERS' MONETARY
OPERATIONS AT THE DISPOSAL OF THE FINANCIAL CRIME I NVESTIGATION SERVICE

UNDER THE MINISTRY OF THE INTERIOR

Vilnius

The Government of the Republic of Lithuania has reslved:

Resolution No 527 of the Government of the RepublicLithuania of 1 June 2006 On the
Approval of the Rules of Providing the Law Enforaah Agencies and Other State Institutions of the
Republic of Lithuania with Information Regarding amers' Monetary Operations at the Disposal of the

Financial Crime Investigation Service under the istiy of the Interior Yalstykes Zinios(Official Gazette)
No 63-2317, 2006) shall be amended and shall redollaws:

"GOVERNMENT OF THE REPUBLIC OF LITHUANIA
RESOLUTION

ON THE APPROVAL OF THE RULES OF PROVIDING THE LAW E NFORCEMENT
AGENCIES AND OTHER STATE INSTITUTIONS OF THE REPUBL IC OF LITHUANIA
WITH INFORMATION REGARDING CUSTOMERS' MONETARY OPER ATIONS AND
TRANSACTIONS AT THE DISPOSAL OF THE FINANCIAL CRIME  INVESTIGATION
SERVICE UNDER THE MINISTRY OF THE INTERIOR AND OF T HE EXCHANGE OF

INFORMATION BETWEEN THE STATE SECURITY DEPARTMENT A ND THE
FINANCIAL CRIME INVESTIGATION SERVICE UNDER THE MIN  ISTRY OF THE
INTERIOR IN IMPLEMENTING THE TERRORIST FINANCING PR EVENTION
MEASURES
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Acting pursuant to Article 5(3), Article 6(2) andrtisle 14(12) of the Law of the Republic of
Lithuania on Prevention of Money Laundering andrdiest Financing Valstyles Zinios(Official Gazette)
No 64-1502, 1997; No 10-335, 2008), the Governroéttie Republic of Lithuania has resolved:

to approve the Rules of Providing the Law EnforeatrAgencies and Other State Institutions of
the Republic of Lithuania with Information Regargi@ustomers' Monetary Operations and Transactions
at the Disposal of the Financial Crime Investigati®ervice under the Ministry of the Interior andtloé
Exchange of Information Between the State SecWiypartment and the Financial Crime Investigation

Service under the Ministry of the Interior in Implenting the Terrorist Financing Prevention Measass

appended).”
Prime Minister Gediminas Kirkilas
Minister of the Interior Regimantagiupaila

APPROVED By

Resolution No 527 of the Government of the
Republic of Lithuania of 1 June 2007 (as amended by
Resolution No 680 of the Government of the
Republic of Lithuania of 9 July 2008)

THE RULES OF PROVIDING THE LAW ENFORCEMENT AGENCIES AND OTHER STATE
INSTITUTIONS OF THE REPUBLIC OF LITHUANIA WITH INFO  RMATION REGARDING
CUSTOMERS' MONETARY OPERATIONS AND TRANSACTIONS AT THE DISPOSAL OF
THE FINANCIAL CRIME INVESTIGATION SERVICE UNDER THE  MINISTRY OF THE
INTERIOR AND OF THE EXCHANGE OF INFORMATION BETWEEN THE STATE
SECURITY DEPARTMENT AND THE FINANCIAL CRIME INVESTI GATION SERVICE
UNDER THE MINISTRY OF THE INTERIOR IN IMPLEMENTING  THE TERRORIST
FINANCING PREVENTION MEASURES

I. GENERAL PROVISIONS

1. The Rules of Providing the Law Enforcement Adgesicand Other State Institutions of the
Republic of Lithuania with Information Regarding €€omers' Monetary Operations and Transactions at
the Disposal of the Financial Crime Investigaticern&e under the Ministry of the Interior and okth
Exchange of Information Between the State SecWiypartment and the Financial Crime Investigation
Service under the Ministry of the Interior in Impienting the Terrorist Financing Prevention Measures
(hereinafter referred to as "the Rules") shall feiguthe provision of the information regarding tonsers'
monetary operations and transactions (hereinaéferred to as "information on monetary operations a

transactions") at the disposal of the Financiatf@rinvestigation Service under the Ministry of therior
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(hereinafter referred to as "the Financial CrimeeBtigation Service") to the law enforcement agenaind
other state institutions of the Republic of Lithizaithereinafter referred to as "institutions") astuhll
regulate the exchange of information between tleeSEecurity Department and the Financial Crime
Investigation Service in implementing terroristdirting prevention measures.

2. The terms used in the Rules are defined in the &f the Republic of Lithuania on Prevention
of Money Laundering and Terrorist Financinga(styles zinios(Official Gazette) No 64-1502, 1997; No
10-335, 2008).

IIl. MANNER OF PROVIDING INFORMATION ON MONETARY OPE RATIONS AND
TRANSACTIONS

3. The Financial Crime Investigation Service shablvide information on monetary operations
and transactions to the institutions that are ledtiunder the law to receive information on monetar
operations and transactions in order to perfornr fbactions, in the following manner:

3.1. it shall provide institutions with the infortien on monetary operations and transactions
necessary to perform their functions, in accordanitie their cooperation agreements;

3.2. it shall provide, in writing or by technicaleans, the State Security Department with
information on monetary operations and transactitias may be related to terrorist financing. Havin
determined that a monetary operation or transactiay be related to terrorist financing, the Finahci
Crime Investigation Service shall submit, in writior by technical means, the information on monetar
operations or transactions to the State SecurifyaBment no later than within 24 hours of the necef
the information. This information shall be trarrséel by technical means to the State Security Deyeant
based on a cooperation agreement;

3.3. it shall provide information on monetary opienas and transactions to the institutions based
on the institutions' requests or on its own iniki@atin accordance with the procedure laid down ira@er
[l of the Rules.

IIl. REQUEST FOR INFORMATION ON MONETARY OPERATIONS AND TRANSACTIONS
AND DELIVERY OF SUCH INFORMATION

4. Institutions may apply to the Financial Crimedatigation Service requesting information on
monetary operations and transactions if the lawstgihe institutions access to such informatioartable
them to perform their functions.

5. Wishing to receive information on monetary ofierss and transactions, an institution shall
submit to the Financial Crime Investigation Servierequest signed by the head of the institution,
indicating:

5.1. the purpose of using the received informatiprmonetary operations and transactions;

5.2. the necessary identification data on a smecifistomer whose monetary operations and
transactions are the subject of the informatiorghgu

5.3. the volume and type of the required infornmmatia monetary operations and transactions.
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6. Having examined the institution's request, tleafcial Crime Investigation Service shall
supply, in the written form, the institution withet information on monetary operations and transastit
requested, unless the circumstances specifiedragpph 7 of the Rules exist.

7. The Financial Crime Investigation Service shall provide information on monetary operations
and transactions when:

7.1. provision of the information on monetary opierss and transactions to the requesting
institution could have a negative impact on an @tigation by the Financial Crime Investigation Sesv
into possible legalization of the funds or propenyawfully acquired by the specified customer orother
related criminal activities or other violationstbg law;

7.2. provision of the information on monetary opierss and transactions to the requesting
institution could have a negative impact on the leamgntation of the terrorist financing prevention
measures pursued by the Financial Crime Investig&8ervice and the State Security Department.

7.3. provision of the information on monetary opierss and transactions to the requesting
institution could have a negative impact on a jdimtestigation by the Financial Crime Investigation
Service and foreign law enforcement agencies ingsible legalization of the funds or property urflaly
acquired or on other related criminal activities;

7.4. an institution's request for information onmatary operations and transactions does not meet
the requirements set out in Paragraph 5 of thesRule

8. If the Financial Crime Investigation Servicea®es a request from an institution to provide
information on monetary operations and transactthasis necessary for pre-trial investigation ofeay
serious or serious crime, it shall provide the finfation sought regardless of the circumstancesabekd in
paragraphs 7.1-7.3 of the Rules.

9. If information on monetary operations and tratisas cannot be provided due to the
circumstances specified in paragraph 7 of the RtihesFinancial Crime Investigation Service shalida
reasoned decision refusing the information to #wgiesting institution without delay.

10. Unless the circumstances indicated in paragrdghand 7.3 of the Rules exist, the Financial
Crime Investigation Service, conducting the analysf the information on monetary operations and
transactions at its disposal, shall provide thétirt®ns with the information on monetary operasoand
transactions in writing in the following cases:

10.1. having established elements of tax law \iimtet— to the tax administrator;

10.2. having established elements of criminal & or other violations of the law falling within
the competence of other institutions — to thesétin®ns if the laws grant these institutions asscéo
information on monetary operations and transactionthe performance of their functions.

11. The Financial Crime Investigation Service spadivide the information indicated in paragraph

10 of the Rules only to the extent that is necgsaachieve the set objective of handling it.

43



IV. EXCHANGE OF INFORMATION BETWEEN THE STATE SECUR ITY DEPARTMENT AND
THE FINANCIAL CRIME INVESTIGATION SERVICE IN IMPLEM  ENTING TERRORIST
FINANCING PREVENTION MEASURES

12. In implementing the terrorist financing preventmeasures, the State Security Department
and the Financial Crime Investigation Service skaflhange information in the following manner:

12.1. the Financial Crime Investigation Servicellstigpply the State Security Department with
information in accordance with the procedure eighbt in paragraph 3.2 of the Rules;

12.2. when necessary, the State Security Departroerits own initiative or upon a request from
the Financial Crime Investigation Service, shabyide the Financial Crime Investigation Servicehwit
information on possible terrorist financing ideiutdtion criteria in writing or by technical means;

12.3. the State Security Department, having estadudi the elements of criminal activities or other
violations of the law falling within the competenoé the Financial Crime Investigation Service, shal

deliver this information to the Financial Crime &stigation Service in writing or by technical means

5. Annex V - Resolution of the Government of the Repulr of Lithuania On the List of
Criteria for Considering a Customer to Pose a Smallrhreat of Money Laundering
and/or Terrorist Financing and Criteria Based on whch a Threat of Money
Laundering and/or Terrorist Financing is Consideredto be Great, On the Approval
of the Rules of Customer and Beneficial Owner ideification as well as Detection of
Several Interrelated Monetary Operations, and On tlke Establishment of the
Procedure of Presenting Information on the Noticedndications of Possible Money
Laundering and/or Terrorist Financing and Violations of the Law of the Republic of
Lithuania on Prevention of Money Laundering and Terorist Financing as well as
the Measures Taken against the Violators (ResolutioNo 942 of the Government of
the Republic of Lithuania of 24 September 2008)

RESOLUTION NO 942

of 24 September 2008

On the List of criteria for Considering a Custonm@ePose a Small Threat of Money Laundering and/or
Terrorist FInancing and Criteria based on whichradt of money laundering and/or terrorist finagdm
considered to be great , On the Approval of theeRof Customer and Beneficial Owner Identificatien

well as detection of several interrelated monetgrgrations, And on the Establishment of the Proeedf
presenting Information on the Noticed indicatiohgassible money laundering and/or terrorist finagc
and violations of the Law of the Republic of Litmiz on Prevention of Money Laundering and Terrorist
Financing As well as the measures taken againstidetors

Vilnius
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Pursuant to Article 8, Article 9(14), Article 10(8pd Article 11(8) of the Law of the Republic of
Lithuania on Prevention of Money Laundering andrdiest Financing Yalstykes zinios(Official Gazette)
No 64-1502, 1997; No 10-335, 2008) and implementirticle 3(1) and Article 4(1) of Directive
2006/70/EC of the Commission of 1 August 2006 lgydown implementing measures for Directive
2005/60/EC of the European Parliament and of then€ibas regards the definition of politically exysul
person and the technical criteria for simplifiecstoumer due diligence procedures and for exemption o
grounds of the financial activity conducted on acasional or very limited basis (OJ 2006 L 21429),
the Government has resolved:

1. To approve the following (as appended):

1.1. the List of Criteria on the Basis for Considgra Customer to Pose a Small Threat of Money
Laundering and/or Terrorist Financing and Crit&&sed on Which a Threat of Money Laundering and/or
Terrorist financing is Considered to Be Great;

1.2. the Rules of Customer and Beneficial Ownentifieation as well as Detection of Several
Interrelated Monetary Operations.

2. Law enforcement agencies and other public aitig®r having noticed indications of possible
money laundering and/or terrorist financing, vimas of the Law on Prevention of Money Laundering
and/or Terrorist Financing, must, as soon as ples&ibt no later than within 3 working days from the
moment when such data or information becomes knowtify the Financial Crime Investigation Service
under the Ministry of the Interior in writing, spng the following:

2.1. the data referred to in paragraphs 3 and #hefRules of Customer and Beneficial Owner
Identification as well as Detection of Several trdééated Monetary Operations, approved by this
Resolution;

2.2. the available data on a customer's monetagyatipn or transaction (the date when the
operation or transaction was carried out, the ammofimoney, the currency of the monetary operatibe,
method of the transaction, and other available)data

2.3. information on the specific provisions of tRepublic of Lithuania Law on Prevention of
Money Laundering and/or Terrorist Financing thatevéolated, the noticed indications of possibleney
laundering and/or terrorist financing, and the reastaken against the violators.

3. To repeal the following:

3.1. Resolution No 1331 of 3 December 1997 of tbgeBnment of the Republic of Lithuania on
Customer Identification and on the Procedure ofs@&mtng Information on Monetary Operations
(Valstyles ziniog(Official Gazette) No 112-2840, 1997);

3.2. Resolution No 1478 of 22 December 1998 ofGowernment of the Republic of Lithuania
Amending Resolution No 1331 of 3 December 1997hef Government of the Republic of Lithuania on
Customer Identification and on the Procedure ofs@&mtng Information on Monetary Operations
(Valstyles zinios(Official Gazette) No 113-3157, 1998);
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3.3. Resolution No 1410 of 22 December 1998 ofGlowernment of the Republic of Lithuania
Amending Resolution No 1331 of 3 December 1997hef Government of the Republic of Lithuania on
Customer Identification and on the Procedure ofs@&méng Information on Monetary Operations
(Valstyles Zinios(Official Gazette) No 89-3801, 2002);

3.4. Resolution No 930 of 22 July 2004 of the Gaweent of the Republic of Lithuania Amending
Resolution No 1331 of 3 December 1997 of the Gawemnt of the Republic of Lithuania on Customer
Identification and on the Procedure of Presentimfgrination on Monetary Operation¥dlstyles zinios
(Official Gazette) No 115-4303, 2004)

3.5. Resolution No 1493 of 25 November 2004 of @mvernment of the Republic of Lithuania
Amending Resolution No 1331 of 3 December 1997hef Government of the Republic of Lithuania on
Customer Identification and Detection of Severakirelated Monetary Operations as well as on the
Procedure of Presenting Information on Monetary r@jiens or Transactiond/élstytes Zzinios(Official
Gazette) No 171-6337, 2004);

3.6. Resolution No 557 of 13 June 2007 of the Governnainthe Republic of Lithuania
Amending Resolution No 1331 of 3 December 1997hef Government of the Republic of Lithuania on
Customer Identification and Detection of Severaédrelated Monetary Operations, on the Procedure of
Presenting Information on Monetary Operations @m$actions, and on the Procedure of Controls dfi Cas
Entering or Leaving the Republic of Lithuania{styles Zinios(Official Gazette) No 67-2607, 2007).

Prime Minister Gediminas Kirkilas

Minister of the Interior Regimanta<iupaila

APPROVED by
Resolution No 942 of the Government of the
Republic of Lithuania of 24 September 2008

THE LIST OF CRITERIA FOR CONSIDERING A CUSTOMER TO POSE A SMALL THREAT
OF MONEY LAUNDERING AND/OR TERRORIST FINANCING AND CRITERIA BASED ON
WHICH A THREAT OF MONEY LAUNDERING AND/OR TERRORIST FINANCING IS
CONSIDERED TO BE GREAT

1. The criteria based on which a customer whosetopwf permanent residence or business is a
member state of the European Union (the actualesddof a private customer's residence or the place
(country) from which a legal person is managed ff@died) is located in a member state of the Euanpe
Union; the place of the management bodies of al legeon, as declared by the person, is located in
member state of the European Union) shall be cenaitito pose a small threat of money launderingoand
terrorist financing:

1.1. A customer is a public institution establistedccordance with the Law of the Republic of
Lithuania on Public Institutions/alstyles Zinios(Official Gazette) No 68-1633, 1996; No 25-75202p
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or in accordance with the procedure laid down by mBember states and it complies with all of the
following criteria:

1.1.1. A customer's functions have been establighextcordance with the Treaty on European
Union, Community treaties or Community secondagyskation.

1.1.2. Information on a customer's identity is jelplaccessible, and the financial institution or
another entity has no reservations as regardsiisgiarency.

1.1.3. A customer's activities and its accountingthads are clear and comprehensible to a
financial institution or another entity.

1.1.4. A customer is accountable to a Communityititeon or to the public authorities of a
member state of the European Union.

1.2. The activities or monetary operations of aamsr that is a natural or legal person are rare or
very limited (to be determined during regular cuosto relations monitoring by a financial institution
another entity) and the likelihood of them beingdisor money laundering and/or terrorist financisag
small, and the customer meets all (for legal peslon at least one (for natural persons) of thiofdhg
criteria:

1.2.1. A customer declares provision of financelies or performance of monetary operations,
yet this type of activity is only subsidiary andcaants for less than 5 per cent of its total openat
turnover.

1.2.2. The activities are limited to transactiorihva limited number of customers, and the value
of such transactions does not exceed EUR 1,000 egaivalent in another currency.

1.2.3. A customer declares its turnover from finahactivities over a calendar year at up to EUR
30,000 or an equivalent in another currency.

1.2.4. A customer's main activities are other tlla@ activities carried out by the financial
institution or another entity, except for those dfied in Article 2(8)(7) of the Law of the Republof
Lithuania on Prevention of Money Laundering andrdiest Financing Valstykes Zinios (Official Gazette)
No 64-1502, 1997; No 10-335, 2008).

2. The criteria on the basis of which (if at least of them is met) a treat of money laundering
and/or terrorist financing shall be considereddgteat:

2.1. At the moment of identification, a customereafuctant to perform the actions necessary for
identification and to provide information on hinfsahd his business.

2.2. A customer fails to provide the documentsstitig the financial activities (as regards the
customer's transactions entered or being entetedtire documents of incorporation and other docume
on the present or past financial activities) asiested by the financial institution or another tgnti

2.3. A customer performs non-cash transfer operatin a request of persons not related to its
main activities.

2.4. A private customer constantly resides in antguthat is not a member of the Financial Action
Task Force (FATF) on Money Laundering or of anlinédional organization with an observer status at

FATF that participates in the efforts to combat eywfaundering and terrorist financing.
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2.5. The identification data of a customer, custorepresentative (when a monetary operation is
carried out through a representative) or beneficidr the monetary operation matches the data of the
persons associated with money laundering and/ooristr activities specified in the lists drawn up the
Republic of Lithuania and international organizaidFATF, the United Nations, the European Unian) o
financial sanctions have been imposed on themdardance with the Law of the Republic of Lithuaora
the Implementation of Economic and Other Intermatidcanctions\(alstyles Zinios(Official Gazette) No
68-2369, 2004).

2.6. A customer which is a legal person or anotinganization is registered in a target territory, a
specified in the Law of the Republic of Lithuania Gorporate Income Taw/élstykes zinios(Official
Gazette) No 110-3992, 2001).

2.7. A financial institution or another entity dsliahes elements that are not typical of a custamer
activities (more frequent payments in cash, indngasums involved in monetary operations, payment f
products or services that are not related to tiséoater's main activities, etc).

2.8. A private customer's age, job position anarfoial standing (a customer's income is small
compared to the scope of his financial activitias) objectively inconsistent with the financialiaities
performed by the customer.

2.9. A customer falls within a higher-risk categaggtablished at the financial institution in

accordance with the procedures of risk assessmennhanagement.

APPROVED by
Resolution No 942 of the Government of the
Republic of Lithuania of 24 September 2008

THE RULES OF CUSTOMER AND BENEFICIAL OWNER IDENTIFI CATION AS WELL AS
DETECTION OF SEVERAL INTERRELATED MONETARY OPERATIO NS

I. GENERAL PROVISIONS

1. The Rules of Customer and Beneficial Owner lifieation as well as Detection of Several
Interrelated Monetary operations (hereinafter reférto as "the Rules") shall regulate collection an
verification of personal information on customersl aheir representatives (authorized through pavfer
attorney) by financial institutions and other aa$iton the basis of customer identification docussen
keeping of the related documents or copies therea$tomer identification instruments, as well as
detection of several interrelated operations.

2. The terms used in the Rules correspond to ttiefieed in the Law of the Republic of Lithuania
on Prevention of Money Laundering and TerroristaRiting {alstykés Zinios(Official Gazette) No 64-
1502, 1997; No 10-335, 2008) (hereinafter refetoeas "the Law").
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IIl. CUSTOMER IDENTIFICATION

3. Financial institutions and other entities thed abliged to identify a customer in the cases
specified by the Law shall require a private cusibrto produce personal documents containing the
following identification data (hereinafter referrgmas "identification documents"):

3.1. Asregards citizens of the Republic of Lithiaa

3.1.1. name(s);

3.1.2. surname(s);

3.1.3. personal humber;

3.1.4. photograph;

3.1.5. signature;

3.2. as regards foreign citizens;

3.2.1. name(s);

3.2.2. surname(s);

3.2.3. date of birth (if available — personal numbe another unique combination of characters
assigned to the person for identification purpases)

3.2.4. the number of an identification documenbban equivalent travel document, the place of
its issue and the expiry date, or the number aadegpiry date of a permit for permanent residemnca i
foreign state as well as the place and date ofd#tse (applies to foreigners permanently residm@ i
foreign country);

3.2.5. photograph;

3.2.6. signature;

4. Financial institutions and other entities theg abliged to identify a customer in the cases
specified by the Law shall require a business enstao produce its identification documents contajn
the following data:

4.1. name:

4.2. legal form, main office;

4.3. code (if any);

4.4. registration extract and date of its issue;

4.5. the data of the representatives acting undeepof attorney on behalf of a legal person, as
specified in paragraphs 3.1 and 3.2 of the Rules;

4.6. the activities of a legal person, the purpa@sesthe object of a business relationship, as well
as the type of economic activities.

5. At the start of customer identification, a conepeé officer of a financial institution or another
entity must:

5.1. verify whether a private customer entering ioboperation with the financial institution or
another entity has produced valid identificatiort@lments or equivalent travel documents; to chethef

photograph in the produced document is a photogoéfirat particular customer;
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5.2. evaluate the condition of the document produyeéth special attention to detect any possible
changes, modifications etc. to the photograph, pagentries);

5.3. find out whether a private or business custosile use the services of the financial institutio
by itself/himself or represent the interests oftaabperson;

5.4. make sure that a natural or legal personlisalithorized to act on the customer's behalf;

5.5. make a copy of the photograph page of thetifitertion document produced by a natural
person that contains his photograph, or scan threeindent; a competent employee of pension funds
management companies (when entering into pensioanadation contracts), insurance companies and
insurance brokerage firms must make a copy of thetqgraph page of the identification document
produced by a natural person that contains hisogjnaph or scan the document or enter personal data
(name and surname, personal number or anotheraisimmbination of characters assigned to the person
for identification purposes) into an additional doent (a pension accumulation contract or insurance
policy);

5.6. when a foreign customer is to be identifiedakena copy of the photograph page of the
identification document or an equivalent travel eiment or scan the document; a competent employee of
pension funds management companies (when entamtogpiension accumulation contracts), insurance
companies and insurance brokerage firms must malapw of the photograph page of the identification
document produced by a natural person containiaghdtograph or scan the document or enter personal
data (name and surname, personal number or anatiigue combination of characters assigned to the
person for identification purposes) into an addiib document (a pension accumulation contract or
insurance policy);

5.7. following the internal rules of procedure, dakction justifying the necessity to apply
simplified or enhanced identification;

6. In addition to the data referred to in paragrdpdf the Rules, a business customer or another
organization registered in a target territory, pec#fied in the Law on Corporate Income Tax of the
Republic of Lithuania Yalstyles Zinios (Official Gazette) No 110-3992, 2001), as wellthe person
representing this legal person or organization ralsst present written information about his curigate
of residence, postal address and contact inform#tialid telephone numbers, email addresses).

7. If a customer is a legal person represented mataral person or a private customer is
represented by another natural person, the finlimstitution or another entity must request a powok
attorney from him and, if possible, check its vidjidi.e. the right of the issuer to issue suchosver of
attorney) and term of duration and check what laeespecific actions authorized by the power ofratgp
(a power of attorney must be in compliance with rémuirements set by the Civil Code of the Repubdic
Lithuania {alstykes Ziniog(Official Gazette) No 74-2262, 2000)).

8. Only document originals are acceptable for ifieation. Documents in foreign languages may
be accepted if notarized with a certified authéiytiof the translation of the document from oneglaage

to another.
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9. Copies (if a paper copy of a document is mafleyery customer identification document or an
equivalent travel document whose original is ntdireed by the financial institution or another gnthust
be marked as authentic by a competent officer effittancial institution or another entity who haada
the copy. The authenticity mark shall read "Kogiijaa“ (True copy), also indicate the position tbe
responsible officer, his signature, name and suenaime date as well as the stamp of the financial
institution or another entity. If having a stangpoptional under the legislation governing the\titis of
the financial institution or another entity, thetanticity of a copy of the customer identificatidocument
or an equivalent travel document (if a paper copyhe document is made) shall be certified by the
signature of a competent officer of the financratitution or another entity, also indicating thasgtion,
name and surname of the competent officer as weéladate.

10. Customer identification requirements shall gpptiformly to all customers, including those
that apply to a financial institution or anothetigndirectly as well as those whose transactioansusiness
relations are performed through a representativea @ustomer is not physically present during his

identification.

IIl. IDENTIFICATION OF THE BENEFICIAL OWNER

11. In all customer identification cases, it isightory to identify the beneficial owner. In all
cases, beneficial owner identification includesniifecation of a natural person or a group of nakur
persons.

12. When performing beneficial owner identificatidinancial institutions and other entities:

12.1. shall demand that a customer submit the dtig data on the beneficial owner identity
(hereinafter referred to as "identity data"):

12.1.1. name(s);

12.1.2. surname(s);

12.1.3. personal number or another unique combinati characters intended for the identification
of a person;

12.2. shall check the documents produced by theewes as well as information on the beneficial
owner on the basis of the documents, data or irdtom received from a reliable and independentcaur

Such actions by a financial institution or anotkatity also include a request to the customer to
specify public sources that could confirm the infation about the beneficial owner.

13. The authenticity of the provided data shallcbafirmed by a customer in writing and/or by
stamp (if it must have a stamp in accordance with legislation governing its activities) in itsefibr
guestionnaire.

14. A financial institution or another entity mustllect and, when requested by the Financial
Crime Investigation Service under the Ministry bé tinterior, provide the following data on a beciefi
owner:

14.1. the identity data of a beneficial owner;
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14.2. evidence of verifying the information supgliey a customer in reliable and independent
Sources;

14.3. data on the management structure of a custegal person, company);

14.4. records of the movement of customer funds.

15. In order to ascertain whether a customer isgcin his own behalf or is controlled, a financial
institution or another entity must:

15.1. verify whether the right to perform a mongtaperation on behalf of the customer has been
granted to a person with which the customer hasiteebusiness, professional or commercial relajon

15.2. to verify the existence of elements that rawe typical of the customer's activities (more
frequent payments in cash, increasing sums invoiaechonetary operations, payment for products or
services that are not related to the customer's awivities, etc);

15.3. to observe whether a customer presents theriation in good faith and whether or not he

avoids answering the questions given.

IV. SIMPLIFIED CUSTOMER IDENTIFICATION

16. Simplified customer identification may be apgliin the cases specified in Article 10 of the
Law.

17. Before the procedure of customer identificatoompetent officer of a financial institution or
another entity shall verify the existence of ciraiamces that allow simplified customer identifioati

18. Having decided to apply simplified customemidfecation, the financial institution or another
entity shall, at its own discretion, select thetonwer identification instruments specified in paegdn 5 of
the Rules as well as their scope.

19. A financial institution or another entity mumit perform simplified customer identification if a
separate decision of the European Commission texs fiiessed on the issue. In such an event, thecfalan

institution or another entity must apply the prastis of chapters Il or V of the Rules.

V. ENHANCED CUSTOMER IDENTIFICATION

20. Enhanced customer identification shall be appin the cases specified in Article 11 of the
Law.

21. Before the procedure of customer identificateooompetent officer of a financial institution or
another entity shall verify the existence of ciratamces necessitating enhanced customer ideritficat

22. Having decided to apply enhanced customer ifttertion, the financial institution or another
entity shall, in the cases specified in paragr&ph=of Article 11 of the Law, apply the enhancedtomer

identification instruments envisaged in the Law.
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VI. DETECTION OF SEVERAL INTERRELATED MONETARY OPE RATIONS

23. In performing regular monitoring of the busteslations of a customer, a financial institution
or another entity must detect the cases when damtgaelated monetary operations are conducted.

24. Several monetary operations shall be deemked ioterrelated when a customer:

24.1. within one working day, performs several agiens of cash depositing in accounts that
exceed EUR 15,000 or an equivalent in a foreignetiay;

24.2. within one working day, performs several afiens of cash withdrawal from accounts that
exceed EUR 15,000 or an equivalent in a foreignetiay;

24.3. within a working day, performs other cashrapiens that, based on the data at the disposal
of the financial institution or another entity, anéerrelated and that exceed EUR 15,000 or arvatgrit in

a foreign currency.

VII. FINAL PROVISIONS

25. A financial institution or another entity shatimediately once again verify customer identity
by means of enhanced customer identification irffdlewing cases: when a customer knowingly pregid
wrongful information for the purposes of identifgithe customer or beneficial owner; when a customer
withholds information; when there exist the circtamees for the application of enhanced identifaain

the cases specified in Article 11(1).
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6. Annex VI - Guidelines on the prevention of money landering and terrorist financing
for credit institutions, approved by Resolution ofthe Board of the Bank of Lithuania

RESOLUTION OF THE BOARD OF THE BANK OF LITHUANIA

GUIDELINES ON THE PREVENTION OF MONEY LAUNDERING AN D TERRORIST
FINANCING FOR CREDIT INSTITUTIONS

15 May 2008, No. 82
Vilnius

(“Valstybes zinios” (Official Gazette), 2008, No. 62-2374)

In observance of requirements of Par. 1, Articl®f4dthe Republic of Lithuania Law on the
Prevention of Money LaunderintMalstybes zinios” (Official Gazette), 1997, N0.64-1502; 2003, No. 117
5318), the Board of the Bank of Lithuania herebg solv e s:

1. To approve the Guidelines on the Prevention Mdreundering and Terrorist Financing for
Credit Institutions (attached).

2. To repeal Resolution No. 183 of 25 November 26Dthe Board of the Bank of Lithuania on
Money Laundering Prevention Guidelines for Credistitutions (Valstybés zinios” (Official Gazette),
2004, No. 174-6479).

CHAIRMAN OF THE BOARD REINOLDIJUS SARKINAS
APPROVED
by Bank of Lithuania Board

Resolution No. 82
of 15 May 2008

GUIDELINES ON THE PREVENTION OF MONEY LAUNDERING AN D TERRORIST
FINANCING FOR CREDIT INSTITUTIONS

(“Valstybeés Zinios” (Official Gazette), 2008, No. 62-2374)

I. GENERAL PROVISIONS

1. These Guidelines shall apply to banks and atfestit institutions licensed by the Bank of Lithisaand
foreign bank branches operating in the Republicithiuania) (hereinafter - credit institutions).

2. The purpose of the Guidelines aimed at crediitinions is to establish the procedure of impletagon
of requirements of legal acts regulating the préeerof money laundering and/or terrorist financing

3. Terms as used in these Guidelines have the ngsaassigned to them in the Republic of Lithuaraa L
on the Prevention of Money Laundering and Terrdrsiancing (Valstybés Zinios” (Official Gazette),
1997, No. 64-1502; 2008, No. 10-335).
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II. LEGAL ACTS REGULATING MONEY LAUNDERING AND/OR T ERRORIST FINANCING
PREVENTION MEASURES AND MATTERS RELATED WITH THE LI ABILITY FOR
VIOLATION OF THE LEGAL ACTS

4. Matters related with the prevention of moneynliering money laundering and/or terrorist finandimg
the Republic of Lithuania are regulated by:

4.1. Law of the Republic of Lithuania on the Prei@m of Money Laundering and Terrorist Financing
(hereinafter the Law);

4.2. Resolutions of the Government of the Repudflicithuania defining:
4.2.1. criteria according to which a monetary opencor transaction are considered suspicious;

4.2.2. procedure of termination of suspicious mamebperations and transactions and submission of
information about suspicious or unusual monetargrafions or transactions to the Financial Crime
Investigation Service under the Ministry of theelmor (hereinafter FCIS);

4.2.3. rules and criteria for the keeping the regi®f suspicious or unusual monetary operatiords an
transactions of the customer on the basis of whacge recurrent and regular monetary operations are
defined;

4.2.4. procedure for identifying a customer andefieiary and of several monetary operations lintéth
each other;

4.2.5. procedure and criteria of simplified custordae diligence on the basis of which a customer is
considered as representing a low risk of moneydating and/or terrorist financing;

4.2.6. procedure and criteria of enhanced custainer diligence on the basis of which a customer is
considered as posing a high risk of money laundeaaimd/or terrorist financing;

4.3. Law of the Republic of Lithuania on Bank¥dlstybeés Zinios” (Official Gazette), 2004, No. 54-1832)
(Art. 55);

4.4, Regulation (EC) No 1781/2006 of the Europeariid#nent and of the Council of 15 November 2006
on information on the payer accompanying transféfsinds (hereinafter the Regulation) (OJ 2006456,3

p. 1);

4.5, Criminal Code of the Republic of Lithuant®#lstybés zinios” (Official Gazette), 2000, No. 89-2741)
(Articles 216, 250 and 28p establishing criminal liability for money laundiey, incitement and
commitment of acts of terrorism and financing afdests. Natural and legal persons shall be hialold
for these acts;

4.6. Code of Administrative Violations of Law ofetiRepublic of Lithuania“Yalstybes zinios” (Official
Gazette), 1985, No. 1-1) (Articles 172224 and 259 regulating administrative liability for the vidlans
of legal acts regulating the prevention of moneyntiering, establishing officials drawing up repantsthe
violations of law and bodies hearing the caseslofiaistrative transgressions of law.

lll. RISK-BASED ASSESSMENT

5. For the purpose of assessing the risk of moaegdering and/or terrorist financing a credit tosibn
shall apply a risk-sensitive method. Implementatiba risk-sensitive method allows a credit ingitin to
effectively manage the existing risk of money laeninly and/or terrorist financing paying particular
attention to the areas of higher risk.
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6. Assessment of money laundering and/or terrfiniahcing risk shall cover the following areas:
6.1. risk of a customer;

6.2. risk of products and/or services;

6.3. country and/or geographical risk.

7. In consideration of the scope and nature ddidtévities a credit institution may additionallystinguish
other types of risk.

8. Management of credit institution risk relatedhamnoney laundering and/or terrorist financing kbal
incorporated in the general risk management systeancredit institution. In observance of provisoof
this document and scope and nature of activitiegedit institution shall have procedures and syste
place aimed at the identification, assessment aadagement of money laundering and/or terrorist
financing risk and effective measures to minimiaetsrisk.

IV. CUSTOMER DUE DILIGENCE

9. Credit institutions must take all relevant, &tegl and proportionate measures to determine whathe
customer is acting on his own behalf, or is beiogtlled and identify and verify the identity of:

9.1. a customer (natural or legal person) who earnut different monetary operations or concludes
transactions;

9.2. a beneficiary (natural person, who is the beia¢ owner of a customer (legal person or a fonei
company) or controls the customer, and (or) of tamahperson in whose name a transaction or agtisit
carried out) of different monetary operations perfed or transactions concluded.

10. Credit institutions must take measures to ifleatcustomer and beneficiary and verify theirritiy in
the following cases:

10.1. before entering into business relationships, concluding a bank account or bank deposit
agreements, providing the services of safe custddyaluables or entering into other agreements with
customer;

10.2. before carrying out occasional monetary djmers or concluding transactions exceeding EUR
15,000, or its equivalent in foreign currency, Wiegtthe transaction is carried out in a single afan or

in several operations which appear to be linkeadepiin cases when a customer and beneficiary has
already been identified;

10.3. before exchanging cash, when cash amoung legithanged exceeds EUR 6,000, or its equivalent in
foreign currency;

10.4. when carrying out or receiving monetary tfarss in cases established in Regulation (EC)
No. 1781/2006;

10.5. when there are doubts about the veracitydequaacy of previously obtained customer identifigat
data;

10.6. in all other cases of suspected previousuturé money laundering and/or terrorist financing
activities, irrespective of the amount of a mongtgreration or other exemptions.
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11. If during a monetary operation its final amoustnot clear, credit institutions shall identifizet
customer and the beneficiary immediately after hguéstablished that a monetary operation exceeds EU
15,000 or its equivalent in foreign currency. Iseaf several monetary operations linked with eztbler
identification of the customer and the beneficigingll take place immediately after having estabtlistihat
monetary operations are linked with each other.

12. Credit institutions shall be prohibited from:

12.1. carrying out the operations indicated in d&¥sll of these Guidelines when a customer in cases
specified herein:

12.1.1. fails to provide personal identificatiortalks;

12.1.2. fails to provide full data or provides wgotiata and the credit institution is aware of that;
12.1.3. avoids providing required identificatiortalks;

12.1.4. conceals the beneficiary’s identify;

12.1.5. avoids providing or fails to provide infation necessary to identify the beneficiary or jues
insufficient data.

12.2. issuing anonymous depositor passbooks, opesmiionymous accounts or accounts in obviously
fictitious names, also opening accounts withoutrasho provide documents supporting the customer’s
identity, or in case of reasonable suspicionsdhtd entered in these documents are false or forged

13. Credit institutions must establish in theiemal documents that upon verification of the corpand
beneficiary’s identity and their identification:

13.1. the customer provides information about thgppse and planned nature of business relationsiips
the customer;

13.2. the customer provides personal identificaionuments required by the Government certifyirgy hi
identify and containing the customer and benefitigparticulars established by the Government;

13.3. documents, data and information received feoreliable and independent source are used: alffici
documents which contain personal photo and/or mtisjgeregistration number and which cannot be gasil
copied or forged (passport, personal identity cdriyer’s certificate, legal person’s registraticertificate,
notarised copies of documents, etc.), specifying tlustomer’s forename and surname, personal
identification code or any other unique sequencewhbers aimed at personal identification, person’s
photo and/or signature, etc. (in case of naturaégres) or name, address, code, number of regirati
certificate, VAT payer’'s code, etc. (for legal pmrs); publicly available information and databases;
recommendations of other credit institutions, etc.;

13.4. when a monetary operation is carried out amasaction is concluded through a representatiee,
required data about both, the represented andseirg party must be identified;

13.5. the information obtained shall be sufficiéot credit institutions to understand the manageémen
structure and nature of business of the custoragalperson);

13.6. information (paper-based or e-format) reakislaring customer or beneficiary’s identificationda
analysis of customer’s activities must be contirslipdocumented.

14. Credit institutions must conduct ongoing matiitg of the business relationship including scrytirf
transactions undertaken throughout the course aif rdationship to ensure that the transactionagoei
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conducted are consistent with the credit instinglcknowledge of the customer, the business (tges
business, business partners, business territary, atd risk profile including, where necessafyiggal
basis of a monetary operation is not clear anchibaetary operation does not reflect financial étorl of
the customer) — the source of funds.

15. Credit institutions must guarantee that morendering and/or terrorist financing risk assessrigen
carried out on the basis of the most recent andiggenformation. Credit institutions must continigty
revise and update customer and beneficiary’s ifiesion data. This provision shall apply to bottew
and already existing customers of credit institugio

16. Credit institutions shall be prohibited fromrrgang out monetary operations via bank accounts,
establishing business relationships, performingsaations in cases when they are not able to fiél
requirements established in pars. 10 to 15 of tk&sdelines related with due diligence of custonsend
beneficiaries. The FCIS must be forthwith notiftedhe effect.

17. Provisions of par. 9, items 10.1, 10.2 and 1dn8 pars. 13 tol5 shall not apply when a credit
institution’s customer is another financial instibu.

18. The Law establishes the following two methofdsustomer identification applicable on a risk-sénes
basis:

18.1. simplified customer due diligence;
18.2. enhanced customer due diligence.

19. In observance of the procedure and criterida@fsimplified customer due diligence establishgdhie
Government on the basis of which a customer isiden=d as representing a low risk of money laumderi
or terrorist financing, credit institutions may &pp simplified customer due diligence for the mse of
customer identification:

19.1. to companies securities of which are admittetdading on regulated markets of one or more bkm
States of the European Union and other foreign emnas securities whereof are traded on a regulated
market which are bound by requirements consistédiht tive EU legislation to disclose information abou
their activities;

19.2. in case of pooled accounts held by notamesather persons providing legal services fromEhe
Member States or from third countries, to benefies if the requirements of combating money lauimde
and/or terrorist financing, corresponding to intgional standards, are applied to them and they are
monitored by competent institutions for compliamdth the requirements, if information on the identf

the beneficiary is submitted at the request ofithencial institutions which have such joint acctain

19.3. in case of e-money, when electronic mediama@ihe supplemented, and the largest amount kept in
the media does not exceed EUR 150 or its equivatefureign currency, or in case the electronic raed
may be supplemented, but the total value of trdimsecperformed in the calendar year is subjec¢hé&
limit of EUR 2,500 or its equivalent in foreign cency, except in cases, where in the same calsmdar

the holder of electronic media takes EUR 1,00Qsoequivalent in foreign currency or a larger antpun

19.4. to a customer, if the latter is a credit imaficial institution covered by the Law, or a cteah
financial institution registered in another EU MenbState or in a third country, which sets the
requirements equivalent to those of the Law, anditoced by the competent institutions because ef th
compliance with these requirements;

19.5. to a customer representing a low risk of ngdaendering or terrorist financing.
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20. Credit institutions shall be prohibited fronpding the simplified customer due diligence, $eparate
decision of the European Commission has been passtte issue.

21. In observance of the procedure and criteritn@fenhanced customer due diligence establishédeby
Government on the basis of which a customer isidered as representing a high risk of money launder
or terrorist financing, credit institutions mustphpthe enhanced customer due diligence for thpqae of
customer identification:

21.1. when transactions or business relationshipscarried out through a representative or wheee th
customer has not been physically present for ifleation purposes;

21.2. when engaging in the correspondent bankia¢joaships with credit institutions of third couies;
21.3. when engaging in transactions or busineasiosakhips with politically exposed natural persons
21.4. in situations of high risk of money laundgror terrorist financing.

22. For the purpose of enhanced customer due dd@evhen transactions or business relationship are
performed through a representative or a customeotiphysically present for identification purposesn
situations of high risk of money laundering or ¢eist financing, credit institutions must apply ooe
several additional measures:

22.1. ensuring that the customer's identity iskdistaed by additional documents, data or infornrgtio

22.2. supplementary measures to verify or certify tocuments supplied, or requiring confirmatory
certification by a financial institution;

22.3. ensuring that the first payment of the openatis carried out through an account opened én th
customer's name with a credit institution.

23. For the purpose of enhanced customer due dd@e respect of cross-border correspondent bgnkin
relationships with respondent institutions fronrdhdountries, credit institutions must:

23.1. gather sufficient information about a respamdinstitution to understand fully the nature bét
respondent's business and to determine from pulaicilable information the reputation of the ingion
and the quality of supervision;

23.2. assess the respondent institution's anti-ynawmdering and anti-terrorist financing controls;

23.3. obtain approval from senior management befestablishing new correspondent banking
relationships;

23.4. document the respective responsibilitiesachecredit institution;

23.5. with respect to payable-through accountssdtisfied that the respondent credit institutiors ha
verified the identity of and performed ongoing diikgence on the customers having direct access to
accounts of the correspondent and that it is ablprovide relevant customer due diligence datehéo t
correspondent institution, upon request;

23.6. conduct ongoing monitoring of the businesstimnship with correspondent credit institutions.

24. For the purpose of enhanced customer due @ respect of transactions or business relksttips
with politically exposed persons, credit institutsomust:

24.1. have senior management approval for estafdjdiusiness relationships with such customers;
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24.2. take adequate measures to establish theesoliveealth and source of funds that are involvethe
business relationship or transaction;

24.3. conduct enhanced ongoing monitoring of theifass relationship with politically exposed naltura
persons.

25. If a person ceases relevant public serviceafdeast one year, credit institutions having assgthe
threat of money laundering and/or terrorist finagcmay refrain from treating him as a politicallypesed
natural person. Credit institutions must introdugernal procedures for determining whether a qusto
and beneficiary qualify as politically exposed matypersons.

26. Credit institutions shall be prohibited fronmtening into or continuing correspondent bankingtirer
relationships with shell banks (description of etaeristic features of such banks is posted onrtteenet
website: http://www.bis.org/publ/bcbs95.pdf Credit institutions must also refrain from enagin or
continuing correspondent banking relationships itiank that is known to permit its accounts taused
by a shell bank.

27. Credit institutions must:

27.1. classify customers into risk groups in obaece of criteria and procedures established irr thei
internal documents for attributing customers t& gsoups. Customers may be classified into sevésial
groups depending upon different criteria, e.g.,ntquof registration, type of business, scope ohatary
operations being carried out, etc. Moreover, irdedocuments of credit institutions shall establish
procedures for accumulating and keeping informagibout monetary operations of customers relatea wit
higher risk and principles of the creation of thpedfile” of such customers. Information gathereauh
customers might include: the source from which &iack transferred to the customer’s account, a¢d¢oun
which the customer himself transfers the fundgydescy and currency of the particular operatiortsatw
operations are carried out by the customer the rfinegiently and similar information which might be
helpful in creating the customer’s “profile”. Thastomer’s “profile” should be created for the pispmf
determining operations characteristic of a pardicalient. Creation of a detailed “profile” of astamer
shall be one of the main elements guaranteeingtefée management of the risk of money laundering
and/or terrorist financing;

27.2. pay particular attention to:

27.2.1. such activity which in their opinion dueits nature can be related with money laundering or
terrorist financing, and especially to all complaxunusually large monetary operations and traisect
and all unusual structures of transactions whicmalohave a clear economic or legal purpose, akasel
business relationship or monetary operations witktamers, including financial institutions of third
countries which do not apply money laundering antéoorist financing measures or which apply money
laundering and/or terrorist financing measures thet latter are insufficient or do not conform tae th
international standards. Results of investigatidnthee grounds and purpose of performance of such
operations or transactions shall be supported byments and kept for 10 years;

27.2.2. monetary operations and transactions aahedncealing the customer or beneficiary’'s idgraitd
business relationship or transactions with a customino was not physically present during idersificn;

27.2.3. the fact whether a credit institution coso is included in the Consolidated List of Persons
Groups and Entities subject to EU Financial Sanstitupdated Consolidated List is announced in the
official website of the European Commission:

http://europa.eu.int/comm/external_relations/cfapdsions/list/consol-list.htjn

27.2.4. payment service providers who fail to subngicessary complete information about the payer
according to the requirements of Regulation (EC) NtB1/2006; credit institutions shall accumulate a
analyse information about such payment serviceigeos;
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27.2.5. monetary operations carried out by:

27.2.5.1. persons without citizenship and foreigremd personal identification documents submitted b
them;

27.2.5.2. customers using personal (private) bankanvices;

27.2.5.3. companies providing trust services ahdrdegal persons of similar legal structure;
27.2.5.4. companies managed by formal sharehodahetrgor) companies with bearer shares, etc.
27.3. if necessary, take prompt measures to preweney laundering and/or terrorist financing.
28. The Law establishes that credit institutions:

28.1. may identify a customer or beneficiary withtheir physical participation;

28.2. for customer or beneficiary identificationrposes use the information of third parties about a
customer or beneficiary.

29. Credit institutions shall have the right toritiy a customer and beneficiary without their phgs
participation making use of the information abou¢ ttustomer or beneficiary obtained from financial
institutions or their representative offices abroatien they comply with the requirements applicable
third parties according to the Law.

30. When a credit institution registered in the W#jg of Lithuania acts as a third party and mehbts
customer or beneficiary’s identification requirertgnt shall have the right to request from thetacoer
other data or other information necessary to amdhkeMember State.

31. Credit institutions shall take measures tosBatihemselves that that third parties will imméeelia
furnish the requesting credit institution with:

31.1. all requested information and data that nmhestsubmitted in implementing the requirements
established by the Law;

31.2. copies of documents related with the ideatifon of a customer or beneficiary and other dcmnis
related with them.

32. Where the European Commission adopts a dediséttit institutions shall be prohibited from relgi
on the information about the customer or benefjoidrthird parties from the third country concerned

33. Provisions of pars. 28 to 32 shall not applytdsourcing, intermediation and agency relatigushi
when according to the contract a service proviiéermediary or agent should be considered asqgbat
credit institution.

34. Liability for meeting the customer or benefigia identification requirements established insthe
Guidelines shall rest upon credit institutions whigse third party information about the customer or
beneficiary.

35. If a customer avoids or refuses submittingrimi@tion on request of a credit institution and witthe
established time limits about the origin of mongtunds or property and other additional data, itred
institutions shall be entitled to terminate trangacs or business relationships with such custoaret
notify the FCIS to the effect.
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V. IDENTIFICATION AND TERMINATION OF SUSPICIOUS MON ETARY OPERATIONS
AND REPORTING TO THE FCIS

36. Credit institutions must report to the FCISw@bo
36.1. suspicious or unusual monetary operationgrandactions carried out by the customer;

36.2. a transaction carried out in a single opematir in several operations which appear to beetinkf
their amount in cash exceeds EUR 15,000 or itsvadgrit in foreign currency.

37. Credit institutions must also immediately reforthe FCIS in cases when they are aware of estigp
have sufficient grounds to suspect money laundesimigrrorist financing which is being or was adifua
carried out or attempted.

38. Monetary operations and transactions refeoéd item 36.1 above shall be identified on theidat

38.1. criteria established by the Government adagrtb which a monetary operation or transaction is
considered as suspicious or unusual;

38.2. relative features established by a crediitin®n and coordinated with the FCIS of the aideon the
basis of which a monetary operation or transadi@onsidered as suspicious or unusual;

38.3. ongoing monitoring of business relationshisthe customer performed by a credit institution,
including investigation of transactions identifiatien engaging in such relationships as specifigzhin 14
of these Guidelines.

39. Monetary operations of the customer mentiomedem 36.1 hereof shall be reported to the FCIS
irrespective of the amount of a monetary operafidre main criteria shall be suspiciousness andualus
type of a monetary operation. A credit institutimist determine whether a monetary operation meets a
least one of the criteria defined in the resolutidrthe Government and/or relative features ofdtieria
established by a credit institution.

40. Credit institutions shall be entitled to infothe FCIS even about those monetary operationshado

not satisfy at least one of the established cateriwhen an employee of a credit institution hadain
suspicions about a monetary operation. Suspici@ms arise from different objective and subjective
circumstances, e.g., monetary operations are raracteristic of the customer’s business, persondl a
operation data submitted by the customer are wretw, Employees of a credit institution shall seek
maximum possible information about the grounds pumgoses of a monetary operation and must provide
their written opinions to the effect.

41. A credit institution shall not be required odf out whether the customer’s activity constituaesime.
A credit institution which has information or beles that a monetary operation is suspicious or uadus
shall report on such monetary information to théS=C

42. Relative features of suspiciousness of monetamgrations shall be defined by credit institutions
themselves, i.e. what is a normal cooperation betviee customer and the credit institution, in wiestes
the customer’s cash settlement should be considerddving increased abnormally, monetary operstion
or transactions concluded by the customer do ne¢ kelear economic grounds, etc. Such relative featu
shall be coordinated with the FCIS and approveensure their uniform understanding for reporting
purposes.

43. Having established that a customer has perfibionés performing a suspicious monetary operabion
transaction, a credit institution must in the marestablished by the Government:

43.1. suspend that monetary operation or transgctio
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43.2. submit information about the customer’s idgr@ind a monetary operation or transaction toRB¢S
promptly, but no later than within 3 business hoafsthe moment of its completion or suspension,
irrespective of the amount of a monetary operatiommansaction.

44, Credit institutions must suspend monetary dfmera or transactions for maximum 5 business days i
the following cases:

44.1. having established that a customer is cagrgirt a suspicious monetary operation or transactio

44.2. upon receipt from the FCIS a written instiarctto suspend suspicious monetary operations or
transactions carried out by the customer. In tlase credit institutions must furnish the informati
requested by the FCIS within 1 business day ofébeipt of such request.

45. Credit institutions must resume suspended raoyeperations or transactions if within 5 busingsgs
of reporting to the FCIS or receiving the latteinstruction by a credit institution the latter wast
instructed to impose temporary restriction on trepprty rights in the manner established by thenxal
Code.

46. Upon receipt of a written instruction from tREIS requesting not to suspend suspicious or uhusua
monetary operations or transactions carried outhigycustomer, a credit institution must refrainniro
suspending such monetary operations or transadtiomsthe moment indicated in such instruction, mehe
suspension of a monetary operation or transactidikely to interfere with the investigation witegard to
legalisation of illegally obtained money or progeffinancing of terrorists and other offences mrtatvith
money laundering and/or terrorist financing.

47. The only criterion to be observed by a creddtifution when reporting to the FCIS on monetary
operations of the client referred to in item 36e2dwof shall be the amount of a monetary operatiothis
case attention should be paid only to the amouatrmbnetary operation, i.e. the FCIS must be atifin

all monetary operations that involve the amourgdaesh exceeding EUR 15,000 or its equivalent inigore
currency.

48. Having established that a monetary operatiaeeds the amount of money specified in the Law, a
credit institution must:

48.1. identify the customer;

48.2. communicate to the FCIS the data identifyimg customer and the agent, if a monetary operéion
carried out through an agent, and information alsoaipleted monetary operation.

49. Such information must be communicated to theSFEGrthwith, but no later than within seven busisie
days following the day of performing the monetaperation or concluding a transaction. Information
submitted to the FCIS shall include the data idgintj the customer and the agent, if a monetaryaijmn

is carried out through an agent, amount, curredate of the monetary operation, manner of carrgiiga
monetary operation and the beneficiary thereof.

50. Information established by the Law shall bensitted by credit institutions to the FCIS by e-mail
computer files, or in any other manner agreed wpitimthe FCIS. The credit institution and the FGIgll
agree to whom the information will be specificalyovided: to the head office, or also to local
subdivisions. If it is established that certainadate missing from the report submitted to the F@hat
data contained in such report are inaccurate drtligareport does not conform to the required,cteslit
institution must eliminate the shortcomings andhaith, but no later than within seven businesssgay
repeatedly furnish the information to the FCIS.

51. The Law provides for exceptions, when a cridititution is relieved from duty to notify the F&bn
monetary operations of customers.
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52. A credit institution shall not be obliged tonmmunicate to the FCIS information identifying the
customer and data about single monetary operaitimadving the amount in cash exceeding EUR 15,000
or its equivalent in foreign currency, and abowesal monetary operations linked with each otherttial
amount in cash of which exceeds EUR 15,000 omjtsvalent in foreign currency, where:

52.1. the credit institution customer is anoth&aficial institution or a financial institution ofhather
Member State of the EU;

52.2. payments and settlements are carried out mutilic and municipal authorities, other budgetary
institutions, the Bank of Lithuania, state and neipal funds, foreign embassies or consular in&bitig;

52.3. continuous and regular monetary operatiotsclwmeet the criteria established by the Govertmen
are characteristic of the customer’s activity.

53. In the case mentioned in item 52.3 hereof ditciestitution may not communicate informationttee
FCIS, however, it must specify the data identifyisigch customer, provide information about regular
business of the customer and actual monetary isflomoutflows of the customer of the last year, tnd
indicate the date from which the exception will Bppf the credit institution customer no longetistes

the established criteria, the credit institutionstnootify the FCIS to the effect, and furnish itttwihe
information prescribed by the Law on the customertnetary operations. Credit institutions must mefi

in their internal procedures the documents whictstmhe presented by the proving that the customer
engages in the ongoing and regular monetary opestiand to require that customers regularly submit
documents supporting the changes of activities.

54. A credit institution must communicate to thel&@e documents confirming the customer’s identity
and information about monetary operations, establisoy the Law, if the customer of the credit tusibn
is a foreign enterprise, its branch or represergatffice, or if the customer engages in:

54.1. the provision of legal services, is a praatjidawyer or a notary;
54.2. the organisation and running of lotteries gahbling;

54.3. the activities involving ferrous, non-ferrousprecious metals, precious stones, jewelleryksof
art;

54.4. sales of motor vehicles;

54.5. sales of real property;

54.6. auditing;

54.7. individual health care;

54.8. organisation and holding of auctions;

54.9. organisation of tourism or travels;

54.10. wholesale trade of alcoholic beverageshalcand tobacco products;
54.11. trade of oil products;

54.12. pharmaceutical business.

55. Exemption provided for in item 52.3 of theseidglines shall not apply to enterprises engaged in
activities referred to in items 54.1 to 54.12 héree., credit institutions must communicate te tRCIS

64



information prescribed by the Law, even if entesesi involved in the aforementioned activities prnfo
large ongoing and regular monetary operationshis ¢ase the underlying criterion shall be the tgpe
activity of an enterprise.

VI. KEEPING OF INFORMATION AND DOCUMENTS
56. Credit institutions must keep the following istgrs on:

56.1. monetary operations referred to in items 16.20.4 of these Guidelines, except in cases vehen
credit institution customer is another financiatitution or a financial institution of another Mbar State
of the EU;

56.2. suspicious and unusual monetary operatioth$ransactions;

56.3. customers with whom transactions or busimelsdionships were terminated under circumstances
specified in par. 35 hereof or other circumstanedated with the violations of the procedure of the
prevention of money laundering and/or terrorisafiging.

Information from registers listed in this paragrabtall be processed by credit institutions in cotapsed
manner in their information systems according ®rétguirements coordinated with the FCIS.

57. Rules for keeping these registers regulatiegrésponsibilities of registrars, the data beirgjstered
and the procedure of submission of informatiorhi® ECIS and of checks of the keeping of registeadl s
be established by the Government.

58. Credit institutions must keep:

58.1. data from registers — 10 following the cargyout of the transactions or the end of the bgsine
relationship with a customer;

58.2. copies of customer identity documents — 1l@viang the carrying-out of the transactions or el
of the business relationship with a customer;

58.3. supporting evidence of monetary operatiortsamsactions or other documents of legal powerted|
with the performance of monetary operations oryeimio transactions — 10 following the carrying-ait
the transactions or the end of the business raktiip with a customer;

59. Credit institutions must guarantee:

59.1. the keeping of records and information metibin item 58.3 hereof irrespective of whether:
59.1.1. monetary operations or transactions ai tarcinternational;

59.1.2. business relationship with a customer agoing or ended,;

59.2. the keeping of records mentioned in item 5@1&of in the manner facilitating:

59.2.1. the restoration of the particular monetagrations or transactions;

59.2.2. their use as evidence for the purposevefsiigation of criminal acts;

59.3. records and information referred to in p&.h&reof are submitted to the FCIS or other conmpete
public authorities where appropriate.
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VII. INTERNAL PROCEDURES OF A CREDIT INSTITUTION IN  IMPLEMENTING MONEY
LAUNDERING AND/OR TERRORIST FINANCING PREVENTION ME ASURES

60. A credit institution shall develop internal pedlures establishing by whom and what particular
functions will be performed in the credit institati in implementing money laundering and/or tertoris
financing prevention measures, establish, upondication with the FCIS, the procedure of filling amd
administration of registers specified in par. 56ttedse Guidelines and the internal procedure réggla
suspension monetary operations or transactiongdarut by the customer.

61. Credit institutions must establish appropriateernal control procedures of due diligence of in
identifying and verifying the identity of customeasd beneficiaries, reporting to the FCIS, keephg
information specified in these Guidelines, riskegssent, risk management (on the basis of customer,
business relationship, product or transaction tgte,), compliance management and communication in
order to forestall and prevent monetary operationdgransactions related to money laundering and/or
terrorist financing and to minimise the risk of megnlaundering and/or terrorist financing. Credit
institutions must guarantee that their employees fmoperty prepared and familiarised with money
laundering and/or terrorist financing prevention aswres established by virtue of the Law, these
Guidelines and other legal acts. Moreover, credititutions must establish measures enabling toymte

the use of technological achievements for monegdating and/or terrorist financing, i.e. guararites
customer due diligence and other requirements lesiald in these Guidelines are properly implemeited
credit institutions using new technologies (intérbanking, telephone banking, e-money, ATMs and
similar instances when monetary operations andechout without direct participation of the custemgor
credit institution manager).

62. Credit institutions must appoint managing staffponsible for the organisation of the implemiora

of money laundering and/or terrorist financing pmetion measures in a credit institution and maiinaj
links with the FCIS and for suspension of suspisiononetary operations or transactions, as well as
employees responsible for keeping the registersifega in par. 56 of these Guidelines and submissib
information to the FCIS. These functions may beiedrout by one or several employees of a credit
institution. The credit institution must inform tHeCIS about appointment of such employees in writte
form. Credit institutions must guarantee for theamentioned employees the possibility to obtdin a
information necessary for the performance of tifgiictions, including access to the information teda
with customer identification, monetary operations &ransactions and other information. Credit tngtin
employees who establish that a monetary operation be suspicious or unusual, having noticed the
features of money laundering and/or terrorist foiag must notify to the effect the aforementioned
responsible employee, who will register the infotiota about the customer and monetary operations
carried out thereby, carry out a repeat check eflonetary operation and related information andreh
appropriate communicate the information to the F&t8ording to the mutually agreed procedure and
form.

63. Credit institutions in their internal documentast establish that their employees mentionedaim 2
of these Guidelines report to credit institutionrmagers regularly (at least once a year) aboutulfienfent
of functions assigned to them with regard to thevention of money laundering and/or terrorist ficiag
in the credit institution.

64. Credit institutions must guarantee that thegmbhes and subsidiaries operating in third coemtin
which they have a majority holding carry out thadtivities in observance of requirements estahdishe
these Guidelines. Particular attention of creditiintions must be paid to their branches and sidris
operating in third countries in which they have ajonity holding and which do not apply the FATF
recommendations or apply them inadequately. Whewigions of legal acts of the Republic of Lithuania
and third country regulating the prevention of moteundering and/or terrorist financing differ, dite
institution branches or subsidiaries, in which ¢hedit institution has a majority holding, must Bpmore
stringent provisions of legal acts, to the exteatngtted by third country legislation. If third cotny’s
legislation prevent from applying such equivaleguirements, credit institutions must forthwithifyothe
FCIS to the effect and on coordination with theelatake additional measures facilitating in effesly
minimising the risk of money laundering and/or eeist financing.
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65. Credit institutions must introduce internalteyss facilitating rapid response to the FCIS eriggiiwith
regard to submission of the information specifindthiese Guidelines and ensure the submission of the
information within 14 business days (if in cert@imses these Guidelines establish shorter timeslifoit
submitting the information to the FCIS — such infation shall be submitted within such shorter time
limits).

66. For the purpose of guaranteeing effective impletation of money laundering and/or terrorist
financing risk management measures, credit ingtiiunanagers must:

66.1. get familiarised and familiarise their emmesg staff with legal acts regulating the mattershef
prevention of money laundering and/or terroristafioing, and liability for the default on the
implementation of money laundering and/or terrdifsincing prevention measures;

66.2. take measures ensuring active participatfocredit institution employees in training prograssn
(courses, workshops, study visits, etc.) on thgestilof money laundering and/or terrorist finanging

66.3. ensure the consistency of money launderimigoarerrorist financing risk management procedures
with the scope and type of activities of the créultitution;

66.4. ensure that measures for the prevention afesnéaundering and/or terrorist financing are prope
integrated in the system of internal control of tredit institution (including testing of newly medted
employees, operational audit of the system of iraiecontrol);

66.5. seek that credit institutions use in theitivities new and safe systems for the performanice o
monetary operations limiting the opportunities obmay laundering and/or terrorist financing via déred
institutions;

66.6. guarantee effective management money laurglarid/or terrorist financing risk at the leveltbé
group controlled by the credit institution.

67. Credit institution employees shall be recomneginio:

67.1. exchange respective information and expegiemith other credit institutions of the Republic of
Lithuania and foreign countries activities wheraoé concerned with the prevention of money laungeri

67.2. follow the information in media publicatioasLithuanian and foreign countries and other aldé
sources publications (e.g., Internet, etc.) coggtire issues of the prevention of money laundeaimdyor
terrorist financing;

67.3. get familiarised with recommendations of #@IS and other public authorities responsible for
implementation of money laundering and/or terrofisincing prevention measures aimed at financial
institutions or other entities and use the infoioratontained in these recommendations in theivides;

67.4. get familiarised with guidelines, instrucspmecommendations and other documents developed by
the FCIS and other international institutions ogamisations responsible for the prevention of money
laundering and/or terrorist financing, and makeafsheir provisions or information in their actigs.

VIII. INFORMATION PROTECTION AND LIABILITY

68. Credit institutions and their employees shalpbohibited from notifying the customer or othergons
or allowing them to understand in any other marthat information about monetary operations perfatrme
or transactions concluded or investigation caraetwith regard to them has been furnished to (DESF

69. Prohibition established in par. 68 of thesed@lines shall not prevent credit institutions from:
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69.1. exchanging information between credit intis, insurance undertakings and insurance brpkers
investment companies of variable capital, registénethe territory of the EU Member States andhie t
territory of third countries where requirements igglent to those established in the Law apply, mhes
they belong to the same group consisting of thergazompany, its subsidiaries and undertakingshictw
the parent or its subsidiaries have a participaiingrest as well as undertakings preparing codatst
accounts and annual consolidated financial accpunts

69.2. exchanging information between credit anthritial institutions, auditors, accountants or tax
advisors, notaries and persons entitled to perfootarial actions as well as lawyers and assistamyérs

in the cases related with the same customer anshiine transaction covering two or more such esiiiie
they are registered in the territory of the EU MemBtates and in the territory of a third counttyeve
requirements equivalent to those established in_éve apply and if they belong to the same occupatio
category and assume equivalent obligations of tbfepsional secret and protection of personal data.

70. For the purpose of par. 69 of these Guidelines:

70.1. information exchanges in cases covered by plaragraph shall be allowed exclusively for the
purposes of the prevention of money launderingartéfrorist financing;

70.2. exemptions covered by this paragraph conugrtie disclosure of information shall not apphaif
separate decision of the European Commission segasoncerning financial institutions and otheitiexst
bound by the Law and financial institutions andeotantities from the European Union Member States o
related third country.

70.3. in the cases referred to in this paragrapbmwduring information exchanges with entities regid

in third countries these entities are provided wiirsonal data, the disclosure of personal data mus
conform to the requirements established by the bathe Republic of Lithuania on Legal Protection of
Personal Data (“Valstyds Zinios” (Official Gazette), 1996, No. 63-1479080 No. 22-804).

71. A credit institution or its employees shall ri# held liable to the customer for the default on
contractual obligations or damage is they resalnfsuspension of a monetary operation or transactio

72. Credit institution employees who inform the BGh good faith about suspicious or unusual mogetar
operations or transactions of the customer shsdl laé exempt from liability of all types.

73. Submission of the information specified in thav to the FCIS shall not be viewed as disclosfre
industrial, commercial or bank secret. Neither edrinstitution, nor its employee who submits e t
FCIS the information specified in the Law shall bet subject to liability for the disclosure of irsdiial,
commercial or bank secret if having checked theemfientioned information it is established that the
customer does not engage in criminal activity.

74. The Law guarantees the anonymity of a persam lweips to identify violations of the implementatio

of money laundering and/or terrorist financing p@ion measures and cases of money launderingrand/o
terrorist financing. For the purpose of implemegtithis provision credit institutions in their repsor
communicated to the FCIS must not provide the ifleation details of the person who has notifieaath
suspicious or unusual monetary operations. Thertggball contain only the information required thg

Law and specify the credit institution as well ds local unit or employee responsible for the
implementation of requirements of the Law.

IX. FINAL PROVISIONS

75. For the purpose of these Guidelines amountsatetl in euros shall be converted to litas acogrdd
the official exchange rate of the euro and the litanounced by the Bank of Lithuania.

76. Individuals defaulting on the requirements loése Guidelines shall be held liable in the manner
established by laws.
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7. Annex VIl - Draft Law on the Amendment of Article 172'* of the Code of the
Administrative Violations of the Republic of Lithuania

Unofficial translation from Lithuanian
The draft

LAW ON THE AMENDMENT OF ARTICLE 172 ®¥ OF THE CODE OF ADMINISTRATIVE
VIOLATIONS OF THE REPUBLIC OF LITHUANIA

2010 No
Vilnius

(Official Gazette, 1985, No 1-1; 1997, No 64-152600, No 22-552)

Article 1. Purpose of the Law

This Law is aimed at the ensuring of the applicatid the European Union legal acts indicated in the
Annex to this Law.

Article 2. Amendment of Article 172
To amend Article 17%” and set forth to read as follows:

LArticle 172*). Violation of the order of implementation measuresof prevention of money
laundering and terrorist financing

Violation of order of implementation measures o ttietermination of the identity of the client and
beneficial owner provided in the Law on PreventidrMoney Laundering and Terrorist Financing shall
result in a fine for natural persons from two them till twelve thousand LTL; for the executivestbé
companies, institutions and organizations from vee¢housand till thirty five thousand LTL.

Violation of implementation order of informationqgtection measures of the reporting to the Financial
Crime Investigation Service under the Minsitry bé tinterior about the suspicious or unusual firgnci
operations or transactions, provided in the LawPoevention of Money Launder and Terrorist Financing
of the Republic of Lithuania shall result in fine the natural persons from three thousand tilltdkin
thousand LTL; to the executives of the companigstjtutions and organization from fourteen thoustihd
thirty five thousand LTL.

Violation of implementation order of protection offormation about the financial operations and the
client's identification and communication of suctiormation to the Financial Crime Investigation \Bee

under the Ministry of the Interior, of communicati@f information requested by the Financial Crime
Investigation Service under the Ministry of theer stipulated in the Law on Prevention of Money
Laundering and Terrorist Financing of the RepublicLithuania, of determination of the duties of the
financial institutions and other entities on theeinal control procedures related to the identificaof the

clients and beneficial owners stipulated in the LamvPrevention of Money Laundering and Terrorist
Financing of the Republic of Lithuania, of preseiota of reports and information to the Financialn@

Investigation Service under the Ministry of theeldr, keeping of information, risk assessment and
management, establishment of the requirementsnfpteimentation and communication, appointment of
the executive employees, organizing the implemamtaif prevention measures of money laundering and
terrorist financing, application of the provision$ the Law on Prevention of Money Laundering and
Terrorist Financing at their branches and subs&bam the third countries, of the internal systems
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allowing to react quickly to the requests of thadficial Crime Investigation Service under the Migisf
the Interior concerning presentation, deploymenglémentation of information -

shall result in a fine for natural persons from tiwousand till seven thousand LTL; for the exeasiof
companies, institutions and organizations from getieusand till twenty thousand LTL.

The same actions performed by a person punishedfynistrative punishment for the violations predd
in the first-third parts of this Article

shall result in a fine for natural persons fronefthousand till twenty thousand LTL; for the exéces of
companies, institutions and organizations from tywémousand till fifty thousand LTL."

| promulgate this Law passed by the Ssiof the Republic of Lithuania

PRESIDENT OF THE REPUBLIC

8. Annex VIII - Law on Charity and Sponsorship
OFFICIAL TRANSLATION

REPUBLIC OF LITHUANIA
LAW ON CHARITY AND SPONSORSHIP

3 June 1993 No I-172
(As last amended on 20 December 2005 — No X-461)

Vilnius

Article 1. Purpose of the Law

1. This Law establishes the framework for providargd receiving charity and sponsorship, the
purposes of providing and receiving charity andnspoship as well as the providers and recipients of
charity and sponsorship; it also regulates chaaityl sponsorship accounting and control where the
providers and/or recipients of charity and/or sposisip are entitled to reliefs from taxes and cursto
duties prescribed by the laws.

2. Where the legal rules provided for by the intdional treaties of the Republic of Lithuania are
other than those stipulated in this and other natidaws, the legal rules laid down in the intelorel

treaties of the Republic of Lithuania shall apply.

Article 2. Concept of Charity and Sponsorship
1. Charity is a voluntary and gratuitous provisafrcharity items by the providers of charity to the
recipients of charity as specified in this Law, @hiis conducted for the purposes and in a manner

stipulated in this Law.
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2. Sponsorship is a voluntary and gratuitous piomisof sponsorship items (except where
recipients may undertake the obligations referredint Article 8 of this Law) by the providers of
sponsorship to the recipients of sponsorship asifsgin this Law, which is conducted for the poses
and in a manner stipulated in this Law, includingses where sponsorship items are transferred
anonymously or in any other manner in the event thapecific provider of sponsorship cannot be
identified.

Article 3. Purposes of Charity and Sponsorship

1. Charity items shall be provided to charity résips indicated in this Law for the purposes of
satisfying their minimal socially acceptable neeglssuring health care, assisting in the liquidatibrthe
consequences of war, natural disasters, firespgimall catastrophes, outbreaks of contagious diseasd
epidemics.

2. Sponsorship items shall be provided to spongonsdtipients indicated in this Law for the
purposes of public benefit set down in paragrapbf 3his Article and stipulated in their articles of
association or regulations or in the canons, statand other rules pertaining to religious comniesit
associations and centres, while in respect of budiganced institutions, sponsorship items shall be
provided for the performance of the tasks and fanstprescribed in their regulations.

3. Within the meaning of this Law, the followingrposes shall be presumed to be for the public
benefit: activities for the purpose of internatibeaoperation, protection of human rights, inteipratof
minorities, promotion of cultural, religious andhiegl values, educational, scientific and vocationa
development, non-formal and civic education, spostial security and labour, health care, national
security and defence, law and order, crime presantidjustment of living environment and developtan
housing, protection of copyright and related riglgsvironmental protection as well as any actigitie
other fields recognised as selfless and benefizisbciety.

Article 4. Items of Charity and Sponsorship

1. Charity and sponsorship items shall comprise:

1) monetary funds;

2) any other assets, including manufactured orhased goods, and

3) services provided or rendered by charity anchsprship providers.

2. Charity and sponsorship items shall not inclfudels from state and municipal budgets of the
Republic of Lithuania, the State Social Insuranoad; the Health Insurance Fund, the PrivatisationdF
and other state monetary funds, monetary resowrfcéi®ee Bank of Lithuania, other state and municipal
monetary resources, tobacco and tobacco produhbtd,acohol and alcoholic beverages as well anste
of limited circulation.

71



Article 5. Providers of Charity and Sponsorship

1. In accordance with this Law, charity shall beognised as such where it is provided by those
charity and sponsorship funds, associations, puddjencies, religious communities, associations and
centres, divisions (chapters) of international ubtganisations which are registered in the Repuifi
Lithuania if the provision of charity is stipulatédtheir articles of association or in the canatatutes and
other rules pertaining to religious communitiessoasations and centres as well as in the legal acts
regulating their activities and if they are entitl® receive sponsorship subject to the proviswithis
Law. Monetary funds, assets (including manufactuse purchased goods) and services transferred or
supplied by associations or other organisationsatipg on a membership basis for the benefit of then
members shall not be recognised as charity.

2. In accordance with this Law, sponsorship shalldrognised as such where provided by:

1) legal and natural persons of the Republic ohuania, except for political parties, political
organisations, state-owned and municipal entempriteidget financed bodies, state and municipal
institutions, and the Bank of Lithuania. In aca@de with this Law, sponsorship shall be recognésed
such if it is provided by enterprises in which ®iate or municipality has ownership of the shasesying
over 50 percent of voting rights at a general meetif shareholders and if the said enterprisesodidave
any tax arrears to the state budget and/or munibipdgets of the Republic of Lithuania or to theds
administered by the State Tax Inspectorate, artedise State Social Insurance Fund, liabilitiedemoan
contracts and other instruments of debt signechbyMinistry of Finance or under contracts covergdb
state guarantee;

2) foreign states, foreign legal and natural pessand international organisations.

Article 6. Recipients of Charity

1. The following persons may be the recipientshafrity:

1) the disabled;

2) the sick;

3) orphans and children deprived of parental care;

4) non-working pensioners whose income comprisgspemsions and other social benefits;

5) the unemployed;

6) persons who have been recognised as havinggaé dtatus of victims in accordance with the
procedure set out in the laws of the Republic tilania;

7) families (persons) whose income fails to meet théitimal socially acceptable needs the extent
of which is established by local municipalities;

8) persons recognised as victims of war, natusaglers, fires, ecological catastrophes, epidemics,
and outbreaks of contagious diseases in accordutit¢he procedure established by municipalities.

2. 2. Persons indicated in paragraph 1 of thisclrshall be recognised as such in accordance with
separate laws and other legal acts.
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Article 7. Recipients of Sponsorship

1. The following entities registered in the Repabdif Lithuania may be the recipients of
sponsorship:

1) charity and sponsorship funds;

2) budget-financed institutions;

3) associations;

4) (repealed on 12 January 2006);

5) public agencies;

6) religious communities, associations and religioentres;

7) divisions (chapters) of international public angsations;

8) other legal persons whose activities are regdlaly special laws and which participate in not-
for-profit activity, while the profit received mayot be allocated to their participants.

2. The legal persons indicated in paragraph lisfAfticle shall become sponsorship recipients and
shall obtain the right to receive sponsorship cafer having been granted the status of a recipént
sponsorship in accordance with the procedure lavdndn this Law.

3. The recipients of sponsorship may be Lithuai@mmunities abroad, other Lithuanian bodies
or organisations as well as international char@abtganisations indicated in the list approved ty t

Government of the Republic of Lithuania or an tsibn authorised by it.

Article 8. Obligations of the Recipient of Sponsotsp

Where sponsorship is provided, the recipient ohspeoship may undertake certain obligations in
respect of the provider of sponsorship in accordamith the procedure established by the Government
the Republic of Lithuania or an institution autlsed by it.

Article 9. Providing Charity and Sponsorship

Charity and sponsorship shall be provided:

1) by transferring monetary funds or any other @s§ecluding manufactured or purchased goods)
and by rendering services free of charge;

2) by providing assets as loan for use;

3) by bequeathing any assets by will;

4) in any other manner not prohibited by the lawd @nternational treaties of the Republic of
Lithuania.

Article 10. Use of Sponsorship

1. The recipients of sponsorship may use the spsinigoreceived in accordance with this Law for
the purposes of public benefit set down in paragramf Article 3 of this Law and stipulated in thei
articles of association or regulations or in theares, statutes and other rules pertaining to mligi
communities, associations and centres as well agHaritable purposes (where they have the right to
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provide charity under this Law), while budget ficad institutions may use such sponsorship for the
performance of the tasks and functions stipulatettiéir regulations.

2. In accordance with this Law, the funds and o#tesets received as sponsorship may not be:

1) used to finance political parties or politicanegpaigns and to cover the liabilities arising in
respect of participants in political campaigns dgrthe political campaigns or related to the piti
campaigns;

2) transferred as a contribution to a legal pergbase participant is the recipient of sponsorship.

Article 11. Taxation of Providers and Recipients ofCharity and Sponsorship
The providers and recipients of charity and spastsprin the Republic of Lithuania shall be taxed

in accordance with the laws on taxation.

Article 12. Charity and Sponsorship Accounting

1. The providers of sponsorship, except for legal aatural persons indicated in paragraph 2 of
this Article, shall keep accounts for sponsorshipvjgled in accordance with this Law: they musticate
the data concerning specific recipients of spormsprstems of sponsorship and their value. The joiers
of sponsorship shall submit monthly and annual ntspon the sponsorship provided to the State Tax
Inspectorate subject to the terms and proceduablesied by the Government of the Republic of Lithia
or an institution authorised by it. A monthly repshall be submitted where the amount of the spehgor
provided since the beginning of a calendar yearsmgle recipient of sponsorship exceeds LTL 50 00

2. Legal persons entitled to receive sponsorshijjestito the provisions of this Law must keep
separate accounts, on the one hand, for sponsaetepred in accordance with this Law (indicatihg t
providers of sponsorship if it was not receivedrgmaoously as well as the value and use of spongmrshi
i.e. indicating specific recipients where the fundsssets received as sponsorship have beenetnausfo
another person) and, on the other, for sponsoishidor charity provided by themselves (indicatihg t
data concerning specific recipients of sponsorahig/or charity, items of sponsorship and/or chaetyd
their value) and must submit, subject to the teamd procedure established by the Government of the
Republic of Lithuania or an institution authorisey it, their monthly or annual reports to the Stas
Inspectorate about the sponsorship they have mateind its use, sponsorship and/or charity provied
themselves as well as their activities relatingh®e achievement of purposes beneficial to the pudndi
specified in paragraph 3 of Article 3 of this Lawegal persons shall submit a monthly report wibee
amount of the sponsorship received since the bemjnof a calendar year from a single provider of
sponsorship or the sponsorship and/or charity dealiby these legal persons to a single recipient of
sponsorship and/or charity exceeds LTL 50 000. Gowernment of the Republic of Lithuania or an
institution authorised by it shall also establisle fprocedure for accounting of the sponsorshipivede
anonymously.

3. The State Tax Inspectorate shall submit therimé&ion presented in the reports referred to in
paragraphs 1 and 2 of this Article to the DepartnodiStatistics under the Government of the Regufi
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Lithuania subject to the terms and procedure dstedul by the Government of the Republic of Lithaaoi
an institution authorised by it.

4. Religious communities, associations and cerstna#i keep accounts for sponsorship received in
accordance with this Law and for sponsorship andharity provided by themselves in accordance with
their canons, statutes and other rules. Traditioeligious communities, associations and centres i
Lithuania shall have the right, when submitting g, not to account for the sponsorship received
anonymously and for its use, while in the event trdy such sponsorship was received and usedglurin
the reporting period, they shall have the rightteosubmit a report for the said period. Requinetsidaid
down in paragraph 3 of this Article in respect phaal reports shall not apply to those traditiaedibious
communities, associations and centres in Lithuasigh received only anonymous sponsorship durieg th

calendar year.

Article 13. Charity and Sponsorship Control

1. The State Tax Inspectorate shall exercise cbatrer the provision, receipt and use of charity
and sponsorship to the extent related to tax eelief

2. Other state and municipal institutions and agmnshall exercise control over the provision,
receipt and use of charity and sponsorship withandcope of their competence where prescribed dy th
laws and other legal acts.

3. Where controlling authorities (state tax inspeate and/or customs authority) establish
violations in respect of the provision, receipt amgk of charity and sponsorship, they shall cateel

reliefs and impose statutory sanctions

Article 14. Import and Export of Assets for Sponsoship

1. Where assets are imported for sponsorship ter liebm the provider of sponsorship attesting
that such assets are intended for sponsorship lshalubmitted for customs inspection together with
customs declaration. Where medicinal or medicatipcts are imported, they shall be accompanied by
additional documents in accordance with the proeedatablished by the Ministry of Health.

2. Assets shall be exported as sponsorship ortlyeirevent that they are intended, in conformity
with this Law, for Lithuanian communities abroadher Lithuanian bodies or organisations as well as
international charitable organisations indicatedhia list approved by the Government of the Republi

Lithuania or an institution authorised by it.

Article 15. Status of Sponsorship Recipient

1. Persons indicated in paragraph 1 of Article Thaf Law may apply to the manager of the Legal
Entities’ Register for the status of a recipienspbnsorship. The status of a recipient of sp@hgemust
be granted where the articles of association (egiguis) of such persons provide for:

1) activities beneficial to society as specified paragraph 3 of Article 3 of this Law (this

requirement shall not apply to budget financedtimnsbns);
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2) (repealed on 12 January 2006).

2. The Government of the Republic of Lithuania kbalablish the procedure for granting the status
of a recipient of sponsorship, including repeatehting of such status.

3. The manager of the Legal Entities’ RegisterIgteaioke the status of a recipient of sponsorship
on the proposal of a controlling authority or at¢ tlequest of the recipient of sponsorship himséh
institution shall apply to the manager of the LeBatities’ Register to revoke the status of a necipof
sponsorship after having established, within tlepemf its competence, that:

1) there is an effective court judgement in respEcthe person regarding a crime or criminal
offence against the economy and business pradtitteedinancial system as provided for by the Rdipub
of Lithuania Criminal Code;

2) the person has committed a violation of the loamthe Prevention of Money Laundering;

3) the person has failed to prepare a report edeiw in paragraph 2 of Article 12 of this Law in
accordance with the procedure established by thei@ment of the Republic of Lithuania or an ingiiin
authorised by it within a period of two months afteing notified thereof;

4) the person provided, received or used the ammfuztiarity or sponsorship funds exceeding 250
minimum living standards (hereinafter referred $0"BILS”") during one calendar year or exceeding 500
MLS during three successive calendar years in tiaaf requirements of this Law;

5) the person has not paid arrears in paymentsftenthx administrator has become entitled to
enforce the recovery thereof in accordance withprezedure established by the Republic of Lithuania
Law on Tax Administration. This provision shall napply where the enforced recovery of arrears in
payments has been suspended or has not commen@addrdance with the procedure established by
Article 110 of the Law on Tax Administration.

4. A legal person whose status of a recipient aehsprship has been revoked for committing at
least one of the violations specified in paragr@pdrf this Article may reapply for the said statostlie
manager of the Legal Entities’ Register not eatliemn one year after the day of its repeal. Theistaf a
recipient of sponsorship shall be granted againrevtiee legal person has paid all of the taxessfared
late-payment interest, has not been convictedhierctimes indicated in subparagraph 1 of paragBaph
this Article, did not commit the criminal offencislicated in subparagraph 1 of paragraph 3 ofAniicle
during a period of the preceding one year and whereiolations of the Law on the Prevention of Mgne
Laundering were identified during a period of omary

5. Traditional religious communities, associatiansl centres in Lithuania shall enjoy the status of

a recipient of sponsorship. Provisions of paragsah 2, 3 and 4 shall not apply to the said estiti
Article 16. Liability for Violation of the Law

Providers and recipients of charity and sponsorshiall be liable for violating this Law in
accordance with the procedure set out in the ldwiseoRepublic of Lithuania.
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Article 17. Settlement of Disputes

Any dispute relating to charity and sponsorshiplidie settled in accordance with the procedure

set out in the laws of the Republic of Lithuania.

| promulgate this Law passed by the Seimas of épeiBlic of Lithuania.

PRESIDENT OF THE REPUBLIC ALGIRDAS
BRAZAUSKAS
Annex to
the law No XI-
of the Republic of Lithuania
2009

THE LEGAL ACT OF THE EUROPEAN UNION BEING IMPLEMENT ED

Directive of the European Parliament and the Cdi@5/60/EC of 26 October 2005 on the preventibn o
the use of the financial system for the purposenohey laundering and terrorist financing (OL 2005,
309, p.15).
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