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1 General overview of the current situation and the developments since the
last evaluation relevant in the AML/CFT field

The 3rd round evaluation of Lithuania by MONEYVA&adk place from 8 -14 January 2006. The final
report was adopted by the MONEYVAL Committee atdfist Plenary meeting in Strasbourg on 30
November 2006.

The 3 round detailed assessment report on Lithuania eissussed in the Working group on
coordination of activities to fight against moneyuhdering established by the Prime Minister. The
competent state institutions were informed aboet MMONEYVAL report and asked to take into
account and implement recommendations provideddmeport. It was agreed that recommendations of
the MONEYVAL experts will be implemented togetheitwthe implementation of provisions of thé 3
EU money laundering directive.

The Parliament (Seimas) adopted the Law on theeltmn of Money Laundering and Terrorist
Financing (hereafter — the AML/CFT Law) on 17 Jayu2008. The AML/CFT Law entered into force
on 24 January 2008.

After the adoption of the AML/CFT Law, as well dset5 Resolutions of the Government of the
Republic of Lithuania provided by the Law, the glides for the financial institutions and other

entities shall be adopted, by which it is soughpteclude money laundering and terrorist financing.
Through the above mentioned Law, resolutions ofGlbeernment and the guidelines the large part of
the recommendations indicated in the MONEYVAL rdpshall be implemented. One of the

resolutions was specially drafted to implement MM®NEYVAL recommendations which are not

covered by the new Law.

The task of the AML/CFT Law is to amend and spetlifg provisions of the previous version of the
Law on Prevention of Money Laundering, seekingriplement:

1. Directive 2005/60/EC of the European Parlianssmt of the Council of 26 October 2005 on
prevention of the use of the financial system Far purpose of money laundering (OL L 309, 2005, p.
15).

2. Directive 2005/60/EC of the European of 1 Augd®06 laying down implementing
measures for Directive 2005/60/EC of the Europearidment and of the Council as regards the
definition of ‘politically exposed person’ and tedtal criteria for simplified customer due diligenc
procedures and for exemption on grounds of a fimhrctivity conducted on an occasional or very
limited basis (OJ L 214, 2006, p. 29).

3. Regulation (EC) No 1781/2006 of the Europeanlidaent and of the Council of 15
November 2006 on information on the payer accomipanyansfers of funds (OJ L 345, 2005 p. 1).

4. Regulation (EC) No 1889/2005 of the Europearidaent and of the Council of 26 October
2005 on controls of cash entering or leaving then@anity (OJ L 309, 2005, p. 9).

The AML/CFT Law provides new definitions of shelbrk, politically exposed persons, family
members, close associates, company service preyitle third parties as well as specifies valid
definitions of the Law.



New competent authorities under the AML/CFT Law: are
¢ the Lithuanian Assaying and Hallmarking Laboratory
* the Chamber of Auditors
* the Chamber of Notaries
* the Department of Heritage of Culture under theiig of Culture
* the Chamber of Bailiffs
New obligations of financial institutions and otlsebjects under the AML/CFT Law:
* identify not only the customer, but the benefiaainer as well;
* obtain information on the purpose and intendedreatiithe business relationship;
* identify the customer and verify the customer'sntdg on the basis of documents, data or
information obtained from a reliable and independeurce;
* conduct ongoing monitoring of the business relatom including scrutiny of transactions
undertaken throughout the course of that relations;
« keep information about the customer up-to-date.

According to the provisions of the AML/CFT Law sabjs apply customer due diligence measures in
the following cases:

* before establishing a business relationship;

* before carrying out occasional transactions amagnido EUR 15 000 or more, whether the
transaction is carried out in a single operationnoseveral operations which appear to be
linked;

« before foreign exchange operations if the amoursirggle operation is above EUR 6 000 or it
equivalent in foreign currency;

¢ before carrying out internal and foreign money $fanby post if it is above EUR 600

« there is a suspicion of money laundering or testdinancing, regardless of any derogation,
exemption or threshold;

« there are doubts about the veracity or adequagyedfiously obtained customer identification
data.

The AML/CFT Law introduces new special customer diligence procedures:
¢ simplified customer due diligence (in cases ofanithreat of money laundering or financing
of terrorism);
¢ enhanced customer due diligence (in cases of rttajeat of money laundering or financing of
terrorism).

The AML/CFT Law extends of the period of suspensibsuspicious and unusual transactions from 48
hours till 5 working days.

The subjects of the AML/CFT AML Law are not lialdfter the disclosure of information to the FCIS in
accordance with the AML/CFT Law.

The disclosure in good faith by the subject or loyeanployee or director of such subject of the
information shall not constitute a breach of angtmmetion on disclosure of information imposed by
contract or by any legislative, regulatory or adstimative provision, and shall not involve the sdbj

or its directors or employees in liability of anyd.

If the subject of the draft Law is unable to id@nthe customer and the customer does not proviee t
requested information about the source of the mareproperty, other additional documents the
subject of the draft Law shall terminate the tratisa or the business relationship, and shall aw@rsi
making a report to the Financial Crime Investigatiervice (hereafter —the FCIS).

The new obligations of the subjects of the AML/CEaw:



* ensure participation of their relevant employeespeacial ongoing training programmes to help
them recognise operations which may be relatedawem laundering or terrorist financing and
to instruct them as to how to proceed in such ¢ases

e establish adequate and appropriate policies andegures of customer due diligence,
reporting, record keeping, internal control, risks@ssment, risk management, compliance
management and communication in order to foreatadl prevent operations related to money
laundering or terrorist financing;

e communicate relevant policies and procedures aner sequirements of the AML Law where
applicable to branches and majority owned subgéatian third countries;

e establish adequate internal systems, allowing aotreo the inquiries of the FCIS concerning
the information provided in the AML Law immediately

The AML/CFT Law allows exchange of information beem the subjects: financial institutions,
auditors, accounting undertakings or undertakingwiging tax advice services, notaries and persons
licensed to perform notarial acts, lawyers and kns\assistants.

In cases related to the same customer and the sansaction involving two or more institutions or
persons, provided that they are situated in a MenState, or in a third country which imposes
requirements equivalent to those laid down in tMLACFT Law, and that they are from the same
professional category and are subject to equivabbliations as regards professional secrecy and
personal data protection.

Presently the drafts of the resolutions of the Gawvent have been prepared, which shall regulate the
implementation of the AML/CFT Law.

According to the recommendations of the MONEYVALpers the Parliament (Seimas) adopted the
Law on Amendment of Article 3 of the Law on Paynge(® December 2007 No X-1351). It abolishes
the different approach of internal and cross-bomp@yments. This Law entered into force on 15
December 2007.

Regulation (EC) No 1781/2006 on information on plagser accompanying transfers of funds entered
into force from the beginning of 2007 in Lithuanihis Regulation implements requirements of the
Special Recommendation VII on wire transfers (SR ¥l the FATF and it's provisions are applicable
directly in all the EU member states.

Working group at Ministry of Justice prepared afdkaw on the amendment and supplementation of
the Lithuanian Criminal Code which should fully ilement recommendations of the MONEYVAL
experts. Currently the mentioned draft Law is urdiscussion. With the request for response the draf
Law was sent to a number of state institutions {8ig of Internal Affairs, Unit of Financial Crimes
Investigation Service under the Ministry of IntdrAdfairs, Prosecutor General's Office, State Segurit
Department) and to scientific institutions (MykoRemeris University, Vilnius University, Institute
Law).

The proposed amendments should fully cure shortogsniof the current definition of terrorism
financing and fully implement recommendations oé tMONEYVAL experts. It is proposed to
introduce separate offence of terrorism financitad.(250° of the Criminal Code Code).



2 Key recommendations

Please indicate which improvements have been nmadspect of the FATF Key Recommendations
(Recommendations 1, 5, 10, 13; Special Recommemndati and IV) and the Recommended Action
Plan (Appendix 1).

Recommendation 1 (Money Laundering offence)

Rating: Partially Compliant

Recommendation of the
MONEYVAL Report

To unify the two ML definitions.

Measures taken to
implement the
Recommendation of the
Report

There have been no changes in the statutory defisitof ML since the last evaluation. However,
working group at Ministry of Justice prepared afdcd Law of amendment and supplementation of

Lithuanian Criminal Code (further — the Draft) whishould fully implement recommendations of

he

committee of experts. Currently the Draft is undesicussion. With the request for response the Dra

was sent to a number of state institutions (Migistf Internal Affairs, the Financial Crimes
Investigation Service under the Ministry of IntdrAffairs, Prosecutor General's Office, State Sdgur

Department) and to scientific institutions (MykoRemeris University, Vilnius University, Institutef
Law).

In the Draft it is proposed to abolish the Artidi@9 and to amend the Article 216 so that this Aatjc

would unify two ML definitions and would cover @lements of ML. Further citations from the Dr
are provided:

Article 4. Abolishing of Article 189
Article 189 shall be abolished.

Article 5. Amendment of Article 216

Article 216 shall be amended and shall be writtehso:

“Article 216. Legalization of money or property

1. Any person who carries out financial operatiaith his own or another person‘s prope
or with proceeds from such property in the percepthat the property acquired in a criminal way
concludes agreements, uses them in economic or eoriahactivity, makes fraudulent declarati

that they are derived from legal activity or inyaather way aims to conceal origin, location,

Aft

rty
(0]

on

movement or ownership of such property or procealds, who acquires, uses or realizes property i
the perception that this property proceeds fromnicral offences shall be punished by imprisonmen

for a term for up to 7 years.
2. Any person who acquires, uses or realizes ptppé value equal to 10 MLS* or less

n

the perception that this property proceeds frommicral offences, commits a misdemeanor, and sha

be punished by community service, or a fine, oexiébn.
3. Legal entities shall also be held liable for #ltés specified in this Article”.
*- Currently MLS (minimal life standard) is equal

Recommendation of the
MONEYVAL Report

Money laundering should be criminalized more syiend the legal incrimination should follow
Article 3(1)(b)&(c) Vienna Convention and Articl€l$ Palermo Convention, so as to cover also
conversion, transfer of property or concealmenggdise of the true nature, source, location,
disposition, movement, rights with respect to,wnership of property, if such conduct is carried ou
outside of a financial operation, conclusion ofagreement, an economic or commercial activity, o
by means of a fraudulent declaration.

Measures taken to
implement the

It is proposed to amend the description of ML ie Hrticle 216 so that it would cover not only contl

o




Recommendation of the | that is carried out in the context of a financipémtion, conclusion of an agreement, an economic 0
Report commercial activity, or by means of a fraudulentldeation but also conduct that is not related with
the activities mentioned above. More over an opdimidion of ML is proposed, including aiming to
conceal origin, location, movement or ownershigwth property or proceeds in any other way
thus not restricting ML on activities explicitly m&oned in the Article 216.
Recommendation of the | To provide for the applicability of Art. 21 alsotite various offences contained in art. 189.
MONEYVAL Report
Measures taken to Article 21 is applicable to Article 216. As it isqgposed to amend the Criminal Code so that Articlg
implement the 216 would cover offences contained in Art. 189,idet21 would be applicable to these offences.
Recommendation of the | article 21 would be inapplicable only to the miraffences of ML provided in thé'®paragraph of
Report Art. 216: acquisition, usage or realization of pudp of value equal to 10 MLS or less in the
perception that this property proceeds from crimaffences.
Recommendation of the | To reviewthe effectiveness and the dissuasive charactéreofriminal sanctions under art. 189.
MONEYVAL Report
Measures taken to As it is proposed to abolish Article 189 and to achdrticle 216 so that it would cover all elemeots
implement the ML, any case of ML would be punishable by impris@mifor a term of up to 7 years. Only some
Recommendation of the | minor cases of ML (using, acquiring, realizatiorpobperty that proceeds from criminal offences wher
RiEpol value of property equal to 10 MLS or less) woubtstitute a misdemeanour and would be punishable
by community service, or a fine, or detention.
Recommendation of the | To consider making an explicit provision, as neapgsspecifying that the laundering offence appligs
MONEYVAL Report to both direct and indirect proceeds.
Measures taken to It is proposed to provide in Art. 216 that laundgroffence applies not only to money and property
implement the acquired in a criminal way, but also to proceedsumh property. This provision fully implements
Recommendation of the | recommendation as money and property acquirectiimanal way should be understood as direct
Report proceeds and proceeds of money or property acqinir@driminal way should be understood as
indirect proceeds.
(Other) changes since the It is proposed to reduce standard of mental elefieeMIL and to provide that perpetrator commits an
last evaluation ML offence “in the perceptiothat the property acquired in a criminal way” @& of “knowingthat
the property acquired in a criminal way”. Percepti®wider notion than knowledge and it covers both
knowledge and suspicion that property was acquiredcriminal way.
Recommendation 5 (Customer due diligence)
|. Regarding financial institutions
Rating: Partially Compliant
Recommendation of the | To include in the AML Law a specified referencéhfull CDD measures as opposed to identificatior
MONEYVAL Report procedures which, in themselves, are part of theDQDocess and provide for the independen
verification of the identification information obiteed.
Measures taken to - The new AML/CFT Law incorporates full customer diiigence measures, which contains
implement the the obligation of financial institutions and ottmrbjects of the Law to conduct customer gue
Recommendation of the diligence procedures in cases mentioned in Art@lef the AML/CTF Law (always by
Report establishing a new business relationship, by caimymccasional transactions (single or
several linked operations) over 15 000 EURO, irea#sdoubts about the accuracy or veracity
of previously obtained customer information, inea$ suspicion, on entering the casino anc
on exchange of money to chips, in case of currena@hange in cash when the amount is
above 6000 euros, in case of internal or crossdsgrdstal money transfers above 600 euros )
The AML/CFT Law provides new obligations for finaalkinstitutions and other subjects:
- must identify the customer and beneficial owner;
- must receive information from the customer aboet plarpose of his business relations anc
their intended character;




- must check identity of the customer and beneficimher following the documents, data and

information, received from the reliable and indegemt source;
- must conduct ongoing monitoring of the customersir®ss relationship and ensure that
data about client and beneficial owner must becwged and kept up-to-date.
Implementing requirements of the Il Directive tmew AML/CFT Law introduces cases wh
simplified and enhanced customer due diligencequioes applies.
The detailed procedure will be established by @sslution of the Government and it will cover:

- identification and verification of the customer areheficial owner,

- determination of beneficial owner including veré#imon (risk-based approach),

- asking the information on the substance of thermss relationship (e. g. a business plan),

- conducting on-going monitoring of a client actiegi whether they are in line with h
proclaimed business plans, whether his risk prasilshowing substantial changes, includ
the flow of up-dated information on his activitiesc.

Recommendation of the
MONEYVAL Report

To provide for a specific inclusion in the AML Lder identification requirements in the case
suspicion irrespective of the LTL50,000 (Euro 18)d@reshold.

Measures taken to
implement the
Recommendation of the
Report

The new AML/CTF Law lists cases when customer diligethce procedures must be conducted
financial institutions and other subjects of thevLa

Article 9 of the Law provides that financial instibns and other subjects of the Law must conduet
diligence procedures in other cases when thersispicion of money laundering or terrorist finamgc
activities, regardless of any derogation, exemptinthreshold. This provision of the Law impleme
above mentioned recommendation of the MONEYVAL eige

Recommendation of the
MONEYVAL Report

To revise Article 3 of the Law on Payments withardg to customer details for cross-border
payments.

the

en

is
ng

of
by
d

nts

Measures taken to
implement the
Recommendation of the
Report

Implementing the recommendation of tHfENONEYVAL report the Law on Payments was amend
This amendment of Article 3 of the Law abolishes different approach of internal and cross-bo
payments. The amendment of the Law on Paymentsdae®\that credit institutions must apply t
same requirements as regards customer’s idenitficdetails for internal and cross-border payme
In both cases (internal and cross-border paymdintaicial institutions are required to obtain g
maintain the following information on: the nameasfginator; the originator's account numberand
originator’s address or identity number.
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Recommendation of the
MONEYVAL Report

To ensure that the Register of Legal Persons recanmtbrmation on shareholding changes in le
persons following registration.

gal

Measures taken to
implement the
Recommendation of the
Report

The Draft Law amending Article 12 and supplementimticle 41 of the Law on Companies (No. |
1594) has been prepared and presented for the icatioth among institutions concerned. Md
detailed information is presented commenting thelémentation of R.33.

e

Recommendation of the
MONEYVAL Report

As part of the CDD process, financial institutistsould be required to draw up customer acceptg
policies and business profiles with an obligationdn-going due diligence procedures.

nc

Measures taken to
implement the
Recommendation of the
Report

This recommendation was implemented through theigons of Article 19 of the AML/CFT Law
which states that financial institutions and otbabjects must establish appropriate internal cor
procedures related with due diligence of client dreheficial owner, reporting and providing
information to the FCIS, as well as record keepaggessment of clients risk, management of the
other measures which will prevent money laundednd terrorist financing. These procedures cqg
customer acceptance policies and business profiles.

According to the new provisions of the AML/CFT Ldimancial institutions and other subjects in
cases must conduct ongoing monitoring of the bgsimelationship including scrutiny of transactig
undertaken throughout the course of that relatipngh ensure that the transactions being condu
are consistent with the institution's or personsvkedge of the customer, the business and risi{gre
including, where necessary, the source of funds.
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Financial institutions and other subjects must englnat the documents, data or information held
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revised and kept up-to-date.
More detailed procedures will be implemented thiotlge Instructions for financial institutions whi
will be adopted after the adoption of the Governtmesolutions.

Recommendation of the
MONEYVAL Report

To introduce a specific obligation for financiaktitutions to consider reporting where the ID
procedures cannot be completely and satisfactéuifilled.

Measures taken to
implement the

Implementing abovementioned recommendation of ti¥NH#YVAL experts the AML/CFT Law was

D

amended and now provides that it is prohibitedfiftancial institutions and other subjects of thevl

ch

a

Recommendation of the | {5 establish business relationship or perform tnsactions in case due diligence can not b
RiEpol completed and in case beneficial ownership canbeotletermined. The Law provides that in suck
cases when it is impossible completely and satisfiy fulfil identification procedures the finaradi
institutions and other subject of the Law are podhd to establish business relationships and parfo
transactions and obliged to report such casesté @S immediately.
(Other) changes since the
last evaluation
Recommendation 5 (Customer due diligence)
Il. Regarding DNFBP?
Recommendation of the | To address CDD including identification issues, finevision of a legal basis to certain key element:
MONEYVAL Report of the ID process, and the timing and basis ofayglicability of the ID process.
Measures taken to The AML/CFT Law stipulates the verification as argmwnent of due diligence procedures; meaning |

implement the
Recommendation of the
Report

has to be done together with identification byddiliged entities; by all means it has to be fintshe

before the establishment of the business relatipneh before the business transaction is bein

executed.

(Other) changes since the
last evaluation

Recommendation 10 (Record keeping)
I. Regarding Financial Institutions

Rating: Compliant

Recommendation of the
MONEYVAL Report

Measures taken to
implement the
Recommendation of the
Report

(Other) changes since the
last evaluation

Recommendation 10 (Record keeping)
Il. Regarding DNFBP?

Recommendation of the
MONEYVAL Report

Measures taken to
implement the
Recommendation of the
Report

(Other) changes since the
last evaluation

Zj.e. part

of Recommendation 12.

%j.e. part of Recommendation 12.



Recommendation 13 (Suspicious transaction reportir)g
I. Regarding Financial Institutions

Rating: Partially Compliant

Recommendation of the
MONEYVAL Report

In general the obligation to report suspicious eamions is adequately covered through the AML/(
Law and the Government Resolution 929. It is haveawt clear whether the obligation applies
attempted transactions or to cases where an imstitinas reasonable grounds to suspect th
transaction may be related to money laundering: tii@financial sector the obligation is restricted
the carrying out of a “financial operation” as ae&fil in the Act and would therefore exclude of]
transactions not necessarily involving a financiahtent (contrary to the requirements also of tHe
EU Directive). The Lithuanian authorities may wish to reconsidex Law in this regard.

Measures taken to
implement the
Recommendation of the
Report

The above mentioned obligation to report casedtefmpted transactions or cases where an instity
has reasonable grounds to suspect that transawtigrbe related to money laundering will be cove
through provisions of the Government resolutionscesning unusual and suspicious transaction.
the basis of mentioned draft resolution, the oldigatity is required to report without delay to t
FCIS not only unusual and suspicious transactiomsilso attempt to do so.

The new AML/CFT Law extends the reporting obligatif financial institutions and now according
the provisions of the new AML/CFT Law financial fitstions and other subjects must report to
FCIS about all the suspicious or unusual finanggdrations and transactions regardless the améu
the operation or transaction.

Recommendation of the
MONEYVAL Report

The FT reporting should be directly addressed tigtoapecific provisions in the AML Law that are 1
restricted to information on international lists.

Measures taken to
implement the
Recommendation of the
Report

According Article 1 of the AML/CFT Law, one of thmurposes of the AML/CFT Law is to establi
the measures for prevention of money launderingtarrdrist financing. One of the measures liste
Chapter 3 of the AML/CFT Law is report on suspigar unusual financial operations or transacti
By all means such measure involves FT reportingreVidetailed instructions in this regard will
determined by the Government resolution.

(Other) changes since the

last evaluation

D

Recommendation 13 (Suspicious transaction reportir)g
Il. Regarding DNFBP*

Recommendation of the
MONEYVAL Report

DNFBPs should be made more aware of their impontalatin the AML/CFT regime of Lithuania thy
ensuring that, in understanding their role bettddEBPs acknowledge and implement the AML
obligations furtherln this regard th&ithuanian Authorities may widi revisit the AML Law
accordingly.

Measures taken to
implement the
Recommendation of the
Report

The Culture Heritage Department under the MinisfrZulture of the Republic of Lithuania, Insuran
Supervisory Commission of the Republic of Lithuaritee Securities Commission of the Republig
Lithuania, the State Gaming Supervisory Commissitve, Chamber of Notaries, the Chamber
Auditors, the Lithuanian Chamber of Bailiffs, thesgaying and Hallmarking Laboratory of Lithualr
and the Lithuanian Bar Association according tartbempetence, is responsible for the preventio
money laundering and terrorism financing stipulatieel AML/CFT Law and are obliged to appro
instructions aimed at prevention of money laundgdnd terrorist financing, supervise the activity,
entities, related to the implementation of prewanineasures against money laundering and tert
financing, consult on the issues of the implemémtabf the abovementioned instructions. CI
cooperation on awareness programs are in procesedrethe entities and the FCIS.
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*i.e. part of Recommendation 16.

10



Special Recommendation Il (Criminalise terrorist financing)

Rating: Partially Compliant

Recommendation of the
MONEYVAL Report

To introduce a separate offence of terrorist finage independently from art. 250 which deals with

terrorist activities involving criminal groups, iline with the requirements of SR.II and according t

Art.2 of the 1999 UN Convention for the Suppressibthe Financing of Terrorism, with a view
particular to: a) include the collection of funds) refer to individual terrorists; d) state that order to
be criminally liable it is not necessary that fundere actually used to carry out terrorist acts o
linked to a specific terrorist act.

in

Measures taken to
implement the
Recommendation of the
Report

There have been no changes in the statutory defisibf terrorism financing since the last evalomati
However, working group at Ministry of Justice preggzhthe Draft, mentioned above, which currentl
under discussion. With the request for responseDitadt was sent to a humber of State instituti

(Ministry of Home Affairs, Unit of Financial Intejence at Ministry of Home Affairs, Prosecutor

General's Office, State Security Department) and stientific institutions (Mykolas Romer
University, Vilnius University, The Institute of k.

The proposed amendments should fully cure shortogsniof the current definition of terroris
financing and fully implement recommendations oé tbommittee of experts. It is proposed
introduce separate offence of terrorism financiAg.(25F of Penal Code). It is also proposed
provide that an offence of terrorism financing irdets the collection of funds or any other propartg
refers to support to individual terrorists. In ardie be criminally liable it would not be necessé#mgt
funds or property were actually used to carry eutorist acts or be linked to a specific terroast. It
would be sufficient that perpetrator perceived (krog suspected) that funds, property or support
be usedo carry out a terrorist act or to commit othaminal offence related with terrorist act or
support an individual terrorist or a group of teists.

The offence of financing terrorism would be listedArticle 7 of Penal Code, which provides univér
penal jurisdiction of the State for the crimes,cifoed in international agreements.

Further citations from the Draft are provided:

Article 1. Amendment and supplementation of tfieArticle
The 7th Article shall be supplemented with the 7&\sub-paragraph:
,7) financing of terrorism (Article 25%

Article 6. Amendment of the 5th and 6th paragragfitfie 250 Article

1. Words “also financed or gave material or othesp®rt to such group” shall be deleted from tie 5

paragraph of the 280Article and this paragraph shall be written out so

na
to

“5. Any person, who created a group of accomplaresrganised group for the commitment of the act:

mentioned in this Article or participated in itstigities, shall be punished by imprisonment frono4
10 years.”

2. Words “also financed or gave material or othgapsrt to such group” shall be deleted from tfie 6

paragraph of the 280Article and this paragraph shall be written out so

“6. Any person, who created a terrorist group véth objective to threat people or illegally demand

from state, its institution or international orgsation to perform specified actions or to restifaom
them or participated in its activities, shall banjsthed by imprisonment from 10 to 20 years."

Article 7. Supplementation of the Code with theidlet 25¢

The Code shall be supplemented with the Article?250

“Article 250°. Financing of terrorism

1. Any person, who collects funds, any other prigper provides material or any other support tceot
person, in the perception that these funds, prgmersupport may be used to carry out a terrodsba
to commit other criminal offence related with teisd act or to support an individual terrorist of
group of terrorists, shall be punished by imprisentrfrom 4 to 10 years.

11




2. Any person, who provides material or any othgpsrt to a terrorist group or collects funds oy an
other property in the perception, that it may bedut support terrorist group, shall be punished b
imprisonment from 10 to 20 years.
3. Legal entities shall also be held liable for #logs specified in this Article.”
(Other) changes since the
last evaluation
Special Recommendation IV (Suspicious transactioreporting)
I. Regarding Financial Institutions
Rating: Partially Compliant
Recommendation of the | The obligation to report suspected FT transactimnsnly restrictively addressed through Governmen
MONEYVAL Report Resolution 929.
Measures taken to See answer for recommendation 13.
implement the
Recommendation of the
Report
(Other) changes since the
last evaluation
Special Recommendation IV (Suspicious transactioreporting)
Il. Regarding DNFBP
Recommendation of the
MONEYVAL Report
Measures taken to
implement the
Recommendation of the
Report
(Other) changes since the
last evaluation
3 Other Recommendations
In the last report the following FATF recommendasiavere rated as “partially compliant” (PC) or
“non compliant” NC (see also Appendix 1). Pleageecdy for each one which measures, if any,
have been taken to improve the situation and imeidrthe suggestions for improvements contained
in the evaluation report.
Recommendation 6 (Politically Exposed Persons)
Rating: Partially Compliant
Recommendation of the | To provide for rules regarding PEPs under the AMawLwith specific enhanced customer due
MONEYVAL Report diligence requirements.
Measures taken to Implementing this recommendation of the MONEYVAI® 8ound evaluation report the Law wps
implement the amended accordingly and now the new AML/CFT Lawtairs definitions of politically exposed
Egcgwme”dat'on ofthe | hersons, their immediate family members and clesedates as well as prominent public functions.
P Financial institutions and other subjects have lligation to conduct enhanced due diligence in ¢as
when the transactions or business relations arglmeinducted with politically exposed persons.
The new AML/CFT Law provides obligations for finaakinstitutions and other subjects, including the
approval of senior management for establishingriassi relationship with such person, taking adequa

12



measures to establish the source of wealth andgdbece of funds and conduct enhanced ongpi

monitoring of such business relationship.

According to the provisions of the new AML/CTF Lgwovides that financial institutions and oth

subjects must establish appropriate internal copnacedures related with due diligence of cliemd

beneficial owner, as well as assessment of cligsits management of the risk, other measures w

will prevent money laundering and terrorist finargei These measures include the requirement to
appropriate risk-based procedures to determinehehdhe client is a politically exposed person.

er

hic
ha

(Other) changes since the

last evaluation

Recommendation 11 (Unusual Transactions)

Rating: Partially Compliant

Recommendation of the
MONEYVAL Report

The Recommendation should be readdressed and coWter@ugh legal provisions or through the
respective Resolutions in accordance with the dstaa criteria. For the sake of uniformity an

d

consistency, the Lithuanian authorities may alsehwio consider addressing this Recommendatio

through a Government Resolution applicable to blmghfinancial and non-financial sectors.

Measures taken to
implement the
Recommendation of the
Report

According to the provisions of the new AML/CFT Lafimancial institutions and other subjec

conducting the permanent supervision of the custenteisiness relations, including the investigat
of transactions established in the period of s@thtions, must pay special attention to such dgtivi

which in their opinion because of its nature carrddated to money laundering or terrorist financi

and the structures of the especially complicatetitanusually large transactions and all the suspsc

transactions, which do not have the obvious econ@mvisually legal purpose, and business relat
or financial operations with the customers fromtthied countries, in which the preventive measurfe

money laundering and terrorist financing are natugi or do not correspond to the internatig

standards.

The new AML/CFT Law requires that financial institns and other subjects must keep
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investigation results of the evidence and purpdsthe establishment of such financial operations o
transactions for 10 years. During this period pfdithese documents could be available for compete

authorities and auditors.

Detailed requirements for implementation of thesevisions of the AML/CFT Law will be

implemented through the instructions to differarisjsct of the Law.

(Other) changes since the
last evaluation

Recommendation 12 (DNFBP)

Rating: Partially Compliant

Recommendation of the
MONEYVAL Report

PEPs are not addressed through legal provisions lagigce no awareness within some sectors o
DNFBPs.

[ th

Measures taken to
implement the
Recommendation of the
Report

The new AML/CFT Law contains a definition of patiilly exposed persons. The FCIS provides
systematic education of obliged entities aboutdseemd typologies in money laundering and finang
of terrorism as a part of the awareness progracts wzar.
On 2007 the FCIS organized 17 seminars on mone&ing and terrorist financing issues. Semir
were provided for auditors and notaries.

iNC

ar:

Recommendation of the
MONEYVAL Report

More awareness on threats arising from technoldgigsvelopments and large complex transaction
needed.

13



Measures taken to
implement the
Recommendation of the
Report

The FCIS provides systematic education of oblig&ties about trends and typologies in money
laundering and financing of terrorism as a pathefawareness programs each year. Above mentic
subjects are included in program as well.

On 2007 the FCIS organized 17 seminars on money&ing and terrorist financing issues. Semin
were provided for all (11) commercial banks of Ligémia.

ne

ars

(Other) changes since the
last evaluation

Recommendation 16 (DNFBP)

Rating: Partially Compliant

Recommendation of the
MONEYVAL Report

To reconsider the exceptions in the AML Law forlégal professionTo a lesser extent, this may a
be true of the gaming sector which believes thamiplementing the AML measures it may be los
business.

Measures taken to
implement the
Recommendation of the
Report

Current MONEYVAL recommendation in this regard wasiewed on the AML/CFT Law adjustme
stage with responsible institutions. Concerning iggnsector issues close cooperation on aware
programs are in process between the State Gampegrdsory Commission and the FCIS.

(Other) changes since the
last evaluation

Recommendation 22 (Foreign branches & subsidiaries)

Rating: Partially Compliant

Recommendation of the
MONEYVAL Report

To review the implementation of Recommendationo2that the essential criteria 22.1 and 22.2 ¢
specifically addressed, formulated and implemented.

ire

Measures taken to
implement the
Recommendation of the
Report

Implementing this recommendation of th& BIONEYVAL evaluation report the Law was amend
accordingly and now the new AML/CFT Law providesttlinancial institutions and other subje
must apply requirements provided in the Law in bh@nches and majority owned subsidiaries in
third countries. The financial institutions and ettsubjects must inform the FCIS immediately if
third country legal acts do not allow to apply askste AML/CFT measures and in coordination w
the FCIS take additional measures allowing to redine threat of money laundering and terrg
financing.

The draft Instructions of the BoL provides thatditanstitutions must pay particular attention tf
requirements of the AML/CFT Law are observed wigspect to their branches and subsidiarie
countries which do not or insufficiently apply tRATF Recommendations as well as in the case v
the minimum MAL/CTF requirements of the home andthemountries differ, branches and subsidia
in host countries must apply the higher standarthe extent that local legal acts permit.
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(Other) changes since the
last evaluation

Recommendation 24 (DNFBP — regulation, supervisioand monitoring)

Rating: Partially Compliant

Recommendation of the
MONEYVAL Report

To immediately review the legal contradictions aaning FCIS’ supervisory powers vis a vis lawy
and lawyers’ assistants and to put in place appiater procedures as detailed under Section 3
ensure appropriate ongoing monitoring and supeorisi

Measures taken to
implement the
Recommendation of the
Report

According to the provisions of the new AML/CFT Late Lithuanian Bar Association will appro
instructions for lawyers and lawyers’ assistantsedal at prevention of money laundering and terrg
financing, supervises the activities of lawyers &awlyers’ assistants related to the implementatib
preventive measures against money laundering anorigt financing, consult lawyers and lawye

e
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assistants on the issues related with the impleatientof abovementioned instructions.

(Other) changes since the

last evaluation

D

Recommendation 27 (Law enforcement authorities)

Rating: Partially Compliant

Recommendation of the
MONEYVAL Report

To ask the police to also take responsibility fovestigations of ML and FT in their own field
competence, and to take awareness-raising measuesd continue to provide training on methg
to target the proceeds from crime.

Measures taken to
implement the
Recommendation of the
Report

While carrying out pre-trial investigation in therginal case, the police officers, depending oa
scope of their competence and within the limitshef law, may appeal to the prosecutor who has
right to temporarily encumber the property receivedcquired in a criminal way by its ruling. W
carrying out pre-trial investigation with an aimeasure a possible civil lawsuit or possible prop
confiscation, police officers collect materials abproperty held by the suspect, money in the b
accounts, immovable property, also look for thepprty acquired, things that may have an effec
investigating or hearing the case in all pre-tin@estigation cases. These materials are submittuke
prosecutor who decides whether it is expediergnapbrarily encumber the suspect’s property.
Professional skills of the criminal police officease regularly advanced, as well as training iarayed.
For example, seminars titled “Fight with terrorismiihvestigation of crimes and criminal offenc
against economics and business order” were he2@0r.

Number of awareness trainings to Police departmest provided by the FCIS concerning need
investigate financial side of the crime and morandering, introducing cooperation possibilities.

Also see information bellow.

Recommendation of the
MONEYVAL Report

To clarifyfamend as appropriate the legal framewdok the use of special investigative techniq

of
ds

He:s

also in ML and FT cases, and to ensure that thevipions of the Law on Operational Activities and

the Code of Criminal Procedure are consistent.

Measures taken to
implement the
Recommendation of the
Report

There have been no changes in the legal framevaortheé use of special investigative technique
ML and FT cases since the last evaluation as welhmendments of provisions of the Law
Operational Activities and the Code of Criminal ceming consistency between these two acts.

Recommendation of the
MONEYVAL Report

To review the effectiveness of efforts of the c@npolice and prosecution services, together whthir
needs, in particular the services dealing with Fidgredicate crimes which are important from {
perspective of AML (e.g. department dealing withaoised crime and terrorism, department deal
with counterfeited currencies and credit cards)etc.

Measures taken to
implement the
Recommendation of the
Report

Regular cooperation is maintained with the GenBralsecutor's Office while carrying out pre-tr
investigation in criminal cases, preparing commenommendations. In August 2007, a sem
“Strengthening of criminal prosecution for fraud'asvheld where experts from Great Britain 3
Ireland presented recommendations regarding strengtg of criminal prosecution for frau

ing

al

na
ANC
d,

confiscation of means and profit, also discussembmenendations on expediency of confiscating

indirect income.

This project is intended for adoption of positivagtice of the law-enforcement institutions of tid

Member States in the field of fight against fraatho for strengthening the efficiency of proseautio

and inter-institutional co-operation in this field.

Within the framework of the said project the anelysf inter-institutional co-operation gaps w
conducted, a reliable control system is being dmed so as to ensure a closer inter-institutional

as

operation.
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Moreover, experts indicated that when investigatages of fraud it is always important to condu

Ct ¢

financial investigation as well. All cases shouklibvestigated whether they have the signs of mone

laundering. Founding of a central financial invgations subdivision or forming such subdivisiong i

each institution should be considered.

Work group concluded that financial investigatiemecessary and it is partially conducted, however,

was supposed that the officers conducting pre-irniakstigation should also conduct a finang
investigation.

A common opinion was that separate posts of firnoivestigations would actually be necessary
law providing for a possibility of forfeiture of pperty acquisition legitimacy of which can not
proven was not adopted.

The police, as a universal pre-trial investigatinstitution, investigate more than 80 per centlbfi

al

if ¢
be

crimes and criminal offences against economicsiness order and the financial system registered i

the country. (In 2005-90 per cent, in 20@®-.7 per cent), therefore the police units arengfthened
For example, by Order No. 5-V-505 of the LithuanRolice General Commissar of 27 July 2007
operational plan of “Measures for Implementing evelopment of the Lithuanian Police Syste

was approved on which basis a specialized crimesiiyation institution — the Lithuanian Criminal

Bureau was strengthened. From 20 August 2007yiaiath for fight with terrorism (5 positions ¢
officers) within the Chief Board No. 2 of the Orggad Crime Investigation Service of the Lithuam
Criminal Police Bureau was established.

Number of awareness trainings to Police departmest provided by the FCIS concerning need
investigate financial side of the crime and morandering, introducing cooperation possibilities.
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(Other) changes since the

last evaluation

Recommendation 32 (Statistics)

Rating: Partially Compliant

Recommendation of the
MONEYVAL Report

Statistics on temporary measures and confiscataulsl be kept.

Measures taken to
implement the
Recommendation of the
Report

Information related to temporary limitation of owsbkip are accumulated in the IT a

Communications Department under the Ministry oétidr of the Republic of Lithuania. Information

related to forfeiture of property is accumulatedhea National Courts Administration.

nd

Recommendation of the
MONEYVAL Report

To improve the collection of statistics, with sedebreakdowns which would enable also
authorities to review the effectiveness of theiennational cooperation in the field of AML/CFT.

he

Measures taken to
implement the
Recommendation of the
Report

In October 2007 a new computer informational systérprosecution service (IPS) was installed anc

started functioning in order to optimize the adyivtoordination in the Prosecution system. Bes

de

other information the said system shall accumulhie data on execution of requests for lgga

assistance, European Arrest Warrants, extraditonthe grounds of a separate article of the Crim
Code.

Recommendation of the
MONEYVAL Report

To improve the collection of statistics, with sedebreakdowns which would enable also
authorities to review the effectiveness of theiilitgbto cooperation in the field of extradition i
relation with AML/CFT.

Measures taken to
implement the
Recommendation of the

See information above.
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(Other) changes since the

last evaluation

Recommendation 33 (Legal persons — beneficial owrsgr

Rating: Partially Compliant

Recommendation of the
MONEYVAL Report

As a minimum, current qualifying shareholders (1886 more) should be recorded in the Registe

Legal Persons and such information should be ma@dlable to the relevant competent authorities,.

should be a statutory obligation to keep the Regisp to date in this way.

Measures taken to
implement the
Recommendation of the
Report

The Draft Law amending Article 12 and supplementticle 41 of the Law on Companies (No. IX-

1594) (hereinafter — the Draft Law) has been pmexpaand presented for the coordination ampn

institutions concerned in January 2007.

According to the Draft Law, Art. 12 of the Law onod@panies (which specifies what type
information should be recorded in the Register efjdl Persons) should be supplemented by
provision thatthe data of shareholders of a company having nsg kan 1/20 of the shares of
company, the number and class of such shares aogded in the Register of Legal Persons.

The draft provision supplementing Art. 41 of thewLan Companies sets out the procedure
presenting data on shareholders having not lesslf2® of the shares of a company to the Regists

Legal Personsaccount managers and (or) private companies thatehissued shares and are

responsible for the accounts of the shares shas@nt information regarding shareholdensying not
less than 1/20 of the shares of a company, the aunftshares and their class to the Register ofal ¢
Persons according to the rules, laid down by the€&oment.

Currently the Draft Law is being discussed by thprapriate committees in the Seimas of
Republic of Lithuania (Parliament). The Draft Laashbeen criticized by the relevant institutiong,
Government of the Republic of Lithuania and sommmittees of the Seimas (Law Department
Seimas Chancellery, Budget and Finance Committedhé following reasons:

- the purpose of the Law on Companies is to reguthe incorporation, management, activiti
reorganisation, transformation, division and ligatidn of companies having the legal form of a pu
and private limited liability company, the rightsida duties of the shareholders as well as
establishment of branches of foreign companiestamdination of their activities. Thus, the propo
to include a rule to indicate in the Register ofékePersons shareholders of a company having
than 1/20 of the shares of a company is not inaomty with the aim of the Law on Companie
Furthermore, such an obligation is not envisage&lihcompany law — i.e. in the Twelfth Coun
Company Law Directive 89/667/EEC. Taking into cadesation the purpose of the Draft Law, nam
that competent authorities could use such infomnator the prevention of corruption and mor
laundering, such a requirement could be containedther laws, e.g. the Law on the Prevention
Money Laundering, etc., as company law and findréfances are distinguished in EU law;

- considering provisions of Art. 27 and 28 of than.on Companies, 1/20 part of the shares

company is not decisive in the decision making essc(at the general meeting of shareholders
company). Moreover, under Article 2.89 of the C®idde a member of a legal person may transfe
right to vote at the general meeting of membersa ¢égal person to other persons and establisk
procedure and modes of exercising the voting rightLO years — in such a case important decis
concerning companies activities shall be takenthgroperson, not the actual shareholder;

- in accordance with Art. 2.71 of the Civil Codetalaf the Register of Legal Persons, documq
stored in the Register of Legal Persons as wedrgsinformation supplied to the Register of Le
Persons shall be made public. The purpose of prayidformation on shareholders is that compe
authorities (including financial institutions) cdulobtain or have access in a timely fashion,
adequate, accurate and current information on tlagefolders of a company, but as a result, S
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information will be available for everyone. Suctsaosure of shareholders information is not

in

17



conformity with the principle of disclosure applida in EU company law;
- under Art. 37 (11) of the Law on Companies thenagger of a private limited liability company
responsible for keeping the register of ownershafras in the company except for cases wher

record of shares is a responsibility of the adnhiaiers of accounts. According to Art. 41 of theaLa
on Companies, personal securities accounts of lsblalers of a public limited liability company shall

be operated according to the procedure laid dovtharlegal acts regulating the securities market

by the administrators of accounts (financial brakgr companies). Therefore, the liability of present
such data on shareholders to the Register of Legimons is not clearly settled: according to A&22

of the Civil Code a managing body shall be resgmadior presentation of documents and data ta
Register of Legal Persons, but such liability i¢ moposed on other administrators of accounts,
financial brokerage companies.

It must be noted that the discussions on the Diaft have not been completed in the Seimas
However, the alternative way of implementing R.38s tbeen discussed during the meeting of
representatives of the institutions concerned (Wwhkias organized by the Ministry of Economy of {
Republic of Lithuania in February 2007). In order fcompetent authorities (including financ

institutions) to obtain or have access, in a tinfiaghion, to adequate, accurate and current infaoma

on the beneficial ownership and control of legakpas, the following steps could be taken:
- revoking the right of private limited liabilityamnpanies to keep personal securities account

shareholders; personal securities accounts of lsblgiers of a private limited liability company shal

be operated in the same manner as public limitsilily companies, i.e. by the administrators
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accounts (financial brokerage companies) (amendroktihte Law on Company and relevant laws,

regulating securities market would be necessary);

- establishing a specialised database (register)nformation and data regarding shareholders of .
company having not less than 1/20 of the shares afmpany, the number and class of such share

such database will be available only for compegeriborities (including financial institutions);
- the administrators of accounts (financial broger@ompanies) should be made obliged to pre
information regarding the shareholders of their imistrated accounts (setting the procedure
presenting information and their liability for nmtesenting such information).

se
fo

It should be remarked that the above-mentionedraiteye way should be further examined oply
following the completion of discussions regardihg Draft Law have been be finalized in the Seima

(on estimate by the end of 2007).

(Other) changes since the

last evaluation

Recommendation 40 (Other forms of cooperation)

Rating: Partially Compliant

Recommendation of the
MONEYVAL Report

The issue of co-operation and exchange of infoilmnath the Law on the FCIS should be furtl
clarified as in other laws by the inclusion of asffic reference to the exchange of informations’
may also require an amendment to paragraph 5 atleré of the AML Law.

Measures taken to
implement the
Recommendation of the
Report

Implementing this recommendation of the MONEYVALpexts Article 5 of the Law was amend
and now it states that the FCIS shall have competert only to co-operate but to exchar
information with foreign state institutions andamational organizations implementing the meas
for the prevention of money laundering and tertdimancing as well.

Recommendation of the
MONEYVAL Report

To consider the extent to which financial supemyisauthorities directly co-operate and exchary
information _in relation to both money launderingdatine underlying predicate offences, opposed t
these functions being vested within the competeoicéise FCIS, and Lithuanian authorities shol
legislate accordingly.

Measures taken to

implement the

The new AML/CFT Law provides that competent andesuisory institutions and the FCIS cooper
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and exchange the information in accordance withptibeedure agreed between them about the re
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Recommendation of the
Report

of performed inspections of the activities relatgth implementation of the measures of preventibn o

money laundering and terrorist financing.

Recommendation of the
MONEYVAL Report

The above should be similarly addressed for theeSkaming Control Commission.

Measures taken to
implement the
Recommendation of the
Report

The abovementioned provision applies to the Stat®iGg Control Commission as well.

(Other) changes since the
last evaluation

Recommendation SR | (Implement UN instruments)

Rating: Partially Compliant

Recommendation of the
MONEYVAL Report

Many uncertainties remain as to whether all effétvése been made to ensure that UNSC Resolutiol

are adequately known and implemented; results apipelae very modest.

Measures taken to
implement the
Recommendation of the
Report

Lithuania has continued and stepped up its efforensure adequate awareness and implementati
international sanctions, including relevant UNSGétetions.

Internet website has been launched (http://www.lthindex.php?104724489to promote wider
awareness of the implementation of internationadcans in general public as well as busin
community.

It provides relevant information on:

a. nature of international sanctions and their objest

b. relevant legal framework, in particular, interna@ European and national legislation applica
with respect to implementation of internationalcaoms;

list of all currently applicable international séinas, including financial sanctions;
updates on current developments.

c.
d.

A seminar to representatives of commercial banks wayanized in Vilnius, which included
presentation of the legal framework for implemeotatof international sanctions, sharing
experience and best-practices.

Series of seminars on export controls to statecaitits and business community in May and J
2007 included presentations by MFA officials ofyatem for implementation of international sanctig
in Lithuania.

on
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(Other) changes since the
last evaluation
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Recommendation SR Il (Freeze and confiscate terrests assets)

Rating: Partially Compliant

Recommendation of the | To make sure

MONEYVAL Report . Lithuania can act in relation to European Unioneémals and on behalf of other
jurisdictions
. all entities bound to apply international sanctiomve been given adequate

information about their duties and communicatiorchsmisms exist with all financial
intermediaries and DNFBP

. a clear and publicly known procedure is in place f®-listing and unfreezing in
appropriate cases in a timely manner.
Measures taken to « With regard to EU internals, on 9 February 200& @overnment adopted Decree N°137|or

implement the
Recommendation of the
Report

measures implementing international sanctions agratrEU internals (persons and entities), whict
ensures that international sanctions are equajieapto EU internals (persons and entities). The
Decree was renewed on 18 October 2006 by the Détwed027. A renewed decree is currently
under preparation.
* Inrelation to action on behalf of other jurisdits, the Decree of the Government of Lithuania N
1411 of 6 September 2006 provides for such act#atording to para. 1.20 of the Decree} a
financial transaction is to be considered suspgiduwata of the client or its proxy corresponds,
inter alia, with the data in the list submittedriegponsible foreign state institutions.

* Regarding the de-listing procedure, Lithuania:
o for the persons and entities associated with Udaimda.aden, the Al-Qaida network and
the Taliban - will make use of the Focal Point bshed by the United Nations Security
Council Resolution No 1730(2006)
o for the persons and entities to whom European U@iooncil Common Position on the
application of specific measures to combat ternorggpplies — will use the standard EU
procedure.

Recommendation of the | To ensure adequate monitoring of compliance isygkiace in practice.
MONEYVAL Report

Measures taken to Ministry of Foreign Affairs is responsible for owadlr coordination of implementation of international
implement the sanctions in Lithuania through making necessaryngés to national legislation, participation |in
Recommendation of the | 4r4tting international and European legislation andtributing to raising awareness of general pupli
Repolt and business community.

(Other) changes since the
last evaluation

Recommendation SR VII (Wire Transfers)

Rating: Partially Compliant

Recommendation of the | The provisions of SR VII on wire-transfers are dwectly addressed but various pieces of legistatio
MONEYVAL Report seem to be relevant to different aspects. Theuhithan authorities acknowledge this and expedct t
fully comply with SR VII once the relevant EU-Regtibn is adoptedThis notwithstanding, it was

®In the week of the adoption of the report, the Wiéthian authorities advised that on 9 February 20G86,
Government adopted Decree N°137 on measures imptergeinternational sanctions aiming at EU
internals (persons and entities). A list of EU intds (persons and entities) subject to finan@aksons is
attached to the Decree. In relation to action dmbfeof other jurisdictions, the Decree of the Goweent
of Lithuania N° 1411 of 6 September 2006 providessiuch action. According to para. 1.20 of the Becr
a financial transaction is to be considered suspgif data of the client or its proxy corresporidtgr alia,
with the data in the list submitted by responsibleign state institutions.
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recommended that the new regulations be made agdido the Post Office as a provider of wi
transfer services.

Le-

Measures taken to
implement the
Recommendation of the
Report

The EU Regulation No 1781/2006 on information oa player accompanying transfers of funds i
force since 1 January 2007 in Lithuania. This leaal fully implements the requirements of SR

and applies directly in all the EU member statesluiding Lithuania.

Implementing abovementioned recommendation of tlkIN#YVAL experts the AML/CFT Law wa
amended and now states that postal services previgrforming internal or international mon
transfers when an amount of money transfer (incgmon outgoing) is above 600 euros or
equivalent in foreign currency must apply customee diligence procedures and identify the cli
and the beneficial owner. The postal services plergi are obliged to report the FCIS about the ¢
of suspicious and unusual financial operationsteantsactions.
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(Other) changes since the

last evaluation

Recommendation SR VIII (Non-profit organisations)

Rating: Partially Compliant

Recommendation of the
MONEYVAL Report

To re-consider the oversight procedures for norfiparganisations to ensure that mechanisms ar
place to avoid the use of such organisations ferfihancing of terrorism.

P I

Measures taken to
implement the
Recommendation of the
Report

This issue will be covered by the Government ragmiuon implementation of the MONEYVA
recommendations. The State Tax Inspectorate willebponsible institution for oversight of activiti
of non-profit organisations. According to the pighs of the AML/CFT Law, law enforcement a
other state institutions must report to the FCISuhlany indications of suspected money launde
and terrorist financing, the violations of this Lawd the measures taken against the perpetrators

(9%

nd
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(Other) changes since the

last evaluation

Recommendation SR IX (Cross border declaration & éclosure)

Rating: Partially Compliant

Recommendation of the
MONEYVAL Report

The implementation of SR.IX as a whole needs tedensidered in order to address a number

issues, in particular:
to extend the scope of the reporting duty to beaegyotiable instruments

issues

to review, ideally in consultation with other EUwtries, the EU exception to SR. |
to review the time limit for reporting to FCIS mawents above LTL 50,000

to extend the existing national cooperation mecsasito AML/CFT.

to make the Customs and Border Guard more awareraf,involved in AML/CFT

X

Measures taken to
implement the
Recommendation of the
Report

As of June 15, 2007, travelers entering or leattmegEU customs territory and carrying cash of aeal

of EUR 10 000 or more are obliged to declare that at the border customs posts on the Cash
declaration form.

The said declaration form in Lithuanian, EnglisiRussian as well as the procedure for its compietio

and customs clearance has been approved by OrdeB861 of 29 December 2006 of the Director
General of the Customs Department. This Order cesplith the provisions of Regulation (EC) No
1889/2005 of the European Parliament and of then€ibaf 26 October 2005 on controls of cash
entering or leaving the Community.

According to the provisions of the new AML/CFT Lawstoms offices shall undertake control of
sums of cash brought in to the European Communaythe Republic of Lithuania from the thi

the
rd
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countries as they are regulated in the Law on th&tdins of the Republic of Lithuania (hereinafte
this Article referred to as ‘the third countriesgind taken out from the European Community via

European Parliament and the Council of 26 Octold@52on controls of cash entering or leaving
Community (hereinafter referred to as RegulatioB)(Eo 1889/2005).

Investigation Service if a person brings in to igopean Community via the Republic of Lithua
from the third countries or takes out from the Exg@an Community via the Republic of Lithuania
the third countries a single sum of cash in exadsthe amount indicated in part 1, Article 3
Regulation (EC) No 1998/2005.

The Customs Department under the Ministry of Fieaot the Republic of Lithuania is one of t

laundering and terrorism financing.

investigation to be started and currency seized.

task of the CCS is to disclose crimes and othdatians of legal acts related to customs activitied

investigating cash smuggling, organizes and peldima prevention of violations of legal acts.

The collection and analysis of information on teeelopment of smuggling tendencies, evaluation
economical, social and criminogenic reasons otttistence and development of smuggling,
operational activities on disclosing smuggling, @edformance of the pre-trial investigations of
criminal activities could be mentioned among thestimportant functions of the CCS. It also collec

the smuggling

The CCS co-operates with the enforcement and atbgtutions of the Republic of Lithuania and EU
countries in the areas of the prevention of violadi of legal acts regulating customs activities e
investigation. It also co-ordinates and organibesimplementation of national and international
enforcement projects within the Customs, develpagicipates in the development of draft legal ac

and comments.

Customs offices must promptliput not later than within 7 working days, notifie Financial Crimes

related to the prevention of violations, harmonittesm in the established order, provides proposals

thi

Republic of Lithuania to the third countries, inqaiance with Regulation (EC) No 1889/2005 of the

the

nia
to
of

he

institutions which, according to their competendg, responsible for the prevention of money

Also, according to the provisions of the Criminabd@ sums of cash means payment instrument
having the monetary expression as well. Enteringttauania Republic without declaring sums of cast
is a criminal offence (smuggling). In case of faldeclaration or a failure to declare criminal

One of institutions which deals with cash smuggim@ustoms Criminal Service (the CCS) The mair

to investigate them. The Service also carries otgrmational and interdepartmental co-operation it

of

ts

and analyses information on cash smuggling, appliegentive and operational measures in combatin

[S

(Other) changes since the

last evaluation

4  Specific Questions

Have procedures been established so that the RegitLegal Persons keeps record |of
movements in shareholding?

The Draft Law amending Article 12 and supplementticle 41 of the Law on Companies (No. IX-

1594) has been prepared and presented for the icatboth among institutions concerned. More

detailed information is presented commenting thegl@mentation of R.33.
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« Has adequate protection in line with the requiretsén criterion 14.1 been introduced?

These provisions of the new AML/CFT Law introduakequate protection of the financial institutio
and other subjects as well as their managers aptbgees.

The AML/CFT Law provides that financial institutisrand other subjects are not liable to client
breach of any contractual obligation or any damagased of performing reporting obligatio
provided in the AML/CFT Law. The employees of fic#l institutions or other subjects who discla
in good faith the information to the FCIS shall betliable of any kind of liability.

The communication of the information specified Ire tLaw to the FCIS shall not be qualified
disclosure of an industrial, commercial or banksec

ns
for

ns
se

as

e« Has arrangements for coordinating seizure and amafiion with other countries beg
adopted?

eN

There have been no arrangements for coordinatimyureeand confiscation with other countri
adopted in 2007.

es

« Does the legal framework for confiscation exphcitbver indirect proceeds such as income,

profits or other benefits form the proceeds of e
There have been no changes in the statutory rémul&br confiscationsince the last evaluatio
However, working group at Ministry of Justice pregghthe Draft, mentioned earlier, which curren
is under discussion.
It is proposed to amend Article 72 so that contiscawould explicitly cover indirect proceeds
crime.
Article 3. Amendment of the"2paragraph of the 72Article

1. In the 2 paragraph of the 72Article the words “criminal offence” shall be weh instead the

word “crime”, words “also in respect of any propedf any description which was directly
indirectly acquired from criminal offence” shall beitten instead of words “or which is acquired
the result of a criminal act”, also th& 3ub-paragraph shall be amended and this paragtegthbe
written out so:

“2. Confiscation of property is applicable onlyrigspect of property used as an instrumer
a means to commit the criminal offence and alspespect of any property of any description wh
was directly or indirectly acquired from crimindfence. The court shall confiscate:

1) money or other property that has material vaklech was delivered to the defendant or
accomplice for the purpose of commission of a arahbffence;

2) money or other property that has material valigich was used in committing crimin
offence;

3) any property of any description which was disedr indirectly acquired from criming
offence.”

n.
tly

t or
ich

his
al
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5 Statistics

a. Money Laundering and Financing of terrorism cases

2004
(for comparison purposes)
L . Convictions Progeeds Proceeds
Investigations Prosecutions . seized :
(final) Proceeds frozen | . o confiscated
(investigation
process)
amount amount amount
cases| persons| cases | persons| cases | persons| cases (in EUR) cases (in EUR) cases (in EUR)
ML 10 13 4 5 0 0 3| 310880
FT 1 0 0 0 0 0 0 0
2005
L , Convictions Proceeds Pfocee‘?'s SeIzeq Proceeds
Investigations | Prosecutions . (investigation :
(final) frozen process) confiscated
amount amount amount
cases| persons| cases| persons| cases| persons | cases (in EUR) cases (in EUR) cases (in EUR)
Confiscated
1 property :
ML | 8 10 4 8 3 S“C‘:Zess“" 653835| 1 C;rc‘?isrrfgo'
acquitted 10 980EUR
in account
FT 1 0 0 0 0 0 0 0
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2006

Proceeds
L . Convictions seized Proceeds
Investigations | Prosecutions . Proceeds frozen | ,. o .
(final) (investigation confiscated
process)
amount amount amount
cases| persons| cases| persons| cases| persons | cases (in EUR) cases (in EUR) cases (in EUR)
1 13 367
ML | 23 21 1 1 1 (acquitted) 8 430 0 0
FT 0 0 0 0 0 0 0 0 0 0
2007 (1 January — 1 October)
L , Convictions Proceeds Pfocee‘?'s SeIzeq Proceeds
Investigations Prosecutions . (investigation :
(final) frozen process) confiscated
amount amount amount
cases| persons| cases| persons| cases| persons| cases (in EUR) cases (in EUR) cases (in EUR)
5 (cases
in Court
ML 7 10 2 5 2 of 2 148409 O 0
Appeal
at the
moment)
FT 1 0 0 0 0 0 0 0 0 0
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b. STR/ICTR

(for comparison purposes)

2004

Statistical Information on reports received by theFIU

Judicial proceedings

. notifications
) ) . transactions SUSpiCiOUS cases to law - o
Monitoring entities, e.g. above transactions opened enforcement/ indictments | convictions
threshold by FIU
prosecutors
ML |FT |ML|FT|ML |FT |ML |FT |ML |[FT
commercial banks 1077574 | 47
insurance companies
Notaries 18 588
casino 932
broker companies
securities' registrars 90 0
lawyers
accountants/auditors
company service providers
State and other institutions 11
Total 1097 094 | 58
2005
Statistical Information on reports received by theFIU Judicial proceedings
. notifications
. . . transactions SUSpiCiOUS cases to law - o
Monitoring entities, e.g. above transactions opened enforcement/ indictments | convictions
threshold by FIU
prosecutors
ML |FT |ML|FT|ML |FT |ML |FT |ML [FT
commercial banks 1342894 | 64
insurance companies
Notaries 34 385
Currency exchange
broker companies
Eecu'rltles, credlt. unions 47 235
easing companies 74 0
lawyers
accountants/auditors
company service providers
State institutions 3925
Other subjects under AML Layw 49 094 5
Total 1477535 | 69
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2006

Statistical Information on reports received by theFIU

Judicial proceedings

transactions cases otificatons
S g suspicious to law _— -
Monitoring entities, e.g. above transactions | CPE"€d | otorcement/ | INdictments | convictions
threshold by FIU
prosecutors
ML |[FT |ML|FT|ML |FT ML |FT |ML |FT
commercial banks 2752390 | 112 | 1
insurance companies
Notaries 38173
Currency exchange
broker companies
Secu_rltles, credlt_unlons, 58 921
Leasing companies
lawyers 71 0
accountants/auditors
company service providers
. 58 777 ig
Other subjects under AML Layw 6 160
State institutions
Total 2914421 | 153 | 1

2007 (1 January — 1 October)

Statistical Information on reports received by theFIU

Judicial proceedings

: notifications
. . . transactions SUSpiCiOUS cases to law - o
Monitoring entities, e.g. above transactions opened enforcement/ indictments | convictions
threshold by FIU
prosecutors
ML |FT |ML|FT|[ML |FT |[ML |FT [ML |FT

commercial banks 3174734 | 76
insurance companies
Notaries 37811
Currency exchange
broker companies
Secu.rltles, credlt.unlons, 84 214
Leasing companies 40 0
lawyers
accountants/auditors
company service providers
other subjects under AML Law 91 894 27
State institutions 53 750 12
Total 3442 403 | 115
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APPENDIX | - Recommended Action Plan to Improve theAML / CFT System

AML/CFT System

Recommended Action (listed in order of priority)

1. General

No text required

2. Legal System and Relate(
Institutional Measures

Criminalisation of
Laundering (R.1, 2 & 32)

Money

- to unify the two ML definitions;

- money laundering should be criminalised morectri
and the legal incrimination should follow Artic
3(1)(b)&(c) Vienna Convention and Article 6(1) Pah®
Convention, so as to cover also conversion, transfe
property or concealment, disguise of the true maf
source, location, disposition, movement, rights hv
respect to, or ownership of property, if such cads
carried out outside of a financial operation, casmn of
an agreement, an economic or commercial activitygyo
means of a fraudulent declaration;

- to provide for the applicability of Art. 21 aldo the
various offences contained in art. 189;

- to review the effectiveness and the dissuasiaeatdter
of the criminal sanctions under art. 189;

- to consider making an explicit provision, as rsesy,
specifying that the laundering offence applies thk
direct and indirect proceeds;

Criminalisation of Terroris

Financing (SR.1l, R.32)

- to introduce a separate offence of terrorist riciag,
independently from art. 250 which deals with tesb
activities involving criminal groups, in line withhe
requirements of SR.II and according to Art.2 of 1899
UN Convention for the Suppression of the Finanafg
Terrorism, with a view in particular to: a) includbe
collection of funds; c) refer to individual terrsts; d)
state that in order to be criminally liable it istmecessary
that funds were actually used to carry out tert@ids or
be linked to a specific terrorist act

Confiscation, freezing and seizing
proceeds of crime (R.3, R.32)

of to cover explicitly indirect proceeds such asome,
profits or other benefits from the proceeds of e;im

- provisional measures for serious crimes such &s
should be regulated as not to be subject to a $imoet
limit, as far as the conduct incriminated in ar@ 4§ the
Criminal Code is concerned;

- the Police, which deals with other major ass
generating crimes should be encouraged to appiyuas
as possible for temporary measures with a view

h

e

ur

it

ets-

to

confiscation of criminal assets and thereforeptiklmore
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systematically at the financial dimension/wealth
criminals / criminal groups.

- Statistics on temporary measures and confisca
should be kept

- Lithuania may also wish to reconsider the oppuotyuof
softening the standard of evidence for the purpok
confiscation (sharing or reversing the burden ajofy
post conviction;

Freezing of funds used for terror
financing (SR.III, R.32)

st to make sure:

. Lithuania can act in relation to Europe
Union internals and on behalf of oth
jurisdiction$

. all entities bound to apply internation

sanctions have been given adequ
information about their duties ar

financial intermediaries and DNFBP

. a clear and publicly known procedure
in place for de-listing and unfreezing
appropriate cases in a timely manner.

- to ensure adequate monitoring of compliance ks¢g
place in practice.

The Financial Intelligence Unit an
its functions (R.26, 30 & 32)

d to strengthen the autonomy and identity of theRdL-
within the FCIS — for it to become the LithuaniatUFit
should be granted its own powers, an IT systemeptet
by adequate regulations in order to ensure thatsSarRl

accordance with the Egmont principles;
- the electronic reporting system, with adequ
security/safety measures, needs to be completeall fitre
obliged entities, given the deadlines provided ifoithe
LPML and to avoid unnecessary logistical constsafot
the industry.

- furthermore, the annual report that the Lithuan

of

ation

19}

an
er

al
ate
d

communication mechanisms exist with all

s
in

CTRs are primarily used for AML/CFT purposes
independently from the FCIS’ own competencies, iand

ate

ia

authorities have now decided to produce at regular

intervals should be the occasion to publish infdromaon

1. ®In the week of the adoption of the report, the withian authorities advised that on 9
February 2006, the Government adopted Decree N8bh3measures implementing international
sanctions aiming at EU internals (persons andiesitit A list of EU internals (persons and

entities) subject to financial sanctions is attacteethe Decree. In relation to action on behalf of
other jurisdictions, the Decree of the GovernmdnLithuania N° 1411 of 6 September 2006

provides for such action. According to para. 1.2@he Decree, a financial transaction is to be
considered suspicious if data of the client oprisxy corresponds, inter alia, with the data in the
list submitted by responsible foreign state in§itits.
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ML/FT which would clearly be specific to Lithuania.

Law enforcement, prosecution a
other competent authorities (R.2
28, 30 & 32)

nd to ask the police to also take responsibility
Anvestigations of ML and FT in their own field
competence, and to take awareness-raising mea
on/and continue to provide training on methodsatget
the proceeds from crime;

- to review and clarify in legislation, as needadcess by
the SSD to information held by obliged entities;

- to clarify/famend as appropriate the legal framdwfor
the use of special investigative techniques alddlinand
FT cases, and to ensure that the provisions of alseon
Operational Activities and the Code of Crimin
Procedure are consistent;

- to review the effectiveness of efforts of thenarial
police and prosecution services, together withrtheeds,
in particular the services dealing with FT and pret®
crimes which are important from the perspectivé@bfL
(e.g. department dealing with organised crime
terrorism, department dealing with counterfei
currencies and credit cards etc.).

for
Df
sures

al

and
ted

Cross Border declaration

disclosure (SR.IX)

oF The implementation of SR.IX as a whole needs d¢
reconsidered in order to address a number of issne
particular:

to extend the scope of the reporting d
to bearer negotiable instruments

to make the Customs and Border Gu
more aware of, and involved
AML/CFT issues

to review, ideally in consultation wit
other EU countries, the EU exception
SR. IX

to review the time limit for reporting t
FCIS movements above LTL 50,000
to extend the existing nation
cooperation mechanisms to AML/CFT

Lty

ard

3. Preventive Measures
Financial Institutions

Risk of money
terrorist financing

laundering G

=

Customer due diligence, includin
enhanced or reduced measures
to 8)

g to include in the AML Law a specified referencethe
Rl CDD measures as opposed to identificat]
procedures which, in themselves, are part of theéD(
process and provide for the independent verificatibthe
identification information obtained:;
- to revise Article 3 of the Law on Payments widyards

on
LD

to customer details for cross-border payments;
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- to provide for a specific inclusion in the AML Wwafor
identification requirements in the case of suspig
irrespective of the LTL50,000 (Euro 15,000) thrddho
- to ensure that the Register of Legal Persons deq
information on shareholding changes in legal pesd
following registration;

- as part of the CDD process, financial institusiaiould
be required to draw up customer acceptance polaiels
business profiles with an obligation for on-goinged
diligence procedures;

to introduce a specific obligation for financ
institutions to consider reporting where the IDqadures
cannot be completely and satisfactorily fulfilled.

- to provide for rules regarding PEPs under the AMiw
with specific enhanced customer due dilige
requirements.

- provisions similar to those in Resolution 20 lné Bank
of Lithuania should be extended to other finansetors,
covering threats from new or developing technolsgie

Third parties and introduce

business (R.9)

d- the concept of the customer/agent relationshighim
identification process should be re-addressed.

Financial institution
confidentiality (R.4)

secrecy (¢

I- irrespective of the perceived effectiveness efgiistem
there is a need to readdress the issue to aligmatieus
legal provisions for the sake of consistency

Record keeping and wire transf
rules (R.10 & SR.VII)

er The provisions of SR VII on wire-transfers aret
directly addressed but various pieces of legistateem
to be relevant to different aspects. The Lithuar
authorities acknowledge this and expect to fullynpty
with SR VII once the relevant EU-Regulation is atgalp
This notwithstanding, it was recommended that tbe
regulations be made applicable to the Post Offgea
provider of wire-transfer services.

- the Lithuanian authorities may wish to consider
electronic, secure system of submitting data td=GES.

Monitoring of transactions an
relationships (R.11 & 21)

d- both Recommendations should be readdressed
covered through legal provisions or through th@eetve
Resolutions in accordanceith the established criteri:
For the sake of uniformity and consistency, thélamnian
authorities may also wish to consider addressiregéd
Recommendations through a Government Resolu
applicable to both the financial and non-finansittors.

Suspicious transaction reports a
other reporting (R.13-14, 19, 25
SR.IV)

nd In general the obligation to report suspicic
&transactions is adequately covered through the Alshv
and the Government Resolution 929. It is howewr
clear whether the obligation applies to attemg
transactions or to cases where an institution

reasonable grounds to suspect that a transactignbm
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related to money laundering. For the financiataethe
obligation is restricted to the carrying out of fanancial

exclude other transactions not necessarily invglvin
financial content (contrary to the requirement® aléthe

to reconsider the Law in this regard.

- the FT reporting should be directly addressedugh
specific provisions in the AML Law that are nottreted
to information on international lists.

- to insert, in line with the requirements of cribe 14.1,
a clearer protection of entities, their directaficers and
employees from any civil or criminal liability whethey

authorities.
- Although the FCIS has informed that it provid
feedback to the industry the Lithuanian Authoritreay
wish to consider strengthening Article 5 of the ANMaw
to this effect.

- Article 13 of the AML Law is comprehensive
covering the currency transaction reporting by riial
institutions and other entities. The Lithuanian Harities

and lawyers’ assistants from such obligation, eheungh
it has been claimed that lawyers’ rarely handlehg
transactions.

Internal controls, compliance, auc
and foreign branches (R.15 & 22)

lit certain elements need to be addressed furthemtiance
the existing framework. The powers of the compl&
officer for timely access to information could better
reinforced if established through rules or regoladi
rather than through reliance on institutions thdwese

that the essential criteria 22.1 and 22.2 are 8palty
addressed, formulated and implemented.

Shell banks (R.18)

The supervisory and oversig

system - competent authorities andpart from retaining its right of undertaking itsvio

SROs

Role, functions, duties and powe
(including sanctions) (R.23, 30, 2
17, 32 & 25)

ht procedures should be put in place whereby theSF

focused examinations, takes control by:

« planning and preparing in collaborati
S with the supervisory authorities anny
; inspection programmes;

O =

« still leaving the prerogative for th
supervisory competent authorities,
their own initiative, to undertake focus
examinations and/or to include
AML/CFT component in their prudentia
examinations;

operation” as defined in the Act and would therefor

2" EU Directive). The Lithuanian authorities may hvis

report and disclose information in good faith tce th

may however wish to re-visit the exemption of lavgye

- to review the implementation of Recommendatiors@2

es

as

o}

Cl

al

e
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2d
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ensuring that in all the above instances
FCIS is informed and involved in th
ongoing examinations; and that it recei
examination reports in all instanc
irrespective of the type of findings. (Th
may require an amendment to Article 8
the AML Law).

- procedures should be gradually established sbtlhieg
Register of Legal Persons keeps record of movemar
shareholding

- to reconsider the provisions on sanctions for
compliance in the AML Law

- As regards guidance to the industry, the procesl
should be put in place to ensure consistency.

Money value transfer servicg

(SR.VI)

2d he Lithuanian Authorities may wish to considerdihg
the authorisation and supervision of this finanskvice
under the competence of the Bank of Lithuania e
sake of consistency and continuity.

4.
Financial
Professions

Preventive Measures —Non
Businesses and

Customer due diligence and reco
keeping (R.12)

rd- to address CDD including identification issuebge
provision of a legal basis to certain key elementte 1D
process, and the timing and basis of the applitalof
the ID process; PEPs are not addressed through
provisions and hence no awareness within somerseatt
the DNFBPs; more awareness on threats arising
technological developments and large comy
transactions is needed.

i

Suspicious transaction

(R.16)

reportif

ng DNFBPs should be made more aware of their impor
role in the AML/CFT regime of Lithuania thus enswi
that, in understanding their role better DNFE
acknowledge and implement the AML obligations ferth
In this regard the Lithuanian Authorities may with
revisit the AML Law accordingly.

- to reconsider the exceptions in the AML Law fbe
legal profession. To a lesser extent, this may bhéséerue
of the gaming sector which believes that in impletimsg
the AML measures it may be losing business.

Regulation, supervision
monitoring (R.24-25)

an

dn addition to recommendations under Section 3:
to immediately review the legal contradictig
concerning FCIS’ supervisory powers vis a Vis lamsy
and lawyers’ assistants and to put in place apjatp
procedures as detailed under Section 3 to ern
appropriate ongoing monitoring and supervision.
- to have procedures in place that ensure consigstemnd
applicability.

Other  designated

non-financi

al

33

—

the
e
es
es
is
of

lega

rom
lex

Ps



businesses and professions (R.20

Persons ang
Non-Profit

5. Legal
Arrangements &
Organisations

Legal Persons — Access to benefig
ownership and control informatia
(R.33)

ialAs a minimum, current qualifying shareholders %l
nand more) should be recorded in the Register ofal
Persons and such information should be made alailaf
the relevant competent authorities. It should lstagutory
obligation to keep the Register up to date in Way.

Legal Arrangements — Access
beneficial ownership and contr
information (R.34)

to-
ol

Non-profit organisations (SR.VIII)

- to re-considdre oversight procedures for non-prg
organisations to ensure that mechanisms are ire g
avoid the use of such organisations for the finagaf
terrorism.

6. National and International
Co-operation

National co-operation
coordination (R.31 & 32)

an

d- there is a need to better share information diviaes

on the supervisory side taken by each institutiod e
Coordination Working Group needs to be invigorat
efficiently chaired, and FCIS "ownership" more fiyn
established. One way of achieving this would be
schedule regular meetings — say, 4 per year — a
forward agenda of key issues to discuss and takefd.

The Conventions and UN Spec
Resolutions (R.35 & SR.I)

almajor  deficiencies are addressed in eat

recommendations)

Mutual Legal Assistance (R.36-3
SR.V, and R.32)

8; to improve the collection of statistics, with seal

breakdowns which would enable also the authoritie
review the effectiveness of their international pe@tion
in the field of AML/CFT.

- to adopt arrangements for coordinating seizurd
confiscation actions with other countries.

- Lithuania may wish to establish an assets farfeifund
to which all or a portion of confiscated propertill ibe
deposited and will be used for law enforcement|the
education and other purposes.

Extradition (R.39, 37, SR.V & R.32

- to improveeticollection of statistics, with sever
breakdowns which would enable also the authoritie
review the effectiveness of their ability to cocgden in
the field of extradition in relation with AML/CFT.

34

O

t

ed,

to

nd a

lier

[72)

an

al

[72)



Other Forms of Caperation (R.40
SR.V & R.32)

- the issue of co-operation and exchange of inftiondn
the Law on the FCIS should be further clarifiedrasther
laws by the inclusion of a specific reference t@
exchange of information. This may also require
amendment to paragraph 5 of Article 5 of the AMIwLa
- to consider the extent to which financial supsowy
authorities directly co-operate and exchange in&tiom
in relation to both money laundering and the unyitegl
predicate offencesas opposed to these functions be
vested within the competences of the FCIS,
Lithuanian authorities should legislate accordingly

- the above should be similarly addressed for ttages
Gaming Control Commission.

n

7. Other Issues

Other relevant AML/CFT measure
or issues

24 ithuanian authorities are advised to be more chsifd
more accurate when drafting pieces of legislatiowl
regulations or other texts and to specify cleadywthat
other legal or other texts they refer.

structur

General framework

issues

al -
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6 ANNEXES

LAW OF THE REPUBLIC OF LITHUANIA ON AMENDING THE
LAW ON PREVENTION OF MONEY LAUNDERING

1997 June 19 No VIII-275
Vilnius
(A new version 2008 January 17 No X-1419)

Article 1. New version of the Law of the Republic b Lithuania on Prevention of Money
Laundering

The Law of the Republic of Lithuania on PreventiriMoney Laundering shall be amended and
set forth to read as follows:

"LAW OF THE REPUBLIC OF LITHUANIA ON THE PREVENTION  OF MONEY
LAUNDERING AND TERRORIST FINANCING

CHAPTER ONE
GENERAL PROVISIONS

Article 1. Purpose of the Law

1. The purpose of this Law is to establish the messfor the prevention of money laundering and/or
terrorist financing and designate the institutiolesponsible for the implementation of the money
laundering and terrorist financing prevention measu

2. This Law is intended for ensuring the impleméataof the legal acts of the European Union spetif

in the Annex to this Law.

Article 2. Definitions

1. Close associatshall mean

1) a natural person who, together with the persbp ig or has been performing the duties indicated i
paragraph 17 of this Article, is or has been pigiing in the same legal person or maintains other
business relationship;

2) a natural person who is the only owner of tlgalgoerson set up or operatidg factowith the aim of
acquiring property or some other personal berefithe person who is or has been performing theesu
indicated in paragraph 17 of this Article.

2. Close family membersmeans the spouse, the persona with whom partnelsspbeen registered
(hereinafter referred to as cohabitant), the pardmiothers, sisters, grandparents, grandchildreifgren
and children’s spouses, children’s cohabitants.

3. A person means a natural or legal person of the Republidgtbfiania or a foreign state, an undertaking
of a foreign state.

4. Business relationship mean$usiness, professional or commercial relationgiiip customer and the
persons indicated in paragraphs 7, 8 of this Agtigthich is connected with the professional adésitof
the persons and which is expected, at the timenvthe contact is established, to have an element of
duration.

5. The European Union member stataneans a European Union member state and a menale$the
European Economic Area.

6. Shell bank means a legal person having the right to engadeeiractivities of a credit institution or in
equivalent activities, who does not perform factaivities, has no managerial bodies and doebeiong

to any governed financial group.

7. Financial institutions means credit institutions and financial undertakirgg well as investment
companies with variable capital.

8. Other entities:

1) auditors;

2) insurance undertakings and insurance brokinguakings;
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3) bailiffs or persons entitled to perform actiaighe bailiffs;

4) undertakings providing accounting or tax adwssgrvices;

5) notaries and other independent legal profeskipaa well as advocates and advocate’s assistanés)
they are acting on behalf of and for the custommd By assisting in the planning or execution of
transactions for their customer concerning the hgiyor selling of real property or business entjties
managing of customer money, securities or otheetas®pening or management of bank, savings or
securities accounts, organisation of contributinesessary for the creation, transaction or manageafie
companies or trusts, and\or similar structures; ;

6) trust or company service providers not alreamyeced under subparagraphs 1, 4 and 5 of thislérti

7) persons, who carry on business covering trad@imovable properties, precious stones, precious
metals, cultural goods, antiques or other assetsdahue whereof exceeds EUR 15 000 or a correspgndi
sum in foreign currency, to the extent that paymemné made in cash;

8) companies offering gaming;

9) postal services providers, who provide intearad international postal order services (hereaftfarred

to as postal services providers);

10) open-ended investment companies.

9. Customer means a person performing monetary transactioriocluding contracts with a financial
institution or other entity save for state or mupét institutions, other budgetary institutionse tBank of
Lithuania, State or municipal funds, foreign st@difdomatic missions or consular posts .

10. Beneficial ownermeans a natural person who ultimately owns theoocust (a legal person or foreign
undertaking) or controls the customer and/or thermahperson on chose behalf a transaction or iciiv
being conducted. The beneficial owner shall attlgedude:

1) in the case of corporate entities: - the natpexkon who ultimately owns or controls a legalitgnt
through direct or indirect ownership or control peesufficient percentage of the shares or votights in
that legal entity, including through bearer shavklimgs, other than a company listed on a regulatacket
that is subject to disclosure requirements consistéth Community legislation or subject to equiat
International standards; (a percentage of 25% phes share shall be deemed sufficient to meet this
criterion); the natural person(s) who otherwisereises control over the management of a legalyentit

2) in the case of the legal entity which administend distributes funds: the natural person(s) istibe
beneficiary of 25% or more of the property of adkegrrangement or entity (where the future benafies
have already been determined); where the individtiet benefit from legal arrangement or entityehgst

to be determined, the class of persons in whose im&érest the legal arrangement or entity is gebu
operates; the natural person(s) who exercises alontrer 25% or more of the property of a legal
arrangement or entity.

11. Trust and company service providermeans natural or legal person which by way of ress
provides any of the following services to third foes:

1) forming of companies or other legal persons;

2) acting as or arranging for another person toasch director or secretly of a company, a partfiex
partnership or a similar position in relation thet legal persons (natural person) or arrangement;

3) providing a registered office, business addressespondence or administrative address or o#heted
services for a company, a partnership or any dégal person or arrangement;

4) acting as or arranging for another person toaacit trustee of an express trust or a similarl lega
arrangement;

5) acting as a nominee shareholder for anotheiopesther than a company listed on a regulated rharke
that is subject to disclosure requirements in confty with Community legislation or subject to
equivalent International standards or arrangingafmther person to act as a nominee shareholder.

12. Money means banknotes, coins issued by the Bank of Liflauand funds in accounts, banknotes
issued by other states, treasury notes, coinswardsfin accounts which are legal tender.

13. Monetary transactions means depositing or accepting, withdrawal or payrmémoney, exchange of
currency, lending, donation and any other type afnpent or receipt of money in civil transactionsiror
any other manner other than payments to state amdcipal institutions, other institutions maintadhe
from the budget, the Bank of Lithuania and statd emunicipal funds, diplomatic missions or consular
posts of foreign countries or settlement with saidties.

14. Money launderingmeans

1) the conversion or transfer of property, knowingthat such property is derived from criminal
activity or from an act of participation in such adivity, for the purpose of concealing or disguising
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the illicit origin of the property or of assisting any person who is involved in the commission of shc
activity to evade the legal consequences of higtia;
2) the concealment or disguise of the true naturspurce, location, disposition, movement, rights wlit
respect to, or ownership of property, knowing thatsuch property is derived from criminal activity
or from an act of participation in such activity;

3) the acquisition, possession or uggroperty, knowing at the time of receipt/transfagt such
property was derived from criminal activity or fraan act of participation in such activity;

4) preparation, attempts to commit amtingi and abetting in the commission of any ofdhb#vities
mentioned in subparagraphs 1 to 3 of this paragraph
15. Prevention of money laundering and/or terrorist financing means implementation of measures
specified in this Law.
16. Politically exposed natural personsneans foreign state citizens who are or have begnsted with
prominent public functions and the citizens’ imnadi family members or persons known to be close
associates of such persons
17. Prominent public functions means functions, including the functions in thedpean Community,
international or foreign state institutions.:
1) Head of the State, minister, vice ministedeputy minister;
2) member of the parliament;
3) member on the Supreme Court, the Constituti@uairt or any other judicial authority, whose demis
are not subject to appeal;
4) member of the managing body of the professiongénisation of auditors or of the board of thetdn
bank;
5) the ambassador, the chargé d’'affaires ad interinof the Republic
of Lithuania or the high-ranking military officer;
6) member of the managerial or supervisory bodyhaf publicly administered undertaking.
18. Terrorist financing means the provision or collection of funds, by amyans, with the intention that
they should be used (or in the knowledge that Hreyto be used) in full or in part, in order torgasut any
of the offences within the meaning of Articles 14t@f Council Framework Decision 2002/475/JHA of 13
June 2002 on combating terrorism (OJ 2004 speditbe, chapter 19, volume 6, p. 18).
19. Third party means financial institution, other entity or persdno is registered in another EU member
state or a state that is not an EU member sta@eedfter referred to as the third state), who mdes
following requirements:
1) they are subject to mandatory professional tetdisn, recognised by law;
2) they apply customer due diligence requirememid gecord keeping requirements as laid down or
equivalent to those laid down in this Directive tbey are situated in a third country which imposes
equivalent requirements to those laid down in tiaig.
20. Property means assets, funds, securities, other finanw&iuments, other assets whether corporeal or
incorporeal, movable or immovable, tangible ormgihle, and legal documents or instruments in angf
including electronic or digital, evidencing title or an interest in such assets.

CHAPTER TWO
INSTITUTIONS RESPONSIBLE FOR THE PREVENTION OF MOMEAUNDERING AND/OR
TERRORIST FINANCING

Article 3. Institutions Responsible for the Prevenibn of Money Laundering and/or Terrorist
Financing

The Government of the Republic of Lithuania (heaéter referred to as the Government), the Findncia
Crime Investigation Service under the Ministry loé interior of the Republic of Lithuania (hereaftehe
Financial Crime Investigation Service), the StagcuBity Department of the Republic of Lithuania
(hereafter - the State Security Department), thakBaf Lithuania, the Customs Department under the
Ministry of Finance of the Republic of Lithuaniket Department of Cultural Heritage Protection urtter
Ministry of Culture of the Republic of Lithuaniadlreafter the Department of Cultural Heritage Ptitey,

the Insurance Supervision Commission of the ReputdiLithuania, the Securities Commission of the
Republic of Lithuania, the State Gaming Control @aission, the Chamber of Notaries, the Chamber of
Auditors, the Lithuanian Chamber of Bailiff$he Lithuanian Assay Office and the Lithuanian Bar
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Association shall be the institutions responsibteoading to their competence for the prevention
prescribed by this Law of Money Laundering and/errdrist Financing.

Article 4. Obligations of the Institutions Respondile for the Prevention of Money Laundering
and/or Terrorist Financing

1. The Bank of Lithuania shall approve instructiassued to credit institutions aimed at preventidn
money laundering and/or terrorist financing, stelpervise the activities of credit institutions tre
prevention of money laundering and/or terroristafining, shall consult credit institutions on the
implementation of the instructions.

2. The Department of Cultural Heritage Protectiballsapprove instructions issued to persons engaged
commercial activities related to trade in movahiéwal properties and/or antiques aimed at prevardf
money laundering and terrorist financing, shall sujse the activities of the entities related te th
implementation of measures for preventing monemdaring and/or terrorist financing, shall congh#
entities on the issues relating to the implememtadf the instructions.

3. The Insurance Supervisory Commission of the Ripuof Lithuania shall approve instructions issied
insurance undertakings and insurance broking uakieds aimed at preventing money laundering and/or
terrorist financing, shall supervise the activitiglssaid companies aimed at implementing measwes t
prevent money laundering and terrorist financirttglisconsult the entities on the issues relatinghe
implementation of the instructions.

4. The Securities Commission of the Republic dhliénia shall adopt instructiomtended for financial
brokerage firms, investment companies with varial@pital, management companies and the depository
aimed at preventing money laundering and/or testdinancing, shall supervise the activities ofdsai
companies aimed at implementing measures to prawemiey laundering and terrorist financing, shall
consult the entities on the issues relating tartipementation of the instructions.

5. The State Gaming Control Commission shall adtmgituctions intended for gaming companies aimed at
preventing money laundering and/or terrorist finage shall supervise the activities of said compani
aimed at implementing measures to prevent moneydkning and terrorist financing,, shall consult the
companies on the issues relating to the implemientaf the instructions.

6. The Lithuanian Bar Association shall approvstrinctions intended for advocates and advocate’s
assistants aimed at preventing money launderingpateirorist financing, shall supervise the atitdd of
advocates and advocate’s assistants aimed at pirgyenoney laundering and/or terrorist financingals
consult the advocates and advocate’s assistanttherissues relating to the implementation of the
instructions.

7. The Chamber of Notaries shall approve the instretions issued to notaries aimed at preventing
money laundering and/or terrorist financing, shall supervise the notaries’ activities related to
prevention of money laundering and/or terrorist financing, shall consult the notaries on the issues
relating to the implementation of the instructions.

8. The Chamber of Auditors shall approve the instrgtions issued to auditors aimed at preventing
money laundering and/or terrorist financing, shall supervise the auditors’ activities aimed at
preventing money laundering and/or terrorist finandng, shall consult the auditors on the issues
relating to the implementation of the instructions.

9. The Chamber of Bailiffs of Lithuania shall approve the instructions issued to bailiffs or persons
authorised to perform the bailiffs’ activities in order to prevent money laundering and/or terrorist
financing, shall supervise the activities of the bhffs or persons authorised to perform the bailiffs’
activities related to implementing money launderingand/or terrorist financing prevention, shall
consult the baliliffs on the issues relating to themplementation of the instructions.

10. The Lithuanian Assay Office shall approve instuctions issued to persons in the course of their
business engaged in trade in precious stones and/precious metals, in order to prevent money
laundering and/or terrorist financing, shall supervise the entities’ activities related to preventiorof
money laundering and/or terrorist financing, shall consult the entities on the issues relating to the
implementation of the instructions.

11. The Financial Crime Investigation Service shalbrove instructions for other entities not spedifin
paragraphs 1 to 10 of this Article, intended foeyantion of money laundering and/or terrorist ficiag,
shall supervise the activities of financial indfibms and other entities aimed at implementing messsto
prevent money laundering and terrorist financirifprd them methodological assistance.
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12. The institutions referred to in paragraphs lefGhis Article must designate senior employees fo
organising the implementation of measures for ttevgntion of money laundering provided for in this
Law and for liaising with the Financial Crime Intigsition Service.

13. The Financial Crime Investigation Service sl within 7 working days notified in writing of ¢h
designation as well as replacement of the emploggexified in paragraph 12 of this Article.

14. The institutions specified in paragraphs 1 @ool this Article and the Financial Crime Investiign
Service shall cooperate according to the mutuatgtdished procedure and shall exchange information
the results of the performed inspections of théiest activities related to prevention of monewuraering
and/or terrorist financing.

Article 5. Functions of the Financial Crimes Invetigation Service in Implementing Measures for
Prevention of Money Laundering and/or Terrorist Financing
1. The Financial Crimes Investigation Service stadtording to its competence:

1) collect and record the information set out irs thaw about the monetary transactions and
transactions of the customer and about the custoareying out such transactions and transactions;

2) collect, analyse and publish according to thecedure established by legal acts the
information relating to the implementation of pratien of money laundering and/or terrorist finargcand
the effectiveness of their systems to combat mdaegdering and/or terrorist financing (as well be t
information on the prevention of the use of thaficial system for the purpose of money launderimg a
terrorist financing as specified in paragraph 2Adficle 33 of Directive 2005/60/EC of the European
Parliament and of the Council of 26 October 2005ttee prevention of the use of the financial sysfem
the purpose of money laundering and terrorist foivag

3) communicate, to the law enforcement and otkete snstitutions according to the procedure
established by the Government, the information &lloel monetary transactions and transactions chrrie
out by the customer;

4) conduct pre-trial investigation of legalisatioithe money and assets from crime;

5) co-operate and exchange information with fareigtate institutions and international
organisations implementing measures for the préwewf money laundering and terrorist financing;

6) provide to financial institutions and otheriges information about the criteria for identifgn
possible money laundering and/or terrorist finagcamd suspicious or unusual monetary transactions o
transactions;

7) submit proposals about the improvement of dhstem of prevention of money laundering
and/or terrorist financing to other institutionspensible for the prevention of money laundering &or
terrorist financing;

8) notify the financial institutions and other igies, law enforcement and other public bodies
about the results of analysis of or investigatioto their reports on suspicious or unusual morwetar
transactions and transactions, on the observedaitidns of possible money laundering and/or testori
financing or violations of this Law.

Article 6. The Functions of the State Security Department in rhplementing the Measures for
Preventing Terrorist Financing
1. The State Security Department shall:

1) gather and examine intelligence relating tootgst financing;

2) co-operate with foreign institutions and infanal organisations which are gathering
intelligence about terrorist financing;

3) provide information to the institutions speedfiin Article 4 of this Law about the possible
criteria for identification of terrorist financing.
2. The State Security Department and the FinanciaCrime Investigation Service shall co-operate and
exchange information according to the procedure eablished by the Government in implementing
the measures for the prevention of terrorist finaning.

Article 7. Rights of the Financial Crime Investigaion Service in Implementing Measures for the
Prevention of Money Laundering and/or Terrorist Financing
1. The Financial Crime Investigation Service shalhave the right within its competence:

1) to obtain from the institutions referred toparagraphs 1 to 10 of Article 4 of this Law, athe
state institutions (hereinafter referred to asitusbns), financial institutions, other entitiegxcept
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advocates and advocates’ assistants, data and dotirmbout monetary transactions and transactions,
necessary for the performance of its functions;

2) to obtain from institutions, financial underitagss and other entities information relating to the
implementation of measures for the prevention @nay laundering and/or terrorist financing;

3) to co-ordinate the activities of institutiorex€¢ept for the State Security Department) reladed t
the implementation of measures for the preventiomoney laundering and/or terrorist financing;

4) to instruct the institutions, financial undsings, and other entities about the circumstances
and conditions providing possibilities for violaginlaws and other legislative acts related to the
implementation of money laundering and/or terrofisncing prevention measures. The institutions,
financial undertakings, and other entities mustigtthe instructions of the Financial Crime Invgation
Service, and not later than within seven workingsdfmllowing the receipt of the instruction, reptotthe
Financial Crime Investigation Service about the snees taken;

5) to instruct the financial institutions and atlesmtities except for notaries or persons autbdris
to perform notarial actions, advocates or advosatessistants and bailiffs or persons authorizggtiorm
to the bailiffs’ activitiesto suspend suspicious monetary transactionspgfoo 48 hours.

2. The rights of the officers of the Financial Ceimnvestigation Service who conduct pre-trial
investigation into legalisation of money or ass#¢sived from crime shall be regulated by the Cotle o
Criminal Procedure.

Article 8. Co-transaction between State Institutiors

Law enforcement and other state institutions mesort to the Financial Crime Investigation Senabeut
any indications of suspected money laundering artéfoorist financing indications, the violation&this
Law and the measures taken against the perpetratbesinformation which must be communicated by
state institutions to the Financial Crime Invediiga Service, and the procedure for communicathng t
information shall be established by the Government.

CHAPTER THREE
MONEY LAUNDERING AND/OR TERRORIST FINANCING PREVENT ION MEASURES

Article 9. Identifying the Customer and Beneficiay Identity
1. Financial institutions and other entities musket all the measures to identify the customer and
beneficiary identity:

1) before establishing a business relationship;

2) when carrying out occasional transactions amognto EUR 15000 or more, where the
transaction is carried out in a single transact@mmin several transactions in foreign currencygethier the
transaction is carried out in a single transactiom several transactions which appear to be thk&cept
in cases when the customer and beneficiary idehéityalready been established;

3) when exchanging cash, when the amount exchasgezbds EUR 6 000 or the corresponding

amount in foreign currency;

4) performing internal and international remittami@nsfer services, when the sum of money sent
or received exceeds EUR 600 or the correspondirauat in foreign currency;

5) performing and accepting remittance transfersoimpliance with the provisions of Regulation
(EC) No 1781/2006 of the European Parliament anth@fCouncil of 15 November 2006 on information
on the payer accompanying transfers of funds;

6) when there are doubts about the veracity oreamtitity of previously obtained customer or
beneficiary identification data;

7) in any other case when there are suspicionsthimaiactivities of money laundering and/or
terrorist financing is, has been or will be perfedn
2. If during the performance of monetary operatios final amount of the monetary operations notvkmo
the financial institutions and other entities mastablish the identity of the customer immediatszier
establishing that the amount of monetary transastexceeds EUR 15 000 or the corresponding amiunt
foreign currency. In case of several mutually lidkaonetary transactions the customer identity rbest
established immediately after establishing thaesgvmonetary transactions are mutually linked.

3. Life insurance undertakings and insurance bgpkindertakings must establish the identity of
the customer and the insured person'’s identityhyefamount payable by the customer is in exaddsUR
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1000 or the amount payable at a time exceeds EUEIRO or the corresponding amount in foreign
currency. The life insurance undertaking may vettify identity of the beneficiary specified in thentract

of insurance after commencing the business relstiipn In all cases the identity must be verifiedewh
paying the amount or before it or when the benaficistates his wish to avail himself of the rights
provided for in the insurance certificate or beftrat.

4. The companies organising gaming must verifyideatity of the customer entering the casino
and register him when he exchanges the chips agb.c

5. The financial institutions and other entities stntake all corresponding and proportionate
measures in order to establish whether the custegerating on his own behalf or he is contbbad
to establish the beneficiary.

6. It shall be prohibited to perform the transatsispecified in paragraphs 1 to 4 of this Artidfle,
the customer does not submit the documents indkescestablished by this Law confirming his idgnift
he submits not all the data or if the data is inect; or if the customer or his representative ids/o
submitting the data required for establishing disntity, conceals the identity of the beneficiaryagoids
submitting the information required for establightie identity of the beneficiary or the submittiata is
insufficient for that.

7. In all cases when the identity of the custonmet the beneficiary is established, the financial
institutions and other entities must obtain frome ttustomer information about the purpose of busines
relationship and its intended character.

8. In all cases when the identity of the custonmet the beneficiary is established, the financial
institutions and other entities must verify thetonser’'s and beneficiary’s identity based on theutoents,
data or information received from a reliable andkipendent source.

9. Financial institutions and other entities mustall cases perform ongoing monitoring of the
customer’s business relationship, including theestigation of the transactions concluded duringhsuc
relationship, seeking to ensure that the perfortnaasactions would correspond to the informatioauab
the customer, his business and the informatiorsges®d by financial institutions or other entitibsut the
customer, his business and the type of risk, asssacy — information about the source of funds.

10. The information about the identity of the cusér and the beneficiary must be on a regular
basis reviewed and updated.

11. The financial institutions and other entitialsbe prohibited to perform transactions through
bank accounts, to conclude business relationsetfoqn transactions, when they have no possitslitee
fulfil the requirements established in this Articlotice of such instances must be immediately mepato
the Financial Crime Investigation Service.

12. Paragraph 11 of this Article shall not applyattvocates and advocate’s assistants when they
give full legal assessment of their customer’s liggssition or defend the customer or represent ihithe
court proceedings or act due to him, including phevided consultations on the commencement of legal
proceedings or its avoidance..

13. Paragraphs 7-10 of this Article shall not belied when the customer of the financial
institution or the customer of another entity istlrer financial institution.

14. The procedure for verification of the custoraemd the beneficiary’s identity and establishing
several mutually related monetary transactiond siea¢stablished by the Government.

Article 10. Simplified Verification of the Customer's Identity
1. Simplified verification of the customer’s idegtshall be carried out:

1) for companies, trading in whose securities femntallowed in one or several regulated markets
of EU member states, and other foreign state corapawhose stock are traded in the regulated rharke
and to which the requirements corresponding tdetih®pean Community legal acts to disclose inforomati
about their activities is applied;

2) joint accounts managed by the notaries and qtbiesons providing legal services from the EU
member states or from third states, to benefigailiiethe requirements of combating money laundgri
and/or terrorist financing, corresponding to intg¢ional standards, are applied to them and they are
monitored by competent institutions for compliamgéh the requirements, if information on the idgntof
the beneficiary is submitted at the request offitiencial institutions which have such joint acctain

3) in case of life insurance contracts when anpagment does not exceed EUR 1000 or one-time
payment is not more than EUR 2 500 or the corredipgramount in foreign currency;
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4) in the cases of pension programme insurancéicates, if there is no provision concerning
their pre-term termination and it the insurancdifteates cannot be used as objects of pledge;

5) in cases of pensions, old-age pensions or athstems, which provide for pensions to the
employees, when payments are withdrawn at sourdetlee legal acts regulating the functioning of the
systems do not allow transferring to another petkershare of the system member;

6) in case of E-Money, when electronic media carm@supplemented, and the largest amount
kept in the media doe not exceed EUR 150 or theesponding amount in foreign currency, or in cée t
electronic media may be supplemented, but the walalke of transactions performed in the calendar i@
subject to the limit of EUR 2 500 or the correspogdamount in foreign currency, except in casesnh
in the same calendar year the holder on electroeidia takes EUR 1 000 or the corresponding amiount
foreign currency or a larger amount.

7) for the customer, if the customer is a finanaiatitution covered by this law, or the financial
institution registered in another EU member stateénoa third country, which sets the requirements
equivalent to those of this law, and monitored iy tompetent institutions because of the compliavite
theses requirements;

8) for the customer which poses a small threatafiey laundering and/or terrorist financing.

2. It shall be prohibited to perform a simplifiedrification of the customer identity, if a separdeision
of European Commission has been adopted on the.issu

3. The simplified procedure of customer identityifieation and the criteria based whereon the austois
considered as posing small threat of money laundexind/or terrorist financing shall be establishgdhe
Government.

Article 11. Customer Due Diligence Measures Verifyig his Identity
1. Customer due diligence measures verifying testitly shall be performed:

1) when the transactions of business relationgpartormed through the representative or the or
the customer does not participate in verifying tdentity;

2) when the cross-border correspondent bankindioakhip is performed with third country
credit institutions;

3) when transactions or business relationship aréopmed with the politically exposed natural
persons;

4) where there is a great threat of money laundeaird/or terrorist financing.

2. When applying customer due diligence measurgstify the customer identity when the transactions
business relationship is performed through the esgmtative or the customer does not participate in
verifying the customer identity or when there isgeeat threat of money laundering and/or terrorist
financing, the financial institutions and otherig@¢ must apply one or several additional measures

1) to use additional data, documents and informafar verifying the customer identity;

2) to use additional measures to verify or certfifg submitted documents whereby the financial
institution is requested to submit the certificadafirming the data;

3) to guarantee that the first payment is madeutiinghe account, opened in the customer name in
the credit institution.

3. When performing due diligence measures to vehié/ customer identity, when correspondent banking
relationship is performed with third country creigdistitutions, the credit institutions must:

1) collect sufficient information about the credistitution receiving funds so that it would be
possible to better understand the type of its lmssinand to establish from the publicly accessible
information the repute of the institution and thelity of supervision;

2) assess the money laundering and/or terrongtnéiing prevention control mechanisms;

3) before establishing correspondent banking elatip be granted the approval of the
authorised manager;

4) substantiate by documents the appropriate digigmof each credit institution;

5) get convinced that funds receiving credit ingiitn has identified the customer and verified the
identity of the customers having direct accessowwespondent accounts, performed an ongoing custome
identification and that such institution at theuest of a correspondent institution may submit appate
data for identifying the customer.

4. When applying customer due diligence requiresjewhen transactions or business relationship are
performed with politically exposed natural persditgncial institutions and other entities must:
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1) receive the approval of the authorised manageronclude business relationship with such
customers;

2) take appropriate measures to establish the saifneroperty and funds connected with business
relationship or transaction;

3) perform ongoing monitoring of the business ietahip of the politically exposed natural
persons.
5. If the person stops for at least one year tfoparthe duties specified in paragraph 17 of Adti2lof this
Law, financial institutions and other entities, ey assessed the threat of money laundering and/or
terrorist financing, may refrain from treating hias a politically exposed natural person. Financial
institutions and other entities must set internalcpdures, based whereon it shall be establishedheh
the customer and the beneficiary is the politicatposed natural person.
6. Credit institutions shall be prohibited to conmoe and proceed with the correspondent banking
relationship or other relationship with shell baskbank, when it is known, that it permits shelhks to
make use of its accounts.
7. Financial institutions and other entities muay @ttention to any threat of money laundering and/
terrorist financing which may arise due to traneas, where it is sought to conceal customer’'s or
beneficial owner’s identity, as well as due to besss relationship or transactions with the custpmkose
identity has not been verified, and if necessanynediately take measures to put an end to usingeyntmn
money laundering and/or terrorist financing.
8. Customer due diligence measures for identifghregcustomer and verifying the customer identityd a
the criteria based whereon it is believed thatdliera great threat of money laundering and/orrottist
financing, shall be established by the Government.

Article 12. Opening of Accounts or Performance of ther Monetary Transactions through the
Representative

When the customer opens an account or performg athesactions specified in paragraphs 1 to 4 of
Article 9 of this Law not in his own name, financiastitutions and other entities must verify the
customer’s identity and that of the person on whidgalf the customer is acting.

Article 13. Third Parties

1. Financial institutions and other entities, wheantifying the customer or beneficial owner, magke
use of the information of the third parties abdwt tustomer or beneficial owner.

2. Financial institutions and other entities mayifyethe customer and beneficial owner identity haitit
his direct participation, making use of the infotima about the customer or beneficial owner from
financial institutions or other entities of theiepresentations abroad, when they comply with the
requirements set for third party in paragraph 18mitle 2 of this Law.

3. When the financial institution registered in fRepublic of Lithuania or any other entity operaassa
third party and meets the customer or beneficialewdentification requirements, he shall be pemdito
request from the customer other data or other mnédion, required by the ES member state.

4. When requested the third parties must immediaebmit to the requesting financial institutionay
other entity all the requested information and dathich has to be possessed when complying with the
requirements laid down in this law.

5. Third parties must immediately submit to theuesting financial institution or any other entitypies of
documents relating to identifying the customer endficial owner.

6. It shall be prohibited to make use of third panformation about the customer or beneficial owyiifea
separate decision of the European Commission seplas

7. This Article shall not cover the relations ofdration and representation, if the provider undantact

of the services, the beneficiary or representavi® be considered a part of the financial inititu or
other entity (legal person).

8. Liability for the compliance with the customer beneficial owner identification requirements
established in this law shall rest with third cayribformation about the customer and financiatitnfions
which have made use of the information about tieazner or other entities.

Article 14. Report of the Suspicious or Unusual Moatary Transactions and Transactions

1. Financial institutions and other entities muegtart to the Financial Crime Investigation Servadmut
the suspicious or unusual monetary transactionsomeed by the customer. Such transactions and
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transactions shall be objectively established bwgrfcial institutions and when other entities perfdhe
ongoing monitoring of the customer business refatioincluding the investigation of the customer
transactions, concluded during the relationshipsaablished in paragraph 9 of Article 9 of this Law

2. Financial institutions and other entities, exceptaries or persons entitled to perform notaaigtions,
the advocates and advocates’ assistants, bailiffi@isons having the right to perform the bailifistions,
that their customer performs a suspicious transadr transaction, must stop the transaction aistetion
and not later than within 3 working hours reporttloé transaction or transaction to the Financiamér
Investigation Service, regardless of the amouh®fmonetary operation or transaction.

3. The Financial Crime Investigation Service shailthin 5 working days from the receipt of the
information specified in paragraph 2 of this Aiar from the giving of instruction specified inrpgraph

5 of this Article immediately perform actions, nesary to justify or negate the doubts about theical
activities allegedly performed by the customer.

4. From the moment the legality of funds or asgejastified or doubts about possible links withrdegist
financing are negated, the Financial Crime Invesiign Service must immediately report in writingthe
financial institution or another entity, that moast transactions or transactions may be resumed.

5. The financial institutions and other entitiexcept notaries or persons, having the right to querf
notarial actions, advocates or advocates’ assssthatliffs or persons or persons entitled to panfactions

of the baliliffs, having received from the Finand@ime Investigation Service a written instructionstop
the suspicious or unusual monetary transactionsusepicious or unusual transactions performed by the
customer must from the time specified therein omfrthe moment of emergence of specific circumstnce
suspend the transactions or transactions for Gmorking days.

6. If the financial institutions and other entitighin 5 working days from the submission of tleport or
receipt of the instruction are not obligated tof@en temporary restriction of ownership rights awling to
the procedure established by the Code of Crimimat&lure, the monetary operation or transactiont mus
be resumed.

7. If the suspension of the monetary operationr@nsaction may interfere with the investigationttod
legalisation of money or assets acquired in a crnivay, terrorist financing or other criminal adty
relating to money laundering and/or terrorist ficiag, the Financial Crime Investigation Service tnus
report to the financial institution and other entitereof.

8. The notaries or persons entitled to perform notdal actions, and bailiffs or persons entitled to
perform the actions of bailiffs, when it is suspe@d that the transaction performed by their customer
may be related to money laundering and/or terroristfinancing, must submit to the Financial Crime
Investigation Servicéhe data confirming the customer’s identity and otler information specified in
paragraph 1 of Article 17 of this Law immediately dter the conclusion of the transaction, regardless
of the amount of money received by the customer ued the transaction, regardless of the amount of
money received or paid by the customer under the émsaction.

9. The advocates and advocate’s assistants, whensitspected that the transaction concluded hy the
customer may be linked to money laundering anafootist financing, must submit the data certifythg
customer’s identity and other data specified irageaiph 1 of Article 17 of this Law to the LithuamiBar
Association immediately after the conclusion of tin@nsaction, regardless of the amount of money
received or paid by the customer under the traisgotxcept in the cases established in paragrapdr 1
this Article.

10. The Lithuanian Bar Association shall no lateart within 3 working hours after the receipt of the
information specified in paragraph 9 of this Amictransfer the information to thEinancial Crime
Investigation Service.

11. Paragraph 9 of this Article shall not cover #tlvocates and advocate’s assistants when thegsasse
their customer’s legal position or defend theirtooser, or represent him in the legal process ohisn
behalf, including the provided consultations fag tommencement of the legal process or its avo@anc
12. When the monetary operation or transaction bealinked to terrorist financing, ténancial Crime
Investigation Service shall no later then within 2durs from the receipt of the information about th
monetary operation or transaction submit it to $tate Security Department according to the proeedur
established by the Government.

13. Under the circumstances established in parhgdapf thus Article the financial institutions anther
entities must submit the information requested by Einancial Crime Investigation Service within 1
working day from the moment of receipt of the apgtion.
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14. The financial institutions and other entitipsrforming ongoing monitoring of the customer’s iness
relationship, including investigation of the tractans concluded during the relationship, must tate
account such activity which in their opinion dueit® type may be related to money laundering and/or
terrorist financing, and especially to complicated especially very large transactions and all ualsu
structures of transactions, which have no maniéstnomic or visibly lawful purpose, and business
relations or monetary transactions with the custsnfiem third parties, in which the money laundgrin
and/or terrorist financing prevention measuresiasafficient or do not correspond to the internatib
standards. The results of investigating the perfogmof such transactions or transactions and of
investigating the purpose must be substantiatedbloyments and must be kept for 10 years.

15. The financial institutions and other entitidgls not be responsible to the customer for the-non
fulfilment of contractual obligations and for thardage, caused in the fulfilment of duties and astiset

in this Article. The employees of financial institns and other entities who of their own free wélport to

the Financial Crime Investigation Service of thesguious or unusual monetary transactions or
transactions performed by the customer shall ndidbe liable either.

16. The criteria on the basis whereof monetary afamr or transaction are considered suspicious or
unusual shall be established by the Government.

17. The procedure for suspension of suspicious taoneperations and transactions and about suloigitti
the information to the Financial Crime Investigati®ervice shall be established by the Government.

Article 15. Termination of Transactions or BusinesdRelations with the Customer

If the customer avoids or refuses to submit infdiamato the financial institution or another entay his
request and within the time limits about the originthe monetary resources or assets, other addlitio
data, the financial institutions and other entitieay terminate the transactions or business rektiith
the customer.

Article 16. Keeping of Information

1. The financial institutions must keep the regisié monetary transactions and suspicious and w@iusu
monetary transactions and transactions specifiedultparagraphs 2 to 5 of paragraph 1 of Article 9
performed by the customer, except in cases whenctisgomer of the financial institution is another
financial institution or the financial instituticaf another European Union member state.

2. Notaries and persons entitled to perform ndtax@éions, as well as bailiffs and persons entitled
perform the actions of the bailiffs must keep tlegister of the customer’'s suspicious and unusual
transactions and transactions under which the atrmfutash received or paid exceeds EUR 15 000er th
corresponding amount in foreign currency.

3. Entities performing internal and internationamittance transfer services, when the sum of meeay

or received exceeds EUR 600 or the correspondinguatrin foreign currency, must keep the register of
monetary transactions specified in subparagraphph@agraph 1 of Article 9 performed by the custome
and suspicious and unusual monetary transactiahgramsactions.

4. Other entities, except for notaries or personstled to perform notarial actions, advocates and
advocate’s assistants, bailiffs or persons enttilegerform actions of the bailiffs must keep thgister of
monetary transactions and suspicious and unusua¢taiy transactions specified in paragraph 3 oickert
17 of this Law under which the amount of cash neior paid exceeds EUR 15 000 or the corresponding
amount in foreign currency.

5. Companies offering gaming must keep the regsténe persons specified | paragraph 4 of Artizlef
this Law.

6. The Lithuanian Bar Association must keep theisteg of the suspicious and unusual transactions
performed by the customs, naotified by the advocateslvocates' assistants.

7. The financial institutions and other entitiessnleeep the register of the customers with whom the
transactions or business relations have been tatedrunder the circumstances specified in ArtiGleofl
this Law or under other circumstances of violatafrthe procedure of money laundering and/or testori
financing.

8. The register data shall be kept for 10 years fm the day of termination of transactions or other
business relationship with the customer. The rulefor keeping the registers shall be established by
the Government.

9. Copies of documents certifying the customersnidy must be kept for 10 years from the day of
termination of the transactions or business ratatijp with the customer.
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10. The documents confirming the monetary operatioriransaction or other documents having legal
force, related to the performance of monetary tatigns or conclusion of transactions must be kapt0
years from the day of performance of the monetasration or conclusion of the transaction.

Article 17. Provision of Information to the Financial Crime Investigation Service
1. The financial institutions, performing a monetar transaction, must submit to the Financial Crime
Investigation Service data and information confirming the customer’s identity, if the total amount of
the customer’s single transaction with cash or ofeveral interrelated transactions with cash exceeds
EUR 15 000 or the corresponding amount in foreignwrency. The data certifying the customer’s
identity shall be specified in the information subnitted to the Financial Crime Investigation Service,
and if the monetary operations performed through tte representative — also the data confirming the
identity of the representative, the amount of monetry transaction, the currency use to performed
monetary transaction, the data of performance of tb monetary operation he type of performance of
monetary transaction, the entity on whose behalf th monetary operation has been performed.
2. The notaries or persons entitled to perform natactions, the bailiffs or persons having thghtito
perform the bailiffs’ actions must report tiee Financial Crime Investigation Service the data zamfhg
the customer’s identity and the information abdluwe transaction concluded by the customer if thewnt
of cash received or paid under the transactionesdc&UR 15 000 or the corresponding amount indarei
currency.
3. Other entities, except for notaries or persariled to perform notarial actions, advocates arazates'
assistants shall notify the Financial Crime Invgsiion Service of the date confirming customednitity
and information about the single payment in cafsthhe amount of the received or paid cash exce&tR E
15 000 or the corresponding amount in foreign aaye
4. The information specified in paragraphs 1 to 3 fothis Article shall be submitted to the Financial
Crime Investigation Service immediately, not laterthan within 7 working days from the day of
performance of the monetary operation or conclusiorof the transaction.
5. The information presented in paragraph 1 of thisArticle shall not be submitted to the Financial
Crime Investigation Service, if the customer of thdinancial institution is another financial institution
or the financial institution of another EU member gate.
6. The Financial Institution may refrain from submitting to the Financial Crime Investigation
Service the information specified in paragraph 1 ofthis Article, if the customer’'s activity is
characterised by ongoing permanent and regular mortary transactions, corresponding to the
criteria established by the Government.
7. The exemption referred to in paragraph 6 of fiticle shall not be applied, if the customer bét
financial institution is an undertaking of a foreigtate, its subsidiary or its representationeoistengaged
in:
1) the provision of legal advice, is a practicintyacate, is engaged in a notary’s business;

2) organises and runs lotteries and gambling;

3) carries out activities involving ferrous, nagr+bus or precious/rare metals, precious stones,
jewellery, works of art;

4) is a car dealer;

5) is in the real estate business;

6) is an auditor;

7) provides individual health care;

8) organises and holds auctions;

9) organises tourism and travels;

10) is a wholesaler in spirits and alcohol produttibacco goods;

11) is a dealer in oil products;

12) is a dealer in medicinal products.

Article 18. Activities of Customs Offices

1. Customs offices shall undertake in the mannesgribed by the Government control of the sumsashc
brought into the European Community through the URép of Lithuania from the third countries within
the meaning used in the Law on Customs (hereinaftérd countries) and taken out from the Repubfic
Lithuania to third countries in compliance with Région (EC) No 1889/2005 of the European Parliamen
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and of the Council of 26 October 2005 on contrdlsash entering or leaving the Community (hereraft
Regulation (EC) No 1889/2005).

2. In the cases established by the Regulation (EGo 1889/2005, when the European Union member
states are granted the right of decision making, # decisions shall be made and the procedure for
applying in the Republic of Lithuania the appropriate provisions of the Regulation (EC) No
1889/2005 shall be established by the Government the institution authorised by it, except in cases
when otherwise established by this or other laws.

3. Customs offices must promptly, not later than whin 7 working days, report to the Financial
Crime Investigation Service each case of cash incamg into the Republic of Lithuania from third
countries or outgoing from the Republic of Lithuaria to third countries, if the value of a single sum
of the incoming or outgoing cash is not less thathe amount specified in paragraph 1 of Article 3 b
the Regulation (EC) No 1889/2005

Article 19. Duties of Financial Institutions and oter Entities

1. The financial institutions and other entitiexcept for advocates and advocates’ assistants, must
establish appropriate internal control procedui@mnected with the identification of customers and
beneficiaries, submission of reports and informatio the Financial Crime Investigation Service,[Kag

of information specified in this Law assessmentisis, risk management (taking into account the typ
the customer, business relations, products, tréinsacetc.), management of enforcement of the
requirements and communication, which would prevaohetary transactions and transactions related to
money laundering and/or terrorist financing, anduea, that the employees of financial instituti@msl
other entities would be duly prepared and acquaintéh money laundering and/or terrorist financing
prevention measures, specified in this Law andrddgal acts.

2. The financial institutions and other entities¢ept for advocates and advocates’ assistants, appstint
management staff who would organise the enforcern&mhoney laundering and/or terrorist financing
prevention measures established in this law andldvowaintain relations with the Financial Crime
Investigation Service. The appointment of suchfstaist be reported in writing to the Financial Ceim
Investigation Service.

3. The financial institutions and other entitiescept for advocates and advocates’ assistants, tatkest
relevant measures shall include participation eirtrelevant employees in special ongoing training
programmes to help them recognise transactionshwhary be related to money laundering or terrorist
financing and to instruct them as to how to prodeezlich cases.

4. The financial institutions and other entitiesstnapply in their branches and majority-owned siibsies
located in third countries measures at least efprivado those laid down in this Directive. Where th
legislation of the third country does not permitpkgation of such equivalent measures, the findncia
institutions and other entities shall immediateiform the Financial Crime Investigation Servibereof
and having agreed with it take additional measuoesffectively handle the risk of money laundering
and/or terrorist financing.

5. The financial institutions and other entitiesstnintroduce internal systems that would enablenthe
respond fully and rapidly to enquiries from the &finial Crime Investigation Service about the subiois

of the information specified in this Law and ensthie submission of the information within 14 wordin
days (if in appropriate cases this law establisslesrter time limits for submitting the information
specified in this Law to the Financial Crime Invgation Service — such information shall be subeulitt
within shorter time limits).

6. The financial institutions shall be prohibitetbrf issuing anonymous passbooks, from opening
anonymous accounts or accounts in a fictitious namevell as opening accounts without requestieg th
customer to submit documents confirming his idgntit if there is a justified suspicion that the alat
recorded in the documents is false or fraudulent.

Article 20. Keeping the Information Submitted to the Financial Crime Investigation Service

1. The information specified in this Law, submittedthe Financial Crime Investigation Service, nmay

be announced or transferred to other state managementrol or law enforcement institutions, other
persons, except in the cases established by tHisther laws.

2. Persons who violate the procedure of informakierping and use specified in this law shall bel hel
liable according to the procedure established tvgla
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3. The institutions specified in paragraphs 1 toofQArticle 4 of this Law, their employees, finaaki
institutions and their employees, other entitieallshe prohibited from notifying the customer oheit
persons, that the information about the monetanysictions or transactions performed by the custaone
the investigation related thereto has been subdnitbethe Financial Crime Investigation Service. The
prohibition set in this paragraph shall not be sggpto advocates and advocates’ assistants, wren th
attempt to convince the customer not to pursuewfolaactivity.

4. The prohibition set out in paragraph 3 of #hiicle shall not prohibit:

1) to exchange information between credit institug, insurance undertakings and insurance
financial brokerage firms, investment companiehwariable capital, registered within the territafy
the European Union member states, as well as eegibin the territory of third states, which impose
requirements equivalent to those laid in this Lgwovided that they meet the conditions belongimg t
the same group composed of the parent compangulitsidiaries and undertakings where the parent
company and its subsidiaries have a share of tapgawell as undertakings, which draw up
consolidated accounts and annual accounts ;

2) to exchange information between the undertakofgguditors, accountants or tax advisors,
notaries and persons entitled to perform notadtibas as well as advocates and advocates’ assistan
registered in the territory of the European Unioanmber states , as well as registered in the teg#o
of third counties, in which equivalent requiremehéve been laid down, if the said entities havenbee
performing their professional activities as onealggerson or as several persons which share common
ownership, management or compliance control.;

3) to exchange information between financial iogibins, auditors, accountants or tax
advisors, notaries and persons entitled to perfaotarial actions as well as advocates and advdcates
assistants in the cases connected with the sanemis and with the same transaction, covering two
or more said entities, if they are registered anEU member state territory or third state teryitwhich
has established requirements equivalent to this kand if they are from the same professional aateg
and are subject to equivalent obligations as regardfessional secrecy and personal data protection

5. In the cases specified in paragraph 4 of thisclerthe information exchanged shall be used estegly

for the purposes of the prevention of money lauindeaind/or terrorist financing.

6. The exemptions set in paragraph 4 of this Agticbncerning the disclosure of information shall be
invalid if a separate decision of the European Cdssion is passed on it concerning the financial
institutions and other entities to which this laavaipplied and financial institutions and other teagifrom
the European Union member states or related thatd.s

7. In the cases referred to in paragraph 4 of Alnficle, when, during exchange of information withe
entities registered in third countries, the ergitae disclosed personal data, the personal dst¢tosied
must correspond to the requirements of the Lawhef Republic of Lithuania on Legal Protection of
Personal Data.

8. The exchange of information with financial itgions and other entities and persons from a ttiate
shall be prohibited if a separate decision of theopean Commission has been adopted thereon.

9. Submission of the information specified in théav to Financial Crime Investigation Service shmalt be
viewed as disclosure of industrial, commercial anlbsecret.

Article 21. The Scope of Data of the Customer Perfming Monetary Transactions and
Transactions, of his Representative and Natural Peon the Beneficial Owner
1. The data of the customer, performing monetampsactions and transactions, his representatieke
natural person the beneficial owner shall comprise:
1) name;
2) surname
3) personal code number or other unique sequensgnalbols intended for the identification of a
person;
4) other data established by this law in the casescribed by the Government.
2. The data specified in paragraph 1 of this Aetishall be submitted and kept in the cases reféoréal
this Law:
1) by notifying or providing information to the Fincial Crime Investigation Service;
2) by identifying by the financial institutions amdher entities the customer and the beneficial
owner;
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3) by receiving by the financial institutions anther entities the information from the third
countries in the cases set in Article 13 of thisvLa

4) by keeping the information by financial instituts and other entities in the cases established by
Article 16 of this Law.

CHAPTER FOUR
FINAL PROVISIONS

Article 22. Monetary Unit

The amounts specified in this Law in EURO shalklzpressed in LTL or any other currency according to
the official exchange rate of the litas against EiéRO or any other currency on the basis of officia
currency exchange rates announced by the Banklufidmia.

Article 23. Submitting Information to other EU Member States and the European Commission
1. The Government or the institution authoriseditbghall inform the European Commission about the
application of this Law to the entities specifiedsubparagraphs 3 and 9 of paragraph 8 of Artiadéthis
Law.
2. The Government or the institution authoriseditghall inform other EU member states and the
European Commission about the cases when:

1) the third state complies with the requiremestalglished by subparagraph 2 of paragraph 19 of
Article 2 of this Law;

2) the third state complies with the requiremeatsirs subparagraphs 1, 2, 7 and 8 of paragraph 1
of Article 10 of this Law;

3) the legal acts of the third state do not petimiapply the requirements set paragraph 4 of
Article 19 of this Law;

4) the third state complies with the requiremeptsis paragraph 4 of Article 20 of this Law.

Article 24. Appealing against the Actions of the Cfcers of the Financial Crime Investigation Service
The actions of the officers of the Financial Crimeestigation Service may be appealed against dowpr
to the procedure established by laws.

Article 25. Procedure of Compensation for Damage

The damage which is caused by unlawful actionshef afficers of the Financial Crime Investigation
Service performing their official duties shall bengpensated according to the procedure establisiied b
laws.

Article 26. Liability
Officers and persons who violate the requiremehtdis Law shall be liable according to the proagedu
established by laws.

Annex to the Law of the Republic of Lithuania oe th
Prevention of Money Laundering

IMPLEMENTED LEGAL ACTS OF THE EUROPEAN UNION

1. Regulation (EC) No 1889/2005 of the European Pasdiat and of the Council of 26 October
2005 on controls of cash entering or leaving thex@ainity (OJ 2005, L 309, p. 9).

2. Directive 2005/60/EC of the European Parliainsem of the Council of 26 October 2005 on
the Prevention of the Use of the Financial Systemttie Purpose of Money Laundering and/or Terrorist
Financing (OJ 2005, L 309, p. 15).

3. Commission Directive 2006/70/EC of 1 August @08ying down implementing measures for
Directive 2005/60/EC of the European Parliament afiithe Council as regards the definition of poétly
exposed person and the technical criteria for dfiagdl customer due diligence procedures and for
exemption on grounds of a financial activity congdgcon an occasional or very limited basis (0J620Q0
214, p. 29).
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4. Regulation (EC) No 1781/2006 of the Europeatidaent and of the Council of 15 November
2006 on information on the payer accompanying feaaof funds (Text with EEA relevance) (0OJ 2006,
345, p. 1).

Article 2. Application of the Law

The provisions of Article 9 to 11 of the Law on Peation of Money Laundering and Terrorist
Financing set forth in Article 1 of this Law shalko be applied by financial institutions and otegtities
with respect to customers existing at the momeweintrdy into force of this Law.

Article 3. Suggestion to the Government and othemistitutions Responsible for the Prevention of
Money Laundering and/or Terrorist Financing

The Government as well as other institutions respaible for the prevention of money laundering
and/or terrorist financing shall draw up and approve the legal acts required for the implementation
of this Law.

Article 4. Entry into Force of this Law

Paragraph 4 of Article 9 and paragraph 5 of Artildeset forth in Article 1 of the Law on the Pretien of
Money Laundering and/or Terrorist Financing shatkee into force on 1 June 2008.

| promulgate this Law passed by the Seimas of #yeuBlic of Lithuania

PRESIDENT OF THE REPUBLIC VALDAS ADAMKUS
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