* X %
*
* *
* *
* 4 x

COUNCIL  CONSEIL
OF EUROPE  DE L'EUROPE

Strasbourg, 12 September 2007

MONEYVAL (2007) 15

EUROPEAN COMMITTEE ON CRIME PROBLEMS
(CDPC)

COMMITTEE OF EXPERTS ON THE EVALUATION
OF ANTI-MONEY LAUNDERING MEASURES
(MONEYVAL)

Written Progress Report submitted to MONEYVAL

by Slovakia®

! Adopted by MONEYVAL at its 2% Plenary meeting (Strasbourg 10-14 September 26@r).
further information on the examination and adoptidrthis report, please refer to the Meeting
Report (ref. MONEYVAL (2007) 27) at : http://www.eant/moneyval



1. General overview of the current situation and the developments since the
last evaluation relevant in the AML/CFT field

The third evaluation of Slovakia by MONEYVAL tookage from 8th -14th May 2005.
The final report was adopted by the MONEYVAL Comtext at its 20th Plenary Session
in Strasbourg from 12 — 15 September 2006.

In the financial fieldto be highlighted is that thé”3VER conclusions, recommendations
and ratings have been presented for discussidredtiational Bank of Slovakia’s Board
of Directors early October 2006 in order to be aafrthe areas of criticism which need
to be addressed. The way to achieve a progresmpleimenting the recommendations
has been outlined — active participation in thermministerial working group on the draft
preventive law, which harmonises the Slovak legamkework with the requirements of
the 3% EU AML/CFT Directive. In fact, the NBS experts fopart in drafting of the new
AML/CFT law (since autumn 2006), which will implemtethe EU Directives and is
expected to enter into force in December this year.

One of the substantial changes, which took plaweesihe last mutual evaluation, was the
integration of the former Financial Market Authgrinto the National Bank of Slovakia
in January 2006. In exercising supervision overwhele financial market — in banking,
the capital market, the insurance industry and ipansavings — the NBS follows general
procedural rules laid down in Act No. 747/2004 Colh Financial Market Supervision,
and in Act No. 566/1992 Coll. on the National BastkSlovakia. The aim of financial
market supervision (responsibility for which liegttwa Deputy Governor of the NBS) is
to enhance the stability of the financial marketaasvhole and its secure and sound
operation. The financial market supervision unihawacts financial market regulation,
including mainly:

— regulatory activities — drafting generally binglitegal regulations (called “decrees”)
determining prudential conduct of business by stiped entities;

— licensing activities — taking first-instance daons in issuing authorizations, prior
approvals and imposing sanctions and correctivesorea in case of non-compliance;

— supervision activities — supervising financialrke entities through on-site and off-site
supervision;

— analytical activities — producing analyses of finencial market as a whole, as well as
of individual financial entities.

The financial market comprises of 4 sectors — #ekimg sector (principally represented
by banks and branches of foreign banks), the dapitaket (mainly securities dealers,
asset management companies, the stock exchanghedntral securities depository),
insurance sector (mainly insurance companies arahches of foreign insurance
companies) and the pension savings market (mairdgsipn fund management
companies and supplementary pension companiesfueinsiurance companies).



In concrete terms, the integration also meantdhaupervisory procedures (manuals for
the conduct of on-site inspections and off-sitdydital tools) had to be harmonized. The
process is still on-going and is expected to bistied by the end of this year.

As regards the co-operation with the FIU, in comtim based on the signed Memorandum
of Understanding; with regular meetings twice aryadnere the information on executed
and planned on-site inspections and controls ib@axged and of course, discussions are
held on other topics of mutual interest.

From the FIU point of view the final report was geated to the Minister of interior
through the first vicepresident of the Police Conphich adopted necessary actions for
implementation of the recommendations made by tKENEYVAL experts. Most of the
insufficiencies identified by MONEYVAL experts, wibe eliminated by implementing
of the Third EU AML/CFT Directive (Directive 2009)EC of the European Parliament
and of the Council of 26 October 2005 on the préwanof the use of the financial
system for purpose of money laundering and tetrdnancing) into a new AML/CFT
Law. FIU and Ministry of Interior plays a leadingleé in this process within the
interministerial working group.

Since the last mutual evaluation Slovak FIU haal#sthed a new electronic system for
receiving and analyzing the received reports whlslo enables to monitor effectiveness
of AML/CFT measures through the statistical datgnficant steps have been made in
informing the obliged entities on their AML/CFT dddtions by number of trainings
organized by the FIU members and by creating FlUlipuvebsite. Slovak FIU also
initiated the creation of the National Action Plenthe AML/CFT and will establish a
permanent group, which will meet regularly and adégb hoc with the other relevant
Slovak bodies.

From point of criminal law area, firstly it coulcelpointed out that on 20 May 2005 the
Slovak Parliament approved completely new Crimi@alde and Criminal Procedure
Code as well. Both became effective on 1 Janua®d 28irticle 252 — money laundering
offence of former Criminal Code has been revisedrder to ensure that all the language
of Palermo and Vienna Conventions, on physical rmedtal aspects of the ML offence
are covered in criminal legislation. Currently M& eriminalised by Article 233 of the
Criminal Code — Act No. 300/2005 Coll. (see Annégx 3

Main features of new criminal legislation are imtwging of two forms of criminal
offence — minor offence and crime, extending priovis on culpability of preparation for
the criminal offence, providing new definition oftegrorist group® and providing
definitions of ,support of* and ,activity for“ theerrorist group. New type of trial
proceedings was based where the adversarial systes strenghtened. Further
improvements has been provided by new regulatioseokral procedural instruments
concerning seizure of financial means and seizliregistered securities (see Annex 4).

Slovakia has signed and ratified several importatdgrnational conventions since last
evaluation:



- The 2003 UN Convention against Corruption ( ratifia April 2006 and came into
force in July 2006)

- The 2000 EU Convention on Mutual Assistance in GrahMatters between the
Member States of the European Union ( ratified iayM006 and came into force in
October 2006)

- The 2005 Council of Europe Convention on the Prieerof Terrorism (ratified in
November 2006 and came into force in June 2007)

- The 2005 International Convention for the Suppoessif Acts of Nuclear Terrorism
(ratified in February 2006 and came into forceuty 2007)

In addition, Slovakia has also ratified AdditionBrotocol to the Criminal Law
Convention on Corruption (came into force in Aug605) and Protocol against The
lllicit Manufacturing of and Trafficking in Firearsy their Parts and Components and
Ammunition, Supplementing the UN Convention agaihsinsnational Organized Crime
(came into force in July 2005).

Slovakia has fully implemented EU Framework Decisk®03/577/JHA on the execution
in the European Union of orders freezing propertgwadence. Slovakia’'s implementing
legislation — Act No. 650/2005 Coll. came into fer@n 1 January 2006.

2. Key recommendations

Please indicate which improvements have been nmadsspect of the FATF Key Recommendations
(Recommendations 1, 5, 10, 13; Special Recommendali and 1V) and the Recommended Action Plan
(Appendix 1).

Recommendation 1 (Money Laundering offence)

Rating: Largely Compliant

Recommendation of the
MONEYVAL Report

Ensure FT in all its forms is a predicate to the bffence.

Measures taken to
implement the
Recommendation of the
Report

Slovak authorities consider the legal regulationtleé criminalisation of FT is even now
sufficient to ensure FT in all form is a predictdeghe ML offence (see Art. 297, Art. 129 p
4, 5, 6, of Criminal Code in Anne 4). However, Skia is ready to introduce autonomqus
criminal offence of FT. The relevant amendmentsCoiminal Code are currently beirlg
prepared and are expected to be submitted intslédigie procedure in September 2007.

1
.

Recommendation of the
MONEYVAL Report

Ensure conspiracy to commit ML involving two pess@ncovered not only in cases involving
organised crime.

Measures taken to
implement the

Due to new definition of preparation for a crimeAirt. 13 of new Criminal Code (see Anne
3) is ensured that conspiracy to commit ML invotytwo persons is covered not only in cages




Recommendation of the
Report

involving organised crime.

Recommendation of the
MONEYVAL Report

More emphasis should be place on the third partyntering and clarifying the eviden
required to establish the underlying predicate utamomous ML prosecutions.

LE

Measures taken to
implement the
Recommendation of the
Report

Slovak authorities consider the realization of teisommendation as continuous process in
order to improve current situation.

Recommendation of the
MONEYVAL Report

Keep more detailed statistics covering the naturilb investigations, prosecutions,
convictions and sentences including the detaifgredicate offences and whether prosecuti
were brought autonomously.

DN

Measures taken to
implement the
Recommendation of the
Report

Slovak authorities consider the realization of teisommendation as continuous process in
order to improve current situation.

(Other) changes since th¢

last evaluation

Recommendation 5 (Customer due diligence)
I. Regarding financial institutions

Rating: Partially Compliant

Recommendation of the
MONEYVAL Report

Articulate the national policy on risk of ML/CFT{ light of 3" EU directive) and improve and

enhance guidance notes across the whole finane@bs.

Measures taken to
implement the
Recommendation of the
Report

With regard to issuance of guidance notes acrassvtiole financial sector; no new guideli

e

has been issued by the NBS in this area, in spiteeofact that there is a working version for

the banking market participants mirroring the reguients of the 3rd EU Directive and

e

Implementing Directive (2006/70/EC), but after dissions with banks, who clearly indicated

that such new, extensive obligations, which sultstiy change the existing AML/CF

preventive regime would not be accepted by a nadibg guideline, the NBS decided [to

postpone the issuance of such a set of recommendadifter the new AML/CFT law is |
force.

Recommendation of the
MONEYVAL Report

It would be preferable for the AML Law to cover nt@cation at account opening
establishing business relations across all repgytmtities.

Measures taken to
implement the
Recommendation of the
Report

There was no change in the existing preventive taat;only in this regard, but at all. For th

reasons, the new draft AML/CFT law will be citedséa though currently it is before the

discussion in the Government).

The draft requires all obliged (meaning “reportipnghtities (all financial institutions and al

at
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DFNBP’s are covered), to identify always a new ntli@t establishing the busing

SS




relationship, including account opening.

Recommendation of the
MONEYVAL Report

Provide reference in insurance and securities lawsregulations to the requirement
undertake CDD measures when establishing busirasans.

[0

Measures taken to
implement the
Recommendation of the
Report

There was no change in the existing laws on insgramnd securities in this regard. For tha

reasons, the new draft AML/CFT law as cited abiveclevant.

Recommendation of the
MONEYVAL Report

Cover in Law or Regulation the requirement for CBRasures when carrying out occasio

wire transfers (which fully include the verificatigprocess) and in cases of doubts regarg

the veracity or adequacy of previously obtained@uer identification data.

hal
ing

Measures taken to
implement the
Recommendation of the
Report

There was no change in the existing preventiveifathis regard; the new draft law requires

CDD measures including verification to be undertafilsvays:
- by occasional transactions over 15 000.- EURO

- regardless any threshold in case of:
- doubts about the accuracy or veracity of providédrimation or
- in case of suspicion.

Moreover, if it is one-off transaction executed the FX office and/or the wire transf
provider, which is not a bank (currently 2 such pamies are active on the financial mark
the threshold is lower, i. e. every client is toitlentified and verified, if the transaction
more then 1 000.- EURO.

Br
bt)
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Recommendation of the
MONEYVAL Report

Provide in the insurance and the securities lawglguoice on which documents are relialp

independent documents for verification of iderdtiien for natural persons.

e

Measures taken to
implement the
Recommendation of the
Report

There was no change in the existing laws on inggramd securities in this regard. The d
AML/CFT law includes detailed requirements on IDcdments (basically ID card, passp

and residence permit in case of non-residents lagible), which have to be followed by 4l
obliged entities in the process of identificatiomdaverification of a client being a natufal

person.

- af
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Recommendation of the
MONEYVAL Report

Promulgate enforceable guidance on how the vetifica process should apply to legal

persons (especially non-resident legal persons).

Measures taken to
implement the
Recommendation of the
Report

No guidance on this issue has been promulgatedirdfeAML/CFT law contains instructiors

on verification of clients including foreign legpérsons; meaning that the basic scope o
and verification does not differ in case of foreiggal entity from the procedure applied

F I
in

case of a Slovak legal entity; but according toeoghrovisions in section, which determirjes

the CDD measures; the obliged entities have to italceregard when applying CDD alwa

y'S

ML/TF risk inherent in a concrete relationship wahconcrete client or a concrete type qf ¢
business transaction. Moreover the draft contdsts @ requirement to pay special attention tc

any business transaction or type of a businesghndould be more open to ML/TF risk ang
obliged to apply measures eliminating such riskse Way how this will be done in practi
must be dealt with in the internal preventive pemgme of each obliged entity, which is to
issued in line with the draft AML/CFT law until emdarch 2008.

IS
56




Recommendation of the
MONEYVAL Report

Clarify the timing of verification across the whalkthe financial sector.

Measures taken to
implement the
Recommendation of the
Report

No other clarification beyond the draft AML/CFT la in place as yet. The draft stipula
the verification as a component of due diligencecpdures; meaning it has to be dq
together with identification by all obliged entiieby all means it has to be finished before
establishment of the business relationship or leefoe business transaction is being execu

€S
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Recommendation of the
MONEYVAL Report

The definition of beneficial owner as set out ie FPATF Recommendations in respeci
ultimate control of the customer and the naturatspas who exercise ultimate effect
control over legal persons or arrangements sho@giovided for in Law or Regulation.

0
VE

Measures taken to
implement the
Recommendation of the
Report

Since the last evaluation in May 2005, the Act anigs has been amended in May 2(
allowing banks and foreign banks branches to regoy each transaction from their clie
being legal persons, information on ownership (d\@¥). Respective Art. 93a is enclosed.

The draft AML/CFT law goes further and deals witistissue in more detail; in line with tme

EU Directive, there is the obligation to identityet beneficial owner in case of legal enti
for all obliged entities; the risk-based approactaken into regard in this issue.

06
Nts

SN

Recommendation of the
MONEYVAL Report

Review the notion of ongoing due diligence compreively in all financial sector laws ¢
regulations.

Measures taken to
implement the
Recommendation of the
Report

The review has been incorporated into the draft ABHT law, which contains the obligatiq
to conduct due diligence procedures in preciselgcsied situations (e. g. always |
establishing a new business relationship, by camuymne-off transactions over 15 0
EURO, in case of doubts about the accuracy or itgrat provided information, in case
suspicion, on entering the casino by a naturalgmeris case of a client requires to be paid
against the already non- existent bearer passbaokkalso it determines that due diligenc
to be understood as consisting of:

- identification and verification,
- determination of beneficial owner including verdtmon (risk-based approach),

- asking the information on the substance of thertass relationship (e. g. a busin
plan),

- conducting on-going monitoring of a client actiggj whether they are in line with h
proclaimed business plans, whether his risk praéleshowing substantial changg
including the flow of up-dated information on hidigities, etc.
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Recommendation of the
MONEYVAL Report

Review and ensure that the practice of making aR #8here CDD cannot be completed

satisfactorily is provided for and is effectivelyevating.

Measures taken to
implement the
Recommendation of the
Report

The new draft AML/CFT law provides for the obligati to refuse the establishment of
business relationship in case due diligence camotcompleted and in case benefig
ownership cannot be determined and in another gimvithere is the obligation to report sy
cases to the FIU immediately.

he
ial
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Recommendation of the
MONEYVAL Report

Enforceable guidance to all financial institutionsvering the policy on application of CDID

measures to existing customers could be refined.




Measures taken to According to the new draft AML/CFT law, all obligeshtities do have to apply due diligerjce

implement the also to existing clients in a proper timeframe,dshen risk-oriented approach, but there |s :
Recommendation of the | deadline of end March 2009 for obliged entitiea¢complish it.
Report

Recommendation of the | The reporting duty should cover the NBS in respéids commercial activities.
MONEYVAL Report

Measures taken to The new draft AML/CFT law contains a provision, aiidetermines that the National Bank
implement the of Slovakia by commencing of business activitiesefling and administering the accountg o
Recommendation of the | 5\yn employees and conducting FX operations) isoffiged entity and thus, has to comply
Report with respective obligations of the AML/CFT law afies entering into force.

(Other) changes since th¢
last evaluation

Recommendation 5 (Customer due diligence)
Il. Regarding DNFBP?

Recommendation of the | All requirements in relation to full identificatioof beneficial ownership and additiongl

MONEYVAL Report identification/KYC rules should apply to DNFBP esp#y regarding higher risk
activities

Measures taken to On the basis of the draft che new AML/CFT Act, DNFBP as obliged entities

implement the always obliged to carry out CDD which shall comeris

Recommendation of the

Report » identifying the customer and verifying the custolédentity on the basis of
documents, data or information obtained from aabdé and independent
source;

» identifying, where applicable, the beneficial owraed taking risk-based and
adequate measures to verify his identity so that itistitution or person
covered by this Directive is satisfied that it kreowho the beneficial owner
is, including, as regards legal persons, trustssamilar legal arrangements,
taking risk-based and adequate measures to unadertte ownership and
control structure of the customer;

« obtaining information on the purpose and intendatumre of the business
relationship;

e conducting ongoing monitoring of the business reteship including scrutiny
of transactions undertaken throughout the courgbatfrelationship to ensure
that the transactions being conducted are consigigh the institution's or
person's knowledge of the customer, the businedgisk profile, including,
where necessary, the source of funds and ensuratghite documents, data or
information held are kept up-to-date.

DNFBP may determine the extent of such measures 1gk-sensitive basis dependihg
on the type of customer, business relationshipdymb or transaction. The institutio

Zj.e. part of Recommendation 12.



shall be able to demonstrate that the extent ofrtbasures is appropriate in the view of

the risks of money laundering and terrorist finagci

MONEYVAL Report

Recommendation of the

CDD should be required by real estate dealers, Ewynotaries and other independé¢nt
legal professionals and accountants in the circamsgs set out in Recommendation 12.

Measures taken to
implement the

Report

Recommendation of the

Real estate dealers (agents), lawyers, notarieotred independent legal professionals
and accountants are covered by the draft of the ABM/CFT Act as obliged entitiep
with obligation to carry out CDD and its extent thie basis of risk-based approach. The
draft of the AML/CFT Act directly requires:
a) casinos always to carry out CDD on entry of a ratperson to casino and at the
same time identify and verify the identity of a g@m who purchases or changes
gambling chips in casino in amount of 1.000,- EURnore,
b) lawyers and notaries to carry out CDD if they pdevicustomer with a legq
service concerning the
buying and selling of real property or businesgalwd a company,
managing or custody of the funds, securities oen#ssets,
opening or management of a bank account or a $iesusiccount, or
creation, operation or management of a companygsanciation of natural arjd
legal persons, a special purpose association gepy or of a similar legq
person.

PR

last evaluation

(Other) changes since th¢

Recommendation 10 (Record keeping)
I. Regarding Financial Institutions

Rating: Largely Compliant

Recommendation of the
MONEYVAL Report

Consider providing a legal basis for keeping tractgan records and identification data fer
longer than five years if necessary when propeéguired to do so in specific cases by
competent authority.

Measures taken to
implement the
Recommendation of the
Report

On the basis of the draft of the AML/CFT Act, thieliged entity is required to keep data
written documents obtained from the customer fqgredaod of five years after the busingss
relation with their customer has ended or afterath@ of the business relation.

The obliged entity is required to keep such dathwartten documents for a period of at lepst
five years if FIU shall request to do so in writtiemm, FIU shall specify period and scope
keeping data and written documents.

Recommendation of the
MONEYVAL Report

Consider harmonizing the period of retention ofitféecation data between the Act on Barnks
and the AML Law (i.e. at least five years followthg termination of the account or busingss
relationship).

Measures taken to
implement the
Recommendation of the
Report

The period for retention of identification data endhe Act on Banks and the AML/CFT Agct
is the same, the new legal framework will be in pbance with the present AML Act — it is|a
period of at least five years.

Recommendation of the
MONEYVAL Report

Clarify in the AML Law or in Decree that identifitan data should be retained to inclufle
account files and business correspondence.




Measures taken to
implement the
Recommendation of the
Report

On the basis of the draft of the AML/CFT Act, théliged entity is required to keq
identification data including account files and iness correspondence for a period of at |
five years

P
Pa

Recommendation of the
MONEYVAL Report

Clarify in the AML Law that customer identificatiatata (as well as transaction record
should be available on a timely basis to a compedeithority in specific cases upon prog
authority (which should include the Police genegralhd not just the Financial Police).

S)
er

Measures taken to
implement the
Recommendation of the
Report

Obligation of financial institutions to provide Witcostumer identification data (as well
transaction records) to Police is covered in Sacib paragraph 4 letter g of the Act on Bar

(“A report on matters concerning a client that subject to bank secrecy shall be submitte(
a bank or branch office of a foreign bank withdug prior approval of the client concer
solely upon request made in writing by the crimipalice and financial police services of

as
ks

| b
d
e

Police Corps for the purposes of detecting crimamk, the detection of and search for thei

perpetrators and especially in the case of taxiewasllegal financial operations, and mo
laundering.”)

On the basis of the Section 29 a) paragraph 4eoPtilice Act the Police Officer belonging
Criminal or Financial Police is authorised to resfuieom banks and foreign bank branches
reports on their customer identification data bgcltising tax evasions and illicit financ
transactions or money laundering.

y

to
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(Other) changes since th¢

last evaluation

b

Recomnendation 10 (Record keeping)
Il. Regarding DNFBP?

Recommendation of the
MONEYVAL Report

All essential criteria marked with an asterisk irdR 10 should be covered for DNFBP by |
or regulation.

<\

Measures taken to
implement the
Recommendation of the
Report

All essential criteria marked in R 10 are cover@dDNFBP by the new preparing AML Act.

(Other) changes since th
last evaluation

A1

%j.e. part of Recommendation 12.
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Recommendation 13 (Suspicious transaction reporting
I. Regarding Financial Institutions

Rating: Partially Compliant

Recommendation of the
MONEYVAL Report

Reporting obligations needs explaining in guidangaaticularly on FT.

Measures taken to
implement the
Recommendation of the
Report

The new term “financing of terrorism” is introducesid defined by the new AML Act,
stems from § EU AML/CFT Directive. This term has not been definin the Slovak rule d
law yet.

- -t

Recommendation of the
MONEYVAL Report

AML Law should provide for attempted transactions.

Measures taken to

On the basis of the draft of the AML/CFT Act, thieliged entity is required to report to FlU

implement the not only unusual transaction but also attempt tosdowithout delay. The obliged entity |is
gggggme”dm'on ofthe | required to report to FIU refusal to execute ansualitransaction, too.

Recommendation of the | Clear guidance on unusual business activities ngadwiding to all the financial sectdr
MONEYVAL Report (which includes guidance on personal transactions).

Measures taken to So far pending legal framework which will assureyiding systematic education of obliggd
implement the entities and publishing information about trendsl dypologies in money laundering ahd
Recommendation of the | financing of terrorism is a part of the draft oethew AML/CFT Act. This new draft clearly
Report resolves doubts and it includes explicitly personednsactions apart from busingss

transactions.

(Other) changes since th
last evaluation

A1

Recommendation 13 (Suspicious transaction reporting
Il. Regarding DNFBP*

Recommendation of the
MONEYVAL Report

The issue of potential risks that may arise hawnginess relationships and transactions with
persons from countries which do not or insuffidgapply the FATF recommendations neefls
to be addressed in regard of the DNFBP.

Measures taken to
implement the
Recommendation of the
Report

On the basis of draft of the new AML/CFT Act DNFBIRe obliged to pay special attentiB
and apply enhanced customer due diligence measovesrds clients from countries n

applying the FATF recommendations. DNFBT carry eahanced customer due diliger]
measures in dependence on risk of money laundarndderrorism financing.

n
t
CeE

Changes since the last
evaluation

“i.e. part of Recommendation 16.

11



Special Recommendation Il (Criminalise terrorist financing)

Rating: Non-Compliant

Recommendation of the
MONEYVAL Report

Introduce an independent, autonomous offence ofwhich explicitly addresses all th
requirements of SR.II and the IN.

e

Measures taken to
implement the
Recommendation of the
Report

Slovak Republic is ready to introduce autonomoummioal offence of financing terrorist ag
and terrorist groups, which takes into accounteduirements of special recommendatio
and IN. The relevant amendments of the criminaleC@tt No. 300/2005 Coll.) are curren
being preparaed and are expected to be submitted legislative procedure in Septemf
2007.

[S
Il

ly

er

(Other) changes since th
last evaluation

Special Recommendation IV (Suspicious transactioreporting)
I. Regarding Financial Institutions

Rating: Non-Compliant

Recommendation of the
MONEYVAL Report

The financing of terrorism reporting obligation mkseexplicitly clarifying in the law to ensu
that subject entities report where they suspechawve reasonable grounds to suspect
funds are linked or related to, or are to be used terrorism, terrorist acts or terroris
organisations.

e
ha

p—

Measures taken to
implement the
Recommendation of the
Report

Financial institutions are obliged to pay spect#tmtion to business operations where thele |

reasonable assumption that:

a) a customer or a beneficiary owner is a persamagwho international sanctions accord
to a special regulation are executed or a persanmayy be in relation to a person against \
international sanctions connected with financingeoforism are executed,

b) its subject matter is or is to be a thing oreaviee which may be related to a thing
service against which international sanctions cotete with financing of terrorism
executed.

The obliged entity is required to report the abawentioned kind of business operations
attempt to do so to FIU without delay.

olra
ape
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(Other) changes since th
last evaluation

Special Recommendation IV (Suspicious transactioreporting)
Il. Regarding DNFBP

Recommendation of the
MONEYVAL Report

The financing of terrorism reporting obligation mkseexplicitly clarifying in the law to ensu
that subject entities report where they suspechawve reasonable grounds to suspect

e
ha

p—

funds are linked or related to, or are to be used terrorism, terrorist acts or terroris|

12



organisations.

Measures taken to
implement the
Recommendation of the
Report

The obligation mentioned in connection with finalaenstitutions are obliged for DNFBP.

(Other) changes since th
last evaluation

A1

3. Other Recommendations

In the last report the following FATF recommendatiovere rated as “partially compliant” (PC) or “non
compliant” NC (see also Appendix 1). Please, sgdoif each one which measures, if any, have bdemtto
improve the situation and implement the suggestionsnprovements contained in the evaluation repor

Recommendation 2 (Mental element and corporate lidlity)

Rating: Partially Compliant

Recommendation of the
MONEYVAL Report

Satisfy themselves that all the language of art@&(&) (a) (b) of Palermo Convention a
article 3(1)(b) and (c) of the Vienna Conventiontba physical and the mental aspects of
ML offence are covered in article 252.

nd
th

Measures taken to
implement the
Recommendation of the
Report

All the language of article 6 (1) (a) (b) of Paler@onvention and article 3 (1) (b) and (c)
the Vienna Convention on the physical and the nhem$épects of the money launderi

offence are covered now in the provision of Art32¥ the Criminal Code (see Annex|.

excluding intention to help another person. Thigrgloming of the legal regulation as well
the problems with translation of the relevant tems English language will be eliminated
the amendments of the Criminal Code, which areecily being prepared

ng
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Recommendation of the
MONEYVAL Report

Consider ensuring in guidance or legislation thabwledge can be inferred from object
factual circumstances

ve

Measures taken to
implement the
Recommendation of the
Report

Guidance that knowledge can be inferred from objedactual circumstances is dealt with
the criminal law of the Slovak Republic by reguatiof assessment of evidence by the
enforcement agencies. There is no need for furdwrlation.

in
av

(Other) changes since th
last evaluation

Recommendation 3 (Confiscation and provisional meases)

13



Rating: Partially Compliant

Recommendation of the
MONEYVAL Report

Ensure that the legal regime for seizure and fregzovers all indirect proceeds, substitufes

etc which may be liable to confiscation in due saur

Measures taken to
implement the
Recommendation of the
Report

Legal regime for seizure and freezing of all indirproceeds, substitutes, etc., which may
liable to confiscation during the course of crimimeioceedings, was established by th
definitions as stated in:

- Art. 55 par. 4, section 73 par. 1 c), d) of then@nal Code (Act No. 140/1961 Coll
Criminal Code (Act No. 300/2005 Coll. ) effectivense 1 January 2006 (see Annex 3)

- and in Art. 47, Art. 78 — 85b, Art. 348, Art. 408 &nd Art. 443 of the Code of Crimingl

Procedure (Act No. 141/1961 Coll.) effective uBtl. December 2005, currently Art. 89
98, Art. 426, Art. 515 par. 2 e) and Art. 551 oé tBode of Criminal Procedure (act N
301/2005 Coll.) effective since 1 January 2006.

Improvements of the regulation will by provided te amendments of the Code of Crimi
Procedure to by submitted into legislative procedarSeptember 2007.

b

eil

)
effective until 31 December 2005, currently Art. pér. 4, Art. 83 par. 1 d), e) of the

0.

.]

Recommendation of the
MONEYVAL Report

Clear legal provisions for confiscation from thiparties.

Measures taken to
implement the
Recommendation of the
Report

Confiscation from third parties had been regulatedrt. 73 par. 1 c), d) of the Criminal Co(
(Act No. 140/1961 Coll.) effective until 31 Decennt905, currently Art. 83 par. 1 d), e)

the Criminal Code (Act No. 300/2005 Coll.) effeetigince 1 January 2006. Improvement$
the regulation will be provided by the amendmeritthe Criminal Code to be submitted into

legislative procedure in September 2007.

al

le
pf

D

Recommendation of the
MONEYVAL Report

0

Establish a culture in the prosecution and judigiavhich seeks routinely to apply provisiofal

measures and confiscation in major proceeds-gemgyaases.

Measures taken to
implement the
Recommendation of the
Report

Slovak authorities consider the realization of ttdsommendation as continuous proces
order to improve current situation.

v)

Recommendation of the
MONEYVAL Report

Keep accurate statistical data.

Measures taken to
implement the
Recommendation of the
Report

Slovak authorities consider the realization of ttdsommendation as continuous proces
order to improve current situation.

(Other) changes since th¢

last evaluation

14



Recommendation 6 (Politically Exposed Persons)

Rating: Non-Compliant

Recommendation of the
MONEYVAL Report

Put in place by Law, regulation or other enforcealpheans rules regarding PEPs cover
criteria 6.1 to 6.4 of the Methodology in the whidencial sector.

ng

Measures taken to
implement the
Recommendation of the
Report

The new draft AML/CFT Act contains a definition BEP’s (non-residents, including th
close relatives and those, who co-operate with jreemd also another obligation to cond
enhanced due diligence in case of such a persatyding the approval of manageme

bir
ICt
nt,

determination of the origin of property and finaldunds and on-going detailed monitoring

of such accounts).

(Other) changes since th
last evaluation

A1

Recommendation 7 (Correspondent banking)

Rating: Non-Compliant

Recommendation of the
MONEYVAL Report

Implement by law, regulation or other enforceableeams guidance on cross-border

correspondentelationships in accordance with Recommendation 7

Measures taken to
implement the
Recommendation of the
Report

The new draft AML/CFT law contains in this regard:

a provision requiring financial institutions to @t enhanced due diligence in case

e O

cross-border correspondent relationships, whenriélated to countries, which are ot

the EU member states,

or other credit institution, which is maintainingch correspondent relationships
credit institution, which is not complying with prentive regime comparable to t
requirements laid down by the Slovak preventivemeg

a provision prohibiting to enter into or continwmesiuch a relationship with a shell bz1n
0

K
a
ne

(Other) changes since th
last evaluation

A1

Recommendation 8 (New technologies & non-face-toda business)

Rating: Non-Compliant

Recommendation of the
MONEYVAL Report

Put in place by Law, regulation or other enforceabteans procedures to prevent the mis
of technological developments and non face to felegionships.

Uus

Measures taken to
implement the

The new draft AML/CFT Act contains a provision raug the obliged entities to pay spec|
attention to all products, business transactiors re@w technologies, which could be m

al
Dre
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Recommendation of the
Report

vulnerable to ML or TF risk or could bear less sparent characteristics and moreover, the

have to apply adequate measures to prevent thesengfisuch products, business transact]
and new technologies for the purposes of ML andtiEse preventive measures have t(g
included into the internal programme, which hasb® issued by the obliged entities
accordance to the draft AML/CFT Act within the deténed timeframe of end March 2008.

(Other) changes since th
last evaluation

A1

Recommendation 11 (Unusual transactions)

or
b
n

Rating: Non-Compliant

Recommendation of the
MONEYVAL Report

Recommendation 11 should be transposed and finanstgutions should be required by I
or regulation or other enforceable means to examtime background and purpose of
complex, unusual large transactions or unusualgratt of transactions that have no appar
or visible economic or lawful purpose.

W
Al
B!

Measures taken to
implement the
Recommendation of the
Report

On the basic of draft of the new AML/CFT Act theligbhd entity shall pay special attention
all complex, unusually large or unusually pattertr@shsactions as well as to all transacti
without any apparent economic or lawful purposesT& one of the basic obligations whi

to
DN
Ch

the obliged entities are required to follow with@xception. All the information gained haje

to be available in written form to FIU.

(Other) changes since th
last evaluation

A1

Recommendation 12 (DNFBP)

Rating: Non-Compliant

Recommendation of the
MONEYVAL Report

Information campaign and outreach required to DNFRBRexplain obligations.

Measures taken to So far pending legal framework which will assureyiding systematic education of obliggd

implement the entities and publishing information about trendsl dypologies in money laundering ahd

Recommendation of the | financing of terrorism is a part of the draft ofetmew AML/CFT Act. After the new

Report AML/CFT Act comes into effect, this obligation f&1U will directly result from the law. Sp
far the mentioned information have been providedobtiged entities when controls pr
trainings of the obliged entities were carried out.

Recommendation of the | Implementation of Rec. 6 (PEPs) required for DNFBP.

MONEYVAL Report

Measures taken to The new draft AML/CFT Act contains a definition BEP’s (non-residents, including thpir

implement the close relatives and those, who co-operate with jreemd also another obligation to condyct

Recommendation of the | enhanced due diligence in case of such a persaiyding the approval of management,

Report determination of the origin of property and finaldunds and on-going detailed monitoring

of such accounts).

Recommendation of the
MONEYVAL Report

Clear guidance re emerging technological develogsegquired.

16



Measures taken to
implement the
Recommendation of the
Report

Please see Rec. 8

(Other) changes since th
last evaluation

A1

Recommendation 15 (Internal controls, compliance ahaudit)

Rating: Partially Compliant

Recommendation of the
MONEYVAL Report

Recommendation 11 should be transposed and finlainstgtutions should be required by I3
or regulation or other enforceable means to exantime background and purpose of
complex, unusual large transactions or unusualgrat of transactions that have no appar
or visible economic or lawful purpose.

W
Al
1

Measures taken to
implement the
Recommendation of the
Report

This has been answered in comments to Rec. 11

Recommendation of the
MONEYVAL Report

Screening procedures to ensure high standards wiieng employees need requiring
enforceable means.

Measures taken to
implement the
Recommendation of the
Report

There was no change in this issue; meaning theptanoee policy towards new employees
obliged entities remains unregulated. As a matfefaot, financial institutions general
require before a new employee is hired to submdear criminal record, this policy

commonly determined by their internal procedures.

Recommendation of the
MONEYVAL Report

The requirement of a designation of a compliandeeaf at management level needs to
covered by enforceable means and it would assidelioeate his / her functions from interr]
audit and ensure he/she can act independently, gaadter clarification of the compliang
officer’s powers and role is needed

Measures taken to
implement the
Recommendation of the
Report

On the basis of the draft of the new AML/CFT Ace tbbliged entity is required to establ
“Compliance Officer” responsible for protection agd money laundering and financing
terrorism. Compliance Officer reports unusual teemi®sns to FIU and co-operates w,
foreign FIUs. On the basis of internal regulatidhe obliged entity shall define position
Compliance Officer and shall guarantee all his cerapces and powers to perform du
specified by the law.

Sh
of
th
of
ies

(Other) changes since th
last evaluation

A1
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Recommendation 16 (DNFBP)

Rating: Non-Compliant

Recommendation of the
MONEYVAL Report

Greater clarification of the position of complianofficers at management level (in so far
relevant to DNFBP) should be provided and intersydtems and policies need developing.

as

Measures taken to
implement the
Recommendation of the
Report

On the basis of the draft of the new AML/CFT Ace tbbliged entity is required to establ
“Compliance Officer” responsible for protection agd money laundering and financing
terrorism. Compliance Officer reports unusual tesions to FIU and co-operates w|
foreign FIUs. On the basis of internal regulatidhe obliged entity shall define position
Compliance Officer and shall guarantee all his cet@apces and powers to perform du
specified by the law.

Sh
of
th
of
ies

Recommendation of the
MONEYVAL Report

The issue of potential risks that may arise hawnoginess relationships and transactions
persons from countries which do not or insuffidiemipply the FATF recommendations ne
to be addressed in regard of the DNFBP.

ith
o

Measures taken to
implement the
Recommendation of the
Report

On the basis of the draft of the new AML/CFT ActNEBP are obliged to pay spec
attention and apply enhanced customer due diligeneasures towards customers fr

al
DI

countries not applying the FATF recommendationsFBR carry out enhanced customer qiug

diligence measures in dependence on the risk okegntaundering and financing of terroris
In connection with suspicion of money launderingl dmancing of terrorism, the obligsg
entity shall report unusual transactions to FIU.

This obligation doesn’t apply to:

a) lawyers and notaries in case the information ha® ldtained during or in connecti
with

» processing of legal analysis,

» advocacy of a customer in criminal procedure,

» pleading of a customer on trial,

» providing with legal advice connected with the @boentioned activities.

b) auditors, accountants and tax advisers acting depandent legal professionals or
case they acquire information in connection witbvuting legal advice in connectid
with activities mentioned under letter a).

m.
d

s

n

Recommendation of the
MONEYVAL Report

Paying special attention to all complex, unusuagéatransactions needs applying to DNF
by law, regulation or other enforceable means.

Measures taken to
implement the
Recommendation of the
Report

On the basic of draft of the new AML/CFT Act theligbd entity shall pay special attention
all complex, unusually large or unusually pattertr@shsactions as well as to all transacti
without any apparent economic or lawful purposes& one of the basic obligations whi
the obliged entities are required to follow with@xception. All the information gained hal
to be available in written form to FIU.

to
DN
Ch

(Other) changes since th¢

last evaluation

h
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Recommendation 17 (Sanctions)

Rating: Partially Compliant

Recommendation of the
MONEYVAL Report

A general power to sanction for CFT issues is regfiacross the whole financial sector.

Measures taken to
implement the
Recommendation of the
Report

The new legal framework defines sanctions to guerartheir adequacy and sufficig
preventive effect for infringement of duties givby the law connected with prevention
money laundering and financing of terrorism.

nt
of

Recommendation of the
MONEYVAL Report

All AML/CFT obligations which under the Methodolaghould be required by law, regulatic
or other enforceable means should be capable oigoganctioned.

DN

Measures taken to
implement the
Recommendation of the
Report

On the basis of the draft of the new AML/CFT Adpanistrative offences and its sanctioning

are classified in terms of their power to influempeepose of the law. All infringements of dy

specified for the obliged entity concerning prevamtof AML/CFT are possible to be

sanctioned on the basis of the new legal framework.

ty

Recommendation of the
MONEYVAL Report

Greater clarification of roles in supervision isqared between the FIU and prudent
supervisors to avoid double sanctioning.

al

Measures taken to
implement the
Recommendation of the
Report

In fact, since the MoU between the NBS and the $igiof Interior (signed to the end of
2002; revised twice since then) is in force therea case of double sanctioning. Operation
meetings held at least twice a year are used tol @ueh a situation.

The new draft AML/CFT law provides clearly for séinaing the non-compliance of th
whole scope of the preventive law for the FIU tadgaall obliged entities and in case
financial market participants, also for the NBScase of casinos for the Ministry of Finan
The requirement for the NBS and the Ministry ofdfine to inform the FIU about planned (

Al

e
of
CEe.
n_

site inspections in financial institutions and oasi, as well as the outcome of such inspectjor

and recommended remedial actions is also contamélle draft preventive law. Moreove
there is a provision, which foresees joint inspedi of the FIU with either the NBS or t
MoF; if counterparts agree on it. The FIU is obtigey the draft AML/CFT law in case
revocation of an authorization for serious non-cbamge comes into regard to inform
written respective licensing authority (e. g. thB3\ the MoF, etc.) about such a situation
it is the licensing authority, who is then obligedtake appropriate measures and inform g
the FIU.

r,
ne
a
in
AN
ac

(Other) changes since th¢

last evaluation

D

Recommendation 19 (Other forms of reporting)

Rating: Non-Compliant

Recommendation of the
MONEYVAL Report

Consider the feasibility of reporting all transamtis above a fixed threshold to natiofal

central agency.

Measures taken to
implement the
Recommendation of the
Report

The feasibility of reporting all transactions abavédixed threshold to FIU is not covered
the new AML/CFT Act.

by
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Recommendation 20 (Other DNFBP and secure transaci techniques)

Rating: Partially Compliant

Recommendation of the
MONEYVAL Report

Consideration should be given to those DNFBP that @ risk of being misused for TF
well as ML.

AS

Measures taken to
implement the
Recommendation of the
Report

On the basis of the new AML/CFT Act, each entemrisot covered by the definition of tk
obliged entity who carries out business in amoureast of 15.000,- EUR in cash, shall
ranked among the obliged entity regardless of wdretifie transaction is executed in a sirn
operation or in several linked operations.

e

Ibe

gle

Recommendation of the
MONEYVAL Report

Develop an overarching strategy on the use of moderd secure techniques of mone)

management.

Measures taken to
implement the
Recommendation of the
Report

Slovak banking sector at the end of 2006 consistel banks and 7 foreign banks branc
and 10 representation offices of foreign banks.r@heere also 123 banks providing servi
on cross-border basis. Most of the banks have bemed by banks headquartered in EU N
in all cases by strong international or at leagia®al groups. Slovak capital represents @
10,44 % in all banking sector. The decisions takahin large international groups on t
level of the group without any specific focus omvalk market that is the smallest in cen
Europe were considered by Slovak Authorities asgnessive development by now. In sug
constellation Ministry of Finance does not consitteat any strategy inciting more modq

he
Ces
NS
niy
e
ra
h ¢
n

mass payments would be needed. There is no tradificheques and penetration of paymen

cards evolves steadily.

The financial market participants, especially bankseign banks branches and e-mo
institutions (there is no one active beyond bamd @oss-border e-money institutions ac
in the financial market as yet) actively develop tharket with various types of credit
debit cards. Statistical data (from the NBS AnnRalport 2006) show a steady growth
numbers of issued cards, numbers of clients udiegnt numbers of ATM’s available
country and numbers of POS terminals.

As at 31 December 2006, the number of active banment cards in circulation stood
4,475,861, which represents an 11% increase in aosgm with 2005. Of the total numbq
debit cards form 75% and credit cards 25%. Bankoooesrs in Slovakia may use a network

ne\

VE
d
in

n

at
b,
of

2,009 ATMs and 22,665 POS payment terminals. In6288nk payment card holders mg
more than 120 million transactions in a total amooialmost SKK 290 billion, which i

de

comparison with 2005 represents an 11% increaskeimumber of transactions and a 1f%
increase in the value of transactions. A trend withank payment card acceptance is |the
marked growth in the number of POS terminals in ganson with the increase in the number
of ATMs. Over 2006 the number of POS terminals nogd 9%, while the number of ATMs

rose by 8%. Although ATM cash withdrawals still doate, the trend is one of continuing
dynamic growth in card payment.

The risk of misuse of such products is identifigdthe banking industry and is commor

nd

y

discussed in the frame of the Banker’s Associatioth Slovak Bank Card Association and

communicated then accordingly to the clients.

The aim of the Authorities is above all to oversealthy competition on the market ahd

engage in the protection of consumer. Moreover kgui@xtension of credit cards would
perceived by MoF as too risky due to less expeeesith this kind of consumer credit fro
the side of average Slovak consumer.

be
m
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Ministry of Finance also supports healthy developta internet banking that on the oth
hand also represents higher risk situation. Farrgason we included a paragraph in the

er
1€\

AML Act allowing for non-face to face transactiorsgcuring at the same time that adeqdat

due diligence measures are taken (see commentdmneendation 8).

We expect a lot more concerning development of segure transaction techniques acros
the EU through introduction of new SEPA (Single &hean Payments Area) instruments.
expect that cheaper cross border services progde2EPA will stimulate the use of non cg

payments among Slovak consumers home and abroadiknthke more attractive especially

using of payment cards. Increased competition osscborder basis will contribute to furth
penetration of card business into the domestic@ogras well.

X
W
sh

er

(Other) changes since th
last evaluation

A1

Recommendation 21 (Special attention for higher ris countries)

Rating: Non-Compliant

Recommendation of the
MONEYVAL Report

Financial institutions should be required by law r@gulation or other enforceable means
examine the background and purpose of all complaxsual large transactions or unusy
patterns of transactions that have no apparentisible economic or lawful purpose.

al

Measures taken to
implement the
Recommendation of the
Report

Draft new Law bears in mind that obliged persongelta pay special attention to all compls
unusual large or unusual pattern transactions #sawéo all transactions without any appar
economic or lawful purpose. All complex, unusualgé or unusual pattern transaction
transactions and all transactions without any agaaconomic or lawful purpose are inclug
into the sample list of unusual transactions.

PX,
EN|
or
eC

Recommendation of the
MONEYVAL Report

Financial institutions should be required to payesjal attention to business relationships a
transactions with persons from countries which du or insufficiently apply the FAT
Recommendations.

nc

Measures taken to
implement the
Recommendation of the
Report

Draft new Law bears in mind that obliged persongehta pay special attention to clients fr(
countries not applying AML standards equivalentF&TF standards. Transactions with
client from third country not applying standardsie@lent to those in force in Slovakia g
included into the sample list of unusual busings=rations.

There is no explicit provision about countries, ethdo not or insufficiently apply the FAT
Recommendations in the draft new AML/CFT law; benegrally, comments mentioned
Recommendations 7& 8 are applicable also in tligdsmeaning the obliged entities havé
apply adequate countermeasures to mitigate higsleor in specific situations even to avq
direct relationship with counterparts from moreyigurisdictions (those, which do not apply
comparable preventive AML/CFT regime) and, in caseertain business transaction or cli
or product bears more risky features, special nreasoy obliged entities are to be taker]
mitigate the misuse for ML/TF purposes.

DM

re

F
to
P 1(
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il

(Other) changes since th
last evaluation
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Recommendation 22 (Foreign branches and subsidiasg

Rating: Partially Compliant

Recommendation of the
MONEYVAL Report

A general obligation is required for financial imtsitions to ensure their branches a
subsidiaries observe AML/CFT measures consistettt ®iovakian requirements and t
FATF Recommendations to the extent that host cpleatrs and regulations permits.

hd
he

Measures taken to
implement the
Recommendation of the
Report

Such a requirement is contained in the draft AMLOJQ&w and if the legal framework of
foreign country does not allow the application gfraventive regime equal to the Slovak (
(especially with regard to the ID, verification aretord keeping requirements), the oblig
entity (credit and financial institution) must imfo the FIU and also apply additional measy
to eliminate greater risk of ML/TF.

a
N
jec
re

Recommendation of the
MONEYVAL Report

Provision should be made for a requirement to pastipular attention to situations whelte

branches and subsidiaries are based in countried o not or insufficiently apply FAT
Recommendations.

-

Measures taken to
implement the
Recommendation of the
Report

As mentioned above.

Recommendation of the
MONEYVAL Report

Provision should be made that where minimum AML/@guirements of the home and h

DS

countries differ, branches and subsidiaries in hostintries should be required to apply the

higher standard to the extent that local (i.e. hastintry) laws and regulations permit.

Measures taken to
implement the
Recommendation of the
Report

As mentioned above.

(Other) changes since th
last evaluation

Recommendation 23 (Regulation, supervision and maworing)

Rating: Partially Compliant

Recommendation of the
MONEYVAL Report

A general power to supervise for CFT issues is ireguacross the whole financial sector.

Measures taken to
implement the
Recommendation of the
Report

This is addressed in the draft AML/CFT law; supsiom is carried out either by the F

U

(including the authorisation to conduct on-sitetool) or by the NBS, which is since Janugry

2006 single supervisory authority in Slovakia orthg Ministry of Finance in case of casin
Supervision conducted by the FIU: see annexesahd67.

DS.

Recommendation of the
MONEYVAL Report

More AML/CFT supervision is required across the lgHfmancial sector.

Measures taken to
implement the

Since the NBS has taken over the responsibilitgupervise the whole financial market; the

quality of supervision is being brought to the sadmeeel in all supervised entities. Starti

g
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Recommendation of the
Report

with the off-site reporting requirements and comitiy with supervisory manuals for the

conduct of on-site inspections, respective seconi@daislation has been amended and inte
procedures as well during the time frame from Jan@®06. In February 2007, a n{

organisational scheme provided for concentrationicg@nsing & enforcement supervisory

activities into one department covering all finatecharket participants, the same principle
been applied by reorganisation of off-site &on-sieggpartments. The main reason was to re

more harmonisation in day-to-day conduct of sumsom. As mentioned all supervisory

procedures& manuals are reviewed to mirror thedopsnciple of carrying out risk-base
supervision.

With the entry into force of the new AML/CFT lawx{@ected December 2007), interr
procedures to conduct on-site inspections will le¥iewed to include more detailg
requirements of the new preventive law for all pgvants of the financial market.

I'Nc
W

na
palC

d

al
bd

In 2006, 5 on-site inspections with the AML componé&ave been accomplished in the

banking market and in 2007, 1 in a bank, 1 in aisees dealer company and 1 in one of
Slovak asset management companies. No financialifas been imposed in this timefrar
but, corrective measures are always a componettieofinal protocol as the output of t
accomplished on-site inspection; their fulfilmastthen in due course subject to the rou
follow-up procedures.

the
he:
e
ine

Recommendation of the
MONEYVAL Report

Provision should be made to examine the fitness @mogriety of owners and significa
shareholders of FXs houses.

Nt

Measures taken to
implement the
Recommendation of the
Report

In this area no legislative change has been done.

(Other) changes since th
last evaluation

Recommendation 24 (DNFBP — Regulation, supervisicand monitoring)

Rating: Partially Compliant

Recommendation of the
MONEYVAL Report

More work and resources are required to create #eative risk based system for monitoring 4§
ensuring compliance with AML/CFT throughout thetgeand the provision of such sectoral guidan|

Ind

Measures taken to
implement the
Recommendation of the
Report

Control activities of FIU are focused on DNFBP (s&enex 8) which in terms of their busing
activities are the most important category by pn¢iea of ML/FT. FIU considers importance of t
obliged entity from the point of market coveringskr factors identified from other sources so t
control activities be pointed at the area withhighest risk of ML/FT.

SS
he
hal

Recommendation of the
MONEYVAL Report

More resources needed for monitoring and ensurrgpliance by casinos, and other DNFBP.

Measures taken to
implement the
Recommendation of the
Report

The issue of gambling games in the Slovak Republicovered by the Act No. 171/2005 Coll.
Gambling games and on Amendment and Supplemennte #cts form 16th of March 2005.

There are 2 companies in the Slovak Republic warehauthorised for operation of casinos :

1. Regency Casinos International, a.s. with 1 opemnatio

23



2. Casinos Slovakia, a.s. with 6 operations

From September 2006 till July 2007 there were toget229 general controls done by S
Supervision over casinos of Ministry of Financelwd Slovak Republic (in Regency Casinos Slov
— 58 general controls and in Casinos Slovakia —gefteral controls).

From September 2006 till July 2007 there were 4damtrols provided in company authorised
operation of casinos — Casinos Slovakia.

In Regency Casinos International no tax control masle from September 2006 until now.

te
Kié

for

(Other) changes since th
last evaluation

A1

Recommendation 25 (Guidelines and feedback)

Rating: Non-Compliant

Recommendation of the
MONEYVAL Report

Guidance to the financial institutions (and DNFB#®) assist their implementation of t
reporting duties on AML/CFT.

e

Measures taken to
implement the
Recommendation of the
Report

The draft of the new AML/CFT Act contains provisiovith the definition of the unusu

risk of ML/FT and which indicate how to recognizgeetunusual transaction by all oblig
entities while KYC principle is still applied. Acotding to the new legal framework, obligati
to provide obliged entities with information abdrgnds and typologies in money launder|

i1
transaction supplemented by the list of situatiasgch are typically connected with highEr
d
DN

and financing of terrorism and the way of recogmjzunusual transaction will for FIU direct

result from the law. Practical performance of tbisligation will be assured in form
trainings for particular sectors of obliged enstiand by means of information on a n
internet website of the Slovak FIU.

ne
y
f

W

Recommendation of the
MONEYVAL Report

Coordinated and consistent sector-specific guigsion both AML/ CFT issues should
established to assist financial institutions andRBY and adequate and appropriate feedb
should be addressed in line with the FATF Best tttas Guidelines.

be
Al

Measures taken to
implement the
Recommendation of the
Report

This area will be addressed after the entry intodmf the new preventive law.

As far as the issue of feedback is concerned, tiseaeprovision in the draft AML/CFT law
which obliges the FIU to publish the annual repant) also trendsé&typologies and to prov
specific feedback to the obliged entity on how tineisual business report has been dealt
by the FIU.

de
Wit

Recommendation of the
MONEYVAL Report

More work and resources are required to create Haotive risk based system for monitoring

and ensuring compliance with AML/CFT throughout Heetor and the provision of su
sectoral guidance.

Ch

Measures taken to
implement the
Recommendation of the
Report

This area will be addressed after the entry intodf the new preventive law.
Comments mentioned to Recommendation 23 are apfdica

(Other) changes since th
last evaluation

A1
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Recommendation 26 (The FIU)

Rating: Partially Compliant

Recommendation of the
MONEYVAL Report

Undertake more systematic training and provide gjinds and indicators on unusual busines

activities, particularly on FT

Measures taken to
implement the
Recommendation of the
Report

So far pending legal framework which will assureviding systematic education of oblig

bd

entities and publishing information about trendsl daypologies in money laundering apd

financing of terrorism is a part of the draft ofetmew AML/CFT Act. After the new
AML/CFT Act comes into effect, this obligation fé1U will directly result from the law. Sp
DI

far the mentioned information have been providedobtiged entities when controls
trainings of the obliged entities were carried out.

Recommendation of the
MONEYVAL Report

Provide more feedback.

Measures taken to
implement the
Recommendation of the
Report

On the basis of the new AML/CFT Act, FIU shall infothe obliged entity about relevance
a report received from the obliged entity as wedl @out procedures connected W

of
ith

processing of the report if the processing ofréport is not threatened. FIU on the basis of it:

powers and competences provides law enforcemehbmtigs with information if there ip
suspicion of committed crime. According to the npweventive law, FIU shall require layw

enforcement authorities to inform about action tekg and after its processing.

Recommendation of the
MONEYVAL Report

Clarify FT reporting obligations in line with SR.IV

Measures taken to
implement the
Recommendation of the
Report

Stated in SR.IV.

Recommendation of the
MONEYVAL Report

Revisit the system for requesting delays in tramgas under Section 9 AML law.

Measures taken to
implement the
Recommendation of the
Report

The system for requesting delays in transactiosslod changed. Obliged entity shall delay
unusual transaction in case until FIU receives rigggorting on the unusual transaction

obliged entity shall delay unusual transactionlif lask for such delay in writing form for 48

hours at the latest (excluding Saturdays or puimiidays).Obliged entity also delay unus

transaction after it receives the report of FlUwiriting form that the case was submitted| tc
law enforcement authority at most for 24 hoursunier of delays: 2005 — 8, 2006 — 17, 200"
- 2.
Recommendation of the | Maintain statistics on outcomes of information samtted to other bodies by the FIU.
MONEYVAL Report
Measures taken to New AML/CFT Act will solve this problem, with defition of feedback when FIU will
implement the dispose with information about disseminated infararato other bodies Please see annex p @

Recommendation of the
Report

Statistics of information transmitted to other exdby the FIU.

Recommendation 29 (Supervisors)

Rating: Partially Compliant
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Recommendation of the
MONEYVAL Report

Clearer provision for supervisory authorities tochange information with other compete
authorities enquiring into AML/CFT breaches.

Nt

Measures taken to
implement the
Recommendation of the
Report

In fact, since the NBS is a single supervisory ariti over the financial market, situation
not so complicated as it was during th&rdund evaluation; the co-operation with the FI{
on-going as mentioned in comments to Recommendaffoand another body, which con
into regard in this context, is the MoF, where é&hare no obstacles in exchanging approp
information.

s
_es
1at

Recommendation of the
MONEYVAL Report

NBS should have power to monitor AML/CFT in excleamguses.

Measures taken to
implement the
Recommendation of the
Report

This is addressed by the draft AML/CFT law; as nergd in comments to recommendatiq
17&23.

(Other) changes since th¢

last evaluation

Recommendation 30 (Resources, integrity and trainm)

Rating: Partially Compliant

Recommendation of the
MONEYVAL Report

More staff and training for all supervisory authes and the FIU to adequately perfo
AML/CFT supervision.

Measures taken to
implement the
Recommendation of the
Report

The number of FIU staff dealing with supervisiors et changed, since the last evaluat
On the other hand we can say that staff is moremxpced. This year has been provid
more controls by important players on the finanaiadl non-financial market according to
information analysed from the various sources.

on
ne
he

Recommendation of the
MONEYVAL Report

More training for the FIU on FT issues required

Measures taken to
implement the
Recommendation of the
Report

FIU members took part on a number of seminars amtétshops where Financing of terroris
iIssues was the main topic. Further, FIU is in trecess of preparing a special seminar in
area with the Europol and has discussed possikalibhave a joint training with Hungarian a
Polish FIU.

m
ll
hd

Recommendation of the
MONEYVAL Report

Re-assess resourcing of FIU for outreach, trainamgl supervisions.

Measures taken to
implement the
Recommendation of the
Report

FIU has currently four workers which can provide ti@ining activities of the obliged entiti¢
and seven workers provide supervision of the ofligetities. FIU staff is since 2004 sta

S
ble

and getting experienced and has regular traininfinvithe FIU, about a new trends and

typologies obtaining also from foreign informatiand contacts.

Recommendation of the
MONEYVAL Report

More relevant law enforcement training and guidamegquired in money laundering cas
(and financing of terrorism).

Measures taken to

Due to the fact that FIU is a part of Bureau of ¢tinganized crime has a good co-operatio

26



implement the
Recommendation of the
Report

the laws enforcement staff of this bureau. Every dark proofs that investigators m

co-operation with the Police Academy has beengneg a clear guidance to the investiga
concerning effective combating of money laundeand financing of terrorism .

ofe
understand the important of combating money latuindesind financing of terrorism. FIU £

I

(Other) changes since th¢

last evaluation

h

Recommendation 31 (National co-operation)

Rating: Partially Compliant

Recommendation of the
MONEYVAL Report

Strategic co-ordination and collective review ot therformance of the system as a wh
(including analysis, where appropriate, of bettéatsstical information) needs developing
more detail. More detailed statistics are requirgctoss the board to assist proper strate
analysis.

ol
N
iC

Measures taken to
implement the
Recommendation of the
Report

FIU will establish a permanent group consisted kf, National Bank of Slovakia, Gener
Prosecution, Ministry of Finance, which will meegularly and also ad hoc with the ot
relevant Slovak bodies. Meetings of the permanenifg feedback and more statistical

will help to take decisions on a future developamgl to create a reasonable strategic analy

Al

te
SIS

(Other) changes since th
last evaluation

A1

Recommendation 32 (Statistics)

Rating: Partially Compliant

Recommendation of the
MONEYVAL Report

Complete, precise and detailed statistics shoulkdpt on AML/CFT MLA.

Measures taken to
implement the
Recommendation of the
Report

Since 2007 FIU began to keep a detailed statistitsin the new analytical software whig
will help to analyse effectivhes of the measuré&sia

h

Recommendation of the
MONEYVAL Report

Complete, precise and detailed statistics shoulkdpt on AML/CFT extradition.

Measures taken to
implement the
Recommendation of the
Report

General statistics on all executed cases of miggal assistance and extradition (as far 4
concerns agenda of the Ministry of Justice) arad&ept since 1 January 2007, however {
do not cover information on time required to hartttlem or offences related to requests,
are focused particularly on money laundering anetest financing issues.

However for the purpose of satisfying recommenda®@ the Ministry of Justice of th
Slovak Republic shall examine all requests foration (since 1 August 2007) whether th
are related to the criminal offences of money lauimd) and financing of terrorism.

Regarding pre-trial proceedings, General Proseat@ffice is able to provide specif
AML/CFT statistics on MLA and extradition.

1S
he
no

e
ey

c

Recommendation of the

FIUs statistics on response times should be kept.
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MONEYVAL Report

Measures taken to
implement the
Recommendation of the
Report

New analytical software keeps also response tiatessts

(Other) changes since th¢

last evaluation

Recommendation 33 (Legal persons — beneficial owrsr

Rating: Partially Compliant

Recommendation of the
MONEYVAL Report

Commercial, cooperate and other laws should beewggd with a view to taking measureg
provide adequate transparency with respect to #reehcial ownership.

Measures taken to
implement the
Recommendation of the
Report

Since 15 March 2006 there is a requirement in ttieoh Banks (Article 93a) stipulating that
ir

the banks for the purposes of checking and revigwie identity of their clients and the

tC

proxies require personal data in case the clieat physical person and ascertain ownerghi

structure in case the client is a legal person.the latter case the bank can ask
identification data including the name, identifioat number if assigned, the address
registered office, the line of business or othdivdies, the address of place of businesy

location of branches and another address of thee mé performance of activities, the list|o

persons constituting the statutory body of thisalggerson and their data, the list of perspn
al
th
share there are following requirements: ascertagnname, legal form, headquarters addres
or

constituting the legal person whose share in tgestered capital or voting rights of this leg
person exceeds 10% and their identification datecase that legal persons are holding

identification number and country ISO code, as &slthe designation of an official register

fol
o

0
f

another official evidence where the legal persamcemed is registered; in the case of natlre

persons, first name, surname, the address of pemhaasidence, the address of tempo

ar

residence, the birth register number, if assigtled,date of birth, citizenship, the type gnd
number of identity document are required.
Described identification procedure was introducent the purpose of concluding apd

executing transactions with clients and their peexiThe bank is entitled to verify above dpate

at every single transaction if it deems client ps&file requires that.
In the sector of securities and investment senadleinancial institutions involved in trading
and other services related to securities are ablggrsons in terms of new draft AML Act
branches of all abovementioned financial institusio

Bratislava Stock Exchange is the only organisguudfiic securities market in the country. Th
Act on Stock Exchange Nr.429/2002 Coll. (Art. 18rgmgaph 1 (h)) obliges the Sto

Exchange to include in the Stock exchange rulestals procedure of fulfilling its obligatiors

e

Ck

according to the AML Act. It is also obliged to ate body inspecting monitoring and keepjnc

records regarding all stock exchange trades. Siacaary 2005 there are new rules in placg

0
S

became customary on the market, transparency ohtpes has increased and possibility] of

the market resulting from 2003/6/EC Market AbuseebDiive transposition. As these rt;l:

unlawful practices diminished. Also coming intoderof MiFID (Directive 2004/39/EC of 2
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April 2004 on markets in financial instruments) waihas been transposed to natig

legislation, means very important regulatory depsient on the securities market. High

conduct of business requirements for investmemsdiwill be significant from the point ¢
view of application of “Know Your Customer” rule.

As far as bearer shares are concerned they carhang/de-materialised book-entry form.

book-entries are registered in the Central Seegribepository on client’s accounts or
registers of CSD members and all accounts mustidiecidentification data of the accoy

owner.

stepped into force in May 2006 and further, in M&07 (the unofficial translation in

To be mentioned is the fact, that there have beeendments to the Securities Act, Wh\Fh

English is annexed), by which the nominee accoardgsallowed to be opened by the Cenfra

Securities Depository (“CSD”). These accounts avelemtial and only the changes

n

volumes, etc. are registered here (real dealingeiag executed on the Stock Exchange)

Nominee account may be opened only based on reqosshg from a member of the CS
Membership in the only existing CSD in Slovakidimited to a legally determined scope
entities (a Slovak securities dealer, a foreigrustes dealer, NBS, other CSD, or a fore
CSD) and, a prior approval of the NBS (being theesuisory authority for the CSD i
Slovakia) with a new member is required. In sudase, if the nominee account is openeq

present, there is only 1 since the introductiothes possibility in the Slovak legal framewofk

for a foreign CSD from EU) and kept and adminisieby the CSD, the ownership a

D.
of

gn
(c
nd

beneficial ownership is revealed on request ofSlevak CSD in order to be able to for the

Slovak CSD to comply with the ID requirements of #xisting preventive law, because
CSD is the obliged entity by the Slovak AML/CFT La®@therwise, for other proceeding
instead of the owner of such account, the memhbemwloose behalf this account has b
opened, is always presented.

Activities of CSD are ruled by the Act No0.566/20@Dbll. on Securities and Investme
Services as amended (further referred to as “th&) Aad by the Rules of Conduct. Rules
Conduct of CSD are approved by the regulator (tagddal Bank of Slovakia) and they ¢

he
S,
ber

nt
of
re

binding on CSD, members of CSD, issuers of bookyesgcurities registered in the CSD, the

stock exchange and other entities requesting ttvéces of the CSD (Rules of Operation, A
[, Art. 4.1).

One of the CSD’s core activities is the registrataf issues of book-entry securities. T
central depository currently registers all typeslodire issues, bond issues (including mortg
bonds), co-operative units and the units of opehtemt funds. What can also be registere
the central depository are the book-entry depasitifcates, treasury bills, coupons etc.,
well as all types of immobilised securities.

Upon registration of the first issue, the centrapakitory opens for an issuer the issu

register that contains information on the issued am individual securities. An issue |i

registered in the issuer’s register upon the isseiah book-entry securities.
At the request of an issuer who has issued regteaper shares, the CSD administers g
of shareholders for the registered paper shareghi®dist, the central depository records
changes of shareholders, changes in the shareboldata and changes in the issug
identification.
The CSD performs the activities of the National Nemng Agency for Slovakia, whig
means that it assigns, alters and cancels the ¢®ths in compliance with the 1ISO 61

ar

he
ac
] ir

i
he

IS

h
66

Standard. An ISIN code is assigned by the CSD #oyeigsue of book-entry securities.
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In the system of securities registration, the CSBsutwo types of securities accounts. T
are the owner’s account and the client account meanber. A special type of account is

he
he

nominee (or holder’s) account of a member — atithe being for 1 foreign central depositdry

from one of the EU member states.
The owner’s account contains primarily data ondheount owner and on securities kep

ir

this account. The account owner is at the same time@wner of securities registered in this

account. The members of the central depository ap&ner’s accounts for their clients.

Directly in its registration, the central deposytarpens an owner’s account for a mempe

where information is kept on the securities ownegdtlie member. In its registration, t
central depository shall open an owner’s accowst &dr state authority acting on behalf of
Slovak Republic or for the National Property FuRdr other persons, an owner’s account
be open only at a member’s request.

he
he
ca

In a member’s client account, the central depogitegisters data on securities which ownrer:
are registered by the member. The member itsek doé own the securities kept in its clig¢nt

account; the owners of such securities are recarddee member’s registration.

In a nominee (holder’s) account of a foreign cdntigpository, the CSD registers data
securities whose owners are registered with theidgarcentral depository in a registrati
created in compliance with the law based on whiehfbreign central depository is founded

Further on, the CSD performs the clearing and esattht of stock exchange and over-the

counter transactions in securities.
Nevertheless as far as Slovak capital market icemed we have to put its importance i

NtC

the perspective. Despite positive macroeconomieldgwment it remains the market with the

lowest market capitalisation in the region and afethe weakest in all EU. Mark¢

capitalisation of the stock exchange reaches o@% 8f GDP, while market capitalisation
stock represents only 10,6 % of the GDP and staciegl on the stock exchange only 5,29
GDP5. Moreover as a result of very low amount aflés with stocks reaching only 1% of
deals6 Slovak Authorities consider that there artally no changes in the ownership
stocks. With respect to obliged persons in thelfaflsecurities we can observe that banks

branches of foreign banks account for 95 % shar¢hefsecurities market.7 It is highly

14

t
pf
o
all
of
an

probable that any higher volume trade with stocksla be on the risk sensitive basis repoftet

by the Stock Exchange as unusual transaction tBlthe
Slovak Republic supports such provisions, whichl webd to adequate transparency

of

ownership within the corporations. Information abahareholders is not available in the

Commercial Registry, but this information is atpdisal in the Central Securities Deposit

DIy

of the Slovak Republic. Competent Slovak authaitiave direct access to the information or

beneficial ownership through the connection to slgstem of Commercial Registry nam
CORWIN.

led

(Other) changes since th

A1
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last evaluation

Recommendation 37 (Dual criminality)

Rating: Partially Compliant

Recommendation of the
MONEYVAL Report

The FT offence needs extending as the current nmcation could limit extradition
possibilities.

Measures taken to
implement the
Recommendation of the
Report

Even the legal regulation of the criminal offenck terrorist financing provided by the
Criminal Code (Act No. 140/1961 Coll.) effectivetiirB1 December 2005 could not linfi
extradition possibilities. However, further improvents were provided by the Criminal Cg
(Act No. 300/2005Coll.) effective since 1 Janua®@@ by extending provisions on culpabil
of preparation for the criminal offence, providimgw definition of ,terrorist group” an
providing definition of ,support of* and ,activitjor” the terrorist group as stated in Art. 1
par. 4, 5, 6. Autonomous offence of FT and othguromements will also be provided by t
amendments of the Criminal Code to by submitted legislative procedure in Septemf
2007.

Recommendation 38 (MLA on confiscation and freezing

Rating: Partially Compliant

Recommendation of the
MONEYVAL Report

The FT offence needs extending as the current nmcation could limit extradition
possibilities.

Measures taken to
implement the
Recommendation of the
Report

Even the legal regulation of the criminal offenck terrorist financing provided by t
Criminal Code (Act No. 140/1961 Coll.) effectivetiirBl December 2005 could not li

it

confiscation and freezing possibilities. Howeventtier improvements were provided by the

Criminal Code (Act No. 300/2005Coll.) effective sn 1 January 2006 by extendi
provisions on culpability of preparation for thenainal offence, providing new definition ¢
Lerrorist group® and providing definition of ,supp of* and ,activity for* the terrorist grou
as stated in Art. 129 par. 4, 5, 6. Autonomousraféeof FT and other improvements will a
be provided by the amendments of the Criminal Cauleby submitted into legislativi
procedure in September 2007.

—

D
S
S

Recommendation of the
MONEYVAL Report

a)
-

Arrangements or coordination of seizure and comfisn actions with other countries as w
as for the sharing of confiscated assets betweam tthould be considered.

Measures taken to
implement the
Recommendation of the
Report

Slovak authorities consider the realization of ttdsommendation as continuous proces
order to improve current situation.

(Other) changes since th
last evaluation

A1

Recommendation SR | (Implement UN instruments)
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Rating: Partially Compliant

Recommendation of the
MONEYVAL Report

Provide for adequate TF criminalisation and moradgunce and communication mechanigm:

needed with Fls and DNFBP re UN Resolutions.

Measures taken to
implement the
Recommendation of the
Report

Please see Rec. SR IlI

Recommendation SR Il (Freeze and confiscate terrast assets)

Rating: Partially Compliant

Recommendation of the
MONEYVAL Report

Develop guidance and communication mechanisms alltinancial intermediaries an
DNFBP and a clear and publicly known procedure foe-listing and unfreezing i
appropriate cases in a timely manner.

———

Measures taken to
implement the
Recommendation of the
Report

European Union implements UN resolutions into égulations which are binding and direg
applicable in all member states of the EU.

E.g. Iran’s UN resolution was implemented on thel&l into Council Regulation (EC) N

423/2007 of 19 April 2007 concerning restrictive aseres against Iran. This regulatiory i

binding in its entirety and directly applicable &l member states what is absolutely
compliance with the Treaty establishing the Europ€ammunity (Articles 60, 301, 308).
means that EU Regulations have direct force ofitaBlovak Republic. All of regulations ¢
the EU (also those requiring freezing of funds andnomic resources belonging to pers
designated in regulations of the EU concerningimste measures) are published on the \

site of the Official Journal of the EU and on thebasite of Common Foreign and Secufi

Policy of the EU. There is a free access for aligglal persons to this web site to check sg
new issues in this regard.

Ministry of Finance of the Slovak Republic has s3$a letter containing guidance to ba
and branch offices of foreign banks concerning rimiation about their responsibilit
regarding national and international law in thddfief money laundering and fight agair
terrorism financing. This issued letter contain&bdhe information about special web site
Common Foreign and Security Policy of the EU whalef the Council regulations regardil
restrictive measures are published.

9

The Act on Banks No. 483/2001 Coll. stipulates theatk and branch office of a foreign bgnk

shall be obligated to provide the Ministry withhretdeadlines set thereby, with a written lis
clients subject to international sanctions impoaedording to separate regulation (Act N

Of
0.

460/2002 Coll.) Provided list must contain acconnmbers and account balances of tHes

clients.

Accordingly draft new AML Law defines in complex|alnusual transactions to whi¢

belongs also the assumption that the client or fibo®akeowner is a person designated
regulations of the EU as a sanctioned person tawtestrictive measures should apply .
of obliged persons are required to report to tharfcial police about any unusual transac
or the attempt to carry out the unusual transaatitinout unnecessary delay.

Enforcement in the Slovak Republic by means of esafor non-compliance is provided f

h

in
All
iol

DI

international freedom and security as amended ktyNac 127/2005 Coll. According to th|s

by Act No. 460/2002 Coll. on performance of intdioi@al sanctions providing tT

Act have the Slovak authorities (Ministries of t&éovak Republic, Office of industri
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ownership of the Slovak Republic) the power to fiseaviolations of the EU regulations
Article 10).

(Other) changes since th
last evaluation

Recommendation SR V (International co-operation)

Rating: Partially Compliant

Recommendation of the
MONEYVAL Report

Fully extend the FT offence in line with SR. 1l aNd

Measures taken to
implement the
Recommendation of the
Report

Slovak Republic is ready to introduce autonomoursioal offence of financing terrorist ag
and terrorist groups, which explicitly takes int@caunt all requirements of spec
recommendation Il and IN. The relevant amendmehtiseoCriminal Code (Act No. 300/20(
Coll.) are currently being prepared and are expetide submitted into legislative proced
in September 2007.

[S
al
5
Ire

Recommendation of the
MONEYVAL Report

Slovak authorities should satisfy themselves that supervisory bodies are exchang
information with foreign counterparts.

ne

Measures taken to
implement the
Recommendation of the
Report

The NBS, as an integrated authority supervising levhbnancial market, exchangs
information with foreign counterparts continuousbn the bases of valid memoranda
understanding and also on the bases of writteretguof the particular supervisory bodies.

bS
of

(Other) changes since the
last evaluation

Recommendation SR VII (Wire transfer rules)

Rating: Partially Compliant

Recommendation of the
MONEYVAL Report

Provide in Law or Regulation for the requirementcerry out CDD measures in occasior
transfers covered by the Interpretative Note toVaR.

al

Measures taken to
implement the
Recommendation of the
Report

Respective EU Regulation (No 1781/2006) is in faitee January 2007 in Slovakia; and
fact this requirement is contained in the draft AKIET law as already mentioned
comments to Recommendation 5.

in

Recommendation of the
MONEYVAL Report

Ensure that full originator information, includingame, address (or other permitted datg
lieu of address) is available if requested in retpd domestic wire transfers.

Measures taken to
implement the
Recommendation of the
Report

This is obligatory for all financial institutions line with the mentioned regulation (Art. 6&1
which is directly applicable in Member States.

Recommendation of the

The originator’s address (or other permitted datdieu of the address) should accompany

al

33



MONEYVAL Report cross-border wire transfers.
Measures taken to This is obligatory for all financial institutiona line with the mentioned regulation (Art. 4&9),
implement the which is directly applicable in Member States.
Recommendation of the
Report
Recommendation of the | Ensure that financial institutions conduct enhansedutiny of (and monitor for) suspiciolis
MONEYVAL Report activity funds transfers which do not contain coetgloriginator information.
Measures taken to This is obligatory for all financial institutions iline with the mentioned regulation (Art. |9,
implement the which requires either to refuse such transfer krifascomplete information), which is directly
Recommendation of the | applicable in Member States.
Report
(Other) changes since th¢
last evaluation
Recommendation SR VIII (Non-profit organisations)
Rating: Non-Compliant
Recommendation of the | Formal analysis required of threats posed by the#@eas a whole.
MONEYVAL Report
Measures taken to Formal analysis of the sector as a whole is the plathe preparing National action plgn
implement the together with the competent authorities within khaistry of Interior
Recommendation of the
Report
Recommendation of the | Assess adequacy of current legal framework.
MONEYVAL Report
Measures taken to AML/CFT draft Act stated all kind of non profit cagisations as an obliged entities gnc

implement the
Recommendation of the
Report

defined who is considered to be a beneficial owratditionally stated for non profit
organisations to establish and keeps a list of fa@akowners

of

Recommendation of the | Consider how effective and proportionate oversigém be achieved (including program
MONEYVAL Report verification and direct field audits in particulatulnerable sectors).
Measures taken to FIU will have a new competence to supervise duttesed in the new AML/CFT Act alqdo

implement the
Recommendation of the
Report

—

supervise if organisation keeps a list of benefiaaners (duty special for non profi
organisations).

Recommendation of the
MONEYVAL Report

Consider guidance to FlIs on specific risks of gastor.

Measures taken to
implement the

As soon as new AML/CFT Act will be in force FIU Witreate a guidance to FI on specific
risks of this sector.

34



Recommendation of the
Report

Recommendation of the
MONEYVAL Report

Consider whether further measures need taking énlight of the Best Practices Paper for

SR.VIII.

Measures taken to
implement the
Recommendation of the
Report

The practice application of the new AML/CFT Act Wlile analysed and consider if furth
measures are necessary.

er

(Other) changes since th
last evaluation

A1

Recommendation SR IX (Cash Couriers)

Rating: Partially Compliant

Recommendation of the
MONEYVAL Report

The requirements of SR 1X should be fully consitibsethe Slovak authorities.

Measures taken to
implement the
Recommendation of the
Report

This issue is in Slovak Republic covered by the A. 199/2004 Coll. Customs A
concerning amendments and supplements of certais iAdhe wording of later regulatio
and concerning amendments and supplements of rcefteis as amended by Act
672/2006 Coll. as follows :

According to the Article 4, (1) (“An obligation teeport on the transit of cash pecuni
means”) cash pecuniary means entering the terrabtlye Slovak Republic from a third Stg

Nb.

Ay
Ite

or leaving the territory of the Slovak Republic #othird State are subject to customs

supervision.

And according to the Article 4, (2) a natural persansiting cash pecuniary means accor(
to paragraph 1 in the minimum amount establishealspecial regulation 3e) shall be oblig
to report this fact to the relevant Customs Offitevriting.

lin
ec

Footnote 3e) means reference to Article 3, (1)hef Regulation of the European Parliam

n

and Council (EC) No. 1889/2005 of 26 October 2003t control of cash pecuniary megns
entering the Community or leaving the Community ebhdetermines that a natural pergor

entering or leaving the Community and carrying cafsh value of EUR 10 000 or more s
declare that sum to the competent authorities@Mbmber State through which he is entel
or leaving the Community in accordance with thigulation.

Il
ing

(Other) changes since th
last evaluation

A1

35



4. Specific Questions

» In money laundering prosecutions/convictions sincthe adoption of the report,
please specify the predicate offence(s) and whethéte case was third Party
laundering or own proceeds laundering and in the cge of third Party
laundering whether it was prosecuted autonomously rotogether with the
predicate offence.

« Vast majority of the cases reported as prosecutedn¥icted were self-
money laundering. Perpetrators of predicate offencenainly economic
frauds / were prosecuted in same proceeding asléaers.

« Has property been forfeited in any money launderingor other criminal case
from third Parties since the adoption of the repor®

« In one case Special Court imposed forfeiture opprty of two perpetrators
of fraudulent running of so-called non-banking iitgions, however
regarding property from third parties concrete nambhas not been
specifically processed in periodical statisticsyded by courts/ Ministry of
Justice.

« Have any steps been taken to strengthen the FIU the overall Police structure
and does it now have explicit competence to deal twireports relating to
financing of terrorism and the financing of terrorism issue in supervision?

« Inthe new AML/CFT Act there is explicitly defindgéinancial Intelligence
Unit (not Financial Police as is stated in the entrAML Act). Besides other
functions New AML/CFT Act explicitly specify all copetencies concerning
receiving, analyzing and disseminating of the infation to the competent
authorities relating ML and FT.New Act also state the FIU competencies
necessary for supervision of the preventive meastwacerning ML as well
as FT on the same level.
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5. Statistics

Please fill out - to the extent possible - thedaling tables:

a. Money Laundering and Financing of terrorism cases
2004
(for comparison purposes)
Convictions
Investigations Prosecutions Proceeds frozen  Proceeds seized Pro_ceeds
(final) confiscated
amount amount amount
cases persons cases persons cases persons cases cases cases
(in EUR) (in EUR) (in EUR)
ML 108 1 0 13
FT
2005
Convictions
Investigations Prosecutions Proceeds frozen  Proceeds seized Pro_ceeds
(final) confiscated
amount amount amount
cases persons cases persons cases persons cases cases cases
(in EUR) (in EUR) (in EUR)
ML 106 72 35 9
FT
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2006

Convictions

o . . Proceeds
Investigations Prosecutions (final) Proceeds frozen Proceeds seized confiscated
amount amount amount
cases persons cases persons cases persons cases cases cases
(in EUR) (in EUR) (in EUR)
ML 60 55 37 10
FT
2007 (1 January — 1 July)
Convictions
Investigations Prosecutions Proceeds frozen Proceeds seized Proceeds
(final) confiscated
amount amount amount
cases persons cases persons cases persons cases cases cases
(in EUR) (in EUR) (in EUR)
ML 31 23 14 5
FT
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b. STR/CTR

2004

(for comparison purposes)

Statistical Information on reports received by theFIU

Judicial proceedings

. . . transactions suspicious cases nOti]gCIZtli;)nS
Monitoring entities, e.g. above transactions | OPeNed | o cmeny | indictments | convictions
threshold by FIU prosecutors
ML |FT |ML |[FT|ML |FT |ML |FT |ML |FT
commercial banks 724 | 0
insurance companies 67 0
Notaries 0 0
Currency exchange 0 0
broker companies 0 0
securities' registrars 3 0
lawyers 0 0 [818] 0 | N/A
accountants/auditors 0 0
company service providers 1 0
Bookmaker’s 1 0
customs 20 0
leasing 2 0
Total 818 | 0
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2005

Statistical Information on reports received by theFIU

Judicial proceedings

) ) o transactions SUSpiCiOUS cases nOt;l::l’(:IZtlI;.)nS
Monitoring entities, e.g. above transactions opened enforcement/ indictments | convictions
threshold by FIU prosecutors
ML |FT |ML [FT|ML |FT |ML |FT |ML |FT
commercial banks 1084 | 15
insurance companies 129 0
notaries 0 0
currency exchange 1 0
broker companies 0 0
securities' registrars 0 0
lawyers 0 0
accountants/auditors 0 0
company service providers 0 0 |1258 | 15| 16 0
bookmaker’s 2 0
car dealers 37 0
casino 2 0
high value goods dealer 1 (
customs 1 0
executor 1 0
1258 | 15
Total
2006
Statistical Information on reports received by theFIU Judicial proceedings
. ) . transactions SUSpiCiOUS cases nOT(:;CIZEII;)nS
Monitoring entities, e.g. above transactions | OP€Ned | oi¢orcement | indictments | convictions
threshold by FIU prosecutors
ML |FT |ML |[FT|ML |FT |ML |FT |ML |FT
commercial banks 1313 | 14 | 1556 | 14 | 12 0
insurance companies 151 0
notaries 0 0
currency exchange 1 0
broker companies 30 0
securities' registrars 4 0
lawyers 1 0
accountants/auditors 0 0
company service providers 0 0
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car dealers 53 0
bookmaker’s 1 0
post office 2 0
executor 1 0
Total 1556 | 14

2007 (1 January — 1 July 2007)

Statistical Information on reports received by theFIU

Judicial proceedings

) . o transactions SUSpiCiOUS cases nOt;];I,CIZtII;)nS
Monitoring entities, e.g. above transactions opened enforcement/ indictments | convictions
threshold by FIU prosecutors
ML |FT |ML |[FT|ML |FT |ML |FT |ML |FT
commercial banks 776 | 5
insurance companies 136 | O
notaries 0 0
currency exchange 0 0
broker companies 2 0
securities' registrars 0 O loas| s 8
lawyers 0 0
accountants/auditors 0 0
company service providers 0 0
post office 1 0
car dealers 29 0
Total 944 | 5
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APPENDIX |

Recommended Action Plan to Improve the AML / CFT Sgtem

FATF 40+9
Recommendations

Recommended Action (listed in order of priority)

1. General

The maintenance of meaningful and comprehen
statistics on AML/CFT performance, and for strate
analysis of Slovakia’'s AML/CFT vulnerabilities.

2. Legal System and Related
Institutional Measures

Criminalisation of Money
Laundering (R.1 and 2)

Satisfy themselves that all the language of arf

Sive

gi

icle

6(1) (@) (b) of Palermo Convention and article

3(1)(b) and (c) of the Vienna Convention on
physical and the mental aspects of the ML offe
are covered in article 252.

Ensure FT in all its forms is a predicate to the
offence

Ensure conspiracy to commit ML involving tw
persons is covered not only in cases involy
organised crime

he
nce

ML

0
ing

Consider ensuring in guidance or legislation that

knowledge can be inferred from objective fact
circumstances
More emphasis should be place on the third p
laundering and clarifying the evidence required
establish the underlying predicate in autonom
ML prosecutions
Keep more detailed statistics covering the natd
ML investigations, prosecutions, convictions &
sentences including the details of predid
offences and whether prosecutions were bro
autonomously

pal

arty
to
OusS

e O
Ind
ate
Lght

Criminalisation of Terrorist
Financing (SR.II)

Introduce an independent, autonomous offenc
FT which explicitly addresses all the requireme
of SR.1l and the IN.

D

of
nts

Confiscation, freezing and
seizing of proceeds of crime
(R.3)

Ensure that the legal regime for seizure
freezing covers all indirect proceeds, substitetes

which may be liable to confiscation in due courseg.

hnd

a)
-

Clear legal provisions for confiscation from third

parties

Establish a culture in the prosecution and judic
which seeks routinely to apply provisiorn
measures and confiscation in major proceg
generating cases

ar
al
pds-
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Keep accurate statistical data

Freezing of funds used for
terrorist financing (SR.111)

Develop guidance and communication mechani

5MS

with all financial intermediaries and DNFBP andl a
clear and publicly known procedure for de-listing

and unfreezing in appropriate cases in a fi
manner

ely

The Financial Intelligence Unit
and its functions (R.26, 30 and
32)

Undertake more systematic training and proyide
guidelines and indicators on unusual busirjess

activities, particularly on FT
Provide more feedback

Re-assess resourcing of FIU for outreach, traiing

and supervisions
Clarify FT reporting obligations in line with SR.I

Revisit the system for requesting delays
transactions under Section 9 AML law

Maintain statistics on outcomes of informati
transmitted to other bodies by the FIU

More training for the FIU on FT issues required.

Law enforcement, prosecution
and other competent authoritie
(R.27, 28, 30 and 32)

More relevant
guidance required in money laundering cases
financing of terrorism)

More policy and practical guidance needed

law enforcement training gnd

and

to

ensure proactive financial investigation in mgjor

proceeds-generating crimes

More coordination needed to joinup the |
enforcement effort.

2\l

3. I_Dreve_ntive Measures—
Financial Institutions

Risk of money laundering or
financing of terrorism

Articulate the national policy on risk of ML/CFT(

in light of 3% EU directive) and improve a
enhance guidance notes across the whole fin
sector.

d
cial

Financial institution secrecy or
confidentiality (R.4)

Clearer provision for supervisory authorities
exchange information with other compet
authorities enquiring into AML/CFT breaches.

to
PNt

Customer due diligence,
including enhanced or reduced
measures (R.5, R.7)

It would be preferable for the AML Law to covpr

identification at account opening or establish
business relations across all reporting entities.

Provide reference in insurance and securities

ing

aws
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or regulations to the requirement to undertake C
measures when establishing business relations.

Cover in Law or Regulation the requirement
CDD measures when carrying out occasional
transfers (which fully include the verificatid
process) and in cases of doubts regarding
veracity or adequacy of previously obtairn
customer identification data;

Provide in Law or Regulation for the requirem
to carry out CDD measures in occasional trans
covered by the Interpretative Note to SR.VII;

Provide in the insurance and the securities |
guidance on which documents are reli
independent documents for verification

identification for natural persons;

Promulgate enforceable guidance on how
verification process should apply to legal pers
(especially non-resident legal persons);

Clarify the timing of verification across the whg
of the financial sector;

DD

for
vire
n
the
ed

PNt
fers

WS
ble
of

the
bNns

le

The definition of beneficial owner as set out ie

control of the customer and the natural persons

th
ho

exercise ultimate effective control over legal

FATF Recommendations in respect of uItimE'/[e

persons or arrangements should be provided f
Law or Regulation;

DI in

Review the notion of ongoing due diligence

comprehensively in all financial sector laws
regulations;

The requirement for enhanced due diligence
respect of a higher risk customers, needs tg
incorporated in enforceable guidance across
whole financial sector;

Review and ensure that the practice of making
STR where CDD cannot be completed satisfactc
is provided for and is effectively operating;

Enforceable guidance to all financial institutig

covering the policy on application of CDD

measures to existing customers could be refine

means guidance on cross-border correspo
relationships in accordance with Recommend
7.

Implement by law, regulation or other enforcealble

or

in
be
the

an
rily

ns

.

dent
ion

(R.6)

Put in place by Law, regulation or ot

er

enforceable means rules regarding PEPs covg¢ring
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criteria 6.1 to 6.4 of the Methodology in the wh
financial sector.

hle

(R.8)

Put in place by Law, regulation or other

enforceable means procedures to prevent
misuse of technological developments and non
to face relationships

the
face

(R.9)

Ensure that supervision covers the requiremen
Recommendation 9 across relevant parts of
financial sector.

s of
the

Record keeping and wire
transfer rules (R.10 and SR.VI

N

Consider providing a legal basis for keep
transaction records and identification data

longer than five years if necessary when prop
required to do so in specific cases by a compq
authority;

Consider harmonizing the period of retention
identification data between the Act on Banks
the AML Law (i.e. at least five years following tl

termination of the account or business relationshi

Clarify in the AML Law or in Decree tha
identification data should be retained to incly
account files and business correspondence;

Clarify in the AML Law that custome
identification data (as well as transaction recp
should be available on a timely basis to
competent authority in specific cases upon prq
authority (which should include the Poli
generally and not just the Financial Police);

Ensure that full originator information, includir
name, address (or other permitted data in lie
address) is available if requested in respec
domestic wire transfers;

The originator’'s address (or other permitted dat
lieu of the address) should accompany all cr
border wire transfers;

ng
for
erly
tent

=

ds

per
Ce

g
I of

of

A |
DSS-

Ensure that financial institutions conduct enhanced

scrutiny of (and monitor for) suspicious activ

ty

funds transfers which do not contain complete

originator information.

Monitoring of transactions and
relationships (R.11 and 21)

Recommendation 11 should be transposed
financial institutions should be required by law

and
or
nine

regulation or other enforceable means to exar

unusual large transactions or unusual patter

the background and purpose of all comrﬂsx,

of

transactions that have no apparent or vigble
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economic or lawful purpose.

Suspicious transaction reports

and other reporting (R.13 and
14,19, 25 and SR.IV and
SR.IX)

Clear guidance on unusual business activities needs
providing to all the financial sector (which inckel
guidance on personal transactions)
AML Law should provide for
transactions

The financing of terrorism reporting obligatipn
needs explicitly clarifying in the law to ensureth
subject entities report where they suspect or lave
reasonable grounds to suspect that funds are linked
or related to, or are to be used for terrorigm,
terrorist acts or terrorist organisations.
Article 12 of the AML law needs clarifying tp
clearly cover all civil and criminal liability fof
bona fide reports
The reporting duty should cover the NBS in respect
of its commercial activities

attemptgd

Internal controls, compliance,
audit and foreign branches
(R.15 and 22)

More enforceable guidance on the content of
going employee training programs required
Screening procedures to ensure high standards
when hiring employees need requiring
enforceable means

The requirement of a designation of a compli
officer at management level needs to be cover

their branches
AML/CFT

institutions  to
subsidiaries

ensure
observe

FATF Recommendations to the extent that
country laws and regulations permits;
Provision should be made for a requirement to [pay
particular attention to situations where branches
and subsidiaries are based in countries that d¢ not
or insufficiently apply FATF Recommendations;
Provision should be made that where minimum
AML/CFT requirements of the home and hpst
countries differ, branches and subsidiaries in host
countries should be required to apply the higher
standard to the extent that local (i.e. host contr
laws and regulations permit

The supervisory and oversight
system — competent authoritie
and SROs Roles, functions,
duties and powers (including
sanctions)

(R.17, 23, 29 and 30)

U)

A general power to supervise and to sanction| for
CFT issues is required across the whole finarjcial
sector
NBS should have power to monitor AML/CFT {in
exchange houses
Greater clarification of roles in supervision |is
required between the FIU and prudeniial
supervisors to avoid double sanctioning r
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More staff and training for all superviso
authorities and the FIU to adequately perfq
AML/CFT supervision

[y
rm

Shell banks (R.18)

other enforceable means prohibiting finan
institutions entering or continuing correspond
relationships with shell banks. Fls should
obliged to satisfy themselves that a respon
financial institution does not permit its accoutus
be used by shell banks.

Provision should be made by law, regulationtor

ial
nt

be

lent

Financial institutions — market
entry and ownership/control
(R.23)

Provision should be made to examine the fitr
and propriety of owners and significd
shareholders of FXs houses.

€ss
nt

Ongoing supervision and
monitoring (R23, 29)

All AML/CFT obligations which under th
Methodology should be required by law, regula
or other enforceable means should be capab
being sanctioned.

More AML/CFT supervision is required across
whole financial sector.

U

on
e of

he

AML/CFT Guidelines (R.25)

Coordinated and consistent  sector-speg
guidelines on both AML/ CFT issues should

ific
be

established to assist financial institutions

nd

DNFBP and adequate and appropriate feedlpack
should be addressed in line with the FATF Hest

Practices Guidelines.

Money or value transfer
services (SR.VI)

Those licensed to provide money or value transfer

services should have guidance on the kin

of

information regarding transactions that should| be

recorded as a minimum. Money excha
companies should be required to examine
purpose of complex, unusual, large transaction
patterns of transactions.

ge
the
S or

4. Preventive Measures —
Designated Non-Financial
Businesses and
Professions

Customer due diligence and
record-keeping (R.12)

All requirements in relation to full identificatioof
beneficial ownership and addition
identification/KYC rules should apply to DNFB
especially regarding higher risk activities.

lawyers, notaries and other independent
professionals and accountants in the circumst
set out in Recommendation 12.
Implementation of Rec. 6 (PEPs) required
DNFBP.

Clear guidance re emerging
developments required (Rec. 8).
All essential criteria marked with an asterisk
Rec. 10 should be covered for DNFBP by law

CDD should be required by real estate dez}ers,
I

technolog

al
P

gal
ces

for

cal

in
or
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regulation.

Information campaign and outreach required| to

DNFBP to explain obligations.

Monitoring of transactions and
relationships (R.12 and 16)

Rec. 11 — paying special attention to all complex,

unusual

large transactions needs applying| to

DNFBP by law, regulation or other enforceaple

means.

(R.13) Reporting obligations needs explaining [in
guidance, particularly on FT.
The issue of potential risks that may arise haying
business relationships and transactions \ith
persons from countries which do not |or
insufficiently apply the FATF recommendatiops
needs to be addressed in regard of the DNFBP,

(R.14) Safe harbour provisions should cover both crim|nal

and civil liability in respect of DNFBP employee$

4

Internal controls, compliance
and audit (R.16)

Greater clarification of the position of complianc

D

officers at management level (in so far as relevgnt

to DNFBP) should be provided and internal
systems and policies need developing

Regulation, supervision and
monitoring (R.17, 24-25)

More work and resources are required to create an
effective risk based system for monitoring gnd

ensuring compliance with AML/CFT throughout

the sector and the provision of such sect
guidance.

Dral

Other designated non-financia
businesses and professions
(R.20)

Consideration should be given to those DNHBP

that are at risk of being misused for TF as wel
ML.

| as

Develop an overarching strategy on the usgq of

modern and
management.

secure techniques of mo

hey

3. Legal Persons and
Arrangements and
Non-profit Organisations

Legal Persons—Access to
beneficial ownership and
control information (R.33)

Commercia_l, cooperate an_d other laws should
reviewed with a view to taking measures to proy

adequate transparency with
beneficial ownership.

respect to

be
ide
the

Legal Arrangements—Access t
beneficial ownership and
control information (R.34)

bNo recommendation.

Non-profit organisations
(SR.VIII)

Formal analysis required of threats posed by
sector as a whole

Assess adequacy of current legal framework

the

Consider how effective and proportionate overs

ght
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can be achieved (including program of verificatlLon
and direct field audits in particular vulneralple
sectors)

Consider guidance to Fls on specific risks of this
sector

Consider whether further measures need taking in
the light of the Best Practices Paper for SR.VIII

6. National and International
Co-operation

National Co-operation and
Co-ordination (R.31)

Strategic co-ordination and collective review o fh
performance of the system as a whole (including
analysis, where appropriate, of better statisfical
information) needs developing in more dethil.
More detailed statistics are required across|the
board to assist proper strategic analysis.

The Conventions and UN
Special Resolutions (R.35 and
SR.I)

Provide for adequate TF criminalisation and mpore
guidance and communication mechanisms neg¢ded
with FIs and DNFBP re UN Resolutions.

Mutual Legal Assistance (R.32
36-38, SR.V)

Fully extent the FT offence in line with SR. Il apd
IN

Complete, precise and detailed statistics shoulf be
kept on AML/CFT MLA.

Extradition (R.32, 37 and 39,
and SR.V)

The FT offence needs extending as the cufrent
incrimination could limit extradition possibilities

Complete, precise and detailed statistics shoulf be
kept on AML/CFT extradition

Other forms of co-operation
(R.32)

FIUs statistics on response times should be kept

Slovak authorities should satisfy themselves fhat
the supervisory bodies are exchanging informagion
with foreign counterparts.

49



ANNEX 1

Organization and management of a securities dealer

Article 71

(1) A securities dealer shall, in its articlesasbociation, regulate relations and cooperation
between its board of directors, supervisory boarahagerial employees and employees responsible
for internal control. A securities dealer shalloals its articles of association assign and regulat
powers and responsibilities in regard to the preeeof money laundering.

(2) A securities dealer, or a foreign securitiegldr in respect of its branch, shall draft
and comply with the operational rules that regulagefollowing:
a) the execution of transactions in investmentrumsénts by members of the board of directors,
members of the supervisory board, and employedbeokecurities dealer, mainly in order to
avoid any conflict of interest with a customer;
b) an effective system of internal control appraf&ito the character and nature of the investment
services;
¢) the information system.

(3) The organizational structure and managemestésyof a securities dealer or the branch
of a foreign securities dealer shall ensure thpgarand safe performance of the investment services
specified in its investment services licence. Tigaoizational structure and management system of a
securities dealer or the branch of a foreign seesrdealer shall include an employee or employees
responsible for the conduct of internal control.

(4) For the purposes of this Act, 'internal coihtreeans control of compliance with laws and
other generally binding regulations and with thierimal management directives and operational
procedures of the securities dealer or the brahaHareign securities dealer, which is performgd b
one or more employees of the securities dealdredbtanch of a foreign securities dealer, or bgroth
persons on a contractual basis.

(5) A securities dealer shall give the NationahBaf Slovakia prior written notice of any
draft amendment to its articles of association.h@it undue delay, after any such amendment has
been made, the securities dealer shall provideNdtional Bank of Slovakia with an officially
certified copy of its applicable articles of asation. A securities dealer or the branch of a trei
securities dealer shall submit its organizatiotraicture to the National Bank of Slovakia without
undue delay after any amendment thereto.

(6) The supervisory board of a securities dealay nequire the employee responsible for
internal control to inspect the securities dealghiw terms of reference drafted by the supervisory
board.

(7) Where the employee, who is responsible farmal control, has identified a breach by
the securities dealer, or the branch of a foreggumties dealer, of its obligations arising under
generally binding legal regulations, and this bneemuld affect the proper performance of activities
by the securities dealer or the branch of a forsiggurities dealer, that employee shall notify the
supervisory board and the National Bank of Slovakidis breach without undue delay.
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(8) Not later than 31 March of each calendar yter,employee responsible for internal
control shall submit to the National Bank of Sloigaé report on his activities of the previous year
and on any measures taken to rectify shortcomingshwhe identified in the operation of the
securities dealer or the branch of a foreign stesrdealer, and an inspection plan for the current
calendar year.

(9) The employee responsible for internal contnaly not be a member of either the board
of directors of the securities dealer or its suigery board.

Article 73
Rules for securities dealers in dealings with custoers

(9) A securities dealer shall request proof ohidg in each transaction that it makes with
a customer, and the customer shall comply withyesech request. A securities dealer shall refuse
to perform any transaction in which the customseraies anonymous.

(10) For the purposes of paragraph (9), the igeafia customer may be established either
with an identity document, or with the customeiggmature provided that the customer is personally
known to the securities dealer and that his sigeaindoubtedly matches the signature he gave in a
specimen signature deposited with the securitiegedethe signing of which was accompanied by
the customer establishing his identity with an titeidocument. In the case of a transaction exéecute
through technical equipment, identity shall be ldisthed with a personal identification number or
similar code which was assigned to the customehéysecurities dealer or the branch of a foreign
securities dealer, together with authenticatioorimiation agreed between the securities dealeieor th
branch of the foreign securities dealer and theoouer, or with an electronic signature in accoréanc
with a separate law.

CENTRAL DEPOSITORY
Article 99

(1) A central depository is a joint stock compamljich has its registered office in the
territory of the Slovak Republic and is governedthyg respective provisions of the Commercial
Code, unless otherwise provided by this Act. A @@ mtepository may not be transformed.

(2) A central depository shall have share capitak least SKK 250 million.

(3) A central depository shall:

a) register book-entry securities and immobilizeztusities in issuers' registers, except for
securities registered in the Central Register @iriiSherm Securities maintained by the National
Bank of Slovakia (Article 10(4)) and except for kamtry shares in open-end mutual funds
registered with the depository of an open-end nhdituna;

b) register owners of book-entry securities in awhaccounts, and information on securities held
in members' customer accounts, to the extent pedvior in this Act;

c) register changes in owners' accounts to thenext@vided for in this Act and changes to
members' customer accounts;

d) register information on book-entry securitiesl ammobilized securities to the extent provided
for in this Act;

e) assign, change and cancel ISIN numbers;
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f) provide services to members of the central dépys issuers of securities, the stock exchange,
and foreign stock exchanges, in relation to thevites mentioned in subparagraphs (a) to (e)
and paragraph (4);

g) ensure and organize a data processing systethdamaintenance of registers referred to in
subparagraphs (a) to (d) and Article 104(2)(ag}p (

h) ensure the clearing and settlement of stockamgd transactions in investment instruments and
the clearing and settlement of transactions ingtment instruments at the customer's request; to
ensure clearing and settlement of such transactim@s to organize and operate a system of
clearing and settlement for transactions in investnmstruments (hereinafter referred to as the
'settlement system’) for at least three particgpanthe settlement system;

i) keep lists of shareholders for registered papares;

J) register other information as required by this éwca separate law,
k) open and maintain holder’s accounts for centrabsiapy.

(4) In addition to performing the activities memted in paragraph (3), a central depository
may:

a) ensure the redemption of the nominal value afiréiies and the payment of yields on securities
after their maturity, as well as other relatedvatixtis at the issuer's request;

b) keep custody of and administer one or more tnvest instruments on the basis of a contract
under Article 39 or Article 41;

c) offer safe deposit boxes;

d) extend credits or loans to customers for thepgee of making transactions in investment
instruments, without prejudice to the provisions akeparate law;

e) establish a customer account with one or moherotentral depositories, or with central
depositories which have their registered officesiolat the territory of the Slovak Republic, and
provide related services;

f) ensure other activities related to the activitiea central depository as defined in this Act,
g) open and maintain holder’s accounts for centrabgity and provide related services.

(5) A central depository may perform the actigtimentioned in paragraph (4) only if they
are stated in the licence for the incorporation @peration of that central depository. The licetace
perform activities mentioned in paragraph (3)(ey na granted to only one central depository. The
provision of paragraph (3)(e) shall not apply tocentral depository if the licence for the
incorporation and operation of that central depogitdoes not state the activities mentioned in
paragraph (3)(e).

(6) A natural or legal person other than a certeglository as defined in this Act may not
provide the services mentioned in paragraph (3sgrotherwise provided by this Act.

(7) A central depository shall perform the ackgtstated in the licence for its incorporation
and operation for a fee, unless otherwise provigetthis Act.

(8) A central depository is entitled to any docuisenecessary for the performance of its
activities and may refuse to perform a servicewhich such documents have not been provided.
Any expense related to the non-provision of suatudents, their late or incomplete provision, or
their provision in a form other than that requességll be borne by whomever is required to provide
the documents.

(9) The business name of a central depository isishide the designation 'central securities

depository'. No other natural or legal person neg/the designation 'central securities depository'
its business name.

52



(10) Unless otherwise provided by this Act or pasate law, a central depository may only
be established by the Ministry, the National Progpfemd of the Slovak Republic, the National Bank
of Slovakia, a bank, a securities dealer, an imegracompany, an asset management company,
another central depository, a stock exchange)ema person with a similar scope of business which
has its registered office in another country.

(11) A central depository shall issue registeredkentry shares, and the form or type of
these shares may not be changed. A central depositay not issue preference or employee
shares?

(12) Only a legal person which is eligible toadsish a central depository may

hold shares in a central depository.

(13) The organization and management of a cedéabsitory and its operational rules in
relation to customers shall be subject to the prong of Article 71 and Article 73(9) and (10).

(14) For each transaction with a consideratioatdéast EUR 15,000, a central depository
shall establish the ownership of the funds usetthéyustomer in the transaction; this does notyappl
to instructions to register the transfer of bookagrecurities in accordance with Articles 24 ahd
or instructions given by members or a stock exchatagclear and settle transactions in other
investment instruments. For the purposes of th@vigion, the ownership of funds shall be
established by the customer making a binding writteclaration in which he states whether he
himself owns the funds and whether the transaditmbe executed on his own account. If the funds
are owned by another person, or if the transagido be performed on the account of another
person, the customer shall state in the declardit®forename, surname, birth registration number o
date of birth, and address of permanent residefdbab natural person, or the business name,
registered office and identification number, if igeed, of that legal person. In such case, the
customer shall provide the central depository wWith other person's written consent to use hissor it
funds in the respective transaction or to exedqddransaction on his or its account. If the custom
has failed to comply with his obligations undesstparagraph, the central depository shall refuse to
execute the transaction in question.

(15) Participants in the settlement system meatidn paragraph (3)(h) shall comprise the
central depository, its members, and other legalgns stipulated in the operational rules.

(16) The National Bank of Slovakia shall provrdgional courts and the Supreme Court of
the Slovak Republic with a list of central depas#® and other participants in settlement systems.
The National Bank of Slovakia shall inform the Coission of the central depositories and other
settlement system participants to the extent laidrdby legally binding acts of the European
Communities and the European Union governing paysystems and securities settlement systems.

Article 104
Member

(1) Any of the following may be a member:

a) a securities dealer authorized to provide imwest services in accordance with Article
6(2)(a)(b) or (d), and thereby to use a custormands or investment instruments;

53



b) a foreign securities dealer licensed under kertiel which is authorized to provide investment
services in the territory of the Slovak Republi¢hie extent provided for in Article 6(2)(a), (b),
or (d), and thereby to use a customer's fundsvestment instruments;

c) aforeign securities dealer in accordance witicié 65;

d) the National Bank of Slovakia;

e) another central depository;

f) aforeign central depository.

(2) A member shall perform the following actiggi

a) register owners of book-entry securities andngea thereof, as well as other information
relating to such owners;

b) register the information referred to in Arti€8(3)(d) in owners' accounts;

c) instruct the central depository to record debitredit entries in the member's customer account;

d) instruct the central depository and another nentb register a transfer in accordance with
Article 22 and 23;

e) issue other instructions to the central depgsitather than orders mentioned in subparagraphs
(c) and (d) for the clearing and settlement ofdeations in investment instruments.

(3) A member shall perform the activities mentwria paragraph (2) within the data
processing system that the central depository tggerader the conditions stipulated in this Act and
under the operational rules.

(4) A member may only issue an order to transfesak-entry security, or to clear and settle
transactions in investment instruments, throughtaral person of integrity who knows how to issue
such an order, is familiar with the operationalesiyland whose qualification to issue orders is
evidenced in the manner laid down in the operatianes.

(5) A central depository may request a memberravige information that the central
depository requires for the fulfilment of its oldigpns arising under this Act. If so requestedhzy t
central depository, a member shall supply the médion without undue delay. The central
depository shall not make entries in an owner s@atcmaintained by a member; this does not apply
to the registration of a suspension of the rights# pertaining to an entire issue in accordantte wi
Article 28(5), nor to entries in owners' accountstained by the member in regard to:

a) the issuance of book-entry securities undeclart3;

b) the conversion of securities under Article 1&(3)l Article 17(2);
C) achange in the particulars of book-entry séesrunder Article 12;
d) the termination of securities under Article 14(4

(6) A member may request the central depositomyréeide information necessary for the
fulfilment of the member's obligations arising undeis Act. If so requested by a member, the
central depository shall provide the informatiothaut undue delay.

(7) If the National Bank of Slovakia revokes a rben's investment services licence, the
entity concerned shall cease to be a member oecbldtional Bank of Slovakia has notified the
central depository of this fact.

(8) The central depository shall grant membershigghe basis of an application. The grant
of membership by the central depository shall baditmnal on the prior approval of the National
Bank of Slovakia under Article 70(1)(g) and on dastoating that the operational rules under
Article 103(2)(f) and (h) have been met. The isseaof prior approval by the National Bank of
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Slovakia under Article 70(1)(g) shall not be reqdifor the entities mentioned in paragraph (1){d) t
(®.

(9) If a member fails to observe the operationkds, the central depository may suspend or
revoke its membership. The central depository megpend the membership of a member in the
central depository for a period not exceeding ozgr yif the central depository revokes or suspends
membership, it shall notify the National Bank ab\&ikia of this fact without undue delay.

Article 105a
Holder's account

(1) A holder's account is a member's account iichvithe central depository records
information on securities whose owners are regsit@ith the member. A holder's account is not
an account in the meaning of Article 105 or 106odmation on the owner of a security shall be
maintained in a register established in accordavitte the same legal system under which was
founded the foreign legal person for whom the hdddaccount has been opened. This shall be
without prejudice to obligations of securities ows@s laid down in Article 113, or other
obligations arising under this Act or a separate la

(2) A holder's account shall include:
a) the number of the holder's account, and thevdags it was opened,;
b) the business name or name, identification nupatmel registered office of the member for whom
the holder's account was established;
¢) information on individual securities, in part@u
1. the class of the security, further detailsgiritg to its fungibility, ISIN number, and other
particulars of the security;
2. the number of units of securities in the regpedssue, and their share in that issue;
3. other information about the security, inforimaton the registration of the right of use under
Article 28(3)(e) and (f);
d) thedate and time of the respective accounting enttiyarholder's account.

(3) A central depository may only open a holdersoaat for a member that is a foreign
central depository or a foreign legal person wisimailar scope of business.

(4) A central depository shall open a holder'soaot on the basis of a written application
made by the member in accordance with the opekdtrofes.

(5) After opening a holder's account, the certegdository shall notify the member of the
number of this account without undue delay.

(6) Legal relations between the member on whogdicagtion the holder's account was
opened and the central depository shall be govemgelis Act and the Commercial Code.

(7) A statement of a holder's account shall béveledd by the central depository to the
member following every credit or debit entry recaldn the account, unless otherwise agreed, or
at the member's request.

(8) A statement of a holder's account issued #fterecording of a credit or debit entry
in the holder's account shall inclugddgormation on the securities that the change eos; both
before and after the change was recorded, indgc#tie number of units of securities broken down
by class, issuer, and issue, including their shratbe relevant issue. A holder's account statement
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issued at the request of the member shall statauhwer of units of securities broken down by
class, issuer and issue, including their shareandlevant issue.

(9) For operations requiring a statement of infation on the owner of a security
registered under this Act, information on the owoka security recorded in a holder's account
shall be replaced with information on the membemfbom the holder's account was opened, and
this fact shall be stated.

(10) Where information on securities is recordea iholder's account, and a disclosure
obligation is imposed on the central depositoryawy, information on the owner of the securities
shall be replaced with information on the membemibom the holders account was opened, and
this fact shall be stated.

Article 109
Classified information

(1) A central depository and member shall keegdidential any information registered by
the central depository under Article Section 9%(B)6 (d), or by the member under Article 104(2),
(a) to (c), unless otherwise provided in this Act.

(2) Except for information provided in fulfilmenf the disclosure obligation under Articles
105, 107 and 108, a central depository or memladt disclose information only if required to do so
by this Act or by a separate regulation, and oolpérsons who prove to the central depository or
member that the person to whom the information apest authorized them to acquire this
information.

Article 110

(1) A central depository shall disclose classifigirmation as defined in Article 109(1) to

the following:

a) alegal person exercising supervision for thieqaes set out in a separate faw;

b) a court for the purposes of civil court procegsr”

c) the criminal law enforcement authorities for heposes of a criminal prosecutitn;

d) the National Bank of Slovakia for the purposkissssupervisory activitieS?

e) the criminal police service and the financialigeo service of the Police Force for the
performance of duties laid down by a separate’faw;

f) atax authority or customs authority for thegmses of tax proceedinigsr customs proceedings
involving a customer of a central depository or rhem

g) the Ministry for the performance of an inspettimder a separate regulatin;

h) a central government body for the enforcemeataécision under a separate fBw;

i) the assignee where a claim is assigned undate\it10a;

j) the National Security Office for the purposésecurity screening under a separate reguldffon;

k) Military Intelligence in regard to the performamof its duties under a separate 4.

(2) For the purposes mentioned in paragraph @ paticle 107(8), a central depository may
obtain necessary information from a member's rescoedt in an owner's account.

(3) A central depository or member shall only fdevinformation under paragraph (1) at the

written request of an eligible entity, which incksddetails that allow the requested informatiobeto
identified. The eligible entity may only use sunformation for the purposes stated in its request.
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(4) For providing information under paragraph ifl)¢he central depository or member are
entitled to the reimbursement of expenses.

(5) The provision of paragraph (1) shall be withprejudice to the obligation to prevent or
disclose a criminal offence imposed by a sepaaate |
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ANNEX 2

Article 93a of the Act on Banks

(1)

For the purposes of ascertaining, reviewing andkihg the identity of clients and their
proxies, for the purposes of concluding and exagutiansactions with the clients and for
other purposes listed in paragraph 3, the clientistheir proxies, shall be obligated, any
time a transaction occurs, at request from a badkbsanch office of a foreign bank:

a) to provide:

1. if concerned is a natural person, including tnah person representing a legal person,
the personal data concerning the identity on tlepecof the first name, surname, the
address of permanent residence, the address obtarypresidence, the birth register
number, if assigned, the date of birth, citizenshie type and number of identity
document, and if concerned is a natural person igaobusiness person, to also supply
the address of place of business, the line of lbgsinthe designation of an official
register or another official records in which heigered, and the number of entry in this
register or records,

2. if concerned is a legal person, the identifimatdata on the scope of the name,
identification number, if assigned, the addreseegfstered office, the line of business or
other activities, the address of place of busir@stocation of branches and another
address of the place of performance of activitsssyell as the list of persons constituting
the statutory body of this legal person and the det them on the scope prescribed by
the first point, the list of persons constitutingst legal person whose share in the
registered capital or voting rights of this legatgon exceeds 10% and their identification
data; in the case of legal persons, on the scopgbeohame, legal form, headquarters
address, identification number and country ISO canléhe case of natural persons, on
the scope described in the first point, as wellh@sdesignation of an official register or
another official records in which the legal personcerned is entered, and the number of
entry in this register or records,

3. contact telephone number, fax number and e-axaitess, if any,

4. documents and data proving and documenting:

4a. the client’s ability to discharge his obligasdrom a transaction,

4b. a security required in respect of the obligetibrom the transaction,

4c. authorisation to representation, where a prexyvolved,

4d. the fulfilment of other requirements and coiedis for the conclusion and execution
of a transaction stipulated by this Act and by safgaregulations or agreed with a bank
or branch office of a foreign bank;

b) to enable it to obtain through copying, scanringther recording:

1. the personal data concerning the identity frandantity document on the scope of the
degree, first name, surname at birth, the birtlistegnumber, the date of birth, the place
and district of birth, the address of permanenidesge, the address of temporary
residence, citizenship, any record of restrictibthe capacity to legal acts, the type and
number of an identity document, the issuing boblg, issue date and the validity period
of the identity document, and

2. other data from documents proving and documegtitia data subject to letter a).

(2) For the purposes of ascertaining, reviewing anakihg the identity of clients and their

proxies, for the purposes of preparing, concluding executing transactions with the
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®3)

(4)

©®)

(6)

clients and for other purposes listed in parag@pnbank and branch office of a foreign
bank shall be entitled, any time a transaction oco request from the client and his
proxy the data on the scope pursuant to paragraptdto obtain it repeatedly at each
transaction in the manner specified in paragrapletier b). The client and his proxy
shall be obligated to satisfy each such requesh floe bank and branch office of a
foreign bank.

For the purposes of ascertaining, reviewing anakihg the identity of clients and their
proxies, for the purposes of concluding and exagutiansactions between a bank and
branch office of a foreign bank and their clierfts, the purposes of protection and
enforcement of the rights of the bank and brandiceobf a foreign bank against their
clients, for the purposes of documenting the oparatof the bank and branch office of
a foreign bank, for the purposes of performing sup®n over banks and branch offices
of foreign banks and over their operations and witview to performing the tasks and
duties of banks and branch offices of foreign bam&seunder or according to separate
regulations, a bank and branch office of a fordiagnk shall be entitled, even without
consent from and advising of the persons conceioeascertain, acquire, record, store,
use or otherwise process the personal data and o#te on the scope prescribed by
paragraph 1, Article 91, paragraph 1, Article 38ragraph 3 and Article 92a; in so
doing, the bank or branch office of a foreign bahkll be entitled, either by automated
or non-automated means, to make copies of idemhbityiments and process birth register
numbers and other data and documents on the sceperiped by paragraph 1, Article
91, paragraph 1, Article 38, paragraph 3 and Aztd2a.

A bank and branch office of a foreign bank shalldiigated, even without consent
from and advising of the persons concerned, to nalelable and provide the data
subject to paragraphs 1 to 3, Article 91, paragrbphrticle 38, paragraph 3 and Article

92a for processing to other persons determinedatwdnly subject to the conditions

stipulated by this Act or a separate law and toNlagional Bank of Slovakia for the

purposes of maintaining the register of bank loand guarantees and performing the
authority, supervision and activities pursuant hes tAct and separate laws. For the
purposes prescribed by paragraph 3, the Nationak B& Slovakia shall be entitled to

process and make available and provide to banksbeartth offices of foreign banks

from its information system the data subject tcageaphs 1 to 3, Article 91, paragraph
1, and Article 92a that is entered in the regisfdrank loans and guarantees.

A bank and branch office of a foreign bank shalkebétled, even without consent from
and advising of the persons concerned, to makdadgiand provide the data subject to
paragraphs 1 to 3, Article 91, paragraph 1, ArtR3e paragraph 3 and Article 92a from
its information system only to persons and bodeesvhom it is obligated by law to
provide or to whom it is entitled according to & to provide information protected
by bank secrecy, but just on the scope prescribedthfe provision of information
protected by bank secrecy.

A bank and branch office of a foreign bank may makailable and provide abroad the
data subject to paragraphs 1 to 3, Article 91, gragzh 1, Article 38, paragraph 3 and
Article 92a only subject to the conditions stipalhtby a separate law88i or where so
stipulated by an international treaty binding ore tBlovak Republic and taking
precedence over the laws of the Slovak Republic.
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(7) The premises of a bank, branch of a foreign bawcktla@ National Bank of Slovakia, and
ATM machines and currency exchange machines natddcin the premises of a bank
or branch of a foreign bank, may be monitored liewior audio recordings even where
there is no notice that the area is under surveilathe recordings may be used to reveal
crimes, detect and search for their perpetratord,especially for the purposes of anti-
money laundering, uncovering illegal financial agems, judicial proceedings, criminal
proceedings, misdemeanour proceedings, and suipervidf the discharge of the
obligations imposed by law on banks and the bramolfiéoreign banks. Any such video
or audio recordings made by a bank, branch of edaorbank or the National Bank of
Slovakia shall be handed over without delay to #whority mentioned in Article
91(4)(b), (g) and (0), if it so requests. If a nating is not used for these purposes, then it
shall be destroyed by whoever made it not laten t#amonths after its making.

(8) A bank may process the personal data of custied other relevant persons for the
purpose of assessing risks related to a plannedaction between the customer and the
bank in the scope defined in paragraph 1(a). Ther ppproval issued by the National
Bank of Slovakia under Article 33 shall include ecision of the National Bank of
Slovakia on whether the processed personal datausély the bank in its application for
prior approval corresponds to the purpose of tpheacessing in terms of the scope,
content and method of processing or use, whetler #ne compatible with the given
purpose of processing, whether they are essentiathieving this purpose or whether
they are out of date in time and subject mattensan relation to this purpose.

ANNEX 3

Criminal Code
Section 10
Minor offence/Misdemeanour

(1) Minor offence means

a) criminal offence committed by negligence
b) intentional criminal act liable to a sentence ofprileation of liberty with
maximum term not exceeding five years pursuantdeparate part of this Act

(2) If a seriousness/gravity of an act is insignificavith regard taken to way/manner of
commission, consequences, circumstances, degrfaalbénd perpetrator's motive, such
act is not considered as minor offence.

Section 11
Crime

(1) Intentional criminal act that is liable to a semenof deprivation of liberty with
maximum term exceeding five years pursuant to arsé part of this Act is crime.

(2) Any act is also considered as crime if within mdg®rously qualified facts of a minor
offence committed intentionally, the maximum senteis defined exceeding five years.
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(3) Crime is considered extremely serious if it is lgato a sentence of deprivation of liberty
with minimum term at least ten years pursuant i® Altt.

Section 13
Preparation of a crime

(1) Following acting is considered as preparation afrime: intentional organization of a
crime, provision or adaptation of means or tool€@mmit it, conspiracy, joining with
others, abetting, ordering a crime, aiding or athepintentional creation of conditions
for commission of a crime provided that no attermgither completion of crime
happened.

(2) Preparation of a crime is punishable pursuant ver#ty of sentence imposed for a crime
to the commission of which such preparation has oirected.

(3) Punishability of preparation of a crime expireséa=ato exist if a perpetrator

a) voluntarily refrains from acting directed towardsnumission of a crime and
he/she removes the danger arising of preparatiae timan interest protected by
this Act, or

b) has reported to the law enforcement body or toRbkce the preparation of a
crime and he/she has done it in due time in ordlgrermit removal of a danger
arising from such preparation to an interest ptetkdy this Act; a soldier may
report to his/her superior and a person servingnéesice or a person in custody
may report to a member of Prison and judicial guard

(4) Punishability of a perpetrator for other crime atitg committed by such acting is not
affected by the provision of the par. 3.

Sentence of forfeiture of property
Section 58

(1) Court may impose sentence of forfeiture of propeuity regard taken to circumstances
of a criminal offence committed as well as to tfieation of a perpetrator if a court is
imposing life sentence or unconditional sentencdegfrivation of liberty for extremely
serious crime through commission of which the pegber obtained or attempted to
obtain extensive property benefit or by which therpetrator has caused extensive
damage.

(2) Without meeting the conditions stated in the para ourt may impose sentence of
forfeiture of property while sentencing a perpetraif commission of criminal offence
of illicit manufacturing of narcotic or psychotr@psubstances, poisons, precursors,
possession thereof or trafficking therein pursuarihe Section 172, par. 2, 3 or 4, or of
criminal offence of money laundering pursuant te 8ection 233, criminal offence of
establishing, plotting and supporting criminal gropursuant to the Section 296,
criminal offence of receiving bribe pursuant to ®ection 328, par. 2 or 3, or Section
329, par. 2 or 3 provided that it is proved that therpetrator had obtained from
unlawful income such property or its part.
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Section 59

(1) Sentence of forfeiture of property affects the renpiroperty owned by the convict or that
part of it which is defined by the court; forfeiéuof property does not apply to the means
or things that are necessaries of life of a conmiaif the persons subject to the convict’s
duty to support pursuant to the law. This sentenag not be imposed if it obstructs the
possibility of compensation of damages caused inyical offence.

(2) State is owner of the property forfeited unless aurtc decides otherwise upon
promulgated international treaty by which the SloRepublic is bound.

(3) Community property of spouses terminates upon \@bidrt's decision on forfeiture of
property.

Section 60
Forfeiture of a thing

(1) Court shall impose sentence of forfeiture of adhimat
a) was used to commit a criminal offence
b) was designated to commit a criminal offence
¢) has been obtained by the offender as result ofiainoffence or as reward for it
d) has been obtained by the offender in exchange tliing stated under the par. c).

(2) If a thing stated under par (1) is unreachablentdentifiable, or it is mixed together with
the offender’s property or with another’s propestytained in accordance with the law,
then a court may impose forfeiture of a thing with value corresponding with the value
of that thing.

(3) Unreachable thing means a thing that had beenogestr damaged, lost, stolen, made
impossible for use, consumed, hidden, transfercednother person with the aim of
excluding such thing from the power of the law eocément bodies, or a thing removed

in any other manner or expenditures saved.

(4) A thing pursuant to the par. (1) means also incamiined from criminal offence as
well as profit, interests and any proceeds of smcbmes or things.

(5) Court may impose sentence of forfeiture of a thimdy if such things belongs to the
perpetrator.

(6) State is owner of a thing forfeited unless decid#berwise by the court upon
promulgated international treaty by which the SloRepublic is bound.

(7) Provision of the par 1 shall not apply if
a) a claim has arisen for damages to the injured @artyforfeiture of a thing would

be made impossible if a thing was forfeited
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b) value of a thing manifestly does not correspondhhie seriousness of a minor
offence, or

c) court has decided on absolute discharge (releab®uwtiimposing punishment)
of the defendant.

Section 125

(1)Small damage means damage exceeding the amo@dt &k. Larger scope of damage means
an amount reaching at least ten multiples of sunbuat. Significant damage means hundred
multiple of such amount. Significant damage meanaraount reaching at least five multiples of

such a sum. These criteria shall apply also tondefin amount of profit, value of a thing and

extent of a criminal act.

(3) If this Act requires in its separate part thatfor the basic qualified facts/body of a crine t
causing of damage should be defined as propertyecpuence of a criminal offence but, it does
not state the amount of it, than it shall be supdahat the damage caused should be at least
small.

Section 140
Special motive

Special motive means commission of a crime:

a) to (purchase) order

b) by revenge/vengeance

¢) with the intent of hiding or facilitating anotheriminal act

d) upon national, ethnical or racial hatred or upatred for colour of skin, or
e) on sexual motive.

Legalization of the proceeds from crime/money launering
Section 233

(1) Any one shall be imposed sentence of deprigatioliberty within the term of two up to five
years, who with the intention to conceal the exisgéeof proceed from crime or of a thing
obtained by crime, to conceal the designation @ fos commission of crime of such thing or
proceed, to obstruct the securing thereof for tnpgses of criminal proceedings or the forfeiture
or seizure thereof

a) shall transfer income or property generated fosiminal activity to himself or to another,
lends, borrows, makes bank transfer or transfefomeign bank branch, imports, exports,
transports, relocates, rents or otherwise prodordsmself or for another, or

b) shall keep income or property generated frommioial activity in his possession, hides, uses,
consumes, destroys, alters, damages it.

(2) Any one shall be imposed sentence of deprimatibliberty within the term of three up to
eight years who commits the crime provided fothia par. 1
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a) for special motive, or
b) and obtains major profit for himself or for another

(3) The perpetrator shall be imposed sentenceivdgion of liberty within the term of seven to
twelve years if he commits a crime described inpée 1

a) as public officer
b) and he obtains major profit thereof or
¢) he commits it in more serious manner of acting.

(4) The offender shall be imposed sentence of dafioin of liberty within the term of twelve up
to twenty years if he commits the crime describethe par. 1

a) and he obtains significant profit for himself or flmother

b) in relation with the things generated/originatingonfi trafficking in narcotic,
psychotropic, nuclear or high risk chemical substanweapons and people or from any
other extremely serious crime or

c) as member of dangerous group.

Section 234

(1) Any one shall be imposed the sentence of dafioir of liberty within the term of two up to
eight years, who in breach of his duty resultingnfrhis employment, vocation, position or
function fails to announce or to report

a) facts indicating that another person has commitediminal offence of legalization of
proceeds from crime pursuant to the Section 233, or
b) unusual business operation.

(3) The act described in the par. 1 is not punishdlileei perpetrator could not announce or
report without putting at risk of criminal proseiocut himself or a person close to him.

Code of Criminal Procedure

Section 95
Seizure of financial means

(1) If the facts found indicate that the finanaaans on bank account or in foreign bank branch
or any other financial means are designated to dbmrorime, or have been used to commit a
crime or are generated from criminal activity, tpeesiding judge or prosecutor within
preliminary proceedings may issue an order to d@iagcial means.

(2) If a case is urgent, prosecutor may issue aeropursuant to the par. 1 even prior to the
commencement of criminal prosecution. A judge fi@liminary proceedings has to confirm such
order within 48 hours otherwise the order ceasé® tealid.

(3) The order has to be issued in writing and & tmbe motivated. The amount in respective
currency shall be stated in it that the order aspbn. Any disposal shall be prohibited in the
order as for the financial means seized up to theuat of seizure unless presiding judge or
prosecutor within preliminary proceedings decidé®wise.
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(4) Seizure shall not apply to the financial metirat represent necessities for life for the accused
or for the persons subject to his duty to supporspant to the law.

(5) If seizure of financial means for the purposégriminal proceedings is not necessary any
more, the seizure shall be cancelled. If it ismetessary as for the amount stated, seizure shall b
limited. Presiding judge or prosecutor within pmahary proceedings shall decide on and issue
the order to cancel or to limit the seizure.

(6) The order issued pursuant to the par. 1 oa always be delivered to the bank, foreign bank
branch or to any legal entity or natural personcithiiho can dispose with the financial means,
and after execution of the order, it shall alsode&vered to the owner of the financial means.
Owner of the financial means has the right to regjéier cancellation of such seizure; request
shall be motivated.

(8)If seizure of financial means is necessary & ¢burse of criminal proceedings to secure the
injured party’s claims for damages, the procedinal $e followed accordingly pursuant to the
par. 1to 6.

Section 96
Seizure of registered securities

(1) If facts found indicate that a registered sigus designated to commit a crime, or has been
used to commit a crime or has been generated frimminal activity, the presiding judge or
prosecutor within preliminary proceedings may istheeorder to register suspension of the right
to dispose with a security.

(2) If a matter is urgent, the order pursuant ophar. 1 may also be issued by a prosecutor even
before the commencement of criminal prosecutiordgdufor preliminary proceedings shall
confirm such order within 48 hours otherwise theeorceases to be valid.

(3) The order shall be delivered to the personarsible for registration of registered securities
and, after the execution of the order it shall daiseodelivered to the owner of the securities.
Owner of the registered security has the righetpuest for cancellation of the seizure; his request
shall be motivated.

(4) If seizure of the registered security is notessary any more for the purposes for criminal
proceedings, the presiding judge or the prosecutihin preliminary proceedings shall
immediately issue the order to cancel suspensidineofight to dispose with the security.

(5) The order issued pursuant to the par. 1 arithR Ise in writing and it shall be motivated.

(6) If there is a need to seize the registeredrgganithin criminal proceedings for the purpose of

securing the injured person’s claims for damages,procedure shall be followed accordingly
pursuant to the par. 1 to 5.
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Section 129
Group of persons and organization

(4) For the purposes of this Act, terrorist group mearstructured group of at least three
individuals which does exist for certain periodtiofie with the objective of committing
terror crime or criminal act of terrorism.

(5) Activity carried out in favor of a terrorist group of criminal group means intentional
participation in such a group or any other intemticacting for the purpose of
a) maintaining the existence of a such group or
b) committing by such group of criminal acts mentioiethe par. 3 or 4.

(6) Supporting criminal group or terrorist group meantentional acting consisting in
providing means, services, cooperation or creadimgother conditions for the purpose

of
a) the establishing or maintaining existence of sucdupg, or
b) committing by such a group of criminal acts mengibin the par. 3 or 4.

Section 297
Establishing, plotting and supporting of a terrorist group

Any one shall be sentenced to deprivation of ljp&vithin the term of eight up to fifteen years
who establishes or plots a terrorist group, is anber of it or is acting in its favor or is
supporting it.

ANNEX 4

Section 129
Group of persons and organization

(7) For the purposes of this Act, terrorist group mearstructured group of at least three
individuals which does exist for certain periodtiofie with the objective of committing
terror crime or criminal act of terrorism.

(8) Activity carried out in favor of a terrorist groug of criminal group means intentional
participation in such a group or any other intemticacting for the purpose of
a) maintaining the existence of a such group or
b) committing by such group of criminal acts mentionethe par. 3 or 4.

(9) Supporting criminal group or terrorist group meangentional acting consisting in
providing means, services, cooperation or creadimgother conditions for the purpose
of

a) the establishing or maintaining existence of suchupg, or
b) committing by such a group of criminal acts mengidin the par. 3 or 4.

Section 297
Establishing, plotting and supporting of a terrorist group

Any one shall be sentenced to deprivation of lipe&vithin the term of eight up to fifteen years
who establishes or plots a terrorist group, is anber of it or is acting in its favor or is
supporting it.
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ANNEX 5 - Results of the controls of the obliged diies in 2007

Total Total Number
Number | Number | number Number Number Total Number | Decision t of Number of
of of of of started of amount | of opinions of amc;un . ti incentives
onside | completed| controls | administration| imposed of to appeal 0 d |ncent|;/es to criminal
controls | controls in procedures | sanctions| imposed | expositions| authority sgr?égo ns S:t?] e ro prosecution
progress sanctions : :
authority
Jan 7 11 41 7 2 20000 2 0 30000 0 0
Feb 0 1 40 0 9 290000 0 4 0 0 0
Mar 3 9 34 1 0 0 1 1 365000 0 0
Apr 5 7 32 5 1 10000 3 0 16100 1 0
May 5 7 30 3 5 190000 0 1 50000 0 1
Jun 3 3 30 1 3 270000 3 1 4100 1 0
Jul
Aug
Sep
Oct
Nov
Dec
Total 23 38 28 17 20 780000 9 7 647000 2 1
ANNEX 6 - Results of the controls of the obliged dities in 2006
Results of the controls of the obliged entities in 2005
Number of Number of
IS Total amount of controls where controls
= | Number of Number of imposed . .
o onside Number of L incentive for where
o . controls where | sanctions in the . -
controls controls without . PN impose criminal
. sanctions were administration . .
shortcommgs . . sanction were prosecution
imposed procedure in
SKK sent to qther ~was
authority initiated
Jan. 7 2 0 0 0 0
Feb. 12 3 2 515000 0 0
Mar. 10 3 0 0 0 0
Apr. 8 3 7 350000 1 0
May 11 1 2 220000 1 1
Jun. 8 2 2 320000 0 2
Jul. 11 9 4 590000 0 0
Aug. 5 2 5 250000 1 0
Sep. 8 0 4 330000 0 0
Oct. 4 0 5 1055000 1 0
Nov. 9 2 2 500000 2 0
Dec. 4 3 2 70000 0 0
TOTAL 97 30 35 4200000 6 3
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ANNEX 7 - Results of the controls of the obliged dries in 2005

Results of the controls of the obliged entities in 2006
Number of
controls
o Number of
2 | Number of Number of Total amountof | where controls
o onside Number of imposed incentive for
o . controls where . : . where
controls controls without sanctions were | Sanctions in the impose criminal
shortcomings . administration sanction .
imposed . prosecution
procedure in SKK | were sent to o
was initiated
other
authority
Jan. 3 1 4 120000 1 0
Feb. 11 0 9 455000 0 0
Mar. 8 2 3 10000 0 0
Apr. 7 0 5 120000 0 0
May 11 0 0 0 0 0
Jun. 6 0 4 90000 0 0
Jul. 7 1 4 105000 0 0
Aug. 5 0 2 145000 0 0
Sep. 5 0 6 190000 0 0
Oct. 5 0 3 50000 0 0
Nov. 10 2 3 520000 0 0
Dec. 2 1 5 90000 0 0
TOTAL 80 7 48 1895000 1 0
ANNEX 8
Number of AML/CFT supervisions provided by the FIU
Year 2005 Year 2006 Year 2007
Bank — 5 Bank - 1 Bank - 1
Real-estate agency - 18 | Real-estate agency - 21 | Real-estate agency - 2
Leasing - 15 Leasing - 14 Leasing - 6
Lottery and other games - 2Lottery and other games - 9Lottery and other games - 2

Loan provider - 7
Executor - 4

Advocate - 4

Exchange office - 9

Other obliged entities - 33

Loan provider - 3
Executor - 2
Advocate - 5
Exchange office - 3

Other obliged entities - 22

Loan provider - 6

Executor - 2

High value goods dealer - !
Notary for auctions - 2

NJ
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ANNEX 9

Statistics of information transmitted to other bodies by the FIU

Information for Information
Information | other bodies of Information | Information
L for other parts :
for Criminal Bureau of . for Tax for foreign
, ) of Police "
prosecution Organised C Authorities FIUs
. orps
crime

2004 | N/A 85 40 105 21
2005 |10 271 60 204 33
2006 | 10 118 125 305 63
30Jun | 8 129 80 232 46
2007
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