*Versão do software*: 1.10.2.

*Versão do Kernel*: 01/16

*Tipo de análise*: profunda

*Heurística*: detalhada

**Data de análise: 29 de setembro de 2017**

*ID da análise da rede*: FBA HQ LAN

*Faixa de rede*: 10.0.1.1 – 10.0.2.256

**Resumo da análise**

*Tarefa de verificação: deteção de malware/spyware*

*Ameaças de spyware detetadas*: 1

*Tipo de spyware resolvido*: FlexiSpy/Spytech

*Processos de rede verificados*: 20145

*Processos de rede infetados*: 4

*Ficheiros analisados*: 152789

*Ficheiros de spyware infetados*: 4

*Chaves do Registo analisadas*: 4578

*Chaves do Registo infetadas*: 124

*Spyware de máquina local detetado*: 4

*ID da máquina local*: Grgs, Yorg, Artemida, Novas

*IP da máquina local*:

* Grgs 10.0.1.15
* Yorg 10.0.1.148
* Artemida 10.0.2.10
* Novas 10.0.1.150

*Hora de início da análise*: 29/09/2017 15:05

*Hora de término da análise*: 29/09/2017 18:25

*Tempo total da análise*: 3h 20 min