خطة الدرس

الحصة 2.1.2 (**تحديثات في اتفاقية بودابست – النفاذ إلى الأدلة على السحابة والبروتوكول الإضافي)**

|  |  |  |  |
| --- | --- | --- | --- |
| الحصة 2.1.2 (تحديثات في اتفاقية بودابست – النفاذ إلى الأدلة على السحابة والبروتوكول الإضافي) | | | المدة: 60 دقيقة |
| **الموارد المطلوبة:**   * كمبيوتر شخصي / كمبيوتر محمول مزود بنسخ برمجيات متوافقة مع المعدات المجهزة * جهاز العرض وشاشة العرض. * توصيلة الإنترنت (إن وجدت). * دفاتر وأقلام للطلاب. | | | |
| **الهدف من الحصة:**  ترمي هذه الحصة إلى تعريف المشاركين بسير الدورة التدريبية والمواضيع والمجالات التي سيغطيها برنامج العمل. | | | |
| **الأهداف:**  في نهاية هذه الحصة، سيكون المشاركون قادرين على:   * توفير صورة محدثة عن نطاق اتفاقية بودابست * وضع قائمة بالقضايا الرئيسية المطروحة أثناء النفاذ إلى الأدلة الإلكترونية على السحابة * شرح الحلول التي يتم السعي إليها حاليا في سياق التشريعات الدولية | | | |
| **توجيه المدرب**  ينبغي أن يوفر هذا العرض تحديثا للمشاركين في التدريب بشأن أحدث التطورات ذات الصلة باتفاقية مجلس أوروبا حول الجريمة الإلكترونية (سلسلة المواثيق الأوروبية رقم 185) ومشاريع بناء القدرات التي ينظمها المجلس وينفذها مكتب برامج مكافحة الجريمة الإلكترونية (C-PROC).  كما ينبغي أن يقدم أحدث التطورات من حيث الارتكاب المعاصر للأفعال الإجرامية ذات الصلة بالجريمة الإلكترونية. | | | |
| محتوى الدرس | | | |
| رقم الشفافة | | المحتوى | |
| 1 إلى 3 | | تحدد الشفافات الأولى بنية وأهداف هذه الحصة. وسيمنح المشاركون فرصة لطرح أي أسئلة أولية قد تكون لديهم بشأن بنية وأهداف هذه الحصة. | |
| 4 - 5 | تعرض هتان الشفافتان معلومات عن التحديات المعاصرة من حيث فهم القانون الموضوعي والإجرائي والدولي وتنفيذه العملي في مجال الجريمة الإلكترونية. | | |
| 6 | توفر هذه الشفافة معلومات عن اتفاقية بودابست، وتنفيذها وموادها.  ينبغي أن يتوفر المدربون على نص الاتفاقية مع الملاحظات التفسيرية جاهزة للاستخدام. | | |
| 7 | شفافة برسم بياني عن نطاق الاتفاقية. +130 دولة صادقت على الاتفاقية، وقعتها أو تنفذها بطرق مختلفة. | | |
| 8 | شفافة حول نطاق الاتفاقية. السلوك الإجرامي، الأدوات الإجرائية والمواد المتعلقة بالتعاون الدولي في الاتفاقية معروضة في شكل رسم بياني يركز على رابط الملاءمة وضرورتها. | | |
| 9 | تقدم هذه الشفافة التحديات التي تطرحها الأدلة والحوسبة السحابية وعلاقة اتفاقية مكافحة الجريمة الإلكترونية بها. | | |
| 10 - 11 | تعرض هاتان الشفافتان تنظيم لجنة اتفاقية بودابست (T-CY) وعمل الفريق التابع للجنة والمختص في الأدلة على السحابة (CEG)، بما في ذلك القضايا التي تم تحديدها والتي ينبغي للجنة اتفاقية بودابست أن توصي بحلول بشأنها بطريقة ممكنة وفعالة. | | |
| 12 | توفر هذه الشفافة معلومات عن المقارنة بين البيانات عن المشترك، وبيانات الحركة وبيانات المحتوى. | | |
| 13 | تقدم هذه الشفافة معلومات حول المساعدة القانونية المتبادلة والتحديات المعاصرة للتعاون المتواصل والناجح في مجال الجريمة الإلكترونية. | | |
| 14 - 15 | شفافتان مرتبطتان بضياع الموقع. ينبغي أن يكون المدرب على علم بالتحديات المطروحة خلال اجتماعات لجنة اتفاقية بودابست في هذا الشأن وبالحلول المنفذة حتى الآن من قبل مختلف الولايات القضائية الوطنية. | | |
| 16 - 18 | تقدم هذه الشفافات نظرة ثاقبة عن التعاون بين القطاعين العام والخاص، خاصة وفي هذه الحال، بين سلطات العدالة الجنائية المختصة وشركات مزودي خدمات الإنترنت. ويتم النظر في جوانب مختلفة في هذا الشأن، من قبيل وجود مزود خدمة الإنترنت، وتقديم الخدمات، والكشف الطوعي عن بيانات (BSI) وبيانات الحركة من قبل مزودي خدمة الإنترنت في بعض البلدان (أم لا)، إلخ.  فضلا عن ذلك، تقدم الشفافات بيانات إحصائية عن عام 2015 بشأن بعض الشركات والدول. | | |
| 19 - 20 | تغطي هاتان الشفافتان الإجراءات الطارئة من خلال المساعدة القانونية المتبادلة والتعاون المباشر وحماية البيانات وضمانات أخرى. | | |
| 21 - 28 | تغطي هذه الشفافات الحلول التي حددها فريق الأدلة على السحابة التابع لمجلس أوروبا، بما في ذلك المساعدة القانونية المتبادلة الأكثر فعالية، والملاحظة التوجيهية بشأن المادة 18 من اتفاقية بودابست، والقواعد المحلية بشأن أوامر إبراز البيانات، والتعاون مع مزودي الخدمات: التدابير العملية والبروتوكولات الإضافية الملحقة باتفاقية بودابست. | | |
| **تمارين تطبيقية**  لا توجد أي تمارين تطبيقية إلزامية. | | | |
| **التقييم/التحقق من المعرفة**  لم يتم إعداد أي تقييم رسمي لهذه الدورة التدريبية. ويتوقع من الحضور المشاركة بنشاط وحيوية. | | | |