*Software version*: 1.10.2.

*Kernel version*: 01/16

*Scan routine*: deep

*Heuristic*: detailed

**Date of scanning: September, 29th 2017**

*Network scan ID*: FBA\_HQ\_LAN

*Network range*: 10.0.1.1 – 10.0.2.256

**Scan summary**

*Scan task: mail server inbound/outbound traffic POP3/SMTP*

*Scan target: trace*

*Network processes scanned*: 45789

*Suspicious network processes*: 1

*Suspicious local machine ID: Novas*

*Suspicious local machine IPv4 address*: *10.0.1.150*

*Suspicious local machine IPv6 address: fe80::bdd1:203b:314f:1847%15*

*Suspicious local machine IPv4 Subnet Mask: 255.255.255.0*

*IPv4 Default Gateway: 10.0.1.1*

*IPv4 DHCP Server: 10.0.1.1*

*IPv4 DNS Server: 10.0.1.2*

*NetBIOS over TCPIP Enabled: Yes*

*Inbound connection: 254.255.200.256 - 10.0.1.150*

*Outbound connection: 10.0.1.150 - 254.255.200.256*

*Outbound connection Whois domain trace resolve: Ostland Free SMTP Servers!*

*Trace resolve range: 254.255.198.1 – 254.255.210.256*

*Scan start time*: 09/29/17 06:30 PM

*Scan end time*: 09/29/17 06:55PM

*Total scan time*: 25 mins