*Software version*: 1.10.2.

*Kernel version*: 01/16

*Scan routine*: deep

*Heuristic*: detailed

**Date of scanning: September, 29th 2017**

*Network scan ID*: FBA HQ LAN

*Network range*: 10.0.1.1 – 10.0.2.256

**Scan summary**

*Scan task: malware/spyware detection*

*Spyware threats detected*: 1

*Spyware type resolved*: FlexiSpy/Spytech

*Network processes scanned*: 20145

*Network processes infected*: 4

*Files scanned*: 152789

*Spyware files infected*: 4

*Registry keys scanned*: 4578

*Registry keys infected*: 124

*Local machine spyware detected*: 4

*Local machine ID*: Grgs, Yorg, Artemida, Novas

*Local machine IP’s*:

* Grgs 10.0.1.15
* Yorg 10.0.1.148
* Artemida 10.0.2.10
* Novas 10.0.1.150

*Scan start time*: 09/29/17 03:05 PM

*Scan end time*: 09/29/17 06:25 PM

*Total scan time*: 3h 20 mins