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INTRODUCTION

1. It is becoming increasingly difficult to drawetiparameters of data protection. It can

no longer be regarded as a discrete legal diseiglirsole relevance to specific
applications of automation. It is now a fact tha tollection, storage and processing of
personal data characterises most activities toddyreevitably comes into conflict with

the legal regimes which govern these activitiesc&idata protection norms seek to
regulate the various stages of data processimggthe case that situations may be brought
about where data protection competes with othex legrms for the purpose of dispute
resolution in the context of these situations.

2. The application of competing norms to one paldiclegal issue is of course not a new
phenomenon. By way of illustration, courts at ta#éional and international levels have
by now become quite accustomed to finding an apjatgpbalance between the claims
of different fundamental human rights provisionsdgulate particular legal problems. In
fact, the drafters of the Convention for the protecof individuals with regard to
automatic processing of personal data of 28 Jaril@8¢ were obliged to balance the
right to private life against the freedom of exjgiea so as to produce a harmonious
approach to the issue of transborder data flows.

3. In the context of its sectoral approach to gatdection issues, the intergovernmental
Committee of experts on data protection has alsasgomed itself to the need to allow
for cohabitation between data protection princigled other legal concepts. For
example, in the framework of Recommendation No8® @ on the protection of
personal data used for employment purposes, refem@ay be made to the adjustment of
national labour law and practice in the area ofletermination or employee
consultation, so as to allow such principles as &ad lawful collection”, "purpose
specification”, etc., to be accommodated in theaextrof employer-employee relations.
Again, in the framework of Recommendation No. R) (8% regulating the use of
personal data in the police sector, the approdtbwied seeks to allow the law on police
powers to be adjusted to the requirements of dataqgtion.



4. Accordingly, the tension between data protecsiod other legal disciplines does not
give rise to a new debate. However, as regardsidha, it may be argued that the issues
at stake assume greater proportions, since theanaeglipremised on a fundamental
human right expressed in Article 10 of the Europ€anvention on Human Rights:

"1. Everyone has the right to freedom of expressidiis right shall
include freedom to hold opinions and to receive mmglart information
and ideas without interference by public authoahd regardless of
frontiers. This Article shall not prevent Statesnfrrequiring the licensing
of broadcasting, television or cinema enterprises.

2. The exercise of these freedoms, since it cawittsit duties and
responsibilities, may be subject to such formajteonditions, restrictions
or penalties as are prescribed by law and are ngagsin a democratic
society in the interests of national security, itemial integrity or public
safety, for the prevention of disorder or crime,tfoe protection of health
or morals, for the protection of the reputationragghts of others, for
preventing the disclosure of information received¢onfidence, or for
maintaining the authority and impartiality of thedjiciary."

5. Unlike Article 19 of the Universal Declaratiohlduman Rights, Article 10 of the
European Convention on Human Rights does not spaityfrefer to the freedom of the
press. However, the judgments of the European @diitiman Rights, as well as the
decisions of the European Commission of Human Rjdaave no doubt that freedom of
the press is an integral part of the protectionsamed in Article 10. Consider the view
expressed by the European Court of Human Rightgeihingenscase (Series A no. 103):

"41. In this connection, the Court has to recalittfreedom of expression,
as secured in paragraph 1 of Article 10, constgutee of the essential
foundations of a democratic society and one obtmc conditions for its
progress and for each individual's self-fulfilmeBtibject to paragraph 2,
it is applicable not only to "information” or "ideathat are favourably
received or regarded as inoffensive or as a maitendifference, but also
to those that offend, shock or disturb. Such aeediamands of that
pluralism, tolerance and broadmindedness withouttvkhere is no
"democratic society"... These principles are oftalar importance as
far as the press is concerned: ..."

6. The role of the media in the context of Artit@ of the European Convention on
Human Rights has also been spelt out in greatail dgtthe Committee of Ministers of
the Council of Europe in its Declaration on theeffem of expression and information of
29 April 1982, in which the member States:

"l. Reiterate their firm attachment to the prin@glof freedom of
expression and information as a basic elementddraocratic and
pluralist society;



II. Declare that in the field of information and ssamedia they seek to
achieve the following objectives:

a. protection of the right of everyone, regardlegfontiers, to express
himself, to seek and receive information and idedmgtever their source,
as well as to impart them under the conditionsosgetin Article 10 of the
European Convention on Human Rights;".

7. The problem is of course that data protectisalfithas its genesis in the fundamental
right to private life which is guaranteed by Aré@ of the European Convention on
Human Rights. In fact, data protection is recogha® a constitutional right per bg
certain member States of the Council of Europes @bpproach may be found for
example in the Constitutions of Austrihe NetherlanddPortugaland_Spainall of which
contain provisions guaranteeing the integrity @f ittdividual against the abuse of data
processing.

Even in the absence of express reference to aitgiwstal right to data protection, it
may be the case that an enlightened interpretafitime classic right to private life laid
down in other constitutions may give rise to a righdata protection. It is interesting to
note that the European Court of Human Rights aadEtiropean Commission of Human
Rights have both recently declared their readit@ssad data protection into the
fundamental right to private life laid down in Adlie 8 of the European Convention on
Human Rights. For example, in application no. 9848it was clearly reaffirmed by the
European Commission of Human Rights that:

"The Commission has already held that data protectiomes within the
scope of Article 8 of the European Convention ome Rights."

8. The potential for conflict is rendered more aowtth the increasing recourse to
automation by the various organs of the media §pf@®adcasting, television). It is the
case that the specific legal regimes which govieetedia - press law, media law, libel,
personality rights, the right of reply, etc. - hategrown up in the context of a media
world characterised by hard copy. Today, however faroadcast news item or television
image or the periodical is the end product of aimated process. Taking a simplistic
view of things, automatic data processing may begih the filing of the journalist's
contribution on his electronic notebook, its sulhssy transfer and storage on the
publisher's computer, its reappearance in prireeah fand its consignment to electronic
archives where it can be summoned up at will witheanews room or even accessed on-
line from outside. As regards the audio-visual ragthie tendency now is to store news
items, film, broadcasts, etc., on a digitalised imed

The sixth international Colloquy on the Europeammtion on Human Rights (Sevilla,
1985) also highlighted the extent to which datacpssing coupled with
telecommunications has given rise to a totally eéetronic environment for collecting,
storing and disseminating information. In a keyor¢pProfessor M. Bullinger (Federal
Republic of Germany) notes :



"Technical evolution is about to transform elecitomedia into a
presslike variety of means for disseminating infmron and ideas.
Interactive videotex by telephone cable permitsdib&ibution of
‘electronic leaflets' to the electronic 'letter l@sk of selected households,
and the reception of these 'electronic leaflet&rupequest. Non-
interactive wireless teletext or cabletext, a refaly inexpensive cyclical
transmission of 'magazines' composed of small ngbés with textual
information, enables a subscriber to choose atv@mimoment a certain
'page’ and make it visible on his television semparable to the
consulting of a booklet or leaflet page. Broadbaablle networks in
connection with telecommunication satellites techly allow an almost
unlimited number of video and sound programmesttydnsmitted.”.

9. If the information referred to in paragraph grs to named individuals, then at first
glance it seems to be the case that data protewtions are engaged at the stages of
collection, storage and processing of personal lokathe organs of the media.
Accordingly, the data quality requirements artitedin Article 5 of Convention 108, the
rights of the data subject as set out in Articléh®, need for safeguards for sensitive data
laid down in Article 6 as well as the data securg@guirements specified in Article 7
should, in principle, apply. However, how are thdat protection principles to be
applied to a context which is governed by the ppiecof freedom of the press, as well as
other basic legal norms such as professional (fdistic) secrecy, or to the well-
established tradition of investigative journalism?

10. One aspect of the conflict between data prioteeind freedom of the press is well
illustrated by the remarks made by a representafiviee press at the Rome Conference
on problems relating to the development and apibicaf legislation relating to data
protection in December 1982. In criticising thefthes of the first Italian Bill on data
protection for having included media files withts scope, he stated:

"If this draft were to be adopted, it would preverformation belonging
to the public domain from being tored (for exame, fact that Mr.
Schmidt, Chancellor of the Federal Republic of Gann stopped
smoking, wears a pacemaker, and has now startethtke again), either
under certain conditions or from using this infortoa (for example, from
the moment when Mr. Schmidt retires)."

He continued:

"Another problem deserves consideration. Therel&®important press
agencies in the world which transmit daily betw&8r000 and 100,000
new pieces of information. This is equivalent total of 13.5 million
words. How can it be possible to manage and upttééemass of
information without the help of data processing.”



11. Two issues are posed by these comments: tisépibg that data protection norms
would prevent press agencies from collecting, stpand processing information -
sometimes of a sensitive nature - on people iniplifg; the difficulties involved in
updating the mass of personal data stored by #spit being recalled that data
protection legislation, in conformity with Articke (d) of Convention 108, requires data
users to ensure that personal data are accuratevhace necessary, kept up to date.

Beyond these two issues, other difficulties in g data protection norms to data
processing by the media may be identified:

i. Although this study is primarily concerned wahtomatic data
processing by the media (as with the Data ProtacGonvention), is it
nevertheless the case that manual processing tgeésiare also included
within the scope of some national data protectemd. Accordingly, the
"world of hard copy" referred to previously in paraph 8 may also have
to be addressed in formulating a data protectiohigydor the media. In
addition, analysis of the issues raised by datdewtion and the media
may not simply be confined to the collection, sjerand processing of
personaldata. Certain countries extend their data protectiaws to legal
persons. Quite simply, these two issues (manesldihd legal persons)
create further difficulties for what is already amplicated domain.

ii. How does the principle of "fair and lawful cetition” (Article 5 (a))
apply to techniques of investigative journalism?

iii. How are the rights of the data subject to berised when his
personal data have been collected and stored bynédia? Is he to be
allowed to rectify erroneous reports which are stbin electronic
archives, with the danger that in so doing historgy be rewritten?

iv. Is the digitalisation and storage of film ordadcasts to be considered
as giving rise to personal data files which must be
registered/declared/notified in accordance with @stic data protection
legislation?

v. How is on-line access by the public to presa thaises to be regulated?
Is this to be considered as part of the freedoth@fpress even though the
members of the public may constitute their owss fite purposes not
linked to publishing?

vi. Is it necessary to consider transborder dissetion of personal data
by the media from the point of view of Article I2he Data Protection
Convention, bearing in mind that the Conventioryanlarantees free
flow of personal data between and among Contraddiagies. Moreover,
if one Contracting Party has excluded the mediaiftbe scope of its data
protection law, would this fact justify another @@cting Party from



restricting data transmission to it on the basiattBquivalent protection
for personal data files kept by the media is nargateed by it. This issue
is important in view of the new technological pbagies for shifting
instantaneously image, text, data, sound, etcd (amimassive quantities)
between organs of the media situated in differennhtries (and in
different continents). The transborder data floguis must also be
discussed against the background of those majernational news and
pictures agencies whose very function is to cqllorre and disseminate
information around the world for use by nationaldizeand ultimate
public consumption.

12. The difficulties may not be as acute as thgeap given the fact that Article 9.2.b.
of Convention 108 envisages the possibility of &ahaking a derogation to the basic
data protection principles, where such derogasqurovided for by law and constitutes a
necessary measure in a democratic society in theests of "protecting the data subject
or the rights and freedoms of others". Accordinth®explanatory report, the "rights and
freedoms of others" is taken to cover the freedbth@press. In other words, the
drafters of the Convention sought to avoid the ibasg of conflict between data
protection legislation and the freedom of the pt®sallowing the Contracting Parties to
exclude data processing by the media from the socbfieeir implementing legislation.

As it will be seen, some countries have followead #pproach. On the other hand, other
countries have decided to extend their data priotettgislation to personal data files
kept by the media. It is this latter approach whietuires reflection on the need to allow
data protection to cohabit with norms governingsprigeedom. However, even in the
context of the former approach, that is to sayetk&usion of media files from the scope
of data protection legislation, reflection is stélquired on the need to devise
countervailing rights for the data subject, giveatthe is denied rights of access,
rectification and erasure and that the media at®bliged to respect the data quality
requirements imposed on other data users.

THE SITUATION IN THE MEMBER STATES

13. The following picture can be drawn of the lavd gractice of certain member States
in regard to personal data files managed by thaaned

a. Austria

The 1988 version of the Austrian Data Protectiohéludes from its
scope data processing by the media while at the siame extending
certain of the legislative provisions to such filEsr example, in
accordance with Section 54 of the Act, the priresplegarding data
security shall apply to personal data files heldi®/media.



b. Belgium

The Belgian Data Protection Bill of 1985 envisagesxception being
made for files kept by the media.

c. Denmark

The 1987 Danish Private Registers (Consolidatedstates quite
specifically in Section 7 that "the Act shall npipdy to electronically
processed registers exclusively storing data plstisn a periodical
paper". However, subsequent sub-sections makeat that data
processing by the press will not entirely escaperédach of the law. For
example, electronically processed press registersubject to prior
notification to the data inspection authority whidly lay down
regulations to secure the privacy of individuatsatlidition, Section 7 (h)
provides that personal data shall not be commuadcaithout the consent
of the data subject or any party acting on his beha&ept where this is
provided for in the law or where the communicat®oarried out by
publication in a periodical. The right of accessta data subject applies
to the data stored.

d. France

The French law of 1978 states that the provisidrieelaw, with the
exception of Sections 24 (transborder data flowangation), 30
(processing of certain categories of data) andp8dcéssing of sensitive
data) shall not apply to personal data processequtdss or broadcasting
organisations under the laws governing them ifiappbn of those
sections would have the effect of restricting fl@adf expression.

e. Federal Republic of Germany

The data protection legislation of the Federal Répwf Germany only
subjects files kept by the media to the requiresiehtata security, where
such files are used exclusively for media purposhks.Act will apply to
the media to the extent that they use data frorsspaad radio archives for
other purposes, for example communication to thadies.

As regards the Land of Hesséwo specific provisions in the Data
Protection Act of 1987 refer to the media. In thstfplace, Section 3 (6)
states that only the provisions of Section 10 (téxdl and organisational
measures) and Section 37, shall apply to pers@talmitocessed by the
Hessian Broadcasting Corporation exclusively feoivn
journalistic/editorial purposes. Section 37 stétes the data subject
should have the right to have a contradictory réptjuded in the data
stored by the media in question, and for the sagneg of time as those



data. In addition, a data protection officer id&appointed by the
Broadcasting Corporation, who shall investigate glants brought by
individuals when their rights have been infringédh& time of processing
of their data for journalistic/editorial purposes.

f. Finland

Finland's Personal Data File Act contains a provigo the effect that it
shall not affect the right to publish printed matfEhe Act does not
prevent the media from collecting and processirrggel data for
publishing or broadcasting purposes. Neverthelessglear from the
proceedings leading to the enactment of the Perfmta File Act, that
the Act applies to personal data files - both awatiet and manual - which
are kept as organised background data and areaggeatt of broadcasting
or publishing activities. The regulations on exgamt to the prohibition of
storing sensitive data do not include the persdat files kept by the
media (even though this was considered a posyibilibne stage).

g. Greece

The most recent version of the Greek Data Protedit provides for
derogations to the data protection provisions éoathin the Bill in the
case of files kept by press agencies and radidededision broadcasting
corporations. In particular, prior authorisationariting from the Data
Protection Commission is not required for suchsfédeen if they contain
confidential or sensitive data. However, when stiata files undergo
automatic data processing the situation changesidh cases, a written
declaration must be submitted beforehand to tha Pattection
Commission which is empowered to prevent processirige data if it is
thought that this would not be in accordance vhthlaw. Finally, the
remaining provisions in the Greek Bill, such ass#hconcerning the
collection of data and the exercise of the righacfess, will apply fully to
personal data files kept by the media, whetheobthey are automated.

h. lIceland

The Icelandic Data Protection Act applies fullyfites kept by the mass
media.

i.lreland

The Irish Data Protection Act applies fully to pmral data files kept by
the media.



j. Luxembourg

The 1979 Luxembourg Act on the use of computenmdonal data
applies fully to personal data files kept by thediae

k. Netherlands

The 1988 Data Protection Act states quite clearl$ection 2 (1b) that the
Act will not apply to "personal data files whicleasolely intended for use
in public supply of information by the press, radiatelevision".

[. Norway

The Norwegian Data Protection Act applies to peatdata files stored
by the mass media. Certain exemptions from thestregion requirement
have been made for such files which are for intawsa only. However, if
the personal data files kept by the mass mediabaaccessed on-line
from the exterior, then a licence must be sougimfthe Data
Inspectorate.

m. Sweden

The Swedish Data Act applies fully to personal diéga kept by the
media.

n. Switzerland

Although the current Swiss Data Protection Bill ggpin principle to the
media, its provisions do not apply to personal gatalished by the organs
of the media. It is felt that the right of replyfefs sufficient protection to
the aggrieved individual. In addition, the medidl Wwave the right to deny
a data subject the right to access his data asdstigey have not
published the data.

0. United Kingdom

The 1984 Data Protection Act applies in full toadptocessing by the
media and grants no specific exemptions in thianekg

Conclusion
14. It follows from this analysis that certain ctrigs exclude or intend to exclude the

media from the scope of their data protection lagmn. The Netherlands and
Switzerland are good examples of this approacheiQtbuntries, while excluding the



media as a general principle, nevertheless retjurenedia to respect certain data
protection requirements, in particular data segufihis seems to be the situation in
Austria, France and the Federal Republic of Germ&@hgn again, some countries, while
applying their legislation to the media, seek tagtdhe bureaucratic requirements of
their laws, or proposed laws, to the media, fomexa, Greece, Denmark and Norway.
Finally, there are some countries which make nongatimns at all for data processing by
the media - Iceland, Luxembourg, Sweden and théedi{ingdom may be cited in this
regard.

As regards countries which include media files mitthe scope of their data protection
legislation, few problems have arisen in practatthough there is evidence to suggest
that there is the potential for problems to aridee following issues have recently arisen
in Sweden, in regard to the media: to what exteesdhe right of rectification apply to
radio broadcasts which have been stored in eldéctewohives? According to the Data
Inspection Board, the provisions contained in thedsh Data Act regarding
rectification of personal data are to be understdot giving rise to an obligation to
correct, delete, complete or alter if the inforroatstored in the archives accurately
reflects the statements as they were presentée iratio broadcast. On the other hand, if
the contents of the radio programme have been gimenterpretation or have been the
subject of a subjective judgement by a person daisgmmary of the programme or if
incorrect facts have been put across, then reatidic will be possible in the opinion of
the Data Inspection Board.

In addition the following issue concerning archikept by newspapers has arisen. Two
newspapers have required the permission of the IDgpeectorate to set up and keep
electronic archives. The archives contain all tifermation that has been published in
the newspapers, for example, name and informafiamyone who is suspected of, or
has been convicted of a crime or has served argente has incurred any other penalty
for a crime; illness; state of health; and so ofofimation considered sensitive according
to Section 4 in the Swedish Data Act). All wordghe published material are keys to the
archives, for example the name of a person. Tdymtedhe risk of undue encroachment
upon personal privacy, the Inspectorate has dec¢lu®dive years after the information
has been published, the only key to sensitive @at@ccordance with Section 4) that
should be used is the date of publication of tlermation.

The Data Inspectorate has also issued the followegglation concerning rectification of
personal data: when information in the archivesikhoormally be corrected, deleted,
completed or altered according to the Data Actt{Bes 8 and 9), the keeper of the file
should make a note in the file in such a way thattéxt cannot be used without
notification of these circumstances. The newspalpave appealed against the decisions
of the Inspectorate to the Government, demandiagtkie regulations should be
annulled. The Government has not yet taken a aegrcisi

There is an intense debate in Sweden right novhn@mptoblems that arise as a result of
the application of the data protection legislatiomedia files. The media consider that
the rules in the Data Act limit the rights of thee€dom of the Press Act. The



Commissioner mandated to review the whole of thevPat has been requested to pay
special attention to the problems concerning dedgeption and the media.

In addition, the first annual report of the Datatection Registrar of the Isle of Man
(which has its own Data Protection Act) refers te@ent problem concerning the media
and data protection. In the Isle of Man, it usedéacommon practice for the police to
disclose to the media details of persons involvead accidents, including information
about the passengers in the vehicles involvedadtrftow been suggested that the
communication of passenger information, as opptsegtails concerning the driver,
may very well constitute a breach of a data pratagbrinciple. The Man police as well
as the Registrar share this view and the police v@ermed the media of their new
policy in regard to non-communication of passengirmation. Not unnaturally the
local press and radio take a different view. Sigaiitly, in his annual report, the Data
Protection Registrar for the Isle of Man commeptsge 8 of the report):

"This is a good example of the conflict betweerritie to privacy on the
one hand and the need for freedom of informatiotherother. In the
Data Protection Act we have legislation which smisto protect an
individual's privacy, but we have no counterbalaugciegislation to
ensure freedom of information.”

ALTERNATIVE REMEDIESFOR THE DATA SUBJECT

15. If considerations relating to freedom of expres lead countries to exclude, wholly
or in part, the media from the scope of their gataection laws, it is necessary to
determine whether or not countervailing remediespaovided for the data subject who
is denied the rights which traditionally flow frodata protection legislation. Analysing
the remedies accorded by the aforementioned Sta@serges that a whole range of
civil and criminal law remedies attach to an agggekindividual. For example, the
countries in question allow the individual to hakie usual remedies which arise out of
the law of libel and slander. This may sometimes b&il remedy or it may give rise to
criminal sanctions imposed on the media. In addjtg@rtain countries (for example,
Belgium, Greece, France, Sweden) provide for & ogheply in favour of an individual
who believes that the media have unjustly critidiseén or made inaccurate statements
concerning him. Certain countries have createaakihéview boards or press councils so
as to maintain standards within the media (LuxemipdNetherlands, Sweden and the
United Kingdom). Other countries recognise eithéghiv their Constitution or within
their civil codes rights of privacy or personalitghts, the breach of which may be
litigated in courts.

16. It will be noted that the remedies referrethtparagraph 15 amex post factoThe
damage has already been sustained and the lavs agaasterioriso as to allow the
individual to seek compensation, or to make a ealttory statement, or to punish the
behaviour of the media vis-a-vis the individual eTquestion may be asked as to whether
such rights and remedies whether laid down in tmeraon law, civil codes, statutes,

etc., sufficiently counterbalance the loss of gatgection rights laid down in data



protection laws or compensate for the exemptiomsrgto the media from the data
guality requirements. It is after all the case tihath protection norms intervene at an
early stage so as to prevent the abuse of datassing. For example, the basic
requirements that personal data should be obtandgrocessed "fairly and lawfully”" or
that personal data should be "accurate" and, wieszessary, "kept up to date", or that
the data should only be used in accordance witletligmate purpose for which they
were collected are of a pre-emptivature. Similarly, the rights of the data subject
access his data, to rectify the data if they amecarate or to have them erased, may also
be considered as pre-emptive and continuing righish allow the data subject to
supervise the use and quality of the data storduran

CONSTRUCTING A DATA PROTECTION POLICY FOR THE
MEDIA

17. Countries which exclude the media from the sauftheir data protection legislation
are invoking the derogation envisaged under Artic{2) of Convention 108. From the
point of view of the European Convention on Humaghis, they are also derogating
from Article 8 to the extent that they interferelwihe right to private life (which as
illustrated above includes the right to data prisd@¢ and they do so in accordance with
the law (the exclusion expressly stated in themestic data protection legislation) on
the basis that this is necessary for the "protaaticthe rights and freedoms of others"
(press freedom).

On the other hand, countries which include the m®dihin the scope of data protection
legislation have agreed to take on board the gpiesilaid down in Convention 108. In so
doing, such countries are also giving full effecthiie provisions of Article 8 § 1 of the
European Convention on Human Rights without invgkime derogation "for the
protection of the rights and freedoms of otherségp freedom) envisaged in paragraph 2
of Article 8. At the same time, however, these ¢oas are arguably derogating from
Article 10 8§ 1 of the European Convention on HurRaghts by restricting by law the
exercise of that freedom in favour of "the protectof the reputation or rights of others"
as envisaged in paragraph 2 of Article 10.

It will be recalled that the sort of derogationsalissed above must be in accordance with
the law and must be necessary for the protectigheofwo types of interests at stake -
press freedom and data protection/right to priliégelt is worth focusing further on the
concept of "necessary” measures. As regards esalo$ithe media from the scope of
data protection legislation, it may be argued anldasis of the judgments of the Court of
Human Rights (for example, the Sunday Timase, Series A no. 30) that such measures
must be proportiondb the legitimate aim pursued. In other wordsrelwean be no open-
ended derogation from the right to privacy/datagxtion. Similarly, as regards inclusion
of the media within the ambit of data protectiogiséation, there cannot be a total
disregard of the notion of press freedom.

It is felt that the issue of the media in the cahtd data protection and vice versa can be
approached on the basis of existing legal instrusnadopted within the framework of



the Council of Europe. At the outset, it is wordipeating the words of Paul Sieghart,
rapporteur at the Rome Conference, who when replyirthe remarks made by the
journalist regarding the inclusion of the mediahivitthe scope of the Italian Data
Protection Bill, quoted earlier, stated:

"But | think the ultimate guarantee that new anddalata protection
laws will not interfere with freedom of the preeslin the fact that both
freedom of the press and data protection are cécwacerns of the
Council of Europe.”

It is believed that the principles laid down bytfg Parliamentary Assembly of the
Council of Europe in Resolution 428 (1970) contagna Declaration on mass
communication, media and human rights, as weliijpRésolution (74) 26 of the
Committee of Ministers on the right of reply - pg=n of the individual in relation to the
press - could usefully inform the approach takematyonal policy makers as well as the
data protection authorities in the area of datagotmon and the media.

RELEVANT EXTRACTSFROM RESOLUTION 428 (1970)

A.2. The right to freedom of expression shall applsnass
communication media.

A.3. This right shall include freedom to seek, neeeimpart, publish and
distribute information and ideas. There shall beoaresponding duty for
the public authorities to make available information matters of public
interest within reasonable limits and a duty forss@ommunication
media to give complete and general information oblig affairs.

C.1. There is an area in which the exercise ofridpet to freedom of
expression may conflict with the right to privapyotected by Article 8 of
the Convention on Human Rights. The exercise dbtineer right must
not be allowed to destroy the existence of thedatt

Comment
The Parliamentary Assembly clearly recognised thssibility of conflict between press

freedom and privacy. It then goes on to suggesaiceways to allow press freedom and
privacy to cohabit.



B. It is the duty of the press and other mass miedescharge their
functions with a sense of responsibility towards¢bmmunity and
towards the individual citizens. For this purpoges desirable to institute
(where not already done):

(a) professional training for journalists under thesponsibility of editors
and journalists;

(b) a professional code of ethics for journaligtss should cover inter
alia such matters as accurate and well balanced repgrtiectification of
inaccurate information, clear distinction betwe@&ported information
and comments, avoidance of calumny, respect feapyi respect for the
right to a fair trial as guaranteed by Article 6 tife European Convention
on Human Rights."

Comment

It is felt that (b) is a good mechanism for makihg media aware of the data quality
requirements set out in Article 5 of Convention 1B8ough allowing the professional
bodies representing the various organs of the ntedeovide the necessary ethical
framework for their own members, free from governtrievolvement.

C.3. A particular problem arises as regards thevpay of persons in
public life. The phrase "where public life begipsgyate life ends" is
inadequate to cover this situation. The privatesiwf public figures are
entitled to protection, save where they have arachppon public events.
The fact that an individual figures in the newssloet deprive him of a
right to a private life."

Comment

At an earlier stage in the text the issue was daéseto the processing of personal data on
public figures. The Parliamentary Assembly recogmithis issue and suggests that
freedom of the press can to some extent overrigl@tivacy claimed by public
personalities. This reasoning is also consistetit thie judgment of the Court of Human
Rights in_Lingens. Austria (Series A no. 103):

"The limits of acceptable criticism are accordinglger as regards a politician as such
than as regards a private individual. Unlike thtelathe former inevitably and
knowingly lays himself open to close scrutiny of Bvery word and deed by both
journalists and the public at large, and he mussequently display a greater degree of
tolerance. No doubt Article 10 § 2 enables the ta&mn of others - that is to say, of all
individuals - to be protected, and this proteceatends to politicians too, even when
they are not acting in their private capacity; inusuch cases the requirements of such



protection have to be weighed in relation to thenests of open discussion of political
issues."

C.4. Another particular problem arises from attemfat obtain
information by modern technical devices (wire-taygpihidden
microphones, the use of computers, etc.), whicingé the right to
privacy. Further consideration of this problem equired.”

Comment

The Parliamentary Assembly here alerts us to tled t@ensure that personal data may
only be collected by the media in a fair and lawhanner. Unlawful data collection by
technical devices has also been condemned by tlop&an Court of Human Rights in
the cases of Klass and Others v. Federal Repubtzonmany (Series A no. 28) and
Malone v. United Kingdom (Series A no. 82).

C.6. ... national law should provide a right of iact enforceable at law
against persons responsible for such infringemehtke right to
privacy."

Comment

The Committee of Ministers in Resolution (74) 26\pdes further guidelines on what
could constitute an appropriate right of action.

RELEVANT EXTRACTSFROM RESOLUTION (74) 26
"The Committee of Ministers,
Considering that the right to freedom of expressimhudes the freedom
to receive and to impart information and ideas withinterference by

public authority and regardless of frontiers, aglldown in Article 10 of
the European Convention on Human Rights;"

Comment

As with Resolution 428 (1970) of the Parliamentasgembly, the Committee of
Ministers emphasised the importance of the freedbthe press.



Considering that it is desirable to provide theiindual with adequate
means of protection against the publication of infation containing
inaccurate facts about him, and to give him a reyreghinst the
publication of information, including facts and ofmins, that constitutes
an intrusion in his private life or an attack orstdignity, honour or
reputation, whether the information was conveyetthépublic through
the written press, radio, television or any othexss media of a periodical
nature;"

Comment

As with Resolution 428 (1970) of the Parliamentasgembly, the Committee of
Ministers recognises that freedom of the pressesawith it duties and responsibilities,
in particular with regard to the rights and freedawh others.

1. In relation to information concerning individsgbublished in any
medium, the individual concerned shall have arcéffe possibility for
the correction, without undue delay, of incorreattk relating to him
which he has a justified interest in having coregttsuch corrections
being given, as far as possible, the same promaasdhe original
publication.

2. In relation to information concerning individgabublished in any
medium, the individual concerned shall have arcéffe remedy against
the publication of facts and pinions which consétu

i. an interference with his privacy except wheiis th justified by an
overriding, legitimate public interest, where tinelividual has expressly or
tacitly consented to publication or where publioatis in the circumstances
a generally accepted practice and not inconsistétit law;

ii. an attack upon his dignity, honour or reputatjanless the information
is published with the express or tacit consenhefihdividual concerned
or is justified by an overriding, legitimate publitterest and is a fair
criticism based on accurate facts."

Comment
These ideas are given further precision in a sefiesinimum rules regarding the right of
reply to the press, the radio, and the televisisnyell as to other periodical media,

namely:

i. Any natural and legal person, as well as otloelids, irrespective of nationality or
residence, mentioned in a newspaper, a perio@aallio or television broadcast, or in



any other medium of a periodical nature, regargvhgm or which facts have been made
accessible to the public which he claims to bedneate, may exercise the right of reply
in order to correct the facts concerning that perxsobody.

ii. At the request of the person concerned, theiamedn question shall be obliged to
make public the reply which the person concernexdseat in.

iii. Publication of the reply must be without undidelay and must be given, as far as
possible, the same prominence as was given taitbemation containing the facts
claimed to be inaccurate.

iv. Any dispute as to the application of the abovles shall be brought before a tribunal
which shall have power to order the immediate maion of the reply.

The right of reply has more recently been solenthisghe context of Article 8 of the
European Convention on Transfrontier Television$BENo. 132). Bearing in mind that
the Convention is only concerned with the mediurtetdvision, Article 8 provides :

"1. Each transmitting Party shall ensure that eveayural or legal
person, regardless of nationality or place of reside, shall have the
opportunity to exercise a right of reply or to se¢ker comparable legal
or administrative remedies relating to programmeasismitted or
retransmitted by entities or by technical mean$initts jurisdiction,
within the meaning of Article 3. In particular,ghall ensure that timing
and other arrangements for the exercise of thetrafmeply are such that
this right can be effectively exercised. The effeaxercise of this right
or other comparable legal or administrative remedshall be ensured
both as regards the timing and the modalities.

2. For this purpose, the name of the broadcastepoesible for the
programme service shall be identified therein auiar intervals by
appropriate means."

CONCLUSION

18. It is felt that countries which have excludied media from the scope of their data
protection legislation should consider whether atrtheir legislation relating to the press
and the remedies which are available to aggrienédiduals correspond to the
principles which are set out in the two Resolutidiseussed above. Similarly, those
countries which have included the media withingbepe of their data protection
legislation could usefully consider whether or tiese principles could be used in the
framework of a sectoral approach to the media.ekample, it may be possible to
consider implementation of the principle of thentigf reply as advocated by the
Committee of Ministers in Resolution (74) 26 asaéid/reflection of the principle of
subject access. Again, the duties incumbent uppmiikdia set out in Resolution 428



(1970) so as to secure their responsibility vissaiwdividuals could be examined so as to
determine whether or not they are compatible watadjuality requirements.

Given the possible conflict which can arise betwigeadom of the press and
implementation of data protection norms, it is eiséthat policy makers as well as
supervisory authorities acting within the framewofldata protection laws take a
sensitive approach to this issue. It just may leectise that the principles outlined in the
two Resolutions could provide the key to such gor@gch.



