First evaluation of the relevance of Recommendation No. R (87) 15 regulating the use of
personal data in the police sector (1994)
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AD HOC TERMS OF REFERENCE
1. Name of the Committee: PROJECT GROUP ON DATA PROTECTION (CJ-PD)
2. Source of terms of reference: Decision No. CM/547/180193 of the Committee ohidiers
3. Completion date: December 1994
4. Terms of reference:
To evaluate the relevance of Recommendation N&7R15 regulating the use of personal data in the
police sector and, in particular the need to revise text, namely its scope and principle 5.4
(international communication), bearing in mind fhreciples set out in Assembly Recommendation
1181 (1992).
5. Other Committee to be informed of terms of refeence:
Consultative Committee of the Convention for th&tgction of individuals with regard to
automatic processing of personal data (T-PD)
THE CJ-PD'S CONCLUSIONS
6. The Project Group reached the conclusion that Rewmmdation No. R (87) 15 gives adequate

protection for personal data used for police puep@d that, at this stage, there is no need igergy
or parts of it.

7. The Project Group felt that Article 5.4 of Recommiatiion No. R (87) 15, especially when read
together with paragraphs 56-80 of the Explanatogyndrandum, appears flexible enough to meet the
present and foreseeable requirements of interrztemreements on the exchange of data for police
purposes.



8. Inview of:
)] the gradual and on-going increase of membdeSteatification of Convention 108;

i) the on-going, gradual and occasionally unewagloption by member States of the
principles set out in Recommendation No. R (87) 15;

i) the reference to Recommendation No. R (87)nliiternational agreements such as the
Schengen Agreement;

iv) the implementation of new systems for the sigapf personal data used for police
purposes, such as EUROPOL;

V) the rapid development of new technologies;

Vi) the concerns expressed by both the Parliametasembly and the Committee of
Ministers;

the Project Group proposes that the relevance esb®mendation No. R (87) 15 should
become the subject of periodic review on a regatrer than an ad hoc basis. For this purpose it i
further proposed that the next review be carrigcaod reported on by December 1998 and thereafter
on a four-yearly basis.

REPORT

i) INTRODUCTION

9. On 17 September 1987 the Committee of Ministerptadb Recommendation No. R (87) 15
regulating the use of personal data in the pokotos (Appendix B to the present report).

10.In its Recommendation 1181 (1992) on police co-afmm and protection of personal data in the
police sector (Appendix C to the present repdng, Rarliamentary Assembly recommended that the
Committee of Ministers, among other things, dravawgonvention enshrining the principles laid down
in Recommendation No. R (87) 15.

11.During its 478th meeting (June 1992), the CommitiéMinisters adopted Decision No. CM
537/220692 entrusting the Project Group with thawtng up of an opinion on the Assembly's
Recommendation 1181.

12.During its 24th meeting (22-25 September 1992),Ri@ect Group drew up the Opinion which
appears in Appendix D to the present report.



13.At the same time the Committee of Ministers alsquested the opinion of the Consultative
Committee of Convention 108. The text of the Céiaiue Committee's opinion appears in Appendix
E to the present report.

14.1n the light of these Opinions, the Committee ohidiers, at its 486th meeting of the Ministers'
Deputies (January 1993), adopted Decision No. CKIEBD193, entrusting the Project Group with the
ad hoc terms of reference which appear above.

. SUMMARY OF THE WORK DONE

15. At its 25th meeting (11-14 May 1993) the Projeab@r took note of the ad hoc terms of reference
with which the Committee of Ministers had entrudteel CJ-PD.

16.In a first exchange of views several experts dreg@antion to the danger that a general revision of
Recommendation No. R (87) 15 might lead to somigsqgbrinciples being weakened. They argued
that rather than a systematic revision of the wariprovisions, new technologies used by the police
(eg. satellite surveillance) should be examined, &ndppropriate, additional principles be defined.
Other experts referred to the growing number ofcstires for the exchange of police informationhsuc
as Interpol, Europol, the Channel Tunnel agreenmamdscustoms agreements.

17. Experts undertook to present in writing befareSeptember 1993 a short report on the
implementation, in their country, of Recommendafiam R (87) 15 and on the main problems met in
the implementation, as well as, if appropriate gesgons for revision of the provisions in partsul
those on the scope and on international commuaicati

18. Reports were received from the experts ofdhewing countries:

Austria
Belgium
Bulgaria
Denmark
Finland
Germany
Greece
Hungary
Italy
Luxembourg
Norway
Portugal
Spain
Sweden
Switzerland
United Kingdom



19. During its 26th meeting (19-22 October 1998, Project Group accepted the offer made by
the expert from Malta, Mr J. CANNATACI, to draw wpreport synthesising the experts' written

observations and any other information availabieparticular with regard to implementation of the

Recommendation, its scope and questions in conegith international communication.

20.  The report, presented by the rapporteur on #0ciM 1994, appears in Appendix F to the
present report.

21. During its 5th meeting (22-25 March 1994), Bweau of the Project Group amended the
report of the Rapporteur's conclusions slightly dedided to submit them to the Project Group for
approval.

22.  Atits 27th meeting (21-24 June 1994), thed@tojsroup considered and approved the present
Final Activity Report.
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Assemblée parlementaire
Parliamentary Assembly

RECOMMENDATION 1181 (1992)" on police co-operation and protection of
personal data in the police sector

1. As a result of the Schengen Agreement, the Eanostates co-operating in that agreement will
proceed with the exchange of automatically proakgsgsonal data in the police sector. It is most
likely that such an exchange will cover the whole tbe European Community after the
disappearance of frontier controls at its intebw@iders.

2. Nowadays there is already an intensive exchahgkta in the police sector among Council of
Europe member states on a bilateral or multilateaals and through Interpol.

3. It is of vital importance for an efficient contbagainst international crime that it is fought at
national and at European level.

4. An efficient fight against crime implies an e&age of data in the police sector.

5. In this respect it is useful to recall the Asbgns Recommendation 1044 (1986) on international
crime and its plea for a European information amdeliigence centre (Europol), and
Recommendation No. R (87) 15 of the Committee afiMers to member states of the Council of
Europe regulating the use of personal data in thegsector.

6. It is necessary, however, that there be adequratection of personal data in the police sector
and one may note with satisfaction that the Cowfddurope concluded, in 1981, a Convention for
the Protection of Individuals with regard to AutdmaProcessing of Personal Data. However, in
order to be fully effective, it is not sufficiertidt this convention has, to date, only been ratifig
eleven member states.

7. The Assembly therefore recommends that the Caeenof Ministers :
i. draw up a convention enshrining the principkad Idown in its Recommendation No. R (87) 15;
ii. promote the application of these principleghe exchange of data in the police sector between

member states and between member states and thurdries via Interpol. In this respect the
implementation of the following principles is oftluitmost importance :

1 Text adopted by the Standing Committee, aaimppehalf of the Assembly, on 11 March 1992. See.B557,
report of the Committee on Legal Affairs and Huniights, Rapporteur : Mr Stoffelen.



a.data should be accurate, relevant, not exceedutmoge for which they are stored and, where
necessary, kept up to date ;

b. they should be screened before they are stored ;

c. an individual should have the right to know whetbersonal data concerning him are kept ;

d. he should have an appropriate right of access¢h data ;

e. he should have the right to challenge such diatk if necessary, have them rectified or erased ;
f. individuals who are denied access to files netato them should have a right to appeal to an
independent authority which has full access toedivant files and which can and should weigh the

conflicting interests involved ;

g.there should be an independent authority outdige police sector responsible for ensuring
respect of the principles laid down in such a cotio® ;

iii. appeal to member states to ensure that dathdrpolice sector may only be exchanged with
other member states and with Interpol on the Ipresided for in the proposed draft convention.



APPENDIX B

Opinion formulated by the
Project Group on Data Protection

I. to draw up a convention enshrining the principle laid down in its Recommendation No
R (87) 15

1. The Project Group on Data Protection sharesdheern of the Parliamentary Assembly that
with a view to the increasing exchange of persoiash in the police sector, to combat international
crime, an adequate protection of these data isseapge This is the more important, now that a
growing number of agreements between EuropeansStatefor international co-operation not only

between national police forces but also betweemerotiational authorities in the fields of border

control, asylum and refugees, in the absence safaeast outside the European Community, of
uniform guarantees for the protection of persomagh,dwvhich these police forces and other authsritie
may be required to exchange in the framework of tteoperation.

2. The Project Group has carefully examined theallend practical consequences of the
implementation of the Assembly's recommendatioreusdb-paragraph 7 i. to draw up a convention
enshrining the principles laid down in Recommermatalio R (87) 15.

3. In respect of sub-paragraph 7 i., the Projeou@has identified three options:

@ to draw up a new convention

The Project Group recalls the essential role afv@ation 108, as the main legal instrument for
the implementation of one of the elements of tgktron privacy laid down in Article 8 of the Human
Rights Convention, and as the cornerstone of thiegiion of personal data at international level.

The Project Group is of the opinion that, apastrfrthe time needed for the elaboration and
ratification of a new convention, ratification ob@ention 108 as the basis of data protection in
general would seem to be a prior condition for thgfication of any further Council of Europe
convention in the field of data protection.

(b) to amend Convention 108

Article 19 (c) of the Convention entrusts the Gdiagive Committee with the formulation of
an opinion on any proposal for amendment.

However, the Project Group wishes to draw thenattie to the general nature of Convention
108, which has been designed to ensure respechafiéer of basic principles in all sectors where
personal data are collected and automatically gesze

(c) to conclude an Additional Protocol to Conventi®8




Again, the Project Group refers to the opiniorbéogiven on this option by the Consultative
Committee. However, the Project Group accepts thatdefinition, by means of an Additional
Protocol to Convention 108, of basic rules for ghetection of personal data in the exchange of
information between national authorities would Iseful for all States which have not yet adequate
legislation on such exchange.

4, In the light of the observations under paragi&pbove, the Project Group has defined a fourth
option, consisting of establishing on short terrchsbasic rules by means of a Recommendation of the
Committee of Ministers. In this respect, it rec#tiat although not mandatory, these legal instrisnen
are less rigid in nature, take generally less ttme&lraw up, and are easier to adapt to changing
circumstances.

5. The Project Group recalls the important rolecwtiRecommendation No R (87) 15 has played
and still plays in the protection of personal datthe police sector. Reference to Recommendatmn N

R (87) 15 is made in, among other texts, the SareAgreement and the provisions on the creation of
EUROPOL, the European Information System and thetdDus Information System.

6. The Project Group agrees that at this stagberahan to elaborate a new convention,
Recommendation No R (87) 15 should be examinedutigreand an assessment made of the need to
revise, in particular, the scope of the Recommeénlaind principle 5.4 (international communication)
with a view to ensuring an adequate protectiorhofé¢ personal data kept by police forces and other
national authorities in the fields of border cohtod customer services, asylum and refugees and
which are the subject of transborder data flowsylich are registered in supranational data banks.

In the long term, the elaboration of a conventioee could be considered.

il. to promote the application of the principles inRecommendation No R (87) 15

7. Most experts in the Project Group fully endaits® recommendation that the application of
these principles be promoted. In this light, theupr suggests that the possibility be examined to
assess, on a regular basis, implementation of greszples.

iii. appeal to member States to ensure that data ithe police sector may only be exchanged
with other member States and with Interpol on theiihes provided for in the proposed draft
convention

8. The Project Group refers to its opinion expreéssgaragraph 6 above.



APPENDIX C

Opinion formulated by the Consultative Committee

1. The Consultative Committee has examined Recomatien 1181 of the Parliamentary
Assembly, bearing in mind also the conclusionsheddyy the Project Group on Data Protection in
respect of the same Recommendation.

2. The Consultative Committee endorses the comeigasf the Assembly's Rapporteur, that in the
fight against international crime co-operation kesw police forces is increasing, resulting in stgad
growing transborder flows of data, including peedatata. Under Article 12 of Convention 108 these
transborder data flows require respect of reguiatfwroviding equivalent protection of personal data

3. In this respect the Consultative Committee umaer that Article 12 applies to any transborder
data flow, in the private sector as well as inphblic sector, and not only to the transfer of peas
data from one national police force to the othat detween all public authorities.

4, The Consultative Committee recalls that ConeeniiO8 and in particular its Article 12 have
been designed to apply to the protection of petsdeta wherever such data are being collected and
processed. The strategy which hitherto has betawfedl by the Council of Europe in the field of data
protection implies that Convention 108 lays dowa ¢jeneral principles and that these principles are
subsequently elaborated for each of the differattoss by means of recommendations of the
Committee of Ministers.

5. Whilst it is true that in the police sector aner of international agreements - both bilateral
and multilateral - are being concluded, which mayenconsequences for the protection of personal
data which by virtue of these agreements may bgecigd to transborder communication, the
Consultative Committee agrees that at this stéggefransborder communication does not require the
immediate elaboration of a new international corsuyl instrument, mainly for the following reasons:

a. in general, these international agreementsaeg@unt of data protection requirements,
and in most cases refer to the relevant Coun&tunbpe texts;

b. the elaboration of a new legal instrument carefiiciently undertaken, only when
sufficient experience is available on the impleragah of the international co-
operation agreements;

C. Convention 108 - which will remain the basistinment in the area of data protection -
is still being ratified by a number of member State

6. The Consultative Committee shares thereforeotheion of the Project Group that at this

stage Recommendatior? R (87) 15 regulating the use of personal dathénpolice sector should
be examined carefully. An assessment should be rofihe need to revise, in particular, the scope



of the Recommendation and principle 5.4 (intermaticommunication) with a view to ensuring an
adequate protection of those personal data kepbhbge forces and other national authorities in the
fields of border control, customs services, asyland refugees and which are the subject of
transborder data flows, or which are registereslranational data banks.

7. Under its responsibility for facilitating or imgving the application of Convention 108, the
Consultative Committee will monitor protection oérponal data in the implementation of the
various international agreements on co-operatitwéxen police forces or other national authorities.
It will also consider the results of the assessnm@nfRecommendation NR (87) 15, if the
Committee of Ministers were to follow the opiniohtbe Project Group.

8. When sufficient information is available on fhractical implementation of the international
co-operation agreements, and in the light of theulte of the assessment, if any, of
Recommendation NR (87) 15, the Consultative Committee will considéether Convention 108
and in particular its Article 12 still provide sidient guarantees for the protection of persong da
subjected to transborder data flows. If the Corteaitvould not be satisfied, it might envisage the
possibility of elaborating additional rules to iroge this protection.

9. The Consultative Committee confirms, howeverat thvhatever the results of such
considerations, Convention 108 should not be antenfl@edditional rules were to be established,
they could be the subject of an Additional Protdoathe Convention.

Such Additional Protocol would enable those PariieConvention 108, who would wish to
do so, to complement the existing provisions omdibarder data flows, without changing their
basic undertakings under Convention 108. Nor wdhlkel Protocol prevent other States from
becoming a Party to Convention 108 only.



APPENDIX D

Report by Mr J. CANNATACI, expert from Malta

1. This Report is NOT a synopsis of the nationglores submitted but IS a summary of the
gualitative analysis performed on all the natiorgports in question. As such, the qualitative
analysis set out to answer the following questions:

I. Response Overview: which are those articlelRe€ommendation R (87) 15, including
those not specifically indicated in the terms derence by the Committee of Ministers, which
member States felt may benefit from revision andfarification?

il Classification of Response: if one were tolg@simple classification to the response from
member States, which responses indicated claititaC) as opposed to radical review (R),
strengthening of the provisions (S) or weakeninthefprovisions (W)?

iii. Critical Level of Response: is the level oévisionary response received sufficiently
different from that existing in 1987 (ie. at then& of the finalisation of R (87) 15) and is it
sufficiently high to warrant revision of the Recommadation, given all the diversion of resources
that such a revision would entail?

iv. Specific relevance of Art. 5.4:. Is Article Sead together with the Explanatory
Memorandum, adequate in achieving the balance leetsefficient protection of the individual on
the one hand and extensive exchange of data betvadier forces on the other hand?

2. The results of the answers to the questiongnedtlin 1.i and 1.ii above may be surveyed in
the chart illustrated in Fig. 1 below. At a glanoeaders may understand that the majority of the
member States did not suggest either radical re(fi®vwor Weakening of the provisions (W), most
responses were aimed rather at further clarifical®) and occasionally strengthening (S). This
reinforces the impression gained from listeninght® national experts during plenary sessions that
Recommendation R (87) 15 continues to provide anédduasis for data protection in the police
sector. Moreover, a closer investigation of thquests for clarification would indicate that the
current text of R (87) 15 is sufficiently elastic permit the various interpretations that some
member States may wish to see specifically mentiam¢he text or, more often, in the Explanatory
Memorandum. Very often these requests are madethé avoidance of doubt” rather than the
"absolute certainty that the Recommendation sttpala prohibition or mandates a requirement.”
The very fact that the current text is supple emotogmeet the various needs of different member
States would militate more in favour of maintenaatthe current text rather than the re-opening of
the Pandora's box that re-formulation of the teayfring about.

3. The analysis illustrated in Fig. 1 clearly shahat the bulk of the suggestions for revision
of R (87) 15 come from only two member States: n@ery and the United Kingdom. This is a
very important consideration in a determinationhaf Critical Level of Response mentioned in 1.iii

2. Those experts who, like the Rapporteur, forped of the Project Group in 1986-87, will recalétvery strenuous
negotiations required to arrive at a consensus llasthe current text. Such memories do not favetopening
discussions on the text except for very seriousaes



above. This would suggest that very little has geansince 1987; both Germany and the United
Kingdom remain, together with Ireland, (Switzerldras since re-considered its position) the
member States who entered Reservations to ArtR2(8f7) 15 when the Recommendation was
adopted in 1987. The reservations entered by Geraad the United Kingdom in 1987 are
maintained in 1993 with some further additionse tulk of the United Kingdom's remarks are
aimed at further clarification while those of Gemgaontain the largest number of proposed
revisions which would effectively weaken the Recaenehation. This consideration compares with
the sentiments expressed by the majority of theraspondents: ie that R (87) 15 does not pose
any serious problems or that "Several expertswothat the provisions of the Recommendation
constitute an inalterable necessary minimum" (CJ$3) 48). This view is typically expressed in
the strongest terms by the Swiss Federal Data &raneOfficer who "takes the view that these
Regulations should not be weakened under any cstames and that the principles set out in
Recommendation R (87) 15 should be regarded aslisbied".

In this respect therefore, and given "the liftind 8witzerland's reservations regarding
Recommendation NR (87) 15" the position in 1993-94 would appearhve moved closer
towards an even greater consensus on the tex{(®7)RL5 than that which existed in 1987, with the
German and U.K. positions on this subject becormogeasingly more lonely.

4. As indicated in Fig. 1, the number of requestsserious revision of the text, whether to
strengthen or to weaken the provisions, is too stmaherit a re-opening of the discussion on R
(87) 15 as a priority matter for the Project GraumpData Protection.

5. The considerations outlined in paras. 2, 3 aadave would suggest that the arguments to
retain the status quo over the text of R (87) 1bld@appear to be stronger than those which favour
re-opening of detailed discussion of the text ame@xplanatory memorandum.

6. The attention of the Rapporteur was drawn diydotArticle 5.4 by the Terms of Reference.
The concern expressed with respect to this priacgptypified by the comments of the United
Kingdom expert: "The United Kingdom believes thatagraph 5.4 needs to be reviewed in detail
in the light of continuing work on the developmehinternational agreements about the exchange
of data for police purposes.” A similar observati®to be found in the Swiss response: "The
application of the Recommendation to customs autéemwho have access to police data systems
should be examined. Principles should also be ftatad on exchange of data between different
police systems". Like the United Kingdom commetits, Swiss do not elaborate as to why the
current formulation of 5.4 may be problematic, seearch of a further understanding of a
difficulty one turns to the other two member Staté® made specific reference to 5.4 in their
responses: Belgium and Germany. Both of these dearitad no really serious difficulties with
5.4. Belgium sets the tone: "The provisions comdim the current text of the Recommendation
should be regarded as laying down the minimum lef/diata protection which cannot be called
into question. Consequently these provisions caylmmade more explicit or practical rules
added where this proves necessary. Accordingly, details could be added to Principles 5.4
(international communication)...". It is importantmake the distinction between those changes
which are strictly necessary and those which aneiydesirable. Belgium clearly makes this
distinction, calling for changes "where this promesessary"”, but indicates only the possible



addition of "details". Likewise, the German remarkot radical but simply one of clarification:
"In view of the fact that the Interpol statutegfas basis for co-operation within the framework of
Interpol do not have the force of a law/, Bi4 lit. a. should be worded as follows so asviria
potential misunderstandings on account of the iexjstording: "if there exists a legal provision to
this effect under national law or internationalegnents".

Given the scarcity of detail in the comments relpied above, it is difficult to understand
why the texts of 5.4, when read together with #greainder of Principle 5 and the accompanying
Explanatory Memorandum, are not supple enoughtisfgshe countries concerned. It is felt that
the following excerpts from R (87) 15 require nalfier explanation:

5.1 Communication within the police sector
The communication of data between police bodiesetaused for police purposes should

only be permissible if there exists a legitimatéeriest for such communication within the
framework of the legal powers of these bodies.

5.2.i Communication to other public bodies

Communication to other public bodies should o@ypbrmissible if, in a particular case

a. there exists a clear legal obligation or autisation, or with the authorisation of the
supervisory authority, or if

b. these data are indispensable to the recipiengériable him to fulfil his own lawful
task and provided that the aim of the collectiorpascessing to be carried out by the recipient is

not incompatible with the original processing, ahé legal obligations of the communicating body
are not contrary to this.

5.4 International Communication

Communication of data to foreign authorities skdoe restricted to police bodies. It
should also be permissible:

a. if there exists a clear legal provision undatianal or international law;



b. in the absence of such a provision, if the camoation is necessary for the
provision of a serious and imminent danger or isessary for the suppression of a serious
criminal offence under ordinary law;

and provided that domestic regulations for thetection of the person are not prejudiced.

The problems expressed by member States overniattenal co-operation" and "Interpol” would
appear to be resolved by the following explanatigimen within the Explanatory Memorandum:

"59. The public bodies referred to in Principle 5c®uld, for example, be social security
authorities or inland revenue authorities investigg fraud, or immigration control, customs
authorities and so on.

65. Principle 5.4 relates to the international tedar of police data in the strict sense between
police bodies. The reference to international lagfers not only to international agreements
concerning mutual assistance in criminal matters ddgo to co-operation within the framework to
Interpol. In addition, this principle also takesaunt of the existence or conclusions of agreements
between neighbouring states which are designedmjorave transfrontier data communication
between police bodies.

66. As regards the term, "police bodies", it isagaised that in certain member States certain
type of police work may be carried out by authestiwhich are not strictu sensu "police bodies".
Alternatively, it may be the case that certain tiores which are thought to be within the

competence of the police in certain member Statag actually be discharged by non-police

agencies in other member States.

67. For the purposes of Principle 5.4 therefores tarm "police bodies" should be understood
in a broad sense. The question to be asked is wh#th body is performing a function related to
the prevention or suppression of criminal offenceso the maintenance of public order. Finally,
Principle 5.4 should not be interpreted as exclgdine possibility that data may be transferred to
foreign judicial authorities where such authoritiesercise functions concerning the prevention and
suppression of criminal offences."

Thus, whether "police bodies" or "public bodiesdna of the data exchange needs mentioned by
various member States would appear to be beyonscthe of Article 5 of R (87) 15. Nor would

the wording of the current provisions appear testéax as to arouse undue concern at the opposite
end of the data protection scale. As explainecanagraph 56 of the Explanatory Memorandum,
"Principle 5 is structured in such a way as to latguseparately the various forms of data transfer
that can legitimately take place while at the same providing general principles applicable to all
the transfers envisaged". It is submitted that verwhelming arguments have been advanced to
date as to why current formulation of Principlerfsl s accompanying Explanatory Memorandum
fail in providing the most balanced formula capatfi@roviding equitable provision for current
requirements.



In the light of the foregoing, it is difficult tarfd convincing arguments which highlight why it is
really necessary (rather than being possibly -agdably - desirable) to amend Recommendation
R (87) 15. Before such convincing arguments areackd, it is difficult to abandon the principle

of "Leave well alone".



Comparative Analysis: National Responses to Recommeéation R (87) 15 — POLICE

Figure 1

R (87) 15
Art. No.

United
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Finland

Belgium
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Hungary
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Scope
Definition

C

C

C

C

1.1

1.2

1.3

1.4

R/W

2.1

2.2

2.3

2.4

3.1

3.2

3.3

4

5.1

5.2i

5.2ii

R/W

5.3i

5.3ii

R/W

54

5.5

R/W

5.6

(elielle)]

6.1

6.2

6.3

6.4

6.5

6.6

7.1

7.2

8

C=Clarify; S=Strengthen; W=Weaken; R=Radical Revitsgervation

(The following states responded but did not recondreemendments to specific sections:

Luxembourg, Sweden, Italy, Spain, Denmark, GreBakgaria)
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