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 “The SRP is also very concerned that entire nations or trading blocs 
including major nations or regional federations such as China, the 
European Union and the United States have adopted or are adopting 
Open Data and Big Data policies the far-reaching consequences of 
which may not as yet be properly understood and which may 
unintentionally put in peril long-standing social values as well as the 
fundamental rights to privacy, dignity and free development of one’s 
personality. Some studies on posthumous privacy suggest that in 
2016 the citizens of some countries may be better off dead from a 
privacy point of view since their rights to privacy are better protected 
by law if they are dead than if they are alive in a world where Open 
data and big data analytics are a way of life endorsed by the 
information policies of the countries concerned.” 
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Thematic Action Stream:  
Big Data and Open Data 
 Task Force on Big Data and Open Data  

 To be launched in July 2016 

 Led by an Australian Privacy Commissioner 

 Many participants from around the world: 

 Australia 

 EU LIBE Committee Rapporteur (TBC) 

 USA 

 More members being recruited 

 Probing and testing team 
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Thematic Action Stream: health 
 Task force members being recruited 

 Task force composition to be announced by or before 
October 2016 

 All member states of the Council of Europe  

 All participants in this conference 

 All member states of the UN 

 Invited to contribute Task force members 

 Resources 
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In an Internet without borders 

We need: 

Safeguards without borders 

Remedies across borders 
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Thematic Action Stream:  
Security and Surveillance 
 Safeguards & Remedies 

 IIOF – International Intelligence Oversight Forum 

 First meeting 11-12 October 2016 

 The good, the bad and the ugly: best practices 

 All member states of Council of Europe invited to send 
representatives of their Intelligence Oversight Authorities 
as well as their Security & Intelligence Agencies (SIS) 

 Rec(87)15 for Intelligence services? 

 More initiatives will be announced later 
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No Privacy – By Design? 

The antithesis of privacy by design – countries 
EU - An open question 
USA – Data brokers….but others? 
Buzz word: Big data … but open data? 
Health Data 
Security and Surveillance 
Can the Council of Europe continue to provide a 

lead? 
Or are we about to learn the hard way? 
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Thank you for your attention 
 
E-Mail:   srprivacy@ohchr.org  j.a.cannataci@rug.nl  
  
         jcannataci@sec.research.um.edu.mt       
       
Web: http://www.ohchr.org/EN/Issues/Privacy/SR/Pages/SRPrivacyIndex.aspx  
 
  www.um.edu.mt/maks/ipg/lexconverge  
 
           www.smartsurveillance.eu   www.respectproject.eu  
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