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Note: the present document aims at making visible the modernisation proposals adopted by the Consultative Committee at its 29

th
 Plenary meeting (27-30 November 2013), as well as proposals 

developped further the 1
st
 meeting of the CAHDATA and aimed at facilitating discussions during the 2

nd
  meeting of the CAHDATA of 28-30 April 2014. 

 
 

CURRENT TEXT OF THE 
CONVENTION AND ADDITIONAL 
PROTOCOL 

T-PD PROPOSALS PROPOSALS FOR DISCUSSION  Comentarios IFAI Propuestas de redacción  

 Title : Convention for the Protection 
of Individuals with Regard to the 
Processing of Personal Data 

Title : Convention for the 
Protection of Individuals with 
Regard to the Processing of 
Personal Data 

Sin comentarios (S/C) S/C 

Preamble Preamble Preamble S/C S/C 

The member States of the Council of 
Europe, signatory hereto, 

unchanged 
 

The member States of the Council of 
Europe and other signatories 
hereto, 

S/C S/C 

Considering that the aim of the 
Council of 
Europe is to achieve greater unity 
between its members, based in 
particular on respect for the rule of 
law, as well as human rights and 
fundamental freedoms; 

unchanged 
 

Considering that the aim of the 
Council of 
Europe is to achieve greater unity 
between countries, based in 
particular on respect for the rule of 
law, as well as human rights and 
fundamental freedoms; 
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Considering that it is desirable to 
extend the  
safeguards for everyone's rights and  
fundamental freedoms, and in 
particular the right to the respect for 
privacy, taking account of the 
increasing flow across frontiers of 
personal data undergoing automatic 
processing; 

Considering that it is necessary, given 
the diversification, intensification 
and globalisation of data processing 
and exchanges of personal data, to 
guarantee human dignity and the 
protection of human rights and 
fundamental freedoms of every person, 
in particular through the right to 
control one’s personal data and the 
processing of such data. 

Considering that it is necessary, 
given the diversification, 
intensification and globalisation of 
data processing and exchanges of 
personal data flows, to secure 
human dignity and the protection of 
human rights and fundamental 
freedoms of every person, in 
particular the right to personal 
autonomy, exercised through the 
right to control of one’s personal data 
and of the processing of such data. 

S/C 
 

S/C 

Reaffirming at the same time their 
commitment to freedom of information 
regardless of frontiers; 

Recalling that the right to protection of 
personal data is to be considered in 
respect of its role in society and that it 
has to be reconciled with other human 
rights and fundamental freedoms, 
including freedom of expression; 

Recalling that the right to protection 
of personal data is to be considered 
in respect of its role in society and 
that it has to be reconciled with other 
human rights and fundamental 
freedoms, including freedom of 
expression; 

S/C S/C 

 Considering that this Convention 
permits account to be taken, in the 
implementation of the rules laid down 
therein, of the principle of the right of 
public access to official documents ; 

Considering that this Convention 
permits account to be taken, in the 
implementation of the rules laid down 
therein, of the principle of the right of 
public access to official documents ; 

S/C S/C 

Recognising that it is necessary to 
reconcile the fundamental values of 
the respect for privacy and the free 
flow of information between peoples, 

Recognising that it is necessary to 
promote at the global level the 
fundamental values of respect for 
privacy and protection of personal 
data, thereby contributing to the free 
flow of information between peoples; 

Recognising that it is necessary to 
promote at the global level the 
fundamental values of respect for 
privacy and protection of personal 
data at the global level, thereby 
contributing to the free flow of 
information between peoples; 

El uso del verbo promote matiza el 
alcance del Convenio. Se sugiere 
mantener el verbo reconciliar 

Recognising that it is necessary 
to reconcile promote at the 
global level the fundamental 
values of respect for privacy and 
protection of personal data at 
the global level, thereby 
contributing to the free flow of 
information between peoples; 

 Recognising the interest of a 
reinforcement of international 
cooperation between the Parties to the 
Convention. 

Recognising the interest of a 
reinforcement of international 
cooperation between the Parties to 
the Convention. 

S/C S/C 

Have agreed as follows: unchanged unchanged S/C S/C 
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Chapter I – General provisions Chapter I – General provisions Chapter I – General provisions S/C S/C 

Article 1 – Object and purpose Article 1 – Object and purpose Article 1 – Object and purpose S/C S/C 

The purpose of this Convention is to 
secure in the territory of each Party for 
every individual, whatever his 
nationality or residence, respect for 
his rights and fundamental freedoms, 
and in particular his right to privacy, 
with regard to automatic processing of 
personal data relating to him (“data 
protection”). 

The purpose of this Convention is to 
secure for every individual subject to 
the jurisdiction of the Parties, 
whatever their nationality or residence, 
the protection of their personal data 
when undergoing processing, thus 
contributing to respect for their rights 
and fundamental freedoms, and in 
particular their right to privacy. 

The purpose of this Convention is to 
secure for every individual subject to 
the jurisdiction of the Parties, 
whatever their nationality or resi-
dence, the protection of their 
personal data when undergoing 
processing, thus contributing to 
respect for their rights and 
fundamental freedoms, and in 
particular their right to privacy. 

S/C S/C 

Article 2 – Definitions Article 2 – Definitions Article 2 – Definitions S/C S/C 

For the purposes of this Convention: unchanged unchanged S/C S/C 

a  “personal data” means any 
information 
relating to an  identified or identifiable 
individual (“data subject”); 
 

unchanged 
 
 

unchanged 
 
 

S/C S/C 

b “automated data file” means 
any set of data undergoing automatic 
processing; 

Deleted – see 3.1 below Deleted – see 3.1 below Si bien se indica ver el punto 3.1., 
no queda claro cuál es la relación 
entre ese punto y lo que se 
propone eliminar.  

b “automated data file” means 
any ordered set of data 
undergoing automatic 
processing relating to an 
identified or identifiable 
individual; 
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c “automatic processing” 
includes the 
following operations if carried out in 
whole or in part by automated means: 
storage of data, carrying out of logical 
and/or arithmetical operations on 
those data, their alteration, erasure, 
retrieval or dissemination; 
 

c “data processing” means 
any operation or set of operations 
which is performed upon personal 
data, and in particular the collection, 
storage, preservation, alteration, 
retrieval, disclosure, making 
available, erasure or destruction of 
data, or the carrying out of logical 
and/or arithmetical operations on 
data; 

c “data processing” means 
any operation or set of operations 
which is performed upon personal 
data, and in particular  such as the 
collection, storage, preservation, 
alteration, retrieval, disclosure, 
making available, erasure, or 
destruction of data, or the carrying 
out of logical and/or arithmetical 
operations on such data; 

S/C S/C 

 where no automated processing is 
used, data processing means the 
operations carried out  within a 
structured set established according to 
any criteria which allow to search for 
personal data ; 

where no automated processing is 
not used, data processing means an 
the operations or set of operations 
performed upon personal data carried 
out  within a structured set of such 
data which are accessible and 
retrievable according to specific 
criteria established according to any 
criteria which allow to search for 
personal data ; 

S/C S/C 

d “controller of the file” means 
the natural or 
legal person, public authority, agency 
or any 
other body who is competent 
according to the national law to decide 
what should be the purpose of the 
automated data file, which categories 
of personal data should be stored and 
which operations should be applied to 
them. 

d “controller” means the natural 
or legal person, public authority, 
service, agency or any other body 
which alone or jointly with others 
has the decision-making power with 
respect to data processing. 
 

d “controller” means the 
natural or legal person, public 
authority, service, agency or any 
other body which alone or jointly 
with others has the decision-
making power with respect to data 
processing. 
 

S/C S/C 

 e     “recipient” means a natural or legal 
person, public authority, service, 
agency or any other body to whom data 
are disclosed or made available; 
  

e     “recipient” means a natural or 
legal person, public authority, service, 
agency or any other body to whom 
data are disclosed or made available; 
  

S/C S/C 
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 f       “processor“ means a natural or 
legal person, public authority, service, 
agency or any other body which 
processes personal data on behalf of 
the controller; 

f       “processor“ means a natural or 
legal person, public authority, service, 
agency or any other body which 
processes personal data on behalf of 
the controller; 

Se sugiere establecer las 
obligaciones mínimas de la figura 
del encargado, de tal modo que 
existan ciertos parámetros de su 
actuación, como actuar bajo las 
instrucciones del responsable, 
establecer medidas de seguridad, 
guardar confidencialidad, y no 
transferir información personal sin 
el consentimiento del responsable, 
entre otras. 

 

   Se sugiere incluir la definición de 
transferencia, entendida como 
cualquier comunicación de datos 
entre responsables y un tercero 
distinto del titular (incluyendo 
encargados). Lo anterior, en virtud 
de que dicho concepto es utilizado 
más adelante con ese significado. 
Esta definición de “transferencia”  
es consistente con lo previsto por la 
Directiva Europea 95/46/CE y 
abarca las transferencias y 
remisiones previstas en la 
normativa mexicana. 

g “transfer” means any 
communication of personal 
data made by the controller or 
processor to any individual or 
organization different from the 
data subject. 

   Se sugiere incluir el término data 
subject, con el alcance de ser la 
persona física a quien le 
conciernen los datos personales. 
 
Lo anterior, para completar las 
definiciones rectoras. 

Data subject: The individual to 
whom personal data relates 

Article 3 – Scope Article 3 – Scope Article 3 – Scope S/C S/C 
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1 The Parties undertake to 
apply this 
Convention to automated personal 
data files and automatic processing of 
personal data in the public and private 
sectors. 

1  Each Party undertakes to apply this 
Convention to data processing 
subject to its jurisdiction, thereby 
protecting the right to protection of 
personal data of any person subject 
to its jurisdiction.  
 
1bis   This Convention shall not apply 
to data processing carried out by a 
natural person for the exercise of purely 
personal or household activities. 
 
 

1  Each Party undertakes to apply 
this Convention to data processing 
subject to its jurisdiction in the 
public and private sectors, thereby 
protecting the right to protection of 
personal data of any person 
subject to its jurisdiction.  
 
1bis   This Convention shall not apply 
to data processing carried out by a 
natural person for the exercise of 
purely personal or household 
activities. 

El tachado matiza el alcance en la 
protección de este derecho, por lo 
que se sugiere apoyar la propuesta 
del T-PD. 
 
 

1  Each Party undertakes to 
apply this Convention to data 
processing subject to its 
jurisdiction, thereby 
protecting the right to 
protection of personal data of 
any person subject to its 
jurisdiction.  
 

2 Any State may, at the time 
of signature or when depositing its 
instrument of ratification, acceptance, 
approval or accession, or at any later 
time, give notice by a declaration 
addressed to the Secretary General of 
the Council of Europe: 

delete delete S/C S/C 

a that it will not apply this 
Convention to 
certain categories of automated 
personal data files, a list of which will 
be deposited. In this list it shall not 
include, however, categories of 
automated data files subject under its 
domestic law to data protection 
provisions. Consequently, it shall 
amend this list by a new declaration 
whenever additional categories of 
automated personal data files are 
subjected to data protection 
provisions under its domestic law; 

delete delete 
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b that it will also apply this 
Convention to information relating to 
groups of persons, associations, 
foundations, companies, corporations 
and any other bodies consisting 
directly or indirectly of individuals, 
whether or not such bodies possess 
legal personality; 

delete delete 

c that it will also apply this 
Convention to personal data files 
which are not processed 
automatically. 

delete delete 

3 Any State which has 
extended the scope of this Convention 
by any of the declarations provided for 
in sub-paragraph 2.b or c above may 
give notice in the said declaration that 
such extensions shall apply only to 
certain categories of personal data 
files, a list of which will be deposited. 

delete delete 

4 Any Party which has 
excluded certain categories of 
automated personal data files by a 
declaration provided for in sub-
paragraph 2.a above may not claim 
the application of this Convention to 
such categories by a Party which has 
not excluded them. 

delete delete 

5 Likewise, a Party which has 
not made one or other of the 
extensions provided for in sub-
paragraphs 2b and c above may not 
claim the application of this 
Convention on these points with 
respect to a Party which has made 
such extensions. 

delete delete 
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6 The declarations provided 
for in paragraph 2 above shall take 
effect from the moment of the entry 
into force of the Convention with 
regard to the State which has made 
them if they have been made at the 
time of signature or deposit of its 
instrument of ratification, acceptance, 
approval or accession, or three 
months after their receipt by the 
Secretary General of the Council of 
Europe if they have been made at any 
later time. These declarations may be 
withdrawn, in whole or in part, by a 
notification addressed to the 
Secretary General of the Council of 
Europe. Such withdrawals shall take 
effect three months after the date of 
receipt of such notification. 

delete delete 

Chapter II – Basic principles for 
data protection 

Chapter II –  Basic principles for the 
protection of personal data 

Chapter II –  Basic principles for 
the protection of personal data 

S/C S/C 

Article 4 – Duties of the Parties Article 4 – Duties of the Parties Article 4 – Duties of the Parties S/C S/C 

1 Each Party shall take the 
necessary measures in its domestic 
law to give effect to the basic 
principles for data protection set out in 
this chapter. 

1   Each Party shall take the necessary 
measures in its domestic law to give 
effect to the provisions set out in this 
Convention and ensure their 
effective application. 

1   Each Party shall take the 
necessary measures in its domestic 
law to give effect to the provisions set 
out in this Convention and secure 
their effective application. 

Se considera más adecuado 
mantener el concepto “domestic” 
incluido en la propuesta del T-DP, 
pues aclara a qué regulación se 
está haciendo referencia. 

1   Each Party shall take the 
necessary measures in its 
domestic law to give effect to the 
provisions set out in this 
Convention and secure their 
effective application. 

2 These measures shall be 
taken at the latest at the time of entry 
into force of this Convention in respect 
of that Party. 

2   These measures shall be taken by 
each Party prior to ratification or 
accession to this Convention. 

2   These measures shall be taken by 
each Party prior to ratification or 
accession to this Convention. 

S/C S/C 
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 3   Each Party undertakes to allow the 
Convention Committee provided for in 
Chapter V to evaluate the observance 
of its engagements and to contribute 
actively to this evaluation, notably by 
submitting reports on the measures it 
has taken and which give effect to the 
provisions of the present Convention. 
 

3   Each Party undertakes to allow 
the Convention Committee provided 
for in Chapter V to evaluate the 
measures it has taken in its law to 
give effect to the provisions of this 
Convention observance of its 
engagements and to contribute 
actively to this evaluation process, 
notably by submitting reports on the 
measures it has taken and which give 
effect to the provisions of the present 
Convention. 
 

La evaluación podría derivar en 
una certificación hacia las prácticas 
nacionales, por lo que se sugiere 
matizar, además de recuperar la 
presentación de informes. 

3   Each Party undertakes to 
allow the Convention Committee 
provided for in Chapter V to 
evaluate assess the measures it 
has taken in its law to give effect 
to the provisions of this 
Convention observance of its 
engagements and to contribute 
actively to this evaluation 
assessment process, notably 
for example, by submitting 
reports on the measures it has 
taken and which give effect to 
the provisions of the present 
Convention. 
 

Article 5 – Quality of data Article 5 – Legitimacy of data 
processing and quality of data  

Article 5 – Legitimacy of data 
processing and quality of data  

Se sugiere modificar el título para 
hacerlo más genérico, abarcando 
todos los principios en materia de 
protección de datos personales 
reconocidos internacionalmente 

Article 5 – Legitimacy of data 
processing and quality of data 

 1         Data processing shall be 
proportionate in relation to the 
legitimate purpose pursued and reflect 
at all stages of the processing a fair 
balance between all interests 
concerned, be they public or private 
interests, and the rights and freedoms 
at stake.  

1       Data processing shall be 
proportionate in relation to the 
legitimate purpose pursued and 
reflect at all stages of the processing 
a fair balance between all interests 
concerned, be they public or private 
interests, and the rights and freedoms 
at stake.  
 

Por cuestión de orden, se sugiere 
eliminar la referencia a la 
proporcionalidad en el tratamiento 
e incluirla más adelante junto con el 
resto de los principios. 
 
No son muy claros los alcances del 
artículo ¿de qué forma se puede 
reflejar un balance justo entre todos 
los intereses involucrados en el 
tratamiento de datos personales? y 
¿cómo se podría probar que se 
cumple con esta disposición? 
 

1       Data processing shall be 
proportionate in relation to the 
legitimate purpose pursued and 
reflect at all stages of the 
processing a fair balance 
between all interests concerned, 
be they public or private 
interests, and the rights and 
freedoms at stake.  
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 2    Each Party shall provide that data 
processing can be carried out on the 
basis of the free, specific, informed and 
[explicit, unambiguous] consent of the 
data subject or of some legitimate basis 
laid down by law. 
 

2    Each Party shall provide that data 
processing can be carried out on the 
basis of the free, specific, informed 
and [explicit, unambiguous] consent 
of the data subject or of some 
legitimate basis laid down by law. 
 

Se sugiere, por cuestiones de 
orden, eliminar la referencia a las  
causas legitimadoras del 
tratamiento para enlistarlas más 
adelante junto con el resto de los 
principios. 
 
Se sugiere eliminar la condición de 
que el consentimiento tenga que 
ser explícito. Este sólo debería ser 
necesario para ciertos tipos de 
tratamientos o en función de la 
naturaleza de los datos personales. 

 

Personal data undergoing automatic 
processing shall be: 

3      Personal data undergoing 
automatic processing shall be : 

3      Personal data undergoing 
automatic processing shall be : 

Se sugiere eliminar la frase 
“undergoing processing” para hacer 
referencia únicamente a los datos 
personales. 

2     Personal data undergoing 
automatic processing shall be : 

a obtained and processed 
fairly and lawfully; 

a.    processed lawfully and fairly. 
 

a.    processed lawfully, and fairly and 
in a transparent manner. 
 

Para efectos de claridad y orden se 
sugiere modificar los siguientes 
incisos: 
 
a. Causas legitimadoras del 
tratamiento [principios de licitud y 
consentimiento]. Eliminar la 
referencia al consentimiento 
explícito pues el consentimiento 
tácito también puede ser un 
elemento legitimador del 
tratamiento -por ejemplo, cuando 
se proporcionan datos necesarios 
para celebrar un contrato con un 
responsable- e implica menos 
costo operativo para los 
responsables. 
 
b. Tratamiento legal [principio de 

 
 
 
 
processed be carried out on the 
basis of the free, specific, 
informed and [explicit, 
unambiguous] consent of the 
data subject or of some 
legitimate basis laid down by 
law; 
 
 
 
 
 
 
 
processed lawfully, and fairly, 

b stored for specified and 
legitimate purposes and not used in a 
way incompatible with those 
purposes; 

b.     collected for explicit, specified 
and legitimate purposes and not 
processed in a way incompatible with 
those purposes; 
 
 

b.     collected for explicit, specified 
and legitimate purposes and not 
processed in a way incompatible 
with those purposes; 
 
 

c adequate, relevant and not 
excessive in relation to the purposes 
for which they are stored; 

c.     adequate, relevant, not excessive 
and limited to the minimum necessary 
in relation to the purposes for which 
they are processed; 

c.     adequate, relevant and [not 
excessive] and [limited to the 
minimum necessary] in relation to the 
purposes for which they are 
processed; 

d accurate and, where 
necessary, kept up to date; 

unchanged unchanged 
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e preserved in a form which 
permits identification of the data 
subjects for no longer than is required 
for the purpose for which those data 
are stored. 

e     preserved in a form which permits 
identification of data subjects for no 
longer than is necessary for the 
purposes for which those data are 
processed. 

e.     preserved in a form which 
permits identification of data subjects 
for no longer than is necessary for the 
purposes for which those data are 
processed. 

licitud y lealtad]. Agregar la 
referencia a la expectativa 
razonable de privacidad. 
 
 
c. Recolección de datos para 
finalidades explícitas, específicas y 
legítimas [principios de finalidad]. 
Agregar la palabra “processed” 
para ampliar la protección. 
 
d. Principio de información/ 
transparencia, que se desarrolla en 
artículos posteriores. 
 
 
 
e. Referencia a la proporcionalidad 
de los datos. Usar la frase “not 
excessive” en lugar de “limited to 
de minimum necessary” pues con 
la primera frase es suficiente para 
evitar un tratamiento 
desproporcionado de los datos 
personales. 
 
Se sugiere integrar la referencia a 
la exactitud y actualización de los 
datos personales como inciso f. 
[principio de calidad]. 
 
Se sugiere integrar la referencia a 
la conservación de los datos 
personales como inciso g [principio 
de calidad]. 

and in a transparent manner and 
in accordance with the 
reasonable expectation of 
privacy. 
 
collected and processed for 
explicit, specified and legitimate 
purposes and not processed in 
a way incompatible with those 
purposes; 
 
processed in a transparent 
manner providing notice to data 
subject regarding the main 
aspects of the processing; 
 
adequate, relevant and [not 
excessive] and [limited to the 
minimum necessary] in relation 
to the purposes for which they 
are processed; 
 
 
 
 
accurate and, where necessary, 
kept up to date, and 
 
 
 
preserved in a form which 
permits identification of data 
subjects for no longer than is 
necessary for the purposes for 
which those data are 
processed. 
 

Article 6 – Special categories of 
data 

Article 6 – Processing of sensitive 
data   

Article 6 – Processing of sensitive 
data   

S/C S/C 
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Personal data revealing racial origin, 
political opinions or religious or other 
beliefs, as well as personal data 
concerning health or sexual life, may 
not be processed automatically unless 
domestic law provides appropriate 
safeguards. The same shall apply to 
personal data relating to criminal 
convictions. 

1  The processing of genetic data, of 
personal data concerning offences, 
criminal convictions and related 
security measures, the processing of 
biometric data uniquely identifying a 
person, as well as the processing of 
personal data for the information they 
reveal relating to racial origin, political 
opinions, trade-union membership, 
religious or other beliefs, health or 
sexual life, shall only be allowed where 
the applicable law provides appropriate 
safeguards, complementing those of 
the present Convention. 
 
2. Appropriate safeguards shall prevent 
the risks that the processing of such 
sensitive data may present to the 
interests, rights and fundamental 
freedoms of the data subject, notably a 
risk of discrimination.  
  
 

1  The processing of: 
- genetic data,  
- personal data concerning  
suspected offences, offences, 
criminal proceedings and 
convictions, and related security 
measures,  
- biometric data uniquely identifying a 
person,  
- personal data for the information 
they reveal relating to racial origin, 
political opinions, trade-union 
membership, religious or other 
beliefs, health or sexual life,  
shall only be allowed where the 
applicable law provides specific and 
appropriate safeguards are enshrined 
in law, complementing those of the 
present Convention. 
 
2. Specific and appropriate 
safeguards shall prevent the risks 
that the processing of such sensitive 
data may present to the interests, 
rights and fundamental freedoms of 
the data subject, notably a risk of 
discrimination.  

Se sugiere no considerar sensibles 
criminal proceedings and 
convictions, al menos no cuando la 
sentencia esté firme y se haya 
encontrado culpable al acusado. 
Asimismo, llama la atención que los 
datos biométricos se estén 
catalogando como sensibles, ya 
que podrían equipararse, por 
ejemplo, a la fotografía de una 
identificación. Aunado a ello, no se 
vislumbra cómo dicho dato, por si 
solo, podría afectar la esfera más 
íntima de la persona o de qué 
manera puede dar origen a 
discriminación. 

1  The processing of: 
- genetic data,  
- personal data concerning  
suspected  offences, offences, 
criminal proceedings and 
convictions, and related security 
measures,  
- biometric data uniquely 
identifying a person,  
- personal data for the 
information they reveal relating 
to ethnic and racial origin, 
political opinions, trade-union 
membership, religious or other 
beliefs, health or sexual life,  
shall only be allowed where the 
applicable law provides specific 
and appropriate safeguards are 
enshrined in law, complementing 
those of the present Convention. 
 

Article 7 – Data security Article 7 – Data security Article 7 – Data security S/C S/C 

Appropriate security measures shall 
be taken for the protection of personal 
data stored in automated data files 
against accidental or unauthorised 
destruction or accidental loss as well 
as against unauthorised access, 
alteration or dissemination. 

1    Every Party shall provide that the 
controller, and, where applicable the 
processor, takes the appropriate 
security measures against accidental or 
unauthorised  access, destruction, 
loss   modification or dissemination  of 
personal data. 

1    Every Party shall provide that 
the controller, and, where 
applicable the processor, takes the 
appropriate security measures 
against risks such as accidental or 
unauthorised access to, 
destruction, loss, use,  modification 
or disclosure  of personal data. 

Se sugiere complementar la 
redacción del artículo haciendo 
alusión a la clase de medidas de 
seguridad que el responsable 
puede implementar. 

1    Every Party shall provide 
that the controller, and, where 
applicable the processor, 
takes the appropriate – physical, 
technical and administrative- 
security  measures against risks 
such as accidental or 
unauthorised access to, 
destruction, loss, use,  
modification or disclosure  of 
personal data. 
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 2      Each Party shall provide that the 
controller shall notify, without delay, at 
least the supervisory authorities within 
the meaning of Article 12 bis of this 
Convention of those data breaches 
which may seriously interfere with the 
rights and fundamental freedoms of 
data subjects. 
 

2      Each Party shall provide that the 
controller shall notify, without delay, 
at least the supervisory authorities 
within the meaning of Article 12 bis of 
this Convention of those data 
breaches which may seriously 
interfere with the rights and 
fundamental freedoms of data 
subjects. 
 

Se sugiere completar la redacción 
del artículo señalando que la 
notificación de vulneraciones 
graves de seguridad también debe 
hacerse a los titulares. 
 
 

2      Each Party shall provide 
that the controller shall notify, 
without delay, at least the 
supervisory authorities within the 
meaning of Article 12 bis of this 
Convention and data subjects 
of those data breaches which 
may seriously interfere with the 
rights and fundamental 
freedoms of data subjects. 
 

   Se sugiere valorar la inclusión de 
un precepto que señale la 
obligación que tienen todas 
aquellas personas que intervenien 
en cualquier fase del tratamiento de 
datos personales de guardar la 
confidencialidad. 

 

 Article 7bis – Transparency of 
processing 

Article 7bis – Transparency of 
processing 

S/C S/C 
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 1  Each Party shall see to it that  the 
controller ensures the transparency of 
data processing by informing the data 
subjects, unless they have already 
been informed,  of at least the identity 
and habitual residence or 
establishment of the controller, the 
purposes of the processing carried out, 
the data processed, the recipients or 
categories of recipients of the personal 
data, and the means of exercising the 
rights set out in Article 8, as well as any 
other information necessary to ensure 
fair and lawful data processing. 
 

1   Each Party shall provide that 
where personal data are collected 
from data subjects or indirectly from 
another source, unless they have 
already been informed, the controller 
shall be responsible for informing the 
data subjects of at least the identity 
and habitual residence or 
establishment of the controller and 
the purposes of the processing for 
which the data are intended carried 
out, the data processed, the 
recipients or categories of recipients 
of the personal data, and the means 
of exercising the rights set out in 
Article 8, as well as providing them 
with any additional other information 
necessary to ensure fair and 
transparent lawful data processing of 
the personal data. 

Se sugiere complementar el párrafo 
señalando que el responsable debe 
proporcionar al titular los medios 
para que ejerza sus derechos o, al 
menos, informarle de su existencia 
y ubicación.  
 
Se sugiere incluir como elemento 
informativo obligatorio las 
comunicaciones de datos 
personales que ocurren y los 
medios disponibles para el ejercicio 
de los derechos de acceso, 
rectificación, cancelación y 
oposición. 

1   Each Party shall provide that 
where personal data are 
collected from data subjects or 
indirectly from another source, 
unless they have already been 
informed, the controller shall be 
responsible for informing the 
data subjects of at least the 
identity and habitual residence 
or establishment of the controller 
and the purposes of the 
processing for which the data 
are intended carried out, the 
data processed, the recipients or 
categories of recipients of the 
personal data, and the means of 
exercising the rights set out in 
Article 8, as well as providing 
them with any additional other 
information necessary to ensure 
fair and transparent lawful data 
processing of the personal data, 
such as the means to exercise 
his/her rights. 
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 2.  Where the personal data are not 
collected from the data subjects, the 
controller shall nonetheless not be 
required to provide such information 
where the processing is expressly 
prescribed by law or this proves to be 
impossible or involves disproportionate 
efforts.   
  

2.  Where the personal data are not 
collected from the data subjects, the 
controller shall nonetheless not be 
required to provide such information 
where the processing is expressly 
prescribed by law or this proves to be 
impossible or involves 
disproportionate efforts.   
  

El único supuesto de excepción de 
este principio debería ser el 
relacionado con la imposibilidad o 
con esfuerzos desproporcionados  
y no el supuesto de previsión de 
ley. El supuesto de previsión de ley 
puede ser un supuesto de 
excepción al principio de 
consentimiento, pero no debería 
serlo para el de información. 
 
Se sugiere eliminar el supuesto “is 
expressly prescribed by law”, pues 
si existe contacto con el titular de 
los datos personales, no existiría 
razón alguna para no informarle los 
elementos descritos en el artículo 
anterior. Las condiciones tendrían 
que ser exclusivamente la 
imposibilidad y los esfuerzos 
desproporcionados. 
 
Por otro lado, se sugiere que ante 
la imposiblidad de informar al titular 
se valore la aplicación de medidas 
compensatorias.  
 
En el modelo mexicano, estas 
medidas tienen por objeto informar 
a los titulares involucrados en 
determinado tratamiento de datos 
personales las características más 
representativas que distinguen al 
mismo a través del uso de medios 
de comunicación masiva como 
periódicos, revistas especializadas, 
carteles informativos, entre otros. 

2.  Where the personal data are 
not collected from the data 
subjects, the controller shall 
nonetheless not be required to 
provide such information where 
the processing is expressly 
prescribed by law or this proves 
to be impossible or involves 
disproportionate efforts.   
 

Article 8 – Additional safeguards 
for the data subject 

Article 8 – Rights of the data subject Article 8 – Rights of the data 
subject 

S/C S/C 
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Any person shall be enabled: Any person shall be entitled: Every person shall be entitled: No es necesario repetir “be 
entitled”, en cada enciso; con que 
aparezca aquí es suficiente. 

Any person shall be entitled: 

a to establish the existence of 
an automated personal data file, its 
main purposes, as well as the identity 
and habitual residence or principal 
place of business of the controller of 
the file; 

a  not to be subject to a decision 
significantly affecting him/her, based 
solely on an automatic processing of 
data without having their views taken 
into consideration; 

a  not to be subject to a decision 
significantly affecting him/her, based 
solely on an automated automatic 
processing of data without having 
their views taken into consideration; 

S/C 
 
 

S/C 
 
 

 b   to object at any time to the  
processing of personal data concerning 
him/her unless the controller 
demonstrates compelling legitimate 
grounds for the processing which 
override their interests or rights and 
fundamental freedoms ; 

b   to object at any time to the  
processing of personal data 
concerning him/her unless the 
controller demonstrates compelling 
legitimate grounds for the processing 
which override their interests or rights 
and fundamental freedoms ; (moved 
to new d.) 

S/C S/C 
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b to obtain at reasonable 
intervals and without excessive delay 
or expense confirmation of whether 
personal data relating to him are 
stored in the automated data file as 
well as communication to him of such 
data in an intelligible form; 

c  to obtain, on request, at 
reasonable intervals and without 
excessive delay or expense 
confirmation of the processing of 
personal data relating to him/her, the 
communication in an intelligible form of 
the data processed, all available 
information on their origin, on the 
preservation period as well as any 
other information that the controller 
is required to provide to ensure the 
transparency of processing in 
accordance with Article 7bis 
paragraph 1; 
 
d  to obtain, on request, 
knowledge of the reasoning 
underlying the data processing, the 
results of which are applied to 
him/her ;  
 

b be entitled to obtain, on request, at 
reasonable intervals and without 
excessive delay or expense 
confirmation of the processing of 
personal data relating to him/her, the 
communication in an intelligible form 
of the data processed, all available 
information on their origin, on the 
preservation retention period as well 
as any other information that the 
controller is required to provide to 
ensure the transparency of 
processing in accordance with 
Article 7bis paragraph 1; 
 
c  be entitled  to obtain, on 
request, knowledge of the 
reasoning underlying the data 
processing, the results of which 
are applied to him/her ;  
 
d    be entitled  to object at any time 
to the  processing of personal data 
concerning him/her unless the 
controller demonstrates compelling 
legitimate grounds for the processing 
which override their interests or rights 
and fundamental freedoms ; 

S/C b be entitled to obtain, on 
request, at reasonable intervals 
and without excessive delay or 
expense confirmation of the 
processing of personal data 
relating to him/her, the 
communication in an intelligible 
form of the data processed, all 
available information on their 
origin, on the preservation 
retention period as well as any 
other information that the 
controller is required to 
provide to ensure the 
transparency of processing in 
accordance with Article 7bis 
paragraph 1; 
 
c  be entitled  to obtain, on 
request, knowledge of the 
reasoning underlying the data 
processing, the results of 
which are applied to him/her ;  
 
d    be entitled  to object at any 
time to the  processing of 
personal data concerning 
him/her unless the controller 
demonstrates compelling 
legitimate grounds for the 
processing which override their 
interests or rights and 
fundamental freedoms ; 
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c to obtain, as the case may 
be, rectification or erasure of such 
data if these have been processed 
contrary to the provisions of domestic 
law giving effect to the basic principles 
set out in Articles 5 and 6 of this 
Convention; 

e  to obtain, upon request, as the case 
may be, rectification or erasure of such 
data if these have been processed 
contrary to the law giving effect to the 
provisions of this Convention; 

e   be entitled to obtain, upon on 
request, as the case may be, 
rectification or erasure of such data if 
these have been processed contrary 
to the law giving effect to the 
provisions of this Convention; 

Se sugiere no vincular la 
rectificación con la condición de 
que los datos no estén siendo 
tratados de acuerdo a lo que 
señala la ley, pues la rectificación 
se podría solicitar debido a que los 
datos no son correctos o no están 
actualizados. 
 
También se sugiere considerar si 
es necesario que para solicitar el 
borrado de los datos personales, 
éstos estén siendo tratados 
contrario a lo que señala la ley, 
pues podría darse el caso de que el 
titular desee que sus datos sean 
borrados de una base de datos por 
el simple hecho de que no quiera 
que los mismos sean tratados por 
el responsable en cuestión.  
 
Cambiar redacción del párrafo. 

e   be entitled to obtain, upon 
on request, as the case may 
be, rectification or erasure of 
such data if these have been 
processed contrary to the law 
giving effect to the provisions of 
this Convention; 

d to have a remedy if a 
request for confirmation or, as the 
case may be, communication, 
rectification or erasure as referred to 
in paragraphs b and c of this article is 
not complied with. 

See f below See f below S/C S/C 
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 f  to have a remedy if a 
decision significantly affecting them has 
been taken without taking into 
consideration their views or no 
response is given to a request for 
confirmation, communication, 
rectification, erasure or to an objection, 
as referred to in this Article; 

f   be entitled to have a 
remedy if a decision significantly 
affecting them,  based solely on an 
automated processing,  has been 
taken without having taken  his/her 
views taking into consideration their 
views or no response is given to a 
request under this Article has been 
received from the controller for 
confirmation, communication, 
rectification, erasure or to an 
objection, as referred to in this Article; 

La palabra significantly es subjetiva 
y podría matizar el sentido del 
párrafo. 
 

f   be entitled to have a 
remedy if a decision significantly 
affecting them,  based solely on 
an automated processing,  has 
been taken without having taken  
his/her views taking into 
consideration their views or no 
response is given to a request 
under this Article has been 
received from the controller for 
confirmation, communication, 
rectification, erasure or to an 
objection, as referred to in this 
Article; 
 

 g          to benefit, whatever their 
residence, from the assistance of a 
supervisory authority within the 
meaning of Article 12 bis, in exercising 
the rights provided by this Convention. 

g           be entitled to benefit, 
whatever their residence, from the 
assistance of a supervisory authority 
within the meaning of Article 12 bis, in 
exercising the rights provided by this 
Convention. 

S/C S/C 

 Article 8bis – Additional obligations Article 8bis – Additional 
obligations 

S/C S/C 
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 1-  Each Party shall provide that the 
controller, or where applicable the 
processor, shall take at all stages of the 
processing all appropriate measures to 
implement the provisions giving effect 
to the principles and obligations of this 
Convention and to establish internal 
mechanisms to verify and be able to 
demonstrate  at least to the supervisory 
authorities provided for in Article 12 bis 
of this Convention the compliance with 
the applicable law. 
 
 
 
 
 
 
 
2-  Each Party shall provide that the 
controller, or where applicable the 
processor, shall carry out a risk 
analysis of the potential impact of the 
intended data processing on the rights 
and fundamental freedoms of the data 
subject and design data processing 
operations in such a way as to prevent 
or at least minimise the risk of 
interference with those rights and 
fundamental freedoms.  
 

1-  Each Party shall  provide  that the 
controllers and, or where applicable, 
processors, shall take at all stages of 
the processing all appropriate 
measures to implement the 
provisions giving effect to the 
principles and obligations of this 
Convention and to establish internal 
mechanisms to verify and be able to 
demonstrate  at least to the 
supervisory authorities provided for in 
Article 12 bis that the data processing 
under their control is in compliance 
with the measures taken to give effect 
to this Convention of this Convention 
the compliance with the applicable 
law. 
 
 
2-  Each Party shall provide that the 
controllers and, or where applicable, 
processors, shall undertake a risk 
assessment of the likely  carry out a 
risk analysis of the potential impact of 
the intended data processing on the 
data protection rights and 
fundamental freedoms of the data 
subjects prior to the commencement 
of such processing, and shall design 
data processing operations in a 
manner which such a way as to 
prevents or at least minimises the risk 
of interference with those rights and 
fundamental freedoms.  
 

Evitar duplicar la palabra 
“measures”. 
 
 
Se considera adecuado integrar la 
obligación de llevar a cabo un 
análisis de riesgo previo y se 
propone que se haga también en 
etapas posteriores. 

1-  Each Party shall  provide  
that the controllers and, or 
where applicable, processors, 
shall take at all stages of the 
processing all appropriate 
actions measures to implement 
the provisions giving effect to the 
principles and obligations of this 
Convention and to establish 
internal mechanisms to verify 
and be able to demonstrate  at 
least to the supervisory 
authorities provided for in Article 
12 bis that the data processing 
under their control is in 
compliance with the measures 
taken to give effect to this 
Convention of this Convention 
the compliance with the 
applicable law. 
 
2-  Each Party shall provide that 
the controllers and, or where 
applicable, processors, shall 
undertake a risk assessment of 
the likely  carry out a risk 
analysis of the potential impact 
of the intended data processing 
on the data protection rights and 
fundamental freedoms of the 
data subjects prior to the 
commencement of such 
processing and periodically after 
its commencement, and shall 
design data processing 
operations in a manner which 
such a way as to prevents or at 
least minimises the risk of 
interference with those rights 
and fundamental freedoms.  
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3-  Each Party shall provide that the 
products and services intended for the 
data processing shall take into account 
the implications of the right to the 
protection of personal data from the 
stage of their design and facilitate the 
compliance of the processing with the 
applicable law. 
 
 
4-  Each Party can take the measures 
needed to adapt the application of the 
provisions of the previous paragraphs, 
according to the size of the controller, 
or where applicable the processor, the 
volume or nature of data processed 
and, more generally, in light of the risks 
for the interests, rights and fundamental 
freedoms of the data subjects. 

 
3-  Each Party shall provide that the 
products and services intended for 
the data processing shall take into 
account the implications of the right to 
the protection of personal data from 
the stage of their design and facilitate 
the compliance of the processing with 
the applicable law. 
 
 
4- 3-  Each Party may, having regard 
to the risks arising for the interests, 
rights and fundamental freedoms of 
the data subjects can take the 
measures needed to adapt the 
application of the provisions of the 
previous in paragraphs 1 and 2 in the 
measures giving effect to the 
provisions of this Convention,  
according to the nature of the data, 
the nature, scope and purpose of the 
processing and the size of the 
controller, or where applicable the 
processor, the volume or nature of 
data processed and, more generally, 
in light of the risks for the interests, 
rights and fundamental freedoms of 
the data subjects. 

 
Se sugiere dejar el texto, que hace 
referencia a la privacidad por 
diseño, pues es deseable que 
exista esta clase de valoraciones 
previas al desarrollo de cualquier 
producto o servicio que implique el 
tratamiento de datos personales. 
En todo caso, se sugiere matizar 
haciendo esta disposición 
voluntaria y no obligatoria. 
 
Se hace un ajuste de redacción al 
párrafo 4 para que guarde 
consistencia con los  cambios 
sugeridos anteriormente. 

 
3-  Each Party shall provide that 
the products and services 
intended for the data processing 
can, on a voluntary basis, take 
into account the implications of 
the right to the protection of 
personal data from the stage of 
their design and facilitate the 
compliance of the processing 
with the applicable law. 
 
4- 3-  Each Party may, having 
regard to the risks arising for the 
interests, rights and fundamental 
freedoms of the data subjects, 
can take the measures needed 
to adapt the application of the 
provisions of the previous in 
paragraphs 1, 2 and 23 in the 
measures giving effect to the 
provisions of this Convention,  
according to the nature of the 
data, the nature, scope and 
purpose of the processing and 
the size of the controller, or 
where applicable the processor, 
the volume or nature of data 
processed and, more generally, 
in light of the risks for the 
interests, rights and fundamental 
freedoms of the data subjects. 
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   Se sugiere incluir mecanismos de 
cumplimiento que  el responsable 
pueda adoptar como: 
 
Privacidad por diseño (privacy by 
design) para el desarrollo de 
nuevas tecnologías, normativas, 
políticas públicas, etc. 
 
Esquemas de autorregulación. 
 
Designación  de un Oficial de 
privacidad que desarrolle, ejecute y 
evalúe la política de protección de 
datos personales implementada al 
interior de la organización del 
responsable. 

 

Article 9 – Exceptions and 
restrictions 

Article 9 – Exceptions and 
restrictions 

Article 9 – Exceptions and 
restrictions 

S/C S/C 

1 No exception to the 
provisions of Articles 5, 6 and 8 of this 
Convention shall be allowed except 
within the limits defined in this article. 

1  No exception to the 
principles expressed in this Chapter 
shall be allowed, except to the 
provisions of Articles 5.3, 7.2, 7bis 
and 8 when such derogation is 
provided for by  law and constitutes 
a necessary measure in a 
democratic society for: 
 

1  No exception to the 
principles expressed in this 
Chapter shall be allowed, except to 
the provisions of Articles 5.3, 7.2, 
7bis and 8 when such derogation is 
provided for by  law and 
constitutes a necessary measure 
in a democratic society for: 
 

Se hacen ajustes en la redacción 
para adecuarla a los cambios 
sugeridos.  
 
Se agrega la palabra “provisions” 
para ampliar y clarificar el alcance 
de la disposición porque no sólo se 
hace alusión a principios sino a otra 
clase de obligaciones. 

1  No exception to the 
principles and provisions 
expressed in this Chapter 
shall be allowed, except to the 
provisions of Articles 5.23, 
7.2, 7bis and 8 when such 
derogation is provided for by  
law and constitutes a 
necessary measure in a 
democratic society for: 

2 Derogation from the 
provisions of Articles 5, 6 and 8 of this 
Convention shall be allowed when 
such derogation is provided for by the 
law of the Party and constitutes a 
necessary measure in a democratic 
society in the interests of: 

delete delete S/C S/C 
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a protecting State security, 
public safety, the monetary interests 
of the State or the suppression of 
criminal offences; 

a  the protection of national 
security, public safety, important 
economic and financial interests of 
the State or the prevention and 
suppression of criminal offences; 
 

a  the protection of national 
security, public safety, important 
economic and financial interests of 
the State or the prevention, 
investigation and prosecution of 
criminal offences; 
 

S/C 
 

S/C 

b protecting the data subject 
or the rights and freedoms of others. 

b  the protection of the data 
subject or the rights and freedoms of 
others, notably freedom of 
expression. 
 
 

b  the protection of the data 
subject or the rights and freedoms of 
others, notably freedom of 
expression. 
 
 

S/C S/C 

 2  Restrictions on the exercise of the 
provisions specified in Article 12 may 
also admitted where they are provided 
by law and constitute a necessary 
measure in a democratic society for the 
freedom of expression. 

2  Restrictions on the exercise of the 
provisions specified in Article 12 may 
also be allowed admitted where they 
are provided by law and constitute a 
necessary measure in a democratic 
society for the freedom of expression. 

S/C S/C 

3 Restrictions on the exercise 
of the rights specified in Article 8, 
paragraphs b, c and d, may be 
provided by law with respect to 
automated personal data files used for 
statistics or for scientific research 
purposes when there is obviously no 
risk of an infringement of the privacy 
of the data subjects. 

3   Restrictions on the exercise of the 
provisions specified in Articles 7bis 
and 8 may be provided by law with 
respect to data processing for 
statistical purposes or for the 
purposes of scientific research, when 
there is obviously no risk of infringe-
ment of the rights and fundamental 
freedoms of data subjects. 

3   Restrictions on the exercise of the 
provisions specified in Articles 7bis 
and 8 may be provided by law with 
respect to data processing for 
statistical purposes or for the 
purposes of scientific research, 
when there is obviously no risk of 
infringement of the rights and 
fundamental freedoms of data 
subjects. 

S/C S/C 

Article 10 – Sanctions and 
remedies 

Article 10 – Sanctions and remedies Article 10 – Sanctions and 
remedies 

S/C S/C 

Each Party undertakes to establish 
appropriate sanctions and remedies 
for violations of provisions of domestic 
law giving effect to the basic principles 
for data protection set out in this 
chapter. 

Each Party undertakes to establish 
appropriate judicial and non-judicial 
sanctions and remedies for violations of 
domestic law giving effect to the 
provisions of this Convention. 

Each Party undertakes to establish 
appropriate judicial and non-judicial 
sanctions and remedies for violations 
of domestic law giving effect to the 
provisions of this Convention. 

S/C S/C 
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Article 11 – Extended protection Article 11 Extended protection Article 11 Extended protection S/C S/C 

None of the provisions of this chapter 
shall be interpreted as limiting or 
otherwise affecting the possibility for a 
Party to grant data subjects a wider 
measure of protection than that 
stipulated in this Convention. 

unchanged unchanged S/C S/C 

Chapter III – Transborder data 
flows 

Chapter III –  Transborder flows of 
personal data 

Chapter III –  Transborder flows of 
personal data 

S/C S/C 

Article 12 – Transborder flows of 
personal data and domestic law 

Article 12 -  Transborder flows of 
personal data 

Article 12 -  Transborder flows of 
personal data 

S/C S/C 

1 The following provisions 
shall apply to the transfer across 
national borders, by whatever 
medium, of personal data undergoing 
automatic processing or collected with 
a view to their being automatically 
processed. 

Delete  Delete  S/C S/C 

2 A Party shall not, for the 
sole purpose of the protection of 
privacy, prohibit or subject to special 
authorisation transborder flows of 
personal data going to the territory of 
another Party. 
 

1.      A Party shall not, for the sole 
purpose of the protection of personal 
data, prohibit or subject to special 
authorisation the  transfer of data to a 
recipient who is subject to the 
jurisdiction of another Party to the 
Convention, unless the Party referred 
to at the beginning of the present 
paragraph  is regulated by binding 
harmonised rules of protection shared 
by States belonging to a regional 
international organisation and  the 
transfer of data is not  governed by 
measures provided for in paragraph 
3.b. 
 

1. A Party shall not, for the sole 
purpose of the protection of personal 
data, prohibit or subject to special 
authorisation the transfer of data to a 
recipient who is subject to the 
jurisdiction of another Party to the 
Convention. Such a Party may 
however do so if bound by binding 
harmonised rules of protection shared 
by States belonging to a regional 
international organisation and where 
the transfer of data is not governed 
by measures provided for in 
paragraph 3.b. 
 

S/C 
 
 

S/C 
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3 Nevertheless, each Party 
shall be entitled to derogate from the 
provisions of paragraph 2: 

2.         When the recipient is subject to 
the jurisdiction of a State or 
international organisation which is not 
Party to the Convention, the transfer of 
data can only occur where an 
appropriate level of personal data 
protection based on the principles of 
the Convention is guaranteed. 
 
3.           An appropriate level of 
protection can be ensured by:  
 
a) the law of that State or international 
organisation, including the applicable 
international treaties or agreements, or 
 
b ad hoc or approved standardised 
safeguards  provided by legally binding 
and enforceable instruments adopted 
and implemented by the persons 
involved in the transfer and further 
processing. 
 
  
 
 

2.         When the recipient is subject 
to the jurisdiction of a State or 
international organisation which is not 
Party to this Convention, the transfer 
of data can only occur where an 
appropriate level of personal data 
protection based on the principles of 
this Convention is ensured. 
 
3.           An appropriate level of 
protection can be ensured by:  
 
a) the law of that State or 
international organisation, including 
the applicable international treaties or 
agreements, or 
 
b) ad hoc or approved standardised 
safeguards provided by legally 
binding and enforceable instruments 
adopted and implemented by the 
persons involved in the transfer and 
further processing. 
 
  
 
 

Se sugiere incluir la palabra 
“obligations” para ampliar el 
alcance de la disposición y de la 
protección a los titulares en las 
transferencias. 

2.         When the recipient is 
subject to the jurisdiction of a 
State or international 
organisation which is not Party 
to this Convention, the transfer 
of data can only occur where an 
appropriate level of personal 
data protection based on the 
principles and obligations of 
this Convention is guaranteed 
ensured. 
 
3.           An appropriate level of 
protection can be ensured by:  
 
a) the law of that State or 
international organisation, 
including the applicable 
international treaties or 
agreements, or 
 
b) ad hoc or approved 
standardised safeguards 
provided by legally binding and 
enforceable instruments adopted 
and implemented by the persons 
involved in the transfer and 
further processing. 
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a insofar as its legislation 
includes specific regulations for 
certain categories of personal data or 
of automated personal data files, 
because of the nature of those data or 
those files, except where the 
regulations of the other Party provide 
an equivalent protection; 

4.  Notwithstanding the provisions of 
the previous paragraphs, each Party 
may provide that the transfer of data 
may take place, if : 
 
a)     the data subject has given his/her 
specific, free and [explicit, 
unambiguous] consent, after being 
informed of risks arising in the absence 
of appropriate safeguards, or 
b)        the specific interests of the data 
subject require it in the particular case, 
or  
c)        prevailing legitimate interests, in 
particular important public interests, are 
provided by law and constitute a 
necessary measure in a democratic 
society. 

4.  Notwithstanding the provisions of 
the previous paragraphs, each Party 
may provide that the transfer of data 
may take place, if : 
 
a)     the data subject has given 
his/her specific, free and [explicit, 
unambiguous] consent, after being 
informed of risks arising in the 
absence of appropriate safeguards, 
or 
b)        the specific interests of the 
data subject require it in the particular 
case, or  
c)        prevailing legitimate interests, 
in particular important public 
interests, are provided for by law and 
constitute a necessary measure in a 
democratic society. 

Se sugiere eliminar la referencia al 
consentimiento explícito ya que 
pueden existir ocasiones en que 
haya un consentimiento implícito y 
válido del titular para realizar 
transferencias internacionales que 
actualicen la excepción de 
referencia.  

4.  Notwithstanding the 
provisions of the previous 
paragraphs, each Party may 
provide that the transfer of data 
may take place, if : 
 
a)     the data subject has given 
his/her specific, and free and 
[explicit, unambiguous] consent, 
after being informed of risks 
arising in the absence of 
appropriate safeguards, or 
b)        the specific interests of 
the data subject require it in the 
particular case, or  
c)        prevailing legitimate 
interests, in particular important 
public interests, are provided for 
by law and constitute a 
necessary measure in a 
democratic society. 
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 5.  Each Party shall provide that the 
competent supervisory authority within 
the meaning of Article 12 bis of the 
Convention be informed of the 
modalities regulating the transfers of 
data provided for in paragraphs 3.b 
when ad hoc safeguards are set up, 4.b 
and 4.c. It shall also provide that the 
supervisory authority be entitled to 
request that the person who transfers 
data, or the recipient, demonstrate the 
quality and effectiveness of actions 
taken and that the supervisory authority 
be entitled to prohibit, suspend or 
subject to condition such transfers of 
data. 

5.  Each Party shall provide that the 
competent supervisory authority 
within the meaning of Article 12 bis of 
the Convention be provided with all 
relevant information in relation to  
modalities regulating the transfers of 
data provided for in paragraphs 3.b 
when ad hoc safeguards are set up, 
4.b and 4.c. It shall also provide that 
the supervisory authority be entitled 
to request that the person who 
transfers data, or the recipient, 
demonstrate the effectiveness of the 
safeguards quality and effectiveness 
of actions taken and that the 
supervisory authority be entitled to 
prohibit, suspend or subject to 
condition such transfers where the 
safeguards are deemed inadequate 
of data. 

Se sugiere especificar que toda 
información sobre transferencias 
debe proporcionarse previa 
solicitud de una autoridad. 
Asimismo, se debe aclarar que las 
transferencias no están sujetas a la 
condición de informar previamente 
su realización a la autoridad ya que 
esto podría limitar el libre flujo de la 
información.   

5.  Each Party shall provide that 
the competent supervisory 
authority within the meaning of 
Article 12 bis of the Convention 
be provided, on request, with all 
relevant information in relation to  
modalities regulating the 
transfers of data provided for in 
paragraphs 3.b when ad hoc 
safeguards are set up, 4.a, 4.b 
and 4.c. It shall also provide that 
the supervisory authority be 
entitled to request that the 
person who transfers data, or 
the recipient, demonstrate the 
effectiveness of the safeguards 
quality and effectiveness of 
actions taken and that the 
supervisory authority be entitled 
to prohibit, suspend or subject to 
condition such transfers where 
the safeguards are deemed 
inadequate of data. 

b when the transfer is made 
from its territory to the territory of a 
non Contracting State through the 
intermediary of the territory of another 
Party, in order to avoid such transfers 
resulting in circumvention of the 
legislation of the Party referred to at 
the beginning of this paragraph. 

Delete Delete S/C 
 

S/C 

Article 2 – Transborder flows of 
personal data to a recipient which is 
not subject to the jurisdiction of a 
Party to the Convention (Additional 
Protocol) 

(Article 12 above replaces the old 
Article 12 and Article 2 of the Additional 
Protocol) 

(Article 12 above replaces the old 
Article 12 and Article 2 of the 
Additional Protocol) 

S/C S/C 
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1 Each Party shall provide for the 
transfer of personal data to a recipient 
that is subject to the jurisdiction of a 
State or organisation that is not Party 
to the Convention only if that State or 
organisation ensures an adequate 
level of protection for the intended 
data transfer. 

Delete Delete S/C S/C 

2 By way of derogation from 
paragraph 1 of Article 2 of this 
Protocol, each Party may allow for the 
transfer of personal data:   

Delete Delete S/C S/C 

a if domestic law provides for 
it because of: 

Delete Delete S/C S/C 

– specific interests of the data 
subject, or 

Delete Delete S/C S/C 

– legitimate prevailing 
interests, especially important public 
interests, or 

Delete Delete S/C S/C 

b if safeguards, which can in 
particular result from contractual 
clauses, are provided by the controller 
responsible for the transfer and are 
found adequate by the competent 
authorities according to domestic law. 

Delete Delete S/C S/C 

Additional Protocol Chapter III bis Supervisory 
authorities 

Chapter III bis Supervisory 
authorities 

S/C S/C 

Article 1 Article 12bis Supervisory authorities  Article 12bis Supervisory 
authorities  

S/C S/C 

1 Each Party shall provide for one or 
more authorities to be responsible for 
ensuring compliance with the 
measures in its domestic law giving 
effect to the principles stated in 
Chapters II and III of the Convention 
and in this Protocol. 

1 Each Party shall provide for one or 
more authorities to be responsible for 
ensuring compliance with the measures 
in its domestic law giving effect to the 
principles of this Convention. 

1 Each Party shall provide for one or 
more authorities to be responsible for 
ensuring compliance with the 
measures in its domestic law giving 
effect to the principles of this 
Convention. 

Se sugiere agregar “and 
obligations” para ampliar el alcance 
de la disposición. 

1 Each Party shall provide for 
one or more authorities to be 
responsible for ensuring 
compliance with the measures in 
its domestic law giving effect to 
the principles and obligations 
of this Convention. 
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2    a    To this end, the said 
authorities shall have, in particular, 
powers of investigation and 
intervention, as well as the power to 
engage in legal proceedings or bring 
to the attention of the competent 
judicial authorities violations of 
provisions of domestic law giving 
effect to the principles mentioned in 
paragraph 1 of Article 1 of this 
Protocol. 

2   To this end, such authorities: 
 
a.   shall have powers of investigation 
and intervention; 
 
a’.    are consulted when drawing up 
legislative and administrative measures 
relating to the protection of individuals 
with regard to the processing of 
personal data; 
 
b.   shall perform the functions 
relating to transfers of data provided 
for under Article 12, notably the 
approval of standardised 
safeguards;  
 
c. shall have the power to issue 
decisions with respect to domestic 
law giving effect to the provisions of 
this Convention and may in 
particular sanction administrative 
offences;   
 
d.  shall have the power to engage in 
legal proceedings or to bring to the 
attention of the competent judicial 
authorities violations of provisions of 
domestic law giving effect to the 
provisions of this Convention; 
 
e.  shall be responsible for raising 
awareness of and providing 
information on data protection; 
 

2   To this end, such authorities: 
 
a.   shall have powers of investigation 
and intervention; 
 
a’.    are consulted when drawing up 
legislative and administrative 
measures relating to the protection of 
individuals with regard to the 
processing of personal data; (see 
new paragraph 2bis below) 
 
b.   shall perform the functions 
relating to transfers of data 
provided for under Article 12, 
notably the approval of 
standardised safeguards;  
 
c. shall have the powers to take 
corrective action and, where 
appropriate, to impose 
administrative sanctions for 
violations of the law issue 
decisions with respect to domestic 
law giving effect to the provisions 
of this Convention and may in 
particular sanction administrative 
offences;   
 
d.  shall have the power to engage in 
legal proceedings or to bring to the 
attention of the competent judicial 
authorities violations of provisions of 
the domestic law giving effect to the 
provisions of this Convention; 
 
e.   shall promote public be 
responsible for raising awareness 
of the rights of data subjects and 
the exercise of such rights, and the 
awareness of controllers and 
processors of their responsibilities 
under this Convention; specific 
attention shall be given to the data 
protection rights of children 
providing information on data 
protection; 

Se sugiere agregar un inciso f. en 
donde se prevea la facultad de las 
autoridades para fomentar la 
autorregulación que complemente 
lo dispuesto por la Convención. 

[…] 
 
f. shall promote, among 
controllers and processors, 
the adoption of self-regulatory 
schemes and certifications 
which enhance or 
complement the provisions of 
this Convention. 
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  2bis. The competent supervisory 
authorities shall be consulted on 
proposals for any legislative or 
administrative measures involving the 
processing of personal data which 
may severely affect data subjects by 
virtue of the nature, scope and 
purpose of such processing. 

S/C S/C 

b.    Each supervisory authority shall 
hear claims lodged by any person 
concerning the protection of his/her 
rights and fundamental freedoms with 
regard to the processing of personal 
data within its competence. 

3    Each supervisory authority can be 
requested by any person to investigate 
a claim concerning the protection of 
his/her rights and fundamental 
freedoms with regard to the data 
processing within its competence and 
shall inform the data subject of the 
follow-up given to such a claim. 

3    Each competent supervisory 
authority can be requested shall 
deal with requests and complaints 
lodged by data subjects any person 
to investigate a claim concerning their 
data protection rights the protection of 
his/her rights and fundamental 
freedoms with regard to the data 
processing within its competence and 
shall keep data subjects informed 
of progress of the follow-up given 
to such a claim. 

S/C S/C 

3 The supervisory authorities shall 
exercise their functions in complete 
independence. 

4      The supervisory authorities shall 
perform their duties and exercise 
their powers in complete 
independence. They shall neither 
seek nor accept instructions from 
anyone in the performance of their 
duties and exercise of their powers.   

4      The supervisory authorities shall 
act with independence and 
impartiality in performing their duties 
and exercising their powers perform 
their duties and exercise their 
powers in complete independence. 
They shall neither seek nor accept 
instructions from anyone in the 
performance of their duties and 
exercise of their powers.   

S/C S/C 
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 5      Each Party shall ensure that the 
supervisory authorities have adequate 
human, technical and financial 
resources and infrastructure necessary 
to perform their functions and exercise 
their powers independently and 
effectively. 
 
5bis  The supervisory authorities 
shall draw up a public report of their 
activities and shall see to it that 
transparency on their activities be 
ensured. 
 
5ter  Members and staff of the 
supervisory authorities shall be 
bound by obligations of 
confidentiality with regard to 
confidential information they have 
access to or have had access to in 
the performance of their duties. 
 

5      Each Party shall ensure that the 
supervisory authorities are provided 
with the resources necessary for the 
effective performance of their 
functions and exercise of their powers 
have adequate human, technical and 
financial resources and infrastructure 
necessary to perform their functions 
and exercise their powers 
independently and effectively. 
 
5bis  Each supervisory authorities 
shall prepare and publish an 
annual  draw up a public report 
outlining its activities and shall see 
to it that transparency on their 
activities be ensured. 
 
5ter  Members and staff of the 
supervisory authorities shall be 
bound by obligations of 
confidentiality with regard to 
confidential information they have 
access to or have had access to in 
the performance of their duties. 
 

Se sugiere mantener la referencia 
sobre transparencia en el párrafo 5 
bis. 

 
 
 
 
 
 
 
 
 
 
 
5bis  Each supervisory 
authorities shall prepare and 
publish an annual  draw up a 
public report outlining its 
activities and shall see to it 
that transparency on their 
activities be ensured. 
 

4 Decisions of the supervisory 
authorities, which give rise to 
complaints, may be appealed against 
through the courts.  

6     Decisions of the supervisory 
authorities, which give rise to 
complaints, may be appealed against 
through the courts.  

6     Decisions of the supervisory 
authorities, which give rise to 
complaints, may be appealed against 
through the courts.  

Se sugiere agregar que toda  
apelación debe ajustarse a lo 
dipuesto en la normativa interna. 
Por ejemplo, en el caso de México, 
las decisiones de la autoridad con 
relación al sector privado son 
apelables, pero no las del sector 
público.  
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5 In accordance with the provisions of 
Chapter IV, and without prejudice to 
the provisions of Article 13 of the 
Convention, the supervisory 
authorities shall co-operate with one 
another to the extent necessary for 
the performance of their duties, in 
particular by exchanging all useful 
information. 

7     In accordance with the provisions 
of Chapter IV,  the supervisory 
authorities shall co-operate with one 
another to the extent necessary for the 
performance of their duties, in particular 
by: 

7     In accordance with the provisions 
of Chapter IV,  the supervisory 
authorities shall co-operate with one 
another to the extent necessary for 
the performance of their duties, in 
particular by: 

S/C S/C 

 a      exchanging all useful information, 
in particular by  taking, under their 
domestic law and solely for the 
protection of personal data, all 
appropriate measures to provide factual 
information relating to specific 
processing carried out on its territory, 
with the exception of personal data 
undergoing this processing, unless 
such data is essential for co-operation 
or that the data subject has previously 
agreed to  in an unambiguous, specific, 
free and informed manner; 

a      providing mutual assistance by 
exchanging relevant and useful 
information and cooperating with 
each other  exchanging all useful 
information, in particular by  taking, 
under their domestic law and solely 
for the protection of personal data, all 
appropriate measures to provide 
factual information relating to specific 
processing carried out on its territory, 
with the exception of personal data 
undergoing this processing, unless 
such data is essential for co-
operation or that the data subject has 
previously agreed to  in an 
unambiguous, specific, free and 
informed manner; 

S/C S/C 

  b coordinating their investigations or 
interventions or conducting joint 
actions; 

 b coordinating their investigations or 
interventions, or conducting joint 
actions; 

S/C S/C 

 c   providing information on their law 
and administrative practice relating to 
data protection. 

c   providing information and 
documentation on their law and 
administrative practice relating to 
data protection. 

 8     In order to organise their co-
operation and to perform the duties set 
out in the preceding paragraph, the 
supervisory authorities of the Parties 
shall form a conference/network. 

8     In order to organise their co-
operation and to perform the duties 
set out in the preceding paragraph, 
the supervisory authorities of the 
Parties shall form a 
conference/network. 
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 9  The supervisory authorities shall not 
be competent with respect to 
processing carried out by entities acting 
in their judicial capacity. 

9  The supervisory authorities shall 
not be competent with respect to 
processing carried out by entities 
acting in their judicial capacity. 

Chapter IV – Mutual assistance Chapter IV – Mutual assistance Chapter IV – Mutual assistance S/C S/C 

Article 13 – Co-operation between 
Parties 

Article 13 – Co-operation between 
Parties 

Article 13 – Co-operation between 
Parties 

S/C S/C 

1 The Parties agree to render 
each other mutual assistance in order 
to implement this Convention. 

unchanged unchanged S/C S/C 

2 For that purpose: unchanged unchanged S/C S/C 

a each Party shall designate 
one or more authorities, the name and 
address of each of which it shall 
communicate to the Secretary 
General of the Council of Europe; 

a each Party shall designate 
one or more supervisory authorities 
within the meaning of Article 12bis of 
this Convention, the name and address 
of each of which it shall communicate 
to the Secretary General of the Council 
of Europe; 

a each Party shall designate 
one or more supervisory authorities 
within the meaning of Article 12bis of 
this Convention, the name and 
address of each of which it shall 
communicate to the Secretary 
General of the Council of Europe; 

S/C 
 
 

S/C 

b each Party which has 
designated more than one authority 
shall specify in its communication 
referred to in the previous sub-
paragraph the competence of each 
authority. 

b each Party which has 
designated more than one supervisory 
authority shall specify in its 
communication referred to in the 
previous sub-paragraph the 
competence of each. 
 

b each Party which has 
designated more than one 
supervisory authority shall specify in 
its communication referred to in the 
previous sub-paragraph the 
competence of each. 
 

S/C S/C 

3 An authority designated by 
a Party shall at the request of an 
authority designated by another Party: 

Incorporated into Article 12bis Incorporated into Article 12bis S/C S/C 

a furnish information on its 
law and administrative practice in the 
field of data protection; 

Delete Delete S/C S/C 
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b take, in conformity with its 
domestic law and for the sole purpose 
of protection of privacy, all appropriate 
measures for furnishing factual 
information relating to specific 
automatic processing carried out in its 
territory, with the exception however 
of the personal data being processed. 

Delete Delete S/C S/C 

Article 14 – Assistance to data 
subjects resident abroad 

Article 14 – Assistance to data 
subjects resident abroad 

Article 14 – Assistance to data 
subjects resident abroad 

S/C S/C 

1 Each Party shall assist any 
person resident abroad to exercise 
the rights conferred by its domestic 
law giving effect to the principles set 
out in Article 8 of this Convention. 

Incorporated into Article 12bis Incorporated into Article 12bis Es más específico el texto de la 
versión original del Convenio. Se 
sugiere retomar esa redacción o 
especificar más el artículo 12bis.3 
de la última versión sugerida del 
Convenio. 

1 Each Party shall 
assist any person resident 
abroad to exercise the rights 
conferred by its domestic law 
giving effect to the principles 
set out in Article 8 of this 
Convention. 

2 When such a person 
resides in the territory of another Party 
he shall be given the option of 
submitting his request through the 
intermediary of the authority 
designated by that Party. 

Incorporated into Article 12bis Incorporated into Article 12bis 2 When such a person 
resides in the territory of 
another Party he shall be 
given the option of submitting 
his request through the 
intermediary of the authority 
designated by that Party. 

3 The request for assistance 
shall contain all the necessary 
particulars, relating inter alia to: 

Incorporated into Article 12bis Incorporated into Article 12bis 3 The request for 
assistance shall contain all 
the necessary particulars, 
relating inter alia to: 

a the name, address and any 
other relevant particulars identifying 
the person making the request; 

Incorporated into Article 12bis Incorporated into Article 12bis a the name, address 
and any other relevant 
particulars identifying the 
person making the request; 

b the automated personal 
data file to which the request pertains, 
or its controller; 

Incorporated into Article 12bis Incorporated into Article 12bis b the automated 
personal data file to which the 
request pertains, or its 
controller; 
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c the purpose of the request. Incorporated into Article 12bis Incorporated into Article 12bis c the purpose of the 
request. 

Article 15 – Safeguards concerning 
assistance rendered by designated 
authorities. 

Article 15 – Safeguards concerning 
assistance rendered by designated 
supervisory authorities 

Article 15 – Safeguards concerning 
assistance rendered by designated 
supervisory authorities 

S/C S/C 

1 An authority designated by a Party 
which has  
received information from an authority  
designated by another Party either  
accompanying a request for 
assistance or in  
reply to its own request for assistance 
shall not  
use that information for purposes 
other than  
those specified in the request for 
assistance. 

1 A supervisory authority designated 
by a Party which has received 
information from an authority 
designated by another Party either  
accompanying a request for assistance 
or in  
reply to its own request for assistance 
shall not use that information for 
purposes other than those specified in 
the request for assistance. 

1 A supervisory authority 
designated by a Party which has 
received information from a  
supervisory authority designated by 
another Party either accompanying a 
request for assistance or in reply to 
its own request for assistance shall 
not use that information for purposes 
other than those specified in the 
request for assistance. 

S/C S/C 

2 Each Party shall see to it 
that the persons belonging to or acting 
on behalf of the designated authority 
shall be bound by appropriate 
obligations of secrecy or 
confidentiality with regard to that 
information. 

 Delete  Delete Se sugiere retomar redacción 
original del Convenio por ser más 
garantista. 

2 Each Party shall see 
to it that the persons belonging 
to or acting on behalf of the 
designated authority shall be 
bound by appropriate obligations 
of secrecy or confidentiality with 
regard to that information. 

3 In no case may a 
designated authority be allowed to 
make under Article 14, paragraph 2, a 
request for assistance on behalf of a 
data subject resident abroad, of its 
own accord and without the express 
consent of the person concerned. 

2   In no case may a 
designated supervisory authority be 
allowed to make a request for 
assistance on behalf of a data subject 
of its own accord and without the 
express consent of the person 
concerned. 

2   In no case may a 
designated supervisory authority be 
allowed to make a request for 
assistance on behalf of a data subject 
of its own accord and without the 
express consent of the person 
concerned. 

Se adecua número para que 
guardar coherencia con los 
cambios sugeridos. 

32   In no case may a 
designated supervisory 
authority be allowed to make a 
request for assistance on behalf 
of a data subject of its own 
accord and without the express 
consent of the person 
concerned. 

Article 16 – Refusal of requests for 
assistance 

Article 16 – Refusal of requests for 
assistance 

Article 16 – Refusal of requests for 
assistance 

S/C S/C 
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A designated authority to which a 
request for assistance is addressed 
under Articles 13 or 14 of this 
Convention may not refuse to comply 
with it unless: 

A  designated supervisory authority to 
which a request for assistance is 
addressed under Article 13 of this 
Convention may not refuse to comply 
with it unless: 

A  designated supervisory authority 
to which a request for assistance is 
addressed under Article 13 of this 
Convention may not refuse to comply 
with it unless: 

S/C S/C 

a the request is not 
compatible with the powers in the field 
of data protection of the authorities 
responsible for replying; 

unchanged unchanged S/C S/C 

b the request does not 
comply with the provisions of this 
Convention; 

unchanged 
 

unchanged 
 

S/C S/C 

c compliance with the request 
would be 
incompatible with the sovereignty, 
security or 
public policy (ordre public) of the Party 
by which 
it was designated, or with the rights 
and 
fundamental freedoms of persons 
under the 
jurisdiction of that Party. 

compliance with the request would be 
incompatible with the sovereignty, 
national security or public order of the 
Party by which it was designated, or 
with the rights and fundamental 
freedoms of persons under the 
jurisdiction of that Party. 

compliance with the request would be 
incompatible with the sovereignty, 
national security or public order of the 
Party by which it was designated, or 
with the rights and fundamental 
freedoms of persons under the 
jurisdiction of that Party. 

S/C S/C 

Article 17 – Costs and procedures 
of assistance 

Article 17 – Costs and procedures of 
assistance 

Article 17 – Costs and procedures 
of assistance 

S/C S/C 

1 Mutual assistance which the 
Parties render each other under 
Article 13 and assistance they render 
to data subjects abroad under 
Article 14 shall not give rise to the 
payment of any costs or fees other 
than those incurred for experts and 
interpreters. The latter costs or fees 
shall be borne by the Party which has 
designated the authority making the 
request for assistance. 

1 Mutual assistance which the 
Parties render each other under 
Article 13 and assistance they render to 
data subjects [abroad] under Article 14 
shall not give rise to the payment of any 
costs or fees other than those incurred 
for experts and interpreters. The latter 
costs or fees shall be borne by the 
Party which has designated the 
supervisory authority making the 
request for assistance. 

1 Mutual assistance which 
the Parties render each other under 
Article 13 and assistance they render 
to data subjects [abroad] under 
Article 12bis shall not give rise to the 
payment of any costs or fees other 
than those incurred for experts and 
interpreters. The latter costs or fees 
shall be borne by the Party which has 
designated the supervisory authority 
making the request for assistance. 

Se sugiere ajuste para guardar 
coherencia con los cambios 
sugeridos. 

1 Mutual assistance 
which the Parties render each 
other under Article 13 and 
assistance they render to data 
subjects [abroad] under 
Articles 12bis  and 14 shall not 
give rise to the payment of any 
costs or fees other than those 
incurred for experts and 
interpreters. The latter costs or 
fees shall be borne by the Party 
which has designated the 
supervisory authority making 
the request for assistance. 
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2 The data subject may not 
be charged costs or fees in 
connection with the steps taken on his 
behalf in the territory of another Party 
other than those lawfully payable by 
residents of that Party. 

unchanged unchanged S/C S/C 

3 Other details concerning the 
assistance relating in particular to the 
forms and procedures and the 
languages to be used, shall be 
established directly between the 
Parties concerned. 

unchanged unchanged S/C S/C 

Chapter V – Consultative 
Committee 

Chapter V – Convention Committee Chapter V – Convention Committee S/C S/C 

Article 18 – Composition of the 
committee 

Article 18 – Composition of the 
committee 

Article 18 – Composition of the 
committee 

S/C S/C 

1 A Consultative Committee 
shall be set up after the entry into 
force of this Convention. 

1 A Convention Committee 
shall be set up after the entry into force 
of this Convention. 

1 A Convention Committee 
shall be set up after the entry into 
force of this Convention. 

S/C S/C 

2 Each Party shall appoint a 
representative to the committee and a 
deputy representative. Any member 
State of the Council of Europe which 
is not a Party to the Convention shall 
have the right to be represented on 
the committee by an observer. 

unchanged unchanged S/C S/C 

3. The Consultative Committee may, 
by unanimous decision, invite any 
non-member State of the Council of 
Europe which is not a Party to the 
Convention to be represented by an 
observer at a given meeting. 

3        The Convention Committee 
may, by a decision taken by a majority 
of two-thirds of the representatives 
of the Parties entitled to vote, invite 
an observer to be represented at its 
meetings. 

3        The Convention Committee 
may, by a decision taken by a 
majority of two-thirds of the 
representatives of the Parties 
entitled to vote, invite an observer 
to be represented at its meetings. 

S/C S/C 
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 4 Any Party which is not a member of 
the Council of Europe shall contribute 
to the funding of the activities of the 
Convention Committee according to the 
modalities established by the 
Committee of Ministers in agreement 
with that Party.  

4 Any Party which is not a member of 
the Council of Europe shall contribute 
to the funding of the activities of the 
Convention Committee according to 
the modalities established by the 
Committee of Ministers in agreement 
with that Party.  

S/C S/C 

Article 19 – Functions of the 
committee 

Article 19 – Functions of the 
committee 

Article 19 – Functions of the 
committee 

S/C S/C 

The Consultative Committee: The Convention Committee: The Convention Committee: S/C S/C 

a   may make proposals with a view to 
facilitating or improving the application 
of the Convention; 

a      may make recommendations 
with a view to facilitating or improving 
the application of the Convention; 

a      may make recommendations 
with a view to facilitating or improving 
the application of the Convention; 

S/C S/C 

b   may make proposals for 
amendment of this Convention in 
accordance with Article 21; 

unchanged unchanged S/C S/C 

c   shall formulate its opinion on any 
proposal for amendment of this 
Convention which is referred to it in 
accordance with Article 21, paragraph 
3; 

unchanged unchanged S/C S/C 

d  may, at the request of a Party, 
express an opinion on any question 
concerning the application of this 
Convention. 

d       may express an opinion on any 
question concerning the interpretation 
or application of this Convention; 

d       may express an opinion on any 
question concerning the 
interpretation or application of this 
Convention; 

S/C S/C 

 e      shall prepare, before any new 
accession to the Convention, an 
opinion for the Committee of Ministers 
relating to the level of data protection of 
the candidate for accession; 

e      shall prepare, before any new 
accession to the Convention, an 
opinion for the Committee of 
Ministers relating to the level of 
personal data protection of the 
candidate for accession  and where 
necessary recommend measures 
to take to reach compliance with  
the provisions of this Convention; 

S/C S/C 
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 f   may, at the request of a State or an 
international organisation or on its own 
initiative, evaluate whether the level of 
data protection the former provides is in 
compliance with the provisions of this 
Convention; 

f   may, at the request of a State or an 
international organisation or on its 
own initiative, evaluate whether the 
level of personal data protection the 
former provides is in compliance with 
the provisions of this Convention  and 
where necessary recommend 
measures to take to reach such 
compliance; 

Se puede llevar a una certificación 
de las leyes o su aplicación en un 
país, por lo que se sugiere matizar 
el verbo. 

f   may, at the request of a State 
or an international organisation 
or on its own initiative, evaluate 
assess whether the level of 
personal data protection the 
former provides is in compliance 
with the provisions of this 
Convention  and where 
necessary recommend 
measures to take to reach 
such compliance; 

 g  may develop or approve models of 
standardised safeguards referred to in 
Article 12; 

g   may develop or approve models of 
standardised safeguards referred to 
in Article 12; 

S/C S/C 

 h  shall periodically review the 
implementation of this Convention by 
the Parties in accordance with the 
provisions of Article 4.3 and decide 
upon measures to take where a Party is 
not in compliance with  the Convention; 

h  shall periodically review the 
implementation of this Convention by 
the Parties in accordance with the 
provisions of Article 4.3 and 
recommend measures to take where 
a Party is not in compliance with  this 
Convention; 

Se sugiere reincorporar la palabra 
“periodically” para expresar que 
estas revisiones no deben ser 
realizadas en una única ocasión. 

h  shall periodically review the 
implementation of this 
Convention by the Parties in 
accordance with the provisions 
of Article 4.3 and recommend 
measures to take where a Party 
is not in compliance with  this 
Convention; 

 i shall facilitate, where necessary, the 
friendly settlement of all difficulties 
related to the application of this 
Convention. 

i shall facilitate, where necessary, the 
friendly settlement of all difficulties 
related to the application of this 
Convention. 

S/C S/C 

Article 20 – Procedure Article 20 – Procedure Article 20 – Procedure S/C S/C 

1 The Consultative 
Committee shall be convened by the 
Secretary General of the Council of 
Europe. Its first meeting shall be held 
within twelve months of the entry into 
force of this Convention. It shall 
subsequently meet at least once 
every two years and in any case when 
one-third of the representatives of the 
Parties request its convocation. 

1 The Convention Committee shall be 
convened by the Secretary General of 
the Council of Europe. Its first meeting 
shall be held within twelve months of 
the entry into force of this Convention. 
It shall subsequently meet at least once 
a year and in any case when one-third 
of the representatives of the Parties 
request its convocation. 

1 The Convention Committee shall 
be convened by the Secretary 
General of the Council of Europe. Its 
first meeting shall be held within 
twelve months of the entry into force 
of this Convention. It shall 
subsequently meet at least once a 
year and in any case when one-third 
of the representatives of the Parties 
request its convocation. 

S/C S/C 
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2 A majority of 
representatives of the Parties shall 
constitute a quorum for a meeting of 
the Consultative Committee. 

2 A majority of representatives 
of the Parties shall constitute a quorum 
for a meeting of the Convention 
Committee. 

2 A majority of 
representatives of the Parties shall 
constitute a quorum for a meeting of 
the Convention Committee. 

S/C S/C 

 3 Each Party has a right to vote and 
shall have one vote. On questions 
related to its competence, the 
European Union exercises its right to 
vote and casts a number of votes equal 
to the number of its member States that 
are Parties to the Convention and have 
transferred competencies to the 
European Union in the field concerned. 
In this case, those member States of 
the European Union do not vote.   

3 Each Party has a right to vote and 
shall have one vote. On questions 
related to its competence, the 
European Union exercises its right to 
vote and casts a number of votes 
equal to the number of its member 
States that are Parties to the 
Convention and have transferred 
competencies to the European Union 
in the field concerned. In this case, 
those member States of the 
European Union do not vote.   

S/C S/C 

3 After each of its meetings, 
the Consultative Committee shall 
submit to the Committee of Ministers 
of the Council of Europe a report on 
its work and on the functioning of the 
Convention. 

4 After each of its meetings, 
the Convention Committee shall 
submit to the Committee of Ministers of 
the Council of Europe a report on its 
work and on the functioning of the 
Convention. 

4 After each of its meetings, 
the Convention Committee shall 
submit to the Committee of Ministers 
of the Council of Europe a report on 
its work and on the functioning of this 
Convention. 

S/C S/C 

4 Subject to the provisions of 
this Convention, the Consultative 
Committee shall draw up its own 
Rules of Procedure. 

5.  Subject to the provisions of this 
Convention, the Convention 
Committee shall draw up its own Rules 
of Procedure and establish in particular 
the procedures of evaluation set out in 
Article 4.3 and of  examination of the 
level of protection provided for in Article 
19, on the basis of objective criteria. 

5.  Subject to the provisions of this 
Convention, the Convention 
Committee shall draw up its own 
Rules of Procedure and establish in 
particular the procedures of 
evaluation set out in Article 4.3 and of  
examination of the level of  personal 
data protection provided for in Article 
19, on the basis of objective criteria. 

S/C S/C 

Chapter VI – Amendments Chapter VI – Amendments Chapter VI – Amendments S/C S/C 

Article 21 – Amendments Article 21 – Amendments Article 21 – Amendments S/C S/C 
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1 Amendments to this 
Convention may be proposed by a 
Party, the Committee of Ministers of 
the Council of Europe or the Consulta-
tive Committee. 

1 Amendments to this 
Convention may be proposed by a 
Party, the Committee of Ministers of the 
Council of Europe or the Convention 
Committee. 

1 Amendments to this 
Convention may be proposed by a 
Party, the Committee of Ministers of 
the Council of Europe or the 
Convention Committee. 

S/C S/C 

2 Any proposal for 
amendment shall be communicated 
by the Secretary General of the 
Council of Europe to the member 
States of the Council of Europe and to 
every non-member State which has 
acceded to or has been invited to 
accede to this Convention in 
accordance with the provisions of 
Article 23. 

2 Any proposal for amendment 
shall be communicated by the 
Secretary General of the Council of 
Europe to the Parties to the 
Convention, to the other member 
States of the Council of Europe, to the 
European Union and to every non-
member State which has been invited 
to accede to this Convention in 
accordance with the provisions of 
Article 23. 

2 Any proposal for 
amendment shall be communicated 
by the Secretary General of the 
Council of Europe to the Parties to 
this Convention, to the other 
member States of the Council of 
Europe, to the European Union and 
to every non-member State or 
international organisation which 
has been invited to accede to this 
Convention in accordance with the 
provisions of Article 23. 

S/C S/C 

3 Moreover, any amendment 
proposed by a Party or the Committee 
of Ministers shall be communicated to 
the Consultative Committee, which 
shall submit to the Committee of 
Ministers its opinion on that proposed 
amendment. 

3 Moreover, any amendment 
proposed by a Party or the Committee 
of Ministers shall be communicated to 
the Convention Committee, which 
shall submit to the Committee of 
Ministers its opinion on that proposed 
amendment. 

3 Moreover, any amendment 
proposed by a Party or the 
Committee of Ministers shall be 
communicated to the Convention 
Committee, which shall submit to the 
Committee of Ministers its opinion on 
that proposed amendment. 

S/C S/C 

4 The Committee of Ministers 
shall consider the proposed 
amendment and any opinion 
submitted by the Consultative 
Committee and may approve the 
amendment.   

4 The Committee of Ministers 
shall consider the proposed 
amendment and any opinion submitted 
by the Convention Committee and 
may approve the amendment.   

4 The Committee of Ministers 
shall consider the proposed 
amendment and any opinion 
submitted by the Convention 
Committee and may approve the 
amendment.   

S/C S/C 

5 The text of any amendment 
approved by the Committee of 
Ministers in accordance with 
paragraph 4 of this article shall be 
forwarded to the Parties for 
acceptance.   

unchanged  unchanged  S/C S/C 
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6 Any amendment approved 
in accordance with paragraph 4 of this 
article shall come into force on the 
thirtieth day after all Parties have 
informed the Secretary General of 
their acceptance thereof. 

unchanged unchanged S/C S/C 

  
7.        Moreover, the Committee of 
Ministers may after consulting the 
Convention Committee, decide that a 
particular amendment shall enter into 
force at the expiration of a period of two 
years from the date on which it has 
been opened to acceptance, unless a 
Party notifies the Secretary General of 
the Council of Europe of an objection to 
its entry into force. If such an objection 
is notified, the amendment shall enter 
into force on the first day of the month 
following the date on which the Party to 
the Convention which has notified the 
objection has deposited its instrument 
of acceptance with the Secretary 
General of the Council Europe. 

 
7.        Moreover, the Committee of 
Ministers may after consulting the 
Convention Committee, decide that a 
particular amendment shall enter into 
force at the expiration of a period of 
two years from the date on which it 
has been opened to acceptance, 
unless a Party notifies the Secretary 
General of the Council of Europe of 
an objection to its entry into force. If 
such an objection is notified, the 
amendment shall enter into force on 
the first day of the month following 
the date on which the Party to this 
Convention which has notified the 
objection has deposited its instrument 
of acceptance with the Secretary 
General of the Council Europe. 

S/C S/C 

 8.          If an amendment has been 
approved by the Committee of 
Ministers but has not yet entered into 
force in accordance with the provisions 
set out in paragraphs 6 or 7, a State,  
the European Union, or an international 
organisation may not express its 
consent to be bound by the Convention 
without at the same time accepting the 
amendment. 

8.          If an amendment has been 
approved by the Committee of 
Ministers but has not yet entered into 
force in accordance with the 
provisions set out in paragraphs 6 or 
7, a State, the European Union, or an 
international organisation may not 
express its consent to be bound by 
this Convention without at the same 
time accepting the amendment. 

S/C S/C 

Chapter VII – Final clauses Chapter VII – Final clauses Chapter VII – Final clauses S/C S/C 

Article 22 – Entry into force Article 22 – Entry into force Article 22 – Entry into force S/C S/C 
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1 This Convention shall be 
open for signature by the member 
States of the Council of Europe. It is 
subject to ratification, acceptance or 
approval. Instruments of ratification, 
acceptance or approval shall be 
deposited with the Secretary General 
of the Council of Europe. 

1 This Convention shall be 
open for signature by the member 
States of the Council of Europe, the 
European Union and  States not 
members of the Council of Europe 
which have been invited to accede to 
the Convention opened for signature 
on 28 January 1981. It is subject to 
ratification, acceptance or approval. 
Instruments of ratification, acceptance 
or approval shall be deposited with the 
Secretary General of the Council of 
Europe. 

1 This Convention shall be 
open for signature by the member 
States of the Council of Europe, the 
European Union and  States not 
members of the Council of Europe 
which have been invited to accede 
to this Convention opened for 
signature on 28 January 1981. It is 
subject to ratification, acceptance or 
approval. Instruments of ratification, 
acceptance or approval shall be 
deposited with the Secretary General 
of the Council of Europe. 

S/C S/C 

2 This Convention shall enter 
into force on the first day of the month 
following the expiration of a period of 
three months after the date on which 
five member States of the Council of 
Europe have expressed their consent 
to be bound by the Convention in 
accordance with the provisions of the 
preceding paragraph. 

unchanged unchanged S/C S/C 

3 In respect of any member 
State which subsequently expresses 
its consent to be bound by it, the 
Convention shall enter into force on 
the first day of the month following the 
expiration of a period of three months 
after the date of deposit of the 
instrument of ratification, acceptance 
or approval. 

unchanged unchanged S/C S/C 

Article 23 – Accession by 
non-member States  

Article 23 –  Accession by 
non-member States and 
international organisations 

Article 23 –  Accession by 
non-member States and 
international organisations 

S/C S/C 
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1 After the entry into force of 
this Convention, the Committee of 
Ministers of the Council of Europe 
may invite any State not a member of 
the Council of Europe to accede to 
this Convention by a decision taken 
by the majority provided for in 
Article 20.d of the Statute of the 
Council of Europe and by the 
unanimous vote of the representatives 
of the Contracting States entitled to sit 
on the committee. 

1  After the entry into force of this 
Convention, the Committee of Ministers 
of the Council of Europe may, after 
consulting the Parties to the 
Convention and obtaining their 
unanimous agreement and in light of 
the opinion prepared by the 
Convention Committee in 
accordance with Article 19.e,  invite 
any State not a member of the Council 
of Europe or an international 
organisation to accede to this 
Convention by a decision taken by the 
majority provided for in Article 20.d of 
the Statute of the Council of Europe 
and by the unanimous vote of the 
representatives of the Contracting 
States entitled to sit on the Committee 
of Ministers. 

1  After the entry into force of this 
Convention, the Committee of 
Ministers of the Council of Europe 
may, after consulting the Parties to 
this Convention and obtaining 
their unanimous agreement and in 
light of the opinion prepared by the 
Convention Committee in 
accordance with Article 19.e,  invite 
any State not a member of the 
Council of Europe or an international 
organisation to accede to this 
Convention by a decision taken by 
the majority provided for in 
Article 20.d of the Statute of the 
Council of Europe and by the 
unanimous vote of the representa-
tives of the Contracting States 
entitled to sit on the Committee of 
Ministers. 

S/C S/C 

2 In respect of any acceding 
State, the Convention shall enter into 
force on the first day of the month 
following the expiration of a period of 
three months after the date of deposit 
of the instrument of accession with the 
Secretary General of the Council of 
Europe. 

2  In respect of any State or 
international organisation acceding to 
the present Convention according to 
paragraph 1 above, the Convention 
shall enter into force on the first day of 
the month following the expiration of a 
period of three months after the date of 
deposit of the instrument of accession 
with the Secretary General of the 
Council of Europe. 

2  In respect of any State or 
international organisation acceding to 
this Convention according to 
paragraph 1 above, the Convention 
shall enter into force on the first day 
of the month following the expiration 
of a period of three months after the 
date of deposit of the instrument of 
accession with the Secretary General 
of the Council of Europe. 

S/C S/C 

     

Article 24 – Territorial clause Article 24 – Territorial clause Article 24 – Territorial clause S/C S/C 
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1 Any State may at the time 
of signature or when depositing its 
instrument of ratification, acceptance, 
approval or accession, specify the 
territory or territories to which this 
Convention shall apply.  
 

1  Any State, the European 
Union or other international 
organisation may at the time of 
signature or when depositing its 
instrument of ratification, acceptance, 
approval or accession, specify the 
territory or territories to which this 
Convention shall apply. 
 

1  Any State, the European 
Union or other international 
organisation may at the time of 
signature or when depositing its 
instrument of ratification, acceptance, 
approval or accession, specify the 
territory or territories to which this 
Convention shall apply. 
 

S/C S/C 

2 Any State may at any later 
date, by a declaration addressed to 
the Secretary General of the Council 
of Europe, extend the application of 
this Convention to any other territory 
specified in the declaration. In respect 
of such territory the Convention shall 
enter into force on the first day of the 
month following the expiration of a 
period of three months after the date 
of receipt of such declaration by the 
Secretary General. 

2  Any State , the European 
Union  or other international 
organisation may at any later date, by a 
declaration addressed to the Secretary 
General of the Council of Europe, 
extend the application of this 
Convention to any other territory 
specified in the declaration. In respect 
of such territory the Convention shall 
enter into force on the first day of the 
month following the expiration of a 
period of three months after the date of 
receipt of such declaration by the 
Secretary General. 

2  Any State , the European 
Union  or other international 
organisation may at any later date, by 
a declaration addressed to the 
Secretary General of the Council of 
Europe, extend the application of this 
Convention to any other territory 
specified in the declaration. In respect 
of such territory the Convention shall 
enter into force on the first day of the 
month following the expiration of a 
period of three months after the date 
of receipt of such declaration by the 
Secretary General. 

S/C S/C 

3 Any declaration made under 
the two preceding paragraphs may, in 
respect of any territory specified in 
such declaration, be withdrawn by a 
notification addressed to the 
Secretary General. The withdrawal 
shall become effective on the first day 
of the month following the expiration 
of a period of six months after the 
date of receipt of such notification by 
the Secretary General. 

unchanged unchanged S/C S/C 

Article 25 – Reservations Article 25 – Reservations Article 25 – Reservations S/C S/C 

No reservation may be made in 
respect of the provisions of this 
Convention. 

unchanged unchanged S/C S/C 
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Article 26 – Denunciation Article 26 – Denunciation Article 26 – Denunciation S/C S/C 

1 Any Party may at any time 
denounce this Convention by means 
of a notification addressed to the 
Secretary General of the Council of 
Europe. 

unchanged unchanged S/C S/C 

2 Such denunciation shall 
become effective on the first day of 
the month following the expiration of a 
period of six months after the date of 
receipt of the notification by the 
Secretary General. 

unchanged  S/C, en caso de que se mantenga 
la provisión sin cambios. 
 
 

S/C 

Article 27 – Notifications Article 27 – Notifications  S/C, en caso de que se mantenga 
la provisión sin cambios. 

S/C 

The Secretary General of the Council 
of Europe shall notify the member 
States of the Council and any State 
which has acceded to this Convention 
of: 

The Secretary General of the Council of 
Europe shall notify the member States 
of the Council and any Party to this 
Convention of: 

 S/C, en caso de que se mantenga 
la provisión sin cambios. 

S/C 

a any signature; unchanged  S/C, en caso de que se mantenga 
la provisión sin cambios. 

S/C 

b the deposit of any 
instrument of ratification, acceptance, 
approval or accession; 

unchanged  S/C, en caso de que se mantenga 
la provisión sin cambios. 

S/C 

c any date of entry into force 
of this Convention in accordance with 
Articles 22, 23 and 24; 

unchanged  S/C, en caso de que se mantenga 
la provisión sin cambios. 

S/C 

d any other act, notification or 
communication relating to this 
Convention. 

unchanged  S/C, en caso de que se mantenga 
la provisión sin cambios. 

S/C 
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Article … of the Protocol: signature and entry into force 
 

1. This protocol shall be open for signature by the Parties to the Convention. It shall be subject to ratification, acceptance or approval. Instruments of ratification, 
acceptance or approval shall be deposited with the Secretary General of the Council of Europe. 
 

2. This protocol shall enter into force on the first day of the month following the expiration of a period of [three] months after the date on which all Parties to the 
Convention have expressed their consent to be bound by the protocol in accordance with the provisions of paragraph 1 of this Article. 
 

3. However, this protocol shall enter into force following the expiry of a period of [two] years after the date on which it has been opened to signature, unless a Party to 
the Convention has notified the Secretary General of the Council of Europe of an objection to its entry into force. The right to make an objection shall be reserved to 
those states which were Parties to the Convention at the date of opening for signature of this protocol. 
 
4. Should such an objection be notified, the protocol shall enter into force on the first day of the month following the expiration of a period of [three] months after the date 
on which the Party to the Convention which has notified the objection has deposited its instrument of ratification, acceptance or approval with the Secretary General of 
the Council of Europe. 
 
 
 


