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This 3-binder treatise provides detailed coverage of a full
range of issues, including attacks on computers, electronic
evidence, advance fee fraud, and critical information on

cyber infrastructure protection.

International Coverage of Global Cyber Law

In the rapidly evolving world of the
Internet, the law races to keep pace with new
developments in technology and technology-
based crimes. To stay on the cutting edge of
these forceful new trends, Cybercrime and
Security is updated four times per year.

It provides detailed coverage of a full
range of issues, including attacks on
computers, electronic evidence, advance fee
fraud, and critical information infrastructure
protection, as well as chapters on national
legislation and industry case studies.

Expert attorneys, judges, police,
professors, and cybersecurity professionals
provide commentary and advice, making this
set an unbeatable resource for protecting
communications infrastructures from cyber
criminals and cyber attacks.

For a summary of contents, see the other
side.

To order, or for more information, visit
legalsolutions.thomsonreuters.com.

Topics Covered Include:

Homeland security legislation

Use of malware, botnets, and other computer
technology for financial crimes

Bitcoin and other virtual currencies

Cyber bullying and legal responses thereto
Phishing and identity theft

On-line fraud of various types

On-line gambling and money laundering
U.S. perspective on Council of Europe

Cybercrime Convention issues

Sexting from a criminological perspective
Technological means of combating

cybercrime and cybersecurity issues
Legal methods of combating cybercrime
Advance fee fraud worldwide

Critical information infrastructure protection
Security vs. privacy issues

Technical and legal aspects of seizure of

computers; computer forensics

Handling insider threats to organizations
Online child pornography
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Features & Benefits:

Specific cybercrime legislation.

Application of traditional law to cybercrime
situations.

Pending legislation and cases / Issues unique
to the jurisdiction.

Reports from the technology. community that
are intelligible to the non-technology
community.

Latest legal developments in various regions
including Asia, Europe, the Middle East;
Africa, North America, South America, and
Australia.

Latest cybersecurity policies, White Papers,
reports from the U.S and other countries; and
from regional and international organizations
including the European Union and the United
Nations.

Text of pertinent statutes, court filings in
criminal prosecutions for cybercrime, and
court decisions.
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