# CYBER DIVISION 

## FEDERAL BUREAU OF INVESTIGATION

## Internet Crime Complaint Center

Bill Hinerman- Unit Chief
Mission: To conduct analysis and develop referrals for investigative entities on cyber crimes


## IC3 Website



## www.ic3.gov 52,688,925 hits in 2013

All PSAs and Scam<br>Reports are available via Really Simple Syndication (RSS)

## Law Enforcement Enterprise Portal

## What is the Law Enforcement

 Enterprise Portal?The FBI's Law Enforcement Enterprise Portal (LEEP) is a gateway providing law enforcement agencies, intelligence groups and criminal justice entities access to beneficial resources. These resources will strengthen case development for investigators, enhance information sharing between agencies, and be accessible in one centralized location!

The resources available include:

- Virtual Command Centers
- Nationwide criminal justice records
- Global cyber-complaint data
- Information sharing networks
- Intelligence centers

Plus many more...

Along with these great resources being in one centralized location, you are also able to gain access by logging in using a single sign-on process. In other words, by using one username and one password, you can obtain access to many different resources and services within the LEEP.

## Who Can Access the LEEP?

Any user from a local, state, tribal, and federa law enforcement agency that is an Identity Provider (IdP) to the LEEP.
(An IdP is an agency that partners with the LEEP, which gives their users easier access to the LEEP resources. To become an IdP, send request to leoportal@leo.gov.)

## or

Anyone who has a Law Enforcement Online (LEO) account. (To become a LEO member, go to www.leogov.)

How Do I Access the LEEP?
If your agency is an IdP, simply log onto your agency workstation.
or
If your agency is not an IdP, go to www.leo.gov and use your LEO account username and password.

## How LEEP Works:



## IC3 2013 Complaints

- Complaints Received: 262,813
- Complaints reporting loss: 119,477
- Total adjusted loss: \$782,159,556
- Average loss overall: \$2,976
- Average loss for those reporting loss: \$6,547


## IC3 Complaints Received Annually




## Crimes Reported to the IC3



## LooksTooGoodToBeTrue.com



## Launched in October 2005, a joint effort between law enforcement and industry designed to protect consumers against Internet crimes.

Remember, if it looks too good to be true, it probably is!

## Assisting Investigations

- Access to consumer complaint database
- Research open and closed Internet sources
- Analyze and organize case data
- Liaise with numerous industry contacts
- Coordinate investigative effort
- Continually update ongoing investigations
- Send case referrals to state, local, and federal law enforcement


## IC3 Dissemination of Intelligence



Monthly Trend Analysis: Disseminated to Legats, InfraGard, LEO, and Cyber coordinators in FBI Field Offices

microsoft Support scam now using the ic




To view PSAs, you may visit www.ic3.gov, www.fbi.gov, and/or www.lookstoogoodtobetrue.com
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## *blogs.rsa.com; nbcnews.com

If you have been a victim of an internet scam or
was an attempted scam, please file a complaint at


To view Scam Alerts, you may visit www.ic3.gov


Internet Crime Complaint Center Report (IC3R)

# Questions, Comments? 

Bill Hinerman<br>Unit Chief<br>Internet Crime Complaint Center

