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The Mission of 
High Tech Crime Centre

To maintain a high level of expertise in High 
Tech Crimes through coordination, training 
and operational support to EU MS
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Training

• Support to CEPOL for cyber crime training courses programme

• Support Interpol for cyber crime training courses programme

• Support Europol internal courses such as ‘Combating sexual 

exploitation of children on the internet’

• Cooperation with private industry such Microsoft and Ebay – 

Training course in Dublin in January 2008

• Working group on harmonisation and coordination of cyber crime 

training based at Europol



Working group on harmonisation and 
coordination of cyber crime training

• Established at Europol since July 2007

• Between 40-60 members as permanent participants

• LEA, international organisations, private industries, universities

• Follow up of Falcone and AGIS programme, since 2002, now ISEC

• Harmonisation of training for LEA with accredited programme to 

universities (Bologna convention - ETCS)

• Master Science on Cyber Crime 

• Continuous follow-up in training modules development and delivery



Future plans on training

• WG meetings next 18-20 May & 9-13 Nov 2009 at Europol

• Europol is Framework partner with European Commission

• Partnership with Ireland for 3 years training courses

• Europol bids EC for one year project to develop, deliver 
and disseminate 3 new courses:

− Vista Forensic

− Advance Mobile Devices Forensic

− Database and Data Mining Techniques

• Support the creation of 2CENTRE to establish the centres 
of excellence network to pursue its mission



Assessment process in training

• Filling the gaps:

− Investigators can perform better their tasks, 

− Investigators are professionally qualified

− Training is repeatable, other LE may benefit

− Students and trainers show full commitment in the respective roles

− Creation of unique teaching methodology

− And many others...



Assessment process in management

• The cooperation amongst several stakeholders such as 

LEA, private sector, international bodies, and academies is 

successful because we are doing what we do best

• We are having a better understanding of what cyber crime 

is through looking at different perspectives

• We are creating a new concept on fighting cyber crime at 

different levels



Thank You 
for Your Attention

Nicola Dileone

High Tech Crime Centre
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