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Support countries   

 Cybercrime strategies and policies 

 Cybercrime legislation 

 High-tech crime and other specialised units 

 Law enforcement training 

 Judicial training 

 Financial investigations 

 Public-private cooperation 

 Criminal law measures related to the sexual exploitation and 
abuse of children 

 International police and judicial cooperation 

 



Global Project on Cybercrime, Phase 3 (DGHL/2571) 

Objective  

To promote broad implementation of the Budapest Convention on 

Cybercrime (CETS 185) and related standards and tools 

 Project area: A global project aimed at supporting the 

implementation of the Budapest Convention on Cybercrime and 

related standards and practices 

 Budget: Up to EURO 1 million 

 Funding: Voluntary contributions from public and private 

sectors 

 Implementation: Data Protection and Cybercrime Division (DG - I 

Rights and Rule of Law, Council of Europe) 

 Duration: 24 months (1 January 2012 – 31 December 2013) 

www.coe.int/cybercrime 



Output 1 - Experience exchange: Good practices related to measures against 

cybercrime documented and shared 

 Prepare or (if already available) update good practice studies  

 Develop an online tool for the sharing of experience and good practices 

 Organise two global Octopus conferences on cooperation against cybercrime 

 Support the participation of observer states and experts in the meetings of the 

Cybercrime Convention Committee (T-CY) 

 

Output 2 - Assistance: Countries assisted in the implementation of the Budapest 

Convention and related standards and good practices 

 Support the organisation of up to 30 in-country or regional workshops 

 Contribute to up to 50 events organised by other organisations 

 Provide legislative and other advice to countries worldwide 

 

Output 3 - Assessment of measures against cybercrime available 

 Prepare an assessment report on measures taken globally against cybercrime 

 Support the Cybercrime Convention Committee (T-CY) in the review of the 

implementation of the Budapest Convention by the Parties and in the assessment 

of accession requests 

Expected outputs and activities 


