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Overall objective of CoE Facility 

To enhance the reform processes in the six partner countries through a multilateral 

approach and to bring them closer to Council of Europe and EU standards in core 

areas covered by the Eastern Partnership Platform 1 

Specific project objective  

 To strengthen the capacities of criminal justice authorities of Eastern 

Partnership countries to cooperate effectively against cybercrime in line with 

European and international instruments and practices 

Result 1: EAP countries have defined strategic priorities regarding cybercrime and 

assessed measures taken 

Result 2:  EAP countries are provided with the tools for action against cybercrime  

Result 3: EAP Partnership countries participate more actively in international 

cybercrime efforts 

Objectives 
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Duration: 1 March 2011 – 31 August 2013 

Budget: Euro 725,000 

Funding: European Union (ENPI) 

Countries: Armenia, Azerbaijan, Belarus, Georgia, 

Moldova and Ukraine   

 

www.coe.int/cybercrime 

1 Launching conference 

on effective measures 
(Tallinn, Estonia, May 2011) 

3 Conference on strategic 

priorities 

(Tallinn, Estonia, May 2011) 
5 Final 

conference on 

progress made 2 Regional seminars on measures: 

 Legislation (legal advice in Azerbaijan; SR) 

 Specialised cybercrime units (SR) 

 Judicial and law enforcement training (SR) 

 LEA/ISP cooperation (SR) 

 International cooperation (Chisinau, 

Moldova, Sep 2011) 

 Financial investigations (SR) 

Participation in international meetings 

 OSCE National Expert Conference 

(Azerbaijan, Baku, October 2011) 

 G8 training, Rome, November 2011 

 Octopus 21-23 November 2011  

4 Peer-to-peer 

assessment and 

advisory visits 

to each country 

(SR) 

Situation Report 
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 Regional conference (launching event of the project) to discuss cybercrime 
measures and priorities (Estonia, 30-31 May 2011) 

 Establishment of working groups (April- May 2011) 

 Collect information about legislation and existing cybercrime measures (May 
– Sep 2011) 

 1st Steering Committee meeting and adoption of the workplan (Estonia, 30-31 
May 2011) 

 Assessment of the legislation and existing measures in EAP countries and 
drafting the Situation Report (June – Nov 2011) 

 Legal opinion on draft amendments to the Criminal Code of Republic of 
Azerbaijan   

 Regional seminar on international cooperation against cybercrime (Moldova, 
5-6 Sep 2011) 

Next:   

 Regional seminar on cybercrime legislation (Baku, Azerbaijan 13-14 Dec 2011)  

Implementatation  


