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78%

Asian organisations

take 1 -7 times longer than

the global median to discover a breach®

of Internet users
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than NMorth American firms*®
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CHALLENGES FOR FIRMS
IN MANAGING CYBERSECURITY
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simultaneously
hacked in July 2016°

70% of firms do not

hawve a strong understanding
of their cyber posture
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of organisations found it
“difficult-to-extremely-difficult”

to recruit cyber talent’

Primary insurers are reluctant to
provide single coverage above
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Issues and Challenges

» Harmonization of laws
» MLA Process
» Law Applicable

» Uneven Capacities



Developments

» Accession to the Budapest Convention

» ASEAN Declaration to Prevent and Combat
Cybercrime

» Hub Countries for Capacity Building

» Technology as a means for Justice!
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