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 Committee of Ministers decision October 2013

 Operational as from April 2014

 Currently 25 staff

 Task: Support to countries worldwide 
to strengthen criminal justice 
capacities on cybercrime and 
electronic evidence

Capacity building: Cybercrime Programme Office of 
the Council of Europe (C-PROC) in Romania
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Current capacity building programmes (Status May 2017)

GLACY+ EU/COE Joint Project on Global Action on Cybercrime Extended

Cybercrime@EAP-2018 EU/COE Eastern Partnership on international 

cooperation and public/private partnership

iPROCEEDS Cooperation on Cybercrime: targeting proceeds from online crime

Cybercrime@Octopus (voluntary contribution funded)

CyberSouth EU/CoE Joint Project for the neighbouring countries of the EU



GLACY+ 
EU/COE Joint Project on 
Global Action on Cybercrime Extended

Duration 48 months (Mar 2016 – Feb 2020)

Budget EUR 10 million

Funding European Union (Instrument Contributing to Peace and 
Stability) and Council of Europe

GLACY+ 
countries

• Dom. Republic
• Morocco
• Sri Lanka
• Cabo Verde*

• Ghana
• Philippines
• Tonga
• Chile*

• Mauritius
• Senegal 
• Costa Rica*

GLACY+ is intended to extend the experience of the GLACY project, which supports seven priority countries in Africa and 
the Asia-Pacific region. These countries may serve as hubs to share their experience within their respective regions. 
Moreover, countries of Latin America and the Caribbean may now also benefit from project support .
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GLACY+ 
Global Action on Cybercrime Extended

To strengthen the capacities of States worldwide to apply legislation on 
cybercrime and electronic evidence and enhance their abilities for effective 
international cooperation in this area.

* Cabo Verde, Costa Rica and Chile have been invited to integrate the GLACY+
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GLACY+ 
Global Action on Cybercrime Extended

• To promote consistent cybercrime policies and strategies as stand-alone and as part of 
broader cybersecurity 

CYBERCRIME POLICIES AND STRATEGIES

• To strengthen the capacity of police authorities to investigate cybercrime and engage in 
effective police-to-police cooperation with each other as well as with cybercrime units in 
Europe and other regions.

POLICE AUTHORITIES AND INVESTIGATIONS

• To enable criminal justice authorities to apply legislation and prosecute and adjudicate 
cases of cybercrime and electronic evidence and engage in international cooperation.

CRIMINAL JUSTICE AND INTERNATIONAL COOPERATION
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GLACY+ 
Partnerships and collaborations

European Commission 
European Union 

Delegations
INTERPOL

GLACY+ Partners International/Regional 
Organizations

UNODC
GFCE
ECTEG
AUC 

USA (USDoJ and USDoS) 
(Singapore, Tonga/PILON)

Europol EC3 (ECTEG, Philippines)

France (Study visit MO)

NCA UK (Ghana)

Estonia and Romania

ECOWAS
PILON
GPEN
OAS



Thank you

Manuel de ALMEIDA PEREIRA

Programme Manager of GLACY+

Cybercrime Programme Office of the Council of Europe (C-PROC) 
Bucharest, Romania

manuel.pereira@coe.int
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