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Basic parameters of the project
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Project: PGG 2018: Cybercrime@EAP - International 
and Public/Private Cooperation

Overall 
objective:

Enabling efficient regional and international co-
operation on cybercrime and electronic evidence, 
and improving public/private cooperation 
regarding cybercrime and electronic evidence in 
the Eastern Partnership region.

Project area: Armenia, Azerbaijan, Belarus, Georgia, Republic 
of Moldova, Ukraine

Budget: EURO 900,000 

Timeline:  Between 1 January 2018 and 31 December 2018 

Funding: European Union and Council of Europe 
Partnership for Good Governance for Eastern 
Partnership countries 

Implementation
:

Cybercrime Programme Office (C-PROC) of the 
Council of Europe
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Rationale for the project
• Continues where previous projects (Cybercrime@EAP II 

and Cybercrime@EAP III) left; 
• Features continued focus on international 

cooperation and public-private partnerships on 
cybercrime and electronic evidence;

• Brings new elements in compliance with the EU 
Deliverables 2020 for the Eastern Partnership:
– Renewed focus on legal compliance with the Budapest 

Convention;
– Focus on cybercrime/security strategies;
– Focus on capacities of investigative units.

• Reinforces the notion that the Eastern Partnership 
states should deal with these challenges in a regional, 
not just national, context. 
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Project activities in brief
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• Series of national events aimed to support EAP states in 
developing cybercrime strategies based on threat 
assessment; 

• Series of table-top exercises on use of tools and templates 
for international cooperation;

• Regional Cyber Exercise for law enforcement, ISP and 
CSIRT community; 

• ECTEG trainings for 24/7 points of contact and 
investigative agencies;

• Request-based expert support to planned or ongoing legal 
reforms;

•  Support EAP country teams to participate in numerous 
forums and international events in 2018, as well as 
further develop standards and best practices in format of 
Regional meetings.



5 5

Thank you for your attention
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