
  
 

 
 
 
 

Duration: 30 hours 
Starts in September - 2017 

  
Cybercrime Investigation and 

Digital Evidence Course 



Georgia “Cyber” Police Structure  

MIA 
Cybercrime Division 

MIA 
Regional bodies 

Digital Forensics 

15 
Officers 

200 
Officers 

10 
Experts 



Topics 
 

• Introduction to Cybercrime and Cybersecurity 
• Cyber criminals and Cyber victims 
• Introduction to information technology 
• Problems related to cybercrime and the future of cybersecurity 
• Causes of Cybercrime 
• The law regulating Cyberspace 
• Types of Cybercrime 
• Digital evidence, SOP 
• Cybercrime investigation 
• Scene of Cybercrime 
• International Cooperation 
• Best practice review 
• Cybercrime Prevention 

Duration 30 h. 
 

Cybercrime 
Investigation Training 

Course 

Trainers : 
- 1 - From Academy (Full time) 
- 1 - From Cybercrime Division (invited) 
- 1 - From Forensics Division (invited) 

 

Students : 
 

- About 200-300 officers 
 

This training is organized the 
first time in MIA of Georgia 



C:\> Cybercrime Investigation Course 
 

Key Principles: 
 

 Involve people with practical 
experience: 
 

 Continuous renewal principle; 
 

 Principle of Case Study; 
 

 Principle of teaching with interactive 
methods; 
 

 Adapted to Georgia reality and law 



First stage 

Second stage 

Trainings for officials of MIA: 
 

- First  Responders, SOP 
- Online investigation 

Trainings for Prosecutors, 
Judges and Forensic experts 



Thank you! 


