Cybercrime Investigation and
Digital Evidence Course

Duration: 30 hours
Starts in September - 2017



Georgia “Cyber” Police Structure

Cybercrime Division Regional bodies Digital Forensics
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Cybercrime
Investigation Training
Course

Topics

Introduction to Cybercrime and Cybersecurity
Cyber criminals and Cyber victims
Introduction to information technology
Problems related to cybercrime and the future of cybersecurity
Causes of Cybercrime

The law regulating Cyberspace

Types of Cybercrime

Digital evidence, SOP

Cybercrime investigation

Scene of Cybercrime

International Cooperation

Best practice review

Cybercrime Prevention

Duration 30 h.
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C:\> Cybercrime Investigation Course

Key Principles:

» Involve people with practical

experlence:
“‘E‘ n“ 3

» Continuous renewal principle;

» Principle of Case Study;

» Principle of teaching with interactive
| methods;

Adapted to Georgia reality and law
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[Second stage
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Trainings for Prosecutors,
Judges and Forensic experts
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Thank you!



